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1 Reason for Contribution

The OMA Architecture Group has developed a set of requirements on a future architecture. From these requirements, and the OMA Architecture Principles, a number of architectural components can be derived. 

Some of these are common to several enablers or use cases. A discussion on these can be found in chapter 3:2.

2 Summary of Contribution

A set of architectural components can be derived from the OMA Architecture Requirements. Given that they are actually described in the Architecture Requirements document, this implies that they are indeed required to be present in the architecture, and interrelate in certain ways, which are also specified in the document. This document outlines them, describes how they could be specified, and how they could relate to other components in the OMA architecture.

Given that we (by approving the RD) already have decided to have these components in the architecture, I propose that the enclosed text in section 3:1be included in the OSE specification.  

3 Detailed Proposal

1 Deriving an OMA Service Environment architecture

1.1 Requirements analysis

Having done this, we can go on to analyze the OMA Architecture Requirements document[ARD], and abstract requirements which state that an entity must be present, or give a constraint on an interface. They are the following:

6.1#5 The OMA Service Environment MUST provide interfaces towards backend systems (e.g. charging, accounting, payment, provisioning, Operations & Management, etc.).

6.1# 16. When authorized, Principals MUST be able to set policies (e.g. charging policies and privacy policies) on any request (including discovery)

6.1.1#1 The OMA Service Environment MUST provide mechanisms for authentication of users, applications and third-party service providers, and authorization for the use of service enablers across and within service provider domains. 

6.1.1#5. The OMA Service Environment MUST enable single sign-on and single log-out to span enablers in a single domain or across multiple Service Provider domains.  One-time authentication or a SSO MUST remain valid throughout a continuous session

6.1.1#11. The OMA Service Environment MUST support a mechanism to federate and de-federate identity information across Service Provider domains.

6.1.1#14. The OMA Service Environment MUST provide an interface between the authorization function and the charging enabler.

6.1.2#2 The OMA Service Environment MUST provide an interface where Accounting and Charging information is to be gathered.

6.1.3#3 The OMA Service Environment MUST enable the communication of service monitoring data (e.g. performance measurements) between actors.

6.1.3#5 The OMA Service Environment MUST provide the means to manage the activation, registration, authentication, and authorization of users and service components.

6.1.3#8. The OMA Service Environment MUST provide a mechanism by which device and network information can be communicated to an authorized third-party (with respect to the information holder) in a manageable way.  This mechanism MUST allow for the automated discovery of new devices and new characteristics in existing devices.

6.1.3#9 The OMA Service Environment MUST provide a mechanism to enable third-parties to obtain an identification for an end-user who uses a particular device to access authorized third-party applications.

6.1.3#10 The OMA Service Environment MUST provide a mechanism to allow third-parties to discover the device(s) currently used by an end-user, if registered on a network (e.g. where to send a notification to the employee).

6.1.3#11 The OMA Service Environment MUST provide a mechanism for an authorized third-party to discover the conditions for using a service enabler exposed by a particular service provider in a dynamic manner.

6.1.3#12 The OMA Service Environment MUST support a mechanism for service providers and other authorized actors to enforce the conditions for use of a service enabler.

6.1.3#13 The OMA Service Environment MUST have a single logical point that handles subscriber and subscription information.

6.1.5#4 The OMA Service Environment MUST provide a common mechanism for Provisioning of services, service enablers and user parameters.

6.1.5#5 The OMA Service Environment SHOULD provide a mechanism to manage and use policies (e.g. access policies, charging polices, service level agreements, etc.).

6.3.2#1 The OMA Service Environment MUST have a single logical access point (e.g. Common Directory) to handle: 1) registration, 2) discovery and 3) functions and data that handle information relevant to more than one single service enabler.

6.3.2.1#1 The OMA Service Environment MUST support Service Registration for Services visible to the end-user.

6.3.2.1 #2 The OMA Service Environment MUST support Service Discovery for services visible to the end user.

6.3.2.1#3 The OMA Service Environment MUST support Discovery for an implementation of a Service Enabler.

6.3.2.1#4 The OMA Service Environment MUST support Registration for an implementations of a Service Enabler.

6.3.2.1#5 Within the OMA Service Environment it MUST be possible to register, discover, and retrieve information (e.g. a service enabler’s address) using a resource identifier (e.g. a user identifier). 

6.3.3#1 The OMA Service Environment MUST define a common interface for the operations and management (O&M) of both common and service-specific enablers or applications (including service monitoring and end-to-end service delivery).

1.2 Derived architecture

The OMA architecture consists of a set of interfaces[AP]. These interfaces are what we will standardize in OMA. In the requirements document, a set of mechanisms are described. Given that “mechanisms” are not defined, but could be regarded as interfaces on which operations are performed, the following interfaces can be derived. These could be implemented in various ways, e.g. as one component (software module) for each interface, one single component implementing all interfaces, or any way in between. An example of how this can be implemented is outlined in Figure 1 (numbers in the text refer to the interfaces of components in Figure 1).
· Interface for “operations and management” (1)

· Interface for the discovery of service enablers (14)

· Interface for the registration of service enablers (19)

· Interface for the discovery of services (17)

· Interface for the registration of services (18)

· Interface for discovery of conditions for the use of service enablers (16)

· Interface towards a policy management mechanism (21)

· Interface to provision services, service enablers and user parameters(6)

· Interface for subscription management (17)

· Identity management mechanism associating device identification  (13) with federated identity (14)

· Interface to network exposing network characteristics(9)

· Interface to charging (3) (to gather accounting and charging information(3))

· Interface to authentication function (11)

· Interface to authorization function(10)

· Interface from authorization function to charging enabler (and the reverse)) (10)

· A method to connect between identity (12), authorization (12), and authentication (12) components, e.g. cookies or other session tokens

· Policy (constraints) in all interfaces

· Acess to “back-end systems” (charging (4), accounting(4), payment(4), provisioning (7), Operations & Management , etc.); this can be resolved by interfacing these through a component, and using the standard OMA between the enabler and the component

These interfaces can be described in terms of components, which implement interfaces.These are tantamount to the “mechanisms” discussed in the specification. For the sake of clarity, it should be noted that components can be combined in ad-hoc ways, and the analysis here does not mandate any single method to combine components. Given this, the following architecture can be derived. Note that this of course only represents one possible realization, i.e. it is a use case framework. It also only represents those components which are required by the OMA Architecture requirements document. It is quite possible that there are other components which are required to make actual use cases work. . 
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Figure 1: Outline of the interface relations in the OMA architecture. Note that the “example enabler” represents any and all OMA enablers, including the ones (possibly) shown in the picture.

4 Intellectual Property Rights Considerations

To the best of my present personal knowledge, no IPR is affected by this document. 

5 Recommendation

The text in section 3 should be included in the OSE specification. 
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