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1 Reason for Contribution

The current draft proposed for the IMS RD (OMA-ARC-2004-0003-RD-IMSinOMA) proposes to include a generic use case that shows the benefits of using IMS in OMA. 

2 Summary of Contribution

This contribution proposes such a generic use case, for inclusion in the IMS RD.

3 Detailed Proposal


7.1 General Use Case

7.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes how a Service Provider develops a service using both OMA enablers and capabilities provided by the IMS.

7.1.2 Actors

A Service Provider, who provides mobile services to his users.

5.2.1.1 Actor Specific Issues

In the development of new services, the Service Provider wants to protect his investment in the IMS platform already deployed in his network. The Service Provider also wants to leverage the capabilities like security and QoS that his IMS platform provides for the mobile environment.

5.2.1.2 Actor Specific Benefits

The Service Provider benefits from all the capabilities provided by the IMS network architecture in a way optimised for the mobile case, like

· User reachability (detection of unreachable user and indications to requesting entities)

· Session management (control mechanisms for session re-direction)

· Bearer control (detect and recover from the loss of radio bearer)

· A defined relationship between the responsibilities of the home network and the responsibilities of the visited network when any user is roaming.

· A charging mechanism based on content, rather than solely byte counts, and which allows the visited and home networks for roaming users to agree on the charges due to each other.

· A security architecture

· allowing authentication of the user before they are allowed to use network capabilities

· between network elements – this architecture provides the security elements, and also the basis for a trust domain which is used by certain SIP extensions; one of these extensions provides for calling/connected line identification, for which the mechanism without using trusted domains is not yet available in IETF.

· A mechanism for policy control by the network operator, such that the network only handles traffic that the user has contracted for.

· A mechanism for ensuring that traffic over the radio interface is kept to a minimum.

The Service Provider benefits also from enablers provided by the IMS, like Presence.

The Service Provider may also use a third party to buy an off-the-shelf service that interfaces with his OMA enablers in a standard way.

The Service Provider can upgrade his IMS without having to modify his OMA enablers or Applications.

7.1.3 Pre-conditions

The Service Provider already has an IMS implemented in his network; this IMS includes capabilities like Presence. 

The Service Provider also has some OMA enablers implemented in his network, like OMA PoC and Charging enablers, but does not have an OMA Presence enabler.

7.1.4 Post-conditions

None.

7.1.5 Normal Flow

1. The Service Provider develops a new service (e.g. PoC).

2. This service is developed using an OMA enabler (e.g. PoC).

3. This service uses Presence capabilities provided by the IMS, by interfacing with IMS Presence via the ISC reference point.

4. This service uses security and charging IMS capabilities that interface with the service level OMA Security and Charging via interfaces defined in OMA.

5. This service uses the network capabilities provided by the IMS, via interfaces defined either in 3GPP[2] or OMA.

7.1.6 Alternative Flow

1. The Service Provider buys an OMA compliant off-the-shelf service (e.g. PoC) from a third party.
2. This third party service interfaces with the OMA enablers and IMS components in a standard way

3. The rest is the same as in the normal flow.
4 Intellectual Property Rights Considerations

The author is not aware of any IPR attached to this input contribution.

5 Recommendation

The author recommends the Architecture WG agrees that this use case be included in the IMS RD.
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