[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-ARC-2004-0103-EPEM-Optionality-from-London
Submitted to ARCH
06 Apr 2004
Doc# OMA-<grp>-2004-<num>-<desc>
Submitted to <Group Name>
dd mmm 2004

Input Contribution

	Title:
	EPEM Optionality from London
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	Architecture WG

	Source:
	Christian Herzog, Siemens
Based on OMA-ARC-2004-0071 by:
Stéphane H. Maes, Oracle, +1-203-300-7786  stephane.maes@oracle.com
Mark Pozefsky, IBM             +1-919-254-6051  poz@us.ibm.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

OMA-ARC-2004-0071 was presented to the ARCH London interim meeting (end of March 2004). The meeting agreed that there is good text in this IC, however it needs some restructuring and rewording in order to be included into the OSE.
2 Summary of Contribution

The text presented in this IC resulted from an informal drafting session during the London interim meeting. Some additional edits have been performed by the author to complete the London editings.

3 Detailed Proposal

3.1 Optionality for Enabler Implementations

This chapter is of general nature and should not be associated to EPEM in the OSE structure
An enabler implementation can invoke any standardized functions such as authentication or charging that it needs to satisfy the specifications.  For example, if a specification requires that it performs differently based on end user preferences or settings, then it is essential that such end user information be protected and accessible only by authorized entities.  The enabler implementation can accomplish this required operation (e.g., authorization) either by: 

· (1) implementing the function itself, 

· (2) invoking a separate (modular) implementation that does the function (provided by the same vendor or a different one), 

· or (3) delegating the invocation to a policy evaluation and enforcement entity .  

Any of these implementation options result in a conforming implementation of an enabler.
3.2 Optionality for Enabler Deployments

This chapter is of general nature and should not be associated to EPEM in the OSE structure
In a similar vein, the service provider deploying enabler implementations has multiple options.  

· For those implementations using method (1) above, the service provider can allow each implementation to independently perform functions like authorization.

· For those implementations using method (2) above, the service provider can deploy the separate (modular) implementations of functions required by the enabler implementations.  

· For those implementations using method (3) above, the service provider can deploy a policy enforcement implementation and any separate delegated implementations to perform functions like authentication, authorization, charging, etc.  

3.3 EPEM Optionality in the OSE

This chapter is related to EPEM and should be associated to EPEM in the OSE structure
Enabler specifications define how certain functions are performed.  EPEM is a particular enabler that will specify how to perform policy evaluation and enforcement.  

Therefore, if an enabler needs to perform policy evaluation and enforcement, the enabler should reference EPEM.  If the enabler does not require policy evaluation and enforcement, then EPEM is not needed.  

The OSE is the environment where OMA enabler implementations are deployed and interacted with. The deployment of a particular enabler implementation is entirely optional. Which ones are needed is left entirely to the service providers. 

Therefore, EPEM is an optional OSE enabler like any other enabler. It is deployed only if required by the service provider, for example to enforce policies.  

3.4 Annex: Implications of Common Functions on Enabler Specification Writers

OMA principles and the Architecture RD state that enabler specifications should reuse existing specifications when possible.  Enabler specifications must specify how to interface to the enabler’s core functions (those that are needed to implement the function of the enabler). Many features can be logically delegated to specialized enablers.

· Any requirements or features that are not intrinsic should not be specified.  Many such requirements will be accomplished using separately specified common functions (e.g. the EPEM mechanism for evaluating and enforcing policies).
· EPEM as an example: Some enablers require having an identifier for the requesting entity.  The requirement to perform the enabler's function is actually that there be a way to distinguish one requestor from another, not actually that the requestor's identity be verified using any particular strength of mechanism (e.g., password, certificate, biometrics).  The need to authenticate the requestor is a policy statement, not actually required to perform the function of the enabler.   Therefore the authentication process should be outside the scope of the enabler specification, either implemented as a value-add by the enabler implementer or left to the EPEM mechanism.  

· The requirements specifications should carefully consider whether a requirement is truly necessary to perform the intended function or whether it is rather a common function that should be specified separately.

As discussed in section 3.4, without mandating EPEM, the above can be achieved by indicating to the different OMA WG that they should write specifications always assuming that EPEM is logically present in the OSE.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss, improve (if necessary) and include it into the OSE specification to enhance clarity and understandability. It is left to the editor where to include the text, however, the text in yellow gives some indication of the intention.
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