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1 Reason for Contribution

A clarification was found desirable for the text in Section 6.3 of OMA-RD_IMSinOMA-V1_0-20040406-D.
2 Summary of Contribution

This contribution proposes some changes in the text of Section 6.3 of OMA-RD_IMSinOMA-V1_0-20040406-D to address this clarification.
3 Detailed Proposal

The proposed changes to Section 6.3 are:

6.3 System Elements and IMS capabilities

6.3.1 Relevant Interfaces to IMS

OMA enabler realizations using IMS capabilities SHALL use selected IMS interfaces specified by 3GPP/3GPP2, as defined by OMA 
6.3.2 IMS Service Capabilities

OMA enabler realizations using IMS SHALL use selected IMS service capabilities as standardized by 3GPP/3GPP2 where available.  

The IMS service capabilities consist of session management, user data access, event subscription and notification, messaging, data manipulation, and conference control
.

· Session management enables sessions, maintains session state, and provides control mechanisms e.g. re-direction or detection of unreachable SIP users and indications to requesting entities. 

· User data access provides the service enablers the possibility to retrieve user information, e.g. information whether the IMS subscriber is currently reachable or not. 

· Event subscription and notification capability provides a generic capability for subscribing to and notification of events e.g. user presence and watcher information. 

· Messaging capability enables the distribution of multimedia content end-to-end. 

· Data manipulation (a.k.a. group management) provides capabilities to configure, update and store data related to service enablers, e.g. presence authorization policies and access control lists to groups. 
· Conferencing provides a set of control capabilities related to conference creation, configuration and management.
6.3.3 Supporting Capabilities

OMA enabler realizations using IMS SHALL use the IMS supporting capabilities as standardized by 3GPP/3GPP2 where available.
Currently only one supporting capability has been identified - the charging capability. The supporting capabilities can be considered as non-essential to service enabler realizations. However, they do provide additional value by linking service enabler realizations to business logic infrastructure. Examples of such linkage are charging correlations, prepaid and postpaid charging.

4 Intellectual Property Rights

None identified.

5 Recommendation

The authors of this contribution recommend:

· that this contribution be discussed in the Arch meeting in Munich

· that the changes proposed be agreed by Arch as changes to the next IMSinOMA RD version

· that the meeting minutes reflect that this is a change agreed by Arch, that does not need further discussion and instead is agreed to become a CR to the IMSinOMA RD as soon as it is approved by the TP.










� Editor’s Note: some of these capabilities are yet to be approved by 3GPP/3GPP2
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