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1 Reason for Contribution

This Input proposes changes to the OSE. The changes are described in section 3 of this document and are based on the 2004-05-26 version of the OSE (OMA-ARC-2004-0166).

2 Summary of Contribution

See above

3 Detailed Proposal

Miscellaneous Changes:

1. Section 9.1 refers to Figure 7 and it should be Figure 6

2. Section 9.1 - Remove all of the unnecessary usage of Double Quotes (i.e. “End User Device”). If it really is necessary to distinguish such terms, use Italics.

3. Section 9.1 - The list in says the Figure contains a OMA System but the figure does NOT contain such an entity. Add SP Domain to the list of Domains.

4. Section 9.1 - Increase the font used to label the domains in the Figure

5. Change the title of 9.1 to OMA Enabler Reference Point View
6. Change the title of Figure 6 to OMA Domain View and Policy Enforcer
7. Figure 6 – this figure defines four arcs R1-R4 but never defines them. However, in section 9.3 these arcs are referenced and thus must be defined in section 9.1.

Section 9.1

The "OMA System" depicts all architectures that are currently present in OMA, whereas the other domains represent and generalize the entities accessing the "OMA System" from outside.

The "End User Device" domain contains a number of functionalities; most of them 
are applications that are able to send requests into the "OMA System" (= requesting applications). 
The "end User Device" domain hosts applications that call the "OMA System" over wireless connections. It also hosts applications that respond to requests coming from or through the "OMA System". The significant difference between those 
and the domain "Requesting Application" is that the applications in the End User Device access the "OMA System" over wireless connections, whereas the applications in the domain "Requesting Applications" access it 
over wired connections. Because this difference is important (e.g. for performance, communication patterns, transmission costs, etc), it
 has been explicitly introduced into Figure 6.

The "Requesting Applications" domain calls the "OMA System" over wired connections. Figure 6 does not define who owns or hosts the “Requesting applications”. For example they could either be based somewhere in the Internet or belong to a Service Provider.

The "Backend Systems" refer either to a Service Provider's infrastructure (e.g. charging systems, etc.) or any other system different from the other domains. Figure 6 does not intentionally define who owns or hosts these systems.

The "Responding Applications or Content" domain represents content to be accessed from or through the "OMA System", or any application that is called from or through the "OMA System". This domain basically delivers data to the "OMA System" on request. Figure 6 does not define who owns or hosts the "Responding Applications or Content". For example, they could be based somewhere in the Internet or belong to a Service Provider.

Section 9.2

1. Add text that explains the Cases referred to are described in section 9.3

2. Change:

Performing the policy evaluation and enforcement 
itself by invoking a separate (modular) implementation that does the required operation (provided by the same vendor or a different one)
.  Case (2a) makes use of a constrained policy evaluation and enforcement mechanism where the vendor supplying the enabler implementation determines which operations (i.e., policies) the enabler implementation invokes (i.e., there is a built-in, non-changeable selection of policies to be evaluated/enforced).   Case (2b) has a full policy evaluation and enforcement mechanism that allows the service provider to determine which operations (i.e., policies) the enabler implementation invokes.
3. Change:


To summarize the distinctions between these choices: for case (1) the implementation of the operations is done in the enabler implementation,;for case (2a) and (2b) the implementation invokes other separate components to perform the operations and thus all enabler implementations in the deployment can use the same operation’s implementation and reduce the silo effect; and for case (3) the implementation invokes a separate component to do the policy evaluation andenforcement (which itself may invoke separate components to perform the operations).

Cases (1) and (2a) are consistent with the Policy Enforcer described earlier and correspond to the current silo situation.  Cases (2b) and (3) conform to the OSE Policy Enforcer an entity in the OSE architecture.

Section 9.3

Change #1:


· 
· 

Change #2:

All four identified cases as described in figure 7 map to the OSE logical architecture and flows. Cases (1) and (2a) map to the OMA silo architecture and enablers; cases (2b) and (3) represent the OSE architecture and enablers.

Based on the equivalency between Reference Points and interfaces as discussed in Annex B, the existing OMA enablers can optionally be integrated with the EPEM as illustrated in Figure 6. In this case, any exchange to and from any enabler is logically processed by EPEM 
as illustrated in Figure 6. Reference Points R0, R1, R2 and R4 in Figure 6 are abstractions of various  Reference Points that are defined in the Enabler Reference Point view refer of [ARCHINVEN].

R1, R2 and R4 in Figure 6 represent I0, as described in figure 3. R3 represents I2 in figure 3. 
As a result of this
, policy enforcement is logically present across each reference point in Figure 6. Specific Service Provider deployments may not require any policies to be enforced, in which case the Service Provider would obviously not to deploy any policy enforcement-related enablers.



Without requiring any changes to existing enabler specifications, service providers can introduce an implementation of the EPEM enabler to perform policy enforcement operations that do not conflict with existing enabler implementations. For example, an enabler may specify its own methodology to ensure security and so conforming enabler implementations will implement the defined security methodology. However, EPEM could be used for functions not defined by the enabler and not provided by the enabler implementation.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The changes proposed in section 3 of this document should be Approved/Accepted.
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