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1 Reason for Contribution

This Input proposes changes to the OSE. The changes are described in section 3 of this document and are based on the 2004-05-26 version of the OSE (OMA-ARC-2004-0166).

2 Summary of Contribution

See above

3 Detailed Proposal

Section 7.1 - Figure #3:

1. Describe the difference between Red and Black arcs or make them the same color

2. The pointy end of the Red arcs gets blended into the Red PE block so a different color should be used for either the Red PE block or the Red arrows; 

3. Some of the arc labels are Black and some are Blue – either make them the same color or explain the difference;

4. The Black text in the blue entity is unreadable on color hardcopy

5. Add an explanation of what it means by the arcs labelled Request affects the target request
Section 7.1


When an enabler is able to delegate functions such as authentication, the SP can supply policies enforced by PE to perform these functions.
For any enabler deployed by a service provider that does not delegate (or reuse) functions, the service provider can identify the reusable functions that the SP already supports and only specify  policies for these functions. The Service Provider will only associate associate policies (and the resulting evaluation and enforcement) to an enabler that is able to delegate functionality.

The Policy Enforcer applies the same rigid procedures for both hosted (in the same domain) and third party applications and enablers. This is achieved by having the Policy Enforcer process all requests to and from the enabler implementations and enforce the appropriate policies. The Policy Enforcer processes requests whether they originated from applications or enablers, from within the service provider or externally to the Service Provider.

Section 7.2.2

OMA principles [OMA-PRINC] and the Architecture RD [ARCH-RD] state that enabler specifications should reuse existing specifications when possible.  This approach includes reuse of existing OMA enabler specifications whenever possible (e.g. re-use of presence and group management enablers by the PoC enabler).  Enabler specifications must specify how to interface to (i.e. invoke) the enabler’s functions.

Any requirements or features that are not intrinsic to an enabler should not be specified within the enabler's specification.  An enabler's specification should only specify the intrinsic functionality required to fulfill its actual function. For example, some enablers require having an identifier for the requesting entity.  The requirement to perform the enabler's function is actually that there be a way to distinguish one requestor from another, not actually that the requestor's identity be verified using any particular mechanism (e.g., password, certificate, biometrics).  The need to authenticate the requestor is a policy statement under the control of a service provider, not actually required to perform the function of the enabler.  Therefore the authentication process is outside the scope of the enabler specification andeither implemented as a value-add by the enabler implementation or left to the policy enforcer enabler.
Section 7.3

Figure 5 illustrates the steps of determining the interfaces associated to a target enabler. Steps 1a/1b describe two alternative steps at application development. Step 1c is an alternative discovery that can take place at execution. After establishment of a relationship, a third party can discover the resources exposed by the service provider. This may be achieved through the use of a discovery service or enabler. It is also possible that the interfaces of a resource are communicated through other exchanges between the service provider and the third party and incorporated by the application developer when developing the application.

The applications that have been created and deployed in the application execution environment, now bind to the enabler interfaces. The Policy Enforcer processes the exchanges to control third party access to the enablers. The Policy Enforcer at a logical level controls any exchange. However, there may be cases when the policy to be applied may be a zeropolicy whereby the Policy Enforcer does not process the request. In this case, since the Policy Enforcer is not processing any requests, the Service Provider may choose to not deploy a Policy Enforcer.

Section 8.

Change #1

Organizationally, the material in this short major section is simply a continuation of section 7 and as such, should simply be made section 7.4

Change #2

Change the title of this subsection to:


7.4  Deployment Options

Change #3

The Policy Enforcer is a logical entity of the OSE. Deployment options for the Policy Enforcer functionality include:


· A standalone enabler implementation that uses other standalone enabler implementations to evaluate and enforce policies. Such an enabler implementation would be deployed as a separate component from other enabler implementations.. See case 3 in section 9.3 for more information.

· The Policy Enforcer functionality is directly included in an enabler implementation. In such a delopyment, the Policy Enforcer functionality would be an integral part of the enabler implementation and thus is not directly available to perform policy evaluation and enforcement for any other enabler implementations (case 2b).


An implementation of a Policy

 The Policy Enforcer entity may transparently intercept requests when they enter the service provider domain, or enabler implementations may explicitly invoke the PE. Such an implementation might even be the destination for requests that are then forwarded to the true enabler implementation.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The changes proposed in section 3 of this document should be Approved/Accepted.









�PAGE \# "'Page: '#'�'"  �� This statement is so incredibly obvious it does not to be stated.


�PAGE \# "'Page: '#'�'"  �� The conclusion at the end of this sentence isn’t clear. That is, why MSUT policy enforcement components be deployed in this scenario?


�PAGE \# "'Page: '#'�'"  �� This sentence isn’t comprehensible. Perhaps it would help to split into more than one statement.


�PAGE \# "'Page: '#'�'"  �� This paragraph has several problems including: a) the use of Therefore implies a follow-on to some type of conclusion yet this is the beginning of the paragraph – that is!; b) this document MUST NOT include text about PURCHASING enabler implementations!; c) the last sentence should remove the double negatives and made into a positive statement


�PAGE \# "'Page: '#'�'"  �� These two sentences are completely redundant and thus should be removed.
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