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1 Reason for Contribution

Provide further clarification of some key concepts of the OSE 
2 Summary of Contribution

Further clarification of the key OSE concepts and terms
3 Detailed Proposal

The mission of the Open Mobile Alliance is to facilitate global user adoption of mobile data services etc.  To fix the silo problem that inhibits this adoption, OMA needs an architecture that (1) stops doing the same function in multiple places (2) allows the service providers to decide what functions are used where / when / how (i.e. policies) and (3) provides a simple way for service providers to manage and enforce their policies.  It is not enough to just re-use a specification (by referencing it from another specification) because it is actually the implementations that must be re-used in order to provide a consistent experience (otherwise there might be multiple implementations of, for example, an authentication function – these multiple implementations must find a way to share the authentication tables otherwise when an end user changes his password, it would not take effect in all instances of the authentication implementation).  
Further, even if there is perfect re-use of functions (i.e., there is only one instance of the authentication implementation, one instance of the authorization implementation, one instance of the charging implementation), this will not solve the service provider's problem of not having control over the policies used to access its services/resources.  The PEEM enabler provides the mechanism to solve this problem.  Without PEEM, each enabler implementation would need to provide a mechanism to allow the deploying service provider to define how to use that enabler to control access to services/resources and the service provider would have to separately manage each of these mechanisms and their integration with the rest of the SP systems.  This common mechanism is the basis for the PEEM enabler; it can be implemented as a separate "pre-processor" for all enabler requests, or it can be included in each enabler. 
The SP is the actor who decides which functions (enablers?) will be handled by PEEM, when and how (e.g. with what settings).  No standards body should make that choice; no vendor should make that choice either.  The deployment owner (SP) makes its choices based on its policies.   One reason the silo problem arose was because SPs had no ability to dictate policies because the standards and derived implementations have dictated aspects like authentication strength and charging.  So enabler implementations did these things, and then SPs had to do their own integration investment to change/override them, or integrate them into existing systems that did those things for other enablers in the deployment.  PEEM solves this problem.  
Now I'll try to clarify my view of some of the other terms used in the OSE.  An intrinsic function is one that is required to complete the definition of how an enabler operates or could operate.    Setting up a phone connection is an intrinsic function of PoC; sending a message is intrinsic to Immediate Messaging; changing the members of a group is intrinsic to Group Management.  However, charging is not intrinsic to presence -- it is not needed to perform the presence function.  It is absolutely necessary for some SPs to have a viable business, but it is not required to perform the presence function.   Group management is intrinsic to Presence and to PoC.    Note that whether a function is optional or mandatory is not germane to whether it is intrinsic or not.  The question is whether the function should be controlled by service provider policies, or by enabler specifications and vendor implementations.
Intrinsic vs non-intrinsic is a different question from common function.  Enablers are just examples of functions that we all think should be defined so that other enablers or applications can use them.  By definition, enablers are the things that are reusable.  ALL enablers are intended to be reused else we would not bother to define them, even if some may be more often reused by other enablers than others.  So CFs are exactly equal to enablers.   There is no reason to define a synonym for enabler.  "intrinsic"-ness is not a characteristic of an enabler, but rather, to a function relative to an enabler.  Authentication is intrinsic to a single signon enabler; it is not intrinsic to Group Management or Device Management.  Likewise, charging would be intrinsic to a "buy on behalf of" enabler, but not to Immediate Messaging.  Encryption is intrinsic to the DRM enabler, yet not to location or presence.
There is no fundamental list of enablers -- OMA will hopefully define some additional set of enablers so as to reduce the overall effort in OMA and to speed up specification definitions (because there will be less function to be defined because WGs can just reference existing enablers rather than having to define those functions). 

The CF activity should do an analysis of the component parts required to achieve a well-structured system on which applications/services can be constructed.  Architecture should then propose WIs to define the requirements and specifications for these components. The CF Activity may also prioritize these WIs based on their criticality (e.g. how many enabler would need to reuse them, …).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the above explanations in ARCH to develop a consensus and stop using the term "Common Functions" (as a proper noun) except as the name of a work item, not to describe any enablers.
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