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1 Reason for Change

The OSE is inconsistent in its use of the word interface.

This Change request attempts to clarify the different meaning and usage of interface.

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree and incorporate changes into the OSE

6 Detailed Change Proposal

5.1.4 Extensibility 

In the Service Provider environment, implementations of the OMA enablers expose standard interfaces for application and enabler use. These enabler implementations connect to the actual resources present in the Service Provider domain. Through this abstraction, it is possible to add or modify the underlying resources without having to affect the interfaces (application development interfaces) exposed by the enabler implementations (and therefore without affecting the applications), something that is especially important when using multiple vendors, supporting different network technologies or relying on different providers.

New enablers can be introduced into a Service Provider domain by developing an enabler implementation that may connect to an underlying resource in the Service Provider's environment.

The enabler’s interfaces (application development interfaces) are offered by the enabler implementations for use by applications or other enabler implementations. The interfaces (application development interfaces) follow the OMA specifications and they are technology specific realizations of the specified interfaces (e.g. web services, Java).

The enabler's (application development interfaces) interface(s) can be registered with the (proposed) discovery enabler to allow applications to dynamically bind to the destination enabler.

One way of controlling access to enablers is to use policies. Policies can be loaded dynamically for policy evaluation and enforcement to protect the enabler.

When required, Policy definitions may help in extensibility by using the delegation mechanism.

Life cycle management interfaces are expected to provide support for upgrade of enablers when new releases are installed and deployed.

6.1.1 Interfaces

The term Interface is formally defined in [OMA-DICT] but is copied here for the convenience of the reader:

Interface: The common boundary between two associated systems (source: [GSM 01.04, ITU-T I.112]).
This document defines several generic interfaces for the OSE. See “Section 6” for more information about these interfaces.

Enabler specifications typically define interfaces that:
· Ensure interoperability between enablers, between enablers and applications, and between enablers and resources;
· Allow Application Developers to develop applications that reply on the enabler functionality. They also allow other applications and enabler implementations access to the enabler functionality. These Interfaces are called Application Development Interfaces;
· Allow the ability to provide life-cycle management of enablers.
However, as a fundamental principle of OMA (see [ARCH-PRIN], enabler specifications do not specify technology-specific Application Program Interfaces (API). The OSE does not specify any APIs.

NOTE: The OSE does not specify any Reference Points (see [OMA-DICT] for a definition of Reference Point).

7. Interfaces of the OSE

….

Table 1 contains a list of the OSE interface categories including their definition and additional comments.

The interfaces defined in this section are abstract interface categories. For example, the I0 interface represents the categories of interfaces that enabler specifications (e.g. the OMA Location enabler) define.

Table 1: Interface Categories of the OSE Architecture 

	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces (application development interfaces) are exposed to applications and enablers when no policies are applied.

I0 interfaces are specified by OMA (see note 1).
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.

(See note 2)

	 I0+P
	I0+P is the category of interfaces that results from the application of policies to the enabler’s I0 interface. (See the definition of Parameter P for more information.).

This is the category of interface that is exposed to applications and enablers when policies are applied.


	The Policy Enforcer may add Service Provider required parameters (P) to the enabler’s interface (Application development interface) (I0), based on Service Provider-defined policies (e.g. credentials or account information as imposed by security policy etc).

(See note 3)

	I1
	I1 is the category of interfaces between enablers and the Service Provider Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA (see note 1).
	

	I2
	I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.

Such interfaces are not defined by OMA.
	I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M)

(See note 2).



NOTE 1: A new interface can be specified by OMA or OMA can make reference to an existing interface.

NOTE 2: Further elaboration on I0 and I2 interfaces may be provided in future versions of the OSE.
NOTE 3: See section 7 "Policy Enforcement" for a detailed explanation of implications of Policy management on enabler interfaces

7.1 Using the exposed resources

Error! Reference source not found. illustrates the steps of determining which interfaces (application development interfaces) are associated to a target enabler. Steps 1a/1b describe two alternative steps at application development time. Step 1c is an alternative discovery process that can take place at execution. After the establishment of a relationship, a third party can discover the resources exposed by the Service Provider. This may be achieved through the use of a discovery service or enabler. It is also possible that the interfaces of a resource are communicated with other exchanges between the Service Provider and the application developer when developing the application.

7.2 Implications of policy management on enabler interfaces

7.2.1 Interfaces towards Third Parties

The Policy Enforcer provides controlled access to enablers and resources exposed by the Service Provider. The enabler implementations process messages as defined by the enabler specification. The binding elements provide the specific syntax to express these messages in the selected format such as web services, Java or .Net.

7.2.2 Interface I0 and I0+P
Appropriate design of the enabler specifications should allow the separation between the Service Provider-defined parameters (P) and the parameters core to the enabler interface (I0).

Depending on the technology choices made to implement the enablers, interface I0+P may not contain Service Provider-defined parameters. It is possible for the Policy Enforcer to apply policies on flows using interface (I0) and not to apply policies on flows using interface I0+P.

This distinction between interface I0 and I0+P allows the enabler developer to implement the enabler interface (I0) specification, which requests only the parameters associated to the enabler core functionality.
However, in general, interface I0 and I0+I0+P could be considered as being different interfaces. Therefore, if an enabler has been designed to be reused by other enablers or applications, the enabler interface (I0) should only support the procedures and parameters needed to invoke the enabler's core functions, for example, location parameters in the location enabler.
When the Service Provider imposes policies, for example, when requiring authentication, authorization or charging, the request towards the enabler must deliver the necessary information. However, considering that the enabler interface (I0) is only capable of supporting the enabler's core procedures and parameters (e.g. location parameters) it is necessary for the Policy Enforcer to utilise interface I0+P and process the authentication, authorization or charging parameters to ensure that the Service Provider's imposed policies are satisfied.

An enabler developer implements the enabler interface (I0) that requests only the parameters in interface (I0). Service Providers are then able to request additional parameters (e.g. charging tokens, identity credentials), as needed by their policies, in order to correctly access the resource. These additional parameters constitute I0+P. This however does not affect the application developer and application portability
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