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 OMA Confidential
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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Johan Hjelm, Ericsson, johan.hjelm@Ericsson.com

	Replaces:
	n/a


1 Reason for Change

When checking the final version of the OSE document we found an inconsistency that we feel can cause confusion and unclarity to the reader. We think the inconsistency should better be resolved in this version of the document, rather than approving the existing version including its inconsistency. However we think that the inconsistency can be resolved with small modifications to the document, and thus we hope that the updated OSE document can still be approved by TP in Orlando.

2 Impact on Backward Compatibility

The proposed change is backward compatible

3 Impact on Other Specifications

No impact on other specifications. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the detailed change proposal.

6 Detailed Change Proposal

We propose the following changes to be made to the OSE document OMA-Service-Environment-V1_0_0-20040907-D.

7.1 Interfaces of the OSE

Figure 1 illustrates the interface categories of the OSE architecture.
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Figure 1 – Classification of interfaces in OSE

Table 1 contains a list of the OSE interface categories including their definition and additional comments.

The interfaces defined in this section are abstract interface categories. For example, the I0 interface represents the categories of interfaces that enabler specifications (e.g. the OMA Location enabler) define.

Table 1: Interface Categories of the OSE Architecture 

	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces are exposed to applications and enablers when no policies are applied.

I0 interfaces are specified by OMA (see note 1).
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.

(See note 2)

	 I3+P
	I3+P is the category of interfaces that results from the application of policies to the interface offered to applications. This interface can be (1) equal to enabler’s I0 interface in those cases where there is no composition and/or (2) the interface of composed enablers (I3). (See the definition of Parameter P for more information.).

This is the category of interface that is exposed to applications and enablers when policies are applied.
	The Policy Enforcer may add Service Provider required parameters (P) to the interface offered to applications. This interface can be (1) equal to the enabler’s interface (I0) in those cases where there is no composition and/or (2) the interface of composed enablers (I3), based on Service Provider-defined policies (e.g. credentials or account information as imposed by security policy etc).

(See note 3)

	I1
	I1 is the category of interfaces between enablers and the Service Provider Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA (see note 1).
	

	I2
	I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.

Such interfaces are not defined by OMA.
	I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M)

(See note 2).


5.4.3.2 Interface I0 and I3+P
Appropriate design of the enabler specifications should allow the separation between the Service Provider-defined parameters (P) and the parameters core to the enabler interface (I0).

Depending on the technology choices made to implement the enablers, interface I3+P
may not contain Service Provider-defined parameters. It is possible for the Policy Enforcer to apply policies on flows using interface (I0) and not to apply policies on flows using interface I3+P.

This distinction between interface I0 and I3+P 1allows the enabler developer to implement the enabler interface (I0) specification, which requests only the parameters associated to the enabler core functionality.
However, in general, interface I0 and I3+P 1could be considered as being different interfaces. Therefore, if an enabler has been designed to be reused by other enablers or applications, the enabler interface (I0) should only support the procedures and parameters needed to invoke the enabler's core functions, for example, location parameters in the location enabler.
When the Service Provider imposes policies, for example, when requiring authentication, authorization or charging, the request towards the enabler must deliver the necessary information. However, considering that the enabler interface (I0) is only capable of supporting the enabler's core procedures and parameters (e.g. location parameters) it is necessary for the Policy Enforcer to utilise interface I3+P 1and process the authentication, authorization or charging parameters to ensure that the Service Provider's imposed policies are satisfied.

An enabler developer implements the enabler interface (I0) that requests only the parameters in interface (I0). Service Providers are then able to request additional parameters (e.g. charging tokens, identity credentials), as needed by their policies, in order to correctly access the resource. These additional parameters constitute I3+P1. This however does not affect the application developer and application portability.









� Where I3 can equal I0, in those cases where there is no composition. In case of composition, then I3 equals the interface to the composed service.
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