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	AD 3.2
	SET User is not defined in the definitions however, it has been used in AD Section 6.2.5 & 6.9.1.7.2  

Please note that: The term SET User is also used in the body of the SUPL RD but not defined in definitions section in the same document. 

If the SET User is not a valid term then it shall be replaced with an equivalent term i.e. SUPL User. 


	

	
	
	AD Section 4.2
	SUPL User is missing from the main actors of the AD. This term has been repeatedly used in the RD for use cases.


	

	
	
	AD 6.1.2
	SUPL User authentication consideration is mentioned in this section. However, there is no solution defined in the AD. SUPL User authentication to SLP needs to be defined as specified in the RD 6.1.2  “It SHALL be possible to authenticate the SUPL Agent, SUPL network and SET user.  “. SET User in this context assumed to be same as SUPL User
	

	
	
	AD 6.2.2.
	Which of these mechanism sdefined for SUPL initiation are mandatory to implement? As the AD includes the word “can” it is not clear what is the normative requirement.
	

	
	
	AD 6.2.2.
	Security assumptions for the SUPL initiation mechanisms defined in this section are not clear. As the SUPL_INIT messages described in the AD do not have any security protection themselves, some assumptions must be made regarding the security of these delivery mechanisms (SMS, WAP Push, etc) when these messages are transported over these. 
	

	
	
	AD 6.2.3
	This section describes authentication between the SUPL Agent and SLP. No mechanisms of authentication between SUPL User and SUPL Agent or SLP is defined. If must be clarified how this authentication is handled or if it is considered to be out of scope. It must be noted that SUPL RD requires the SUPL User to be authenticated. 
	

	
	
	AD 6.2.3
	SSL is mentioned in this section for SUPL Agent authentication. This conflicts with Section 7 of the AD where TLS is mandated. TLS protocol itself is not backwards compatible with SSL. Support for SSL needs to be clarified.
	

	
	
	AD 6.2.3
	This section contains the statement” SSL/TLS using OMA MLP client username and password authentication”. AD Section 7 states that only TLS Shall be used for SUPL Agent to SLP authentication. This option needs to be clarified. In addition, MLP protocol allows username and password to be used for authentication, it must be clear which entity (SUPL Agent or SUPL User) actually is assigned a username/password.
	

	
	
	AD 6.2.5
	This section states that charging for MLS, SET User, SUPL agent is performed. However, it is not clear in the rest of the AD which mechanisms/protocols are used to charge for SET User  or MLS.
	

	
	
	AD 6.2.3.
	This section states that SET may support a list of functions. Specifically, SSF (SUPL Security Function) is considered optional to implement this contradicts with Section 7 where authentication is mandatory for SUPL Agents which reside in the SET. 
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