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1 Reason for Contribution

The purpose of this contribution is to kick off discussions on the Requirements for the Discovery enabler.  

During the last meeting of the OMA in Frankfurt Oracle proposed future work for the Architecture group in OMA-ARC-2005-0050R02, one of which was for the Registration / Discovery Enabler: which would be compatible with PEEM, and compatible with IMF.
We have therefore put together some early use case examples, which derive some of the basic Requirements we would like to see this Enabler providing.

2 Summary of Contribution

3 Detailed Proposal

We have taken figure 4 from section 7.2 from the OMA OSE Version 1.0 as the basic model for deriving these Use Cases and Requirements; please see below
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Figure 4 (Section 7.2 of OSE Version 1.0)

1.0 Introduction

The purpose of the “Service Discovery” enabler is to act as an enabler implementations catalogue, allowing the publication and discovery at design time, and run-time of information (i.e. meta-data) describing the OMA enablers implementations offered within a SP domain, or between a federation of SP domains owning these different enablers implementations. It will act as a central place to control, manage, and monitor the variety of enablers within a domain. 

There will be no restriction on the type of meta-data to be published on the catalogue, and could include details related to the type of SLAs that could be established against an enabler implementation, or the concurrent versions of an enabler implementation, binding details, business interaction rules with other enablers implementations, also reflecting all the different stages of the enabler implementation lifecycle.

The Service Discovery enabler acts as a registry by providing details and references to the different assets e.g. SDK’s or design patterns, related to the enablers. It is however not its role to store these assets (i.e. not a repository).

2.0 Use Cases

These use cases cover the use of the Discovery Enabler at design time, as well as run-time.

2.1 Manual Enabler Implementation Publication

2.1.1 Short Description

This use case describes how a Service Provider can publish meta-data related to an enabler implementation on the Discovery Enabler at design time.

2.1.2 Actors

A Service Provider who owns the OMA Discovery Enabler, and published its own enablers implementations or 3rd party enablers implementations.

A Service Provider who has set up a relationship with a 3rd party SP owning a Discovery enabler to publish its enabler implementation details on the Discovery enabler.

Pre-conditions

Level of access, right of publication have been set up for the Service Provider.

2.1.3 Post-conditions

None

2.1.4 Normal Flow

1. The Service Provider deploys, or plans to deploy a new OMA enabler implementation

2. The Service Provider accesses the OMA Discovery enabler to create a new entry for this enabler implementation

3. Access to the catalogue is enforced via the Policy Enforcement layer

4. The Service Provider creates a new entry for this enabler implementation if it has not been already defined

5. The Service Provider classifies the new enabler implementation if not already done, based on its OMA Enabler taxonomy

6. The Service Provider publishes / updates / removes some entries associated with the enabler implementation (e.g. versions, textual description, binding address…for the deployed or to-be-deployed enabler implementation)

2.1.5 Alternative Flow

1. Service Provider is not allowed to publish on the enabler catalogue

2.2 Automatic Enabler Implementation Publication

2.2.1 Short Description

This use case describes how meta-data related to an enabler implementation can be published, updated, or removed on the Discovery Enabler at run-time, e.g. update of the enabler binding address, run-time availability status of the OMA Enabler implementation (currently down / overloaded …)

2.2.2 Actors

OMA Enabler implementation deployed

Systems monitoring the run-time status of the OMA Enablers implementation deployments.

2.2.3 Pre-conditions

Level of access, right of publication have been set up for the OMA Enabler implementation, monitoring system of the OMA Enabler implementation . They are given access only to the section of the enabler catalogue covering the description of this enabler. 

2.2.4 Post-conditions

None

2.2.5 Normal Flow

1. The enabler implementation / monitoring system for the Enabler implementation, detects a change in some meta-data (e.g: availability status, other attributes values…) 

2. The Enabler implementation / monitoring system for the Enabler implementation accesses the OMA Discovery enabler to update attributes associated with this enabler

3. Access to the catalogue is enforced via the Policy Enforcement layer

4. The Enabler implementation / monitoring system for the  Enabler implementation publishes / updates / removes some meta-data entries associated with the enabler (e.g. versions, textual description, binding address…)

2.2.6 Alternative Flow

4. The Enabler implementation / monitoring system for the  Enabler implementation is not allowed to publish/update/remove on the enabler catalogue

2.3 Design Time Enabler Browse Use Case

2.3.1 Short Description

This use case describes how a Service Provider/Application Developer can browse information published on the enabler catalogue related to enabler implementations and their meta-data.

2.3.2 Actors

Service Provider / Application Developer in search of new enabler implementations, or additional information about enabler implementations to create new services.

2.3.3 Pre-conditions

Service Provider / Application Developer aware of the existence of the discovery enabler, and ways to access it. This will have been communicated via other means of communication as described within Figure 4 of the OSE Version 1.0. 

2.3.4 Post-conditions

None.

2.3.5 Normal Flow

 The Service Provider / Application Developer accesses the enabler catalogue to discover new enabler implementations, or further details on these enabler implementations.

1. Access to the catalogue is enforced via the Policy Enforcement layer; the resultant meta data information is also regulated by access rights.

2. The Service Provider / Application Developer browses the catalogue based on taxonomy used to classify the OMA enablers.

3. The Service Provider / Application Developer selects an enabler implementation on the enabler catalogue, and gets additional information related to this enabler implementation.

4. The Service Provider / Application Developer can be redirected to external resources for access to assets related to the enabler implementation (e.g. server storing the WSDL description of the enabler implementation)

2.3.6 Alternative Flow

3.  Service Provider / Application Provider is not given access to the Discovery enabler.

2.4 Manual Enabler Search Use Case

2.4.1 Short Description

This use case describes how a Service Provider / Application Developer can search enabler implementations and meta-data related to them on the Discovery Enabler at design time.

2.4.2 Actors

Service Provider / Application Developer in search of new enabler implementations, or additional information about enabler implementations to create new services

2.4.3 Pre-conditions

Service Provider / Application Developer aware of the existence of the discovery enabler, and ways to access it. This will have been communicated via other means of communication.

2.4.4 Post-conditions

None.

2.4.5 Normal Flow

 The Service Provider / Application Provider identifies what enabler implementation functionalities he/she needs in order to develop a new service 

1. Access to the catalogue is enforced via the Policy Enforcement layer

2. The Service Provider / Application Provider defines the search criteria (could be based on any attributes related to the enabler implementation meta-data, e.g. versions, type of enabler…)

3. The discovery enabler generates a result of the search

4. The response is enforced via the Policy Enforcement layer

5. Service Provider / Application provider gets access to the search result 

2.4.6 Alternative Flow

1.  Service Provider / Application Provider is not given access to the Discovery enabler.

2. Search has failed, and Service Provider / Application Provider is prompted to try again.

3. Service Provider / Application Provider is not allowed to receive the result of the search

2.5 Automatic Enabler Discovery Use Case

2.5.1 Short Description

This use case describes how an application / enabler implementation can browse, and discover OMA Enablers implementations, and retrieve information at run-time (e.g. application looking up an enabler implementation’s  binding address, PoC and Presence enabler implementations looking up details on the  Group Management Enabler implementation).

2.5.2 Actors

Applications / enabler implementation that requires as part of their business logic to access information related to enabler implementations that affect their execution.

2.5.3 Pre-conditions

The discovery enabler location is known by the application (part of its configuration, or run-time discovery via other means).

2.5.4 Post-conditions

None

2.5.5 Normal Flow 

1. The Application identifies what details it needs to request to the enabler catalogue. These details are likely to be related to run-time information associated with enabler implementations required for the execution of the application business logic (e.g. application may be interested in the current status of an enabler implementation (overloaded..), if binding to the enabler implementation was not successful application can look up the enabler catalogue to check if there is a new binding address …) 

2. Access to the catalogue is enforced via the Policy Enforcement layer

3. The discovery enabler processes the request, and generates a result of the search

4. The response is enforced via the Policy Enforcement layer

5. Application receives the search result 

2.5.6 Alternative Flow

1.  Application is not given access to the Discovery enabler.

2. Search has failed, and application is prompted to try again.

3. Application is not allowed to receive the result of the search

2.6 Subscription to changes on the Discovery Enabler 

2.6.1 Short Description

This use case describes how a Service Provider, Application Developer, or applications / enabler implementations can subscribe, or update their subscription to changes of information published on the discovery enabler that he/she is interested in.

2.6.2 Actors

Service Provider / Application Developer already familiar with the enabler implementations published on the enabler catalogue, and interested in changes occurring on some enabler implementations that could affect their design process.

Application / enabler implementation interested in changes occurring on the enabler implementations it is using as part of its run-time business logic.

2.6.3 Pre-conditions

The discovery enabler location is known by the actors (e.g. part of the application configuration, or run-time discovery via other means).

2.6.4 Post-conditions

None

2.6.5 Normal Flow

1. The accessing entity formulates what changes in the enabler implementations published on the Discovery enabler is of interest to him/her. Changes can be defined at a coarse level (e.g. any changes occurring on a given enabler ) or at or a more granular level (e.g. any changes occurring on the binding address of a given enabler implementation, introduction of a new version of a given enabler, change in the status of an enabler implementation - e.g. when being overloaded). This event registration request is sent to the Discovery enabler, and includes the address where to receive notifications. This registration request could relate to a previous registration request.

2. Access to the catalogue is enforced via the Policy Enforcement layer

3. The discovery enabler processes the request, and generates a successful response

4. The response is enforced via the Policy Enforcement layer

5. The appropriate Actor receives the result   

2.6.6 Alternative Flow

1.  Requester is not given access to the Discovery enabler.

2. The discovery enabler rejects the registration request, for example if the registration details do not match the structure of the information published on the enabler catalogue.

3. Requesting entity is not allowed to receive the result of the registration request

2.7 Notification of changes

2.7.1 Short Description

This use case describes how a Service Provider, Application Developer, or application, enabler implementation,  that has previously subscribed to changes occurring on the Discovery enabler, is notified of such changes

2.7.2 Actors

Service Provider / Application Developer who has previously subscribed, at design time,  to changes occurring on the enabler catalogue.

Application / enabler implementation who has previously subscribed, at run-time,  to changes occurring on the enabler catalogue.

2.7.3 Pre-conditions

Actor has successfully registered to be notified of changes occurring in the enabler catalogue, as described in the previous use case.

2.7.4 Post-conditions

None

2.7.5 Normal Flow

1. The Discovery enabler is notified of changes related to an enabler implementation, or set of enabler implementations that are published on the Discovery enabler. This notification can be performed manually, e.g. by updating the information published on an enabler by the Service Provider responsible for this enabler, or at run-time, e.g. via systems monitoring the state of an enabler.

2. The Discovery enabler looks up the entities to notify of such change.

3. For each entity to notify, the discovery enabler generates one or a set of notification requests as appropriate, that contains details on the changes of the information related to the enabler implementations.

4. The notification request is enforced via the Policy Enforcement layer. Notification can be directly targeted to the interested entity, or may invoke another enabler implementation to perform an notification via an appropriate media (e.g. SMS, email)

5. Notification is received by the entity who registered interest in this change, and it reacts accordingly.

2.7.6 Alternative Flow

1. No entity is interested in this notification

2. Entity that expressed interest in this change is not allowed to receive the notification request

3.0 Open Issues

During the composition of this contribution a number of questions arose which we thought were worth airing amongst the group namely:

· This set of use case addresses the use of the Service Discovery enabler at application design time, and run-time. 

· There is a need to classify OMA enablers based on a standard, and suitable taxonomy.  This is a non-trivial exercise and we should consider other organisations work here, such as the way the TMF have classified NGOSS services.

· Federation of catalogues? Service Discovery Enabler can also publish and give access to data from other Discovery Enablers if a relationship has been established in advance between the different Service Providers.

· View, and level of information provided by the Discovery enabler may vary based on the role of the accessing entity, therefore is there a need to separate the different access rights of the actors involved, or would this be part of the Policy Enforcement layers responsibilities. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Authors kindly ask ARC to adopt this text as the basis for the Discovery Enabler Requirements capture.
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