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Paragraph 5.2.2 citing OMA DICT states that a Service Enabler is a Technology. This definition has clear  “physical implementation or realization” connotations so it has to be accompanied by the following clarifications: 

1. OMA OSE has to define what the provider of an execution environment should do so that OSE principles are not violated in a situation where the enabler cannot be realized in its technology. 

The realization of an enabler for a certain execution environment depends among others on:

· the technology specific to that execution environment

· the usage of the enabler by applications/services running in the execution environment

The realization should render the enabler usable (performance, security, etc) and manageable (administration, configuration, programmability) otherwise it cannot be considered viable.

2. To enforce OSE usage, an enforced rule should be set so that no service/functionality having an enabler realized in the execution environment should be called directly from that execution environment but only by using the appropriate enabler. If there isn’t one, then there is a gap that has to be filled. This is the only way to complete the set of enablers. OSE makes no provisioning for such case.

3. OSE should also be clear regarding interfaces mentioned in the document: which component of its architecture should implement which interface. Mainly make a distinction between interfaces that have to be implemented by enablers (section 5.2.4 mentions just a few) and interfaces that have to be implemented by other components( which ones) of the execution environment as per OMA ARCH requirements (Appendix B). OSE should mention which interfaces are mandatory and which are optional so that:

· OSE is  functional

· different technology realizations of OSE are seen as functionally equivalent

· multiple realizations of OSE can interoperate specifying which interfaces will assure that

4. OSE should clearly state if an enabler can be the network server itself (not a proxy in a certain execution environment) and in which cases this is acceptable.

