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1 Reason for Change

The existing root architecture document OMA-Service_Environment-V1_0-2005-0426-A (OSE V1.0) includes scattered references (without an appropriate visual representation) to particular situations of policies, which may have various effects on the interfaces exposed to application and on the deployment of the Policy Enforcer, regardless of the latter’s deployment model. This CR illustrates the typical scenarios where policies may have different effects on the interfaces exposed to requestors, as well as on the deployment of PE. Having these typical scenarios represented in one section, with a diagram and with explanatory text is needed in order to have a more accurate and complete representation of deployment choices.
2 Impact on Backward Compatibility

None: fully backward compatible.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendations are:

1. to agree to this CR and apply the new text and figure to OSE V1.0, via a new section 7.1 (an alternative would be to place the text and the figure right at the beginning of section 7.1). Note that the numbering of the figures following need to change, if the change request is agreed to.

2. to agree to those changes for the OSE V2.0 version that is currently in draft.

3. to update the issues list to reflect the issues that are addressed by this CR (if any).

6 Detailed Change Proposal

7 Migration from OMA silo enabler architectures towards the OSE using Policy Enforcement

7.1 Relationship between exposed interfaces and policies at deployment
When deployed, regardless of its realization, the Policy Enforcer has to support enforcement of the domain owners policies in a variety of scenarios.

Deployed entities in the OSE may interact with each other differently, depending on how the controlled exposure of enabler  implementation is achieved (e.g. the existence of policies to be applied on requests, the content of the policies, the existence of additional parameters (P) required to satisfy policies). Figure 6 illustrates how interfaces exposed depend on the content of the domain policies for particular enabler implementations.

[image: image1.wmf]Legend:

Policy Enforcer

implementation

Enabler

implementation

Enabler

implementation

Enabler

implementation

Enabler

implementation

Requestor (E)

Requestor (E)

Requestor (E)

Requestor (E)

Requestor (I)

Requestor (I)

Requestor (I)

Requestor (I)

(a)

(b)

(c)

(d)

I0+

P

I0

I0

(

no policies)

(I0+

P

=I0, 

P

=

“

0

”

,

“

zero

”

policies)

I0

(

I0+

P

=I0, 

P

=

“

0

”

)

I0

I0

I0

(I)

Internal to the domain

SP or Terminal domain boundaries

Request flow

Requestor

Application, enabler, other resource

(E)

External to the domain

Deployed entity





Figure 6 – Interfaces exposed in relationship to policies
Any combination of the represented scenarios (a) through d)) may occur separately, or simultaneously in a deployment:

a) illustrates the case where a Policy Enforcer implementation protects an enabler implementation from requests/responses, when P parameters are required to satisfy existing domain policies.

b) illustrates the case where a Policy Enforcer implementation protects an enabler implementations from requests/responses, when P parameters are not required to satisfy existing domain policies. In this case, the I0+P exposed to the requestors by design is actually the same as the I0 of the target enabler implementation (P=”0”).

c) illustrates the case where a Policy Enforcer implementation is intended to protect an enabler implementation from requests/responses, but only “zero policies” are present for that enabler implementation (see explanation for “zero policy” in section 5.4.2). In this case, the I0+P exposed to the requestors by design is actually the I0 of the target enabler implementation (P=”0”). The dashed lines represent the fact that the Policy Enforcer does not process such request/response.
d) illustrates the case where a Policy Enforcer implementation is not needed (no policies exist for some enabler implementations).
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