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1 Reason for Contribution

OMA-ARC-2005-0198-PEEM_Beyond_enabler_Protection_figure_update is submitted.
2 Summary of Contribution

This contribution provides change that should be added assuming that OMA-ARC-2005-0198-PEEM_Beyond_enabler_Protection_figure_update is agreed. E-mail discussions following up submission of OMA-ARC-2005-0198-PEEM_Beyond_enabler_Protection_figure_update pointed out the resulting inconsistencies elsewhere in the document.
We propose this as a separate contribution to allow OMA-ARC-2005-0198-PEEM_Beyond_enabler_Protection_figure_update to be separately approved (depending on how it comes up on the agenda).

3 Detailed Proposal
Changes are with respect to OMA-AD_Policy_Evaluation_Enforcement_Management-V1_0-20050412-D, assuming introduction of the text from OMA-ARC-2005-0176R02-PEEM_Beyond_enabler_Protection as agreed (affects 5.3.5 and 5.3.6).
3.1.1 Proposed changes following addition of text of 0198
5.3    Functional Components and Interfaces

[…]

In addition to PEEM components and interfaces, there are other elements represented in Figure 1 for a better understanding of the architectural diagram. The following is a list of other elements identified in Figure 1:

· Bindings required by other r
· Bindings required by PEEM

· Other entities that interact with PEEM:

[…]

· Target Resource Requestor

· Target Resource Requestor represents an entity (application, enabler or other resource) that issues a request to a target enabler [Editor note: Add appropriate reference]
· Target Resource
· Target Resource represents the destination resource for a request made by another entity. [Editor note: Add appropriate reference]
· Delegated Resource
· Delegated Resource represents the resource to which PEEM may delegate certain actions during the policy enforcement process. [Editor note: Add appropriate reference]
[…]
5.3.1  PEX (Policy Evaluation and Execution component)

The PEX (Policy Evaluation and Execution) component is responsible for the policy enforcement portion of the PEEM requirements. This component has the following features:
· identifies the policies associated with the request. Policies contain policy rules (see definitions for Policy and Policy Rule) expressed in PEEM Policy Expression Language, 
· evaluates policies using messages received through PEM-3 and other context information (see definition for Policy Evaluation, Policy Rule and Policy Condition). The component may delegate to other resources where appropriate, 
· may execute policies when it has all the information needed to complete the execution of the action resulting from a positive evaluation of the policies. The component may use delegation to other resources where appropriate, and
· returns, after completing all previous processing, a policy decision to a requestor and/or allows a request to continue to its original target destination. A request for policy enforcement (which can be an evaluation request, or an evaluation and execution request, see definition for Policy Enforcement) can arrive to PEEM either as a direct request for support from another entity (see also the section describing PEEM specified callable interface) or as a request from another entity to another resource, proxied (or intercepted) by PEEM. In the first case, the PEX component completes the processing by returning a policy decision (the result of the evaluation, or evaluation and execution) to the requesting entity. That entity is in control of deciding how to handle the rendered decision. In the second case, the PEX component completes the processing by forwarding the original request (stripped of the no longer needed “P” values) to the destination resource (if the processing resulted into a “pass” condition) or returns an error to the originating entity if the processing resulted into a “fail” condition. There is also the notion of a “zero policy” – an enforcement of such a policy would have the net effect of passing through the request to the target resource as though no policies need to be enforced prior to forwarding the request.

[…]

5.3.9 Bindings required by other resources
The Bindings required by other resources represents the collection of technology bindings dictated by the target and delegated resourcess
· Bindings required by PEEM

· This Bindings required by PEEM represents the collection of bindings that may be specified by the PEEM, and that apply to the PEM-1 and PEM-2 interfaces

[...]
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that ARC agrees to changes in section 3.1.1 to PEEM AD.
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