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1 Reason for Contribution

The possibility for PEEM to be a work successfully adopted across OMA enablers as a “universal” way to apply policies is becoming smaller, since many specifications are solving this issue without considering the reuse of PEEM specs (part of this problem was well reflected in contribution OMA-ARC-2005-0261R01-Policy-Expression-Languages).
If the situation in OMA continues in the same direction, PEEM would fail at fulfilling one the main requirements given to it, which is to establish a standard way to apply, manage, provision, define, etc. policies in the various enablers.
2 Summary of Contribution

This contribution tries to explain the problem with PEEM in OMA according to the perception of Telefónica Móviles, and tries to make a few suggestions in order to evolve the PEEM work.
3 Detailed Proposal

Analysis of the Current situation of PEEM in OMA
Even when the current discussions trying to define more specifically the functional decomposition of PEEM (PEX, PX, PV, etc.), the evolution of I0 interfaces via application of policies, etc. are perceived as issues to be addressed (proven by the fact that many companies participate in the discussions), Telefónica Móviles understands that there are some other more urgent aspects of the PEEM enabler that need to be rapidly solved if we want this enabler to be successfully reused by OMA.
Telefónica Móviles understands that the following issues are the most relevant right now to be resolved:

· Mapping of the PEP-PDP IETF policy management “model behaviour” on the PEEM work. This means using the PEM-1 interface to emulate the PEP-PDP decision making interface (so that PEEM would act as a PDP element that can be invoked by an enabler, acting as PEP, in a “callable PEEM usage pattern”). The reason for this is that many of the already existing enablers in the industry are working on such basis (for instance, 3GPP is reusing such model in some of their specs). In order to make the transition into a PEEM model “softer” or easier, and leverage the dynamics of the policy mechanisms that are already in place, showing how PEEM would work in a PEP-PDP model behaviours becomes necessary.   In short, this all means that we need to specify “asap” the PEM-1 (PEP-PDP decision making) interface.
· Language for the definition of Policies, so that PEEM starts to offer a common language to “write down” policies, language that other Working Groups may reuse to define their own policy formats
.
· An interface to provision/manage the policies (create, modify, delete policies into the right repositories). In this way, if any enabler wants, for instance, to read a policy for any reason, can use this interface. This would provide for a harmonised protocol to provision policies in the different elements in our networks.

Not having these points already solved in the PEEM work, has brough OMA into the following situation:
· Location group is working on a PEP-PDP model for the applications of privacy policies, and is defining a protocol of communication between those two elements (the PCP protocol). It’s not very likely that this group will take any recommendations from the PEEM work regarding the choice of this protocol, at this late point in time. Some other working groups are defining their own architecture for applying privacy policies (like PoC and Presence. However, luckily enough, those models could be still in line with the PEEM work); these groups are not considering PEEM for their privacy architectures.
· Working groups reusing XDM specs (for policy management mainly) are defining also their own way to express policies (like PoC or Presence, which are following Auth Rules formats taken mainly from IETF). PEEM is being late here (the points mentioned in contribution OMA-ARC-2005-0261R01-Policy-Expression-Languages are related with this issue).
· The Group Management WG has picked XCAP as the protocol to be used to manage (store, retrieve, modify, etc.) XML documents (XDM specs). Many enablers in OMA (Presence, POC, instant messaging, etc.) are using this spec to manage privacy related XML documents, which are privacy policies in the end. So, there are some WGs in OMA which have already chosen a protocol for policy management without waiting for PEEM.

In summary, there are a few points where PEEM should try to catch up, taking the risk otherwise of not been considered at all in OMA, and failing at horizontalizing the use of policies.
Recommendation
We recommend to PEEM contributors that the effort be focused into solving the three aspects mentioned: 

· Definition of a policy expression language

· Specification “asap” of the PEM-1 (emulation of PEP-PDP decision making) interface and protocol.

· 
· Definition of an interface and protocol for policy provisioning/management (PEM – 2, as the author understands it)
However, in order to do so, much interaction needs to be undertaken with other working groups in OMA, in order to reuse some of the work that has already been done in these areas, and in order also to make the adoption of PEEM by OMA more feasible.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to PEEM contributors that redirect their efforts in solving the three aspects of PEEM pointed out in chapter 3 of this contribution. To be more precise:
· We recommend that PEEM work team defines as soon as possible a policy expression language. For that, we recommend talking with PoC, Presence, and all the WGs in OMA that have already defined a policy definition language, to see if an agreement is possible to define a common policy expression language into which all groups can converge in the near future. For that, a great deal of reuse of work done by those groups may be needed (XML IETF auth rules formats, etc.).

· We recommend that PEEM work team specifies as soon as possible the PEM-1 (emulation of PEP-PDP decision making) interface and protocol..

· We recommend that PEEM work team defines as soon as possible an interface and protocol for the management/provisioning of policies (probably, over the PEM-2 interface). Due to how developed the XDM specs are, and the level of reuse that such specs are having in OMA, we propose that PEEM fully reuses XDM (XCAP based) work and specs in this area.

Clarification: The recommendation proposes these three items as the most involving and pressing to be specified now by PEEM, it is not saying that these three bullets are the only ones to be considered in the overall PEEM work. It is needed of course to proceed with the definition of PEM-3 and PEM-4 interfaces for the PEEM proxy model (as well as other aspects ARCH participants may want to work on) but these are expected easier to specify and are less urgent, in the opinion of the authors.










� We’ve chosen “policy formats” term to avoid misunderstandings: we don’t mean that WGs will specify a concrete policy (e.g. 3rd parties will not be allowed to do this and that). What we mean is, on the language chosen, WGs will specify the format of policies that will typically be needed for the functions that the enabler will perform (e.g. location enabler would specify probably policies that will require (caller id, user to be located, precision of location, type of location data required, hour, time, day of week, etc.etc.),
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