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1 Reason for Contribution

The flow section in the PEEM AD is empty. We feel that the reader of the AD would benefit from having a flow in place, to help understand the reader how the PEEM enabler interacts with other entities in its environment.
The revision aligns the contribution with the PEEM AD simplification (0354).
2 Summary of Contribution

Introduce a section in the flow section of the PEEM AD.

3 Detailed Proposal

5.4 Flows

5.4.1 PEEM in callable mode

The following flow (see Figure 4) describes the equivalent of the IETF PEP-PDP (Policy Enforcement Point-Policy Decision Point) model, where the requestor of a policy decision (the PEP) does not wish to hand over to PEEM (PDP) the authority to perform the execution of the decision.

The PEP is the E requestor which represents an entity (application, enabler or other resource) that issues a request for a policy decision to PEEM (flow #1 in Figure 4).

The PDP is PEEM in callable mode; it is responsible for the policy evaluation portion of the PEEM requirements; it
· identifies the policies associated with the request (flow #2). 

· evaluates these policies using context information provided by the E requestor. (flow #3). 

· returns, after completing all previous processing, the decision to the E requestor (flow #4).

The E requestor (i.e. the PEP) carries out the decision as a consequence of the result that was returned by PEEM, flow #5.
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Figure 4 Flow for PEEM in callable mode

The PEP (E Requestor) issues a request for a policy decision to the PDP (PEEM in callable mode), because the PEP wants to ensure that PDP does not execute the policy decision, in accordance with the IETF PEP-PDP model as presented in [RFC2753]. Note that in addition to this, the IETF PEP-PDP model does not support requests for policy enforcement to be exchanged with the PDP, only requests for policy decisions.

Thus in flow #1 the context information at the highest meta level at least captures which subject has requested which operation on which resource, and what values at that time the environment variables had. 
For example an Application (subject) may request the location of a mobile user (operation) from the location enabler (resource). Examples of environment variables are state, time and date etcetera. Figure 5 illustrates the model that this meta context information is derived from.
In flow #4 the decision can describe an obligation or task to be carried out by the PEP (e.g. “ask user consent”); it could also describe the potential effect of the execution or lack of execution by the E Requestor of the decision (e.g. “authorized”, “not authorized”).
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Figure 5 generic context model 
Figure 5 illustrates a generic context model. The model can be applied to describe service requests to an enabler, operations on a database, method calls on a function etcetera; hence it can be applied to describe the context of the cases that require policy evaluation (or evaluation and execution). In essence in all these cases the same pattern can be applied: a subject requests an operation to be performed by a resource while a certain environment applies to the subject, operation and resource. 
For example an application (subject) requests an availability notification (operation) to the Presence and Availability enabler (resource) at a certain time and date and while in a certain state (environment).
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The authors recommend that the text and figures described in the Detailed Proposal be agreed to as subsection 5.4.1 for section 5.4 in the PEEM AD.
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