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1 Reason for Contribution

There was an action item initiated in the Montreal meeting to investigate the policy expression needs of the PoC enabler and the PAG enabler.

2 Summary of Contribution

This contribution presents in concise text the outcome of the assessment of the policy expression needs of PoC and PAG as an appendix to the PEEM AD.

3 Detailed Proposal

---new text---

Appendix E. Assessment of OMA enabler’s policy language needs

E.1 PoC User Access Policies

The PoC XDM specification [PoC_XDM-V1_0TS] specifies PoC User Access Policies. 

Policies are XML Documents which are stored on a XDM server. Policies are retrieved from the XDM server using XCAP (e.g. for policy management purposes).
E.1.1 Properties of PoC User Access Policies

The PoC User Access Policy document SHALL conform to the structure of the policy document described in [geopriv-common-policy], which means that a <ruleset> (synonym for policy) can contain zero or more <rules>. The ordering of the rules is irrelevant.

A <rule> element makes use of the following two elements
: 

· <conditions>

· <actions>

The policy scheme is extensible towards specific application domains: each domain can add application specific conditions and actions.

The conditions part is a set of expressions which evaluates to either TRUE or FALSE

Each rule is equipped with a parameter that identifies the rule.

E.1.2 PoC Condition elements

The <conditions> element supports the following PoC application specific XML elements

a) the <identity> element.

b) the <external-list> element.

c) the <other-identity> element.

E.1.3 PoC Action elements

The <actions> element supports the PoC application specific <allow-invite> element, which defines the action the PoC Server is to take when processing a PoC session invitation for a particular user. 

E.2 PAG Authorization Policies

The presence XDM specification [OMA-TS-Presence_SIMPLE-V1_0] specifies Presence Authorization Policies.

Policies are XML Documents which are stored on a XDM server. Policies are retrieved from the XDM server using XCAP (e.g. for policy management purposes).
E.2.1 Properties of Presence Authorization policies

All policies follow [simple-presence-rules], which means that an authorization policy is in three parts:

–Conditions  (‘When to apply the rule’)

–Actions (‘What to do when the condition applies’)

–Transformation (‘How the data needs to be modified if this is true’), where the transformation element could be another type of “Action”.

E.2.2 Types of Presence Authorization policies

There are two types of authorization policies specified:

–Subscription authorisation policies which of which are specified the “action” and “condition” parts of the Subscription Authorization policy

–Presence content policies of which are specified the “transformation” part of the policy.
E.3 Common Denominator of the OMA enabler’s policy needs

The common denominators between PoC and PAG policies are:

· use XML to describe the policy

· distinguish a <rule> that contains a <condtition> and an <action>

· use XDM and XCAP to perform management actions on the policies.

· The policy scheme that the policies are based on allows for extensibility for defining application specific <condition> elements and <action> elements.

---end new text---

---start modified text---
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to take notice of the PoC and PAG policy needs and to recognize these needs in the search of a PEEM policy expression language.

It is recommended to accept the new text outlined in section 3 of this contribution and add it to the PEEM AD.










� Note that [geoproiv-common-policy] also defines <transformations> but these can (1) be regarded a type of <action> and (2) are not used in PoC User Access policies.
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