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1 Reason for Contribution

The Identity Management Framework Requirements (Candidate Version 1.0) lists various requirements dealing with Identity Management. The purpose of this contribution is to indicate which of these requirements is satisfied by OWSER NI 1.0 enabler release.
2 Summary of Contribution

Section 3 contains an indication of whether a requirement has been met by OWSER NI 1.0 or not. The Comments column provides additional information regarding how the requirement may (or may not) have been met by OWSER NI 1.0.
3 Detailed Proposal

	Req #
	Addressed by OWSER NI 1.0?
	Comments

	HLF-1
	No
	OWSER NI does not distinguish between types of identities. A Principal has an identity, and different types of Principals are not distinguished.

	HLF-2
	No
	DRM not addressed by OWSER NI

	HLF-3
	Yes
	OWSER NI does not specify whether credentials are stored in the mobile device or smart card. So, smart cards are not ruled out.

	HLF-4
	Partially
	Concept of Affiliations partially addresses this requirement.

	HLF-5
	Partially
	Concept of Affiliations partially addresses this requirement.

	HLF-6
	Partially
	Concept of Attribute Brokers and Identity Brokers partially addresses this requirement.

	HLF-7
	Partially
	Delegation supported implicitly.

	HLF-8
	Partially
	Attribute parameters supported.

	HLF-9
	Partially
	Access Control of attributes are not explicitly called out, but OWSER NI can be used in conjunction with such an access control model.

	HLF-10
	Yes
	A Principal can have multiple identities.

	HLF-11
	Yes
	Mapping of Device identities and User identities not explicitly considered. However, OWSER NI spec is consistent with this configuration.

	HLF-12
	Yes
	Mapping of Device identities and User identities not explicitly considered. However, OWSER NI 1.0 spec is consistent with this configuration.

	HLF-13
	Yes
	Interaction across authentication domains considered in OWSER NI.

	HLF-14
	Yes
	OWSER NI 1.0 supports transport of assertions between providers, e.g. for Single Sign On.

	HLF-15
	Partially
	Single Principal may have multiple identities. E.g. identity of a Principal at IdP may be different from identity of same Principal at SP.

	HLF-16
	Partially
	URI used for identifiers in OWSER NI 1.0. 

	HLF-17
	Partially
	Requests and responses are correlated. But, no explicit DRM support.

	HLF-18
	No
	OWSER NI 1.0 addresses Principal and his attributes, not the attributes of another Principal.

	HLF-19
	Yes
	OWSER NI 1.0 is device agnostic.

	HLF-20
	Yes
	OWSER NI 1.0 is network technology agnostic.

	HLF-21
	Yes
	Identifiers may be pseudonyms.  

	HLF-22
	Yes
	Multiple authentication mechanisms supported.

	SEC-1
	Yes
	Digital signatures are used.

	SEC-2
	Yes
	OWSER NI 1.0 supports Provider introduction.

	SEC-3
	Yes
	IdP, SP and AP may belong to one or more Circles of Trust.

	SEC-4
	Partially
	If Principal also acts as a Service Provider, then requirement is satisfied by OWSER NI 1.0

	SEC-5
	Partially
	If Device plays the role of a Provider, then requirement is satisfied by OWSER NI 1.0

	SEC-6
	Partially
	OWSER NI 1.0 does not explicitly address this, but the OWSER NI 1.0 specs are consistent with this usage.

	SEC-7
	Yes
	OWSER NI 1.0 is access network agnostic.

	SEC-8
	Partially
	OWSER NI 1.0 only considers Principals and their identities. Principals cover a broad range of entities, possibly including devices.

	SEC-9
	Yes
	Security addressed at various stages.

	SEC-10
	Yes
	Confidentiality addressed by OWSER NI 1.0

	SEC-11
	Yes
	Integrity addressed by OWSER NI 1.0

	SEC-12
	Partially
	E.g. Providers acting as intermediaries is considered while dealing with multiple authentication domains.

	CHRG-1
	No
	OWSER NI 1.0 does not address billing/charging.

	ADM-1
	Partially
	OWSER NI 1.0 does not explicitly deal with network management/monitoring, but supports many configurations.

	ADM-2
	Partially
	Delegation implicitly supported by OWSER NI 1.0

	ADM-3
	No
	Provisioning not explicitly addressed by OWSER NI 1.0

	ADM-4
	No
	Although OWSER NI 1.0 would support such a configuration, it does not explicitly address this requirement.

	ADM-5
	Partially
	Some configurations are supported by OWSER NI 1.0 – such as interaction service where the Principal may be queried for access rights.

	ADM-6
	Partially
	OWSER NI 1.0 does not explicitly address devices or device management, but since a device may also be a Principal, the requirement is partially addressed.

	ADM-7
	No
	Identity container concept not used in OWSER NI 1.0

	ADM-8
	No
	Notification service for attribute modifications not handled by OWSER NI 1.0, although it may be possible to use the OSWER NI 1.0 specs to create such a service in some configurations.

	ADM-9
	No
	Not explicitly considered, but supported by OWSER NI 1.0 specs

	ADM-10
	No
	Common Data Models not considered by OWSER NI 1.0

	ADM-11
	Yes
	Attribute parameters supported by OWSER NI 1.0

	ADM-12
	Partially
	Attribute parameters supported by OWSER NI 1.0

	ADM-13
	Yes
	Pseudonyms as identifiers supported by OWSER NI 1.0

	ADM-14
	Yes
	Supported by OWSER NI 1.0

	US-1
	Yes
	OWSER NI 1.0 agnostic to traditional cellular roaming.

	US-2
	No
	Not explicitly addressed by OWSER NI 1.0, but usage supported by OWSER NI 1.0

	US-3
	Partially
	Interaction Service partially satisfies this requirement

	US-4
	Partially
	Interaction Service partially satisfies this requirement

	IOP-1
	TBD
	

	IOP-2
	Yes
	OWSER NI 1.0 does not mandate protocols for such lower layer interfaces, and hence existing protocols may be used.

	IOP-3
	Yes
	OWSER NI 1.0 consistent with GUP

	IOP-4
	Partially
	OWSER NI 1.0 does not explicitly consider policy enforcement, but is consistent with such a requirement.

	IOP-5
	No
	Policies not explicitly considered.

	PRV-1
	Partially
	Provisioning not explicitly considered by OWSER NI 1.0, but usage is consistent.

	PRV-2
	Yes
	Collusion of SPs not possible.

	AFF-1
	Yes
	Section 5.2.4 of OWSER NI FF 1.0

	AFF-2
	Partially
	Metadata contains the affiliation information

	AFF-3
	Yes
	Section 5.2.4 of OWSER NI FF 1.0

	AFF-4
	Yes
	Section 5.2.4 of OWSER NI FF 1.0

	DS-1
	Yes
	Section 6.6 of OWSER NI WSF 1.0

	DS-2
	Yes
	Section 6.6 of OWSER NI WSF 1.0

	DS-3
	Yes
	Section 6.6 of OWSER NI WSF 1.0

	DS-4
	No
	OWSER NI considers the situation where attributes pertain to Principal initiating request.

	DS-5
	Partially
	Different credential formats supported by OWSER NI 1.0, e.g. SAML, X.509 etc.

	DS-6
	Partially
	Handled by metadata

	DS-7
	Yes
	IdPs offering SSO/SLO can be discovered by DS


	Req #
	Addressed by OWSER NI 1.0?
	Comments

	AS-1
	Yes
	Section 6.1 and 6.2 of OWSER NI WSF 1.0

	AS-2
	Yes
	Section 6.1 of OWSER NI WSF 1.0 

	AS-3
	Yes
	Section 6.1 of OWSER NI WSF 1.0 

	AS-4
	Yes
	Section 6.1 of OWSER NI WSF 1.0 

	AS-5
	Partially
	Not explicitly considered in OWSER NI 1.0, but certain configurations can support this.

	AS-6
	Yes
	Anonymous attribute requests supported.

	AS-7
	Yes
	Supported both by OWSER NI FF 1.0 and OWSER NI WSF 1.0

	AS-8
	Yes
	Section 6 of OWSER NI WSF 1.0

	AS-9
	Partially
	Not explicitly considered, but business agreements are usually a pre-condition.

	AS-10
	Partially
	Attribute parameter may convey this info.

	AS-11
	Yes
	Anonymous attribute transfer supported.

	AS-12
	Partially
	Supported by OWSER NI WSF 1.0

	AS-13
	No
	OWSER NI 1.0 does not explicitly consider this, but may support such configurations.

	AM-1
	Yes
	Section 6.2 of OWSER NI WSF 1.0

	UD-1
	Yes
	Section 6.3 of OWSER NI WSF 1.0 

	UD-2
	Yes
	Section 6.3 of OWSER NI WSF 1.0 

	UD-3
	Yes
	Section 6.3 of OWSER NI WSF 1.0 

	UD-4
	Yes
	Section 6.3 of OWSER NI WSF 1.0 

	MIP-1
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	MIP-2
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	MIP-3
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	MIP-4
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	MIP-5
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	MIP-6
	Partially
	Section 5.2.5 of OWSER NI FF 1.0 

	IS-1
	Partially
	Section 6.4 of OWSER NI WSF 1.0 

	IS-2
	Yes
	Section 6.4 of OWSER NI WSF 1.0 

	FED-1
	Yes
	Source: MWS NI 6.2.1.1

	FED-2
	Yes
	Section 5.1 of OWSER NI FF 1.0 and Section 6.5 of OWSER NI WSF 

	FED-3
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	FED-4
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	FED-5
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	FED-6
	Yes
	

	FED-7
	Yes
	Section 5.6 of OWSER NI FF 1.0 

	FED-8
	Yes
	Section 5.6 of OWSER NI FF 1.0 

	FED-9
	Partially
	

	FED-10
	Yes
	Section 5.2 and 5.4 of OWSER NI FF 1.0 

	FED-11
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	FED-12
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	FED-13
	Yes
	Section 5.4 of OWSER NI FF 1.0 

	FED-14
	Yes
	Section 5.2 and 5.4 of OWSER NI FF 1.0 

	FED-15
	Yes
	Section 5.4 of OWSER NI FF 1.0 

	FED-16
	Yes
	Section 5.5 of OWSER NI FF 1.0 

	FED-17
	Partially
	

	FED-18
	Partially
	

	FED-19
	Yes
	Section 5.2.5 of OWSER NI FF 1.0 

	FED-20
	Yes
	Section 5.2 of OWSER NI FF 1.0 

	BR-1
	Yes
	Satisfied by OWSER NI FF 1.0.  BR-1 is somewhat broader than MWS NI 6.2.1.6.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

None. 
This document is feedback to OMA REQ group, to be used as input for possible future work.
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