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1 Reason for Contribution

This contribution aims to further provide consistency in OSPE AD.
2 Summary of Contribution

Changes have been made in section 1 to section 5.3; the aim is to increase consistency.
3 Detailed Proposal

1. Scope
(Informative)

The scope of the OMA Service Provider Environment (OSPE) architecture document is to define the architecture for the OMA Service Provider Environment enabler.
This document provides the architecture and functional entities description for OMA Service Provider Environment. The relationship between each of the OSPE entities and the interfaces which are used for cooperation to fulfil the requirements from OSPE-RD are described. 

The OSPE focuses on Life Cycle Management and Service Level Tracing. This document will analyze the way to manage enablers through OSPE defined I0 interfaces. 
2. References

2.1 Normative References

	[OSE-AD]
	“OMA Service Environment”, Open Mobile Alliance, OMA-AD-Service-Environment-V1_0_3,
URL: http://www.openmobilealliance.org/
Editor’s note : the reference is prematurely updated; its accuracy needs to be verified at a later stage

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OSPE-RD]
	“OMA Service Provider Environment Requirements”, Open Mobile Alliance,
 OMA-RD_OSPE-V1_0, URL:http://www.openmobilealliance.org/ 


2.2 Informative References

	
	

	
	

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

For the purposes of the present document, the terms and definitions given in [OMA-DICT] and the following apply:
	Component
	See [OMA-DICT]. See also the description in [OSE-AD].

	
	

	
	

	
	

	
	

	
	

	Service Package
	A Service Package consists of services grouped under one commercial package or bundle and that is offered to customers (e.g. end-users). [OSPE-RD]

	Service Level Tracing
	Service Level Tracing is the ability to capture and log all relevant information at each
 component within a service chain, associated with a specific service that is initiated either by an
 end user or a component. [OSPE-RD]

	Service Life Cycle
	The process a service goes through from idea, to creation, to introduction in the Service
 Provider environment, to retirement (when a service is removed from the Service Provider
 environment). [OSPE-RD]

	
	

	Tracing
	The mechanism to support tracing of components. This can be achieved by specifying standard component interfaces to handle aspects such as start tracing, stop tracing, and tracing result retrieval.

	Provisioning
	The mechanism to support life cycle of components. This can be achieved by specifying standard component interfaces to handle aspects such as installation, configuration, administration, versioning, etc.
Editor’s note: consider the term ‘configuring’ instead of ‘provisioning’. 

	Subscriber Group
	A group of subscribers that has one grouped subscription to a service or a service package of service provider.

	
	

	Catalogue
	A logical collection of information associated to services, components, and applications and interfaces deployed in the OSPE. [OSPE-RD]

	Service Model
	A model containing service packages, services, and component representations, as well as their relations and versions.


3.3 Abbreviations

For the purposes of the present document, the abbreviations given in [OMA-DICT] and the following apply:
	FBCAST
	

	
	

	EE
	Execution Environment

	
	

	LCM
	Life Cycle Management

	
	

	
	

	
	

	OAM
	Operation and Maintenance

	
	

	OSPE
	OMA Service Provider Environment

	
	

	
	

	
	

	
	

	SLT
	Service Level Tracing

	SMAC
	Service Model & Catalogue

	
	

	
	

	
	


4. Introduction
(Informative)

This Architecture Document describes the features and architecture of the OSPE enabler. It gives a high level overview of how OSPE can be useful to other OMA enablers and non-OMA resources. The OSPE addresses the need for standards on deploying services and components, consistent semantics of shared data/schema representing components, and to localize faults associated with services that are offered by a Service Provider. 


· 
· 

OSPE will focus standardization efforts in the following areas:

· capabilities and interfaces to achieve Life Cycle Management (LCM), including plug & play, of components, applications and services,
· Service Level Tracing (SLT) capabilities including interfaces between components, and
· capabilities and interfaces to manage component representations, as well as their relations and versions.
To ensure the use of coherent terminology and consistent architectural mapping, other OMA working groups are encouraged to use the OSPE AD as a baseline when defining how their enablers interface with provisioning and tracing. The high level OSPE requirements are defined in the OSPE RD [OSPE RD]. However, the purpose of the OSPE RD and AD is not to mandate if and how other OMA enablers should support provisioning and tracing. It is the responsibility of each OMA working group to define their enabler or service specific provisioning and tracing requirements.
5. Architectural Model

OSPE focuses on Life Cycle Management (LCM), Service Level Tracing (SLT), and Service Model & Catalogue (SMAC). OSPE will comply with OSE principles described in [OSE-AD].

5.1 Dependencies

The OSPE Enabler enables provisioning and tracing of compliant components, as well as applying LCM and SLT at the application and OMA enabler level. 
According to OSPE requirement document [OSPE-RD], OSPE will focus on:
1) Life Cycle Management
2) 
OSPE will support automated deployment (including configuration, installation, activation, publishing) and removal/withdrawal of components, applications and services.

3) Service Level Tracing
4) 
Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component.
5) Service Model Management
The ability to manage information about components, as well as their relations and versions.
Because services are executed by one or several enablers, OSPE has to be able to interact with OMA enablers and some non-OMA resources to make the activities of Life Cycle Mangement (LCM) and Service Level Tracing (SLT) take effect. 
· 
· 
· 
· 




5.2 Architectural Diagram
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Figure 1. OSPE Enabler Architecture
Editor’s note1: Deciding which interface (or fragment thereof) is mandatory and which isn’t is FFS

Editor’s note2: The distinction between device and network component is FFS

Figure 2 illustrates the OSPE enabler architecture. The OSPE Server receives LCM and SLT requests from OSPE-1 and OSPE-2, maps the request into a sequence of actions that are specified by the SP and executes them by invoking functions in Provisioning Agent, Tracing Agent, Notification Agent (via OSPE-4, 5, and 6) and other resources. The OSPE Server uses service and component meta-data stored in Service Model & Catalogue (SMAC) through OSPE-3.
5.3 Description of Components and Interfaces

This section describes the components and interfaces identified in Figure 2. 

OSPE components include:
· OSPE Server
The OSPE Server uses component and service meta-data dealing with dependencies and configuration/provisioning information to execute LCM and SLT functions. Detailed functions include:
· Receiving request and mapping the request into a sequence of individual actions that have been specified by the SP.
· Issuing LCM commands (e.g., start/stop/pause) and/or data configuration request messages to Provisioning Agent to delegate execution.
· Issuing tracing commands (e.g., initiation/termination tracing, marking a service) to Tracing Agent for delegate execution and/or retrieving/receiving tracing information from Tracing Agents.
In addition, the OSPE Server may notify Notification Agents (e.g. representing back office systems).  Changes in OSPE-managed data may be made available through notifications to other resources in the SP environment, who are responsible for managing and/or storing such other data (e.g. to perform changes to their data, when they are notified). For example, when withdrawing a service, OSPE will send out a notification to related enablers or backend systems, announcing the change of service data (service life cycle status), so that the notified enablers or backend systems can take actions for ensuring the post-condition of withdrawing the service is satisfied (e.g., all subscription to this service is cancelled).
· OSPE Agents
OSPE Agents (including Provisioning Agent, Tracing Agent, and Notification Agent) are components that receive (e.g. tracing, provisioning, or notifications) messages and either execute them or delegate execution.  Enabler or other resource implementations can be provisioned and/or traced by OSPE by implementing the provisioning and/or tracing agents.
· Service Model & Catalogue (SMAC)
SMAC is a component that manages the service model and catalogue data. OSPE SMAC manages and possibly stores at least the following data: service data, service package data, data about the provider of the service of component, component data, dependencies and versions.

The following is a list of OSPE interfaces:

· OSPE-1: interface that exposes OSPE’s LCM functions.

· OSPE-2: interface that exposes OSPE’s SLT functions.
Editor’s note: Some overlap in procedures between OSPE-1 and OSPE-2 is expected.  This could be documented as a common part in the AD and TS.

· OSPE-3: interface that provides access to information associated to service packages, services, and component representations, their relations and versions, as well as, update of such data and registration of new data. Note that OSPE Server may also use OSPE-3 to get/set meta-data.
· OSPE-4: interface for the OSPE server to issue a LCM command and/or data configuration request message to Provisioning Agent.
· OSPE-5: interface for the OSPE server to issue a SLT command and/or retrieving/receiving tracing data from Tracing Agent.
· OSPE-6: interface for the OSPE server to issue a notification to Notification Agent.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Update the OSPE AD as shown in section 3 above.
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