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1 Reason for Contribution

Document 280R02 introduces content for the flows section.  While Telcordia believes content in this section is not strictly necessary, we can compromise.  Find below a proposal that we find acceptable.
2 Summary of Contribution

This document is based on 280R02.  It addresses concerns expressed during presentation of 280 on Monday.  It also addresses concerns expressed on the reflector.  Since the flows could not be edited, we have provided comments to the pictures and crossed out aspects.
Summarizing, we have removed definitions for various Requestors as mentioned on the exploder.  We have also implemented a suggestion to collapse the various boxes in Figure Y.  We feel this is essential as the previous diagram and text suggested screening of other ‘requests’ than content.  Screening of other ‘requests’ than content is out of scope of the category-based content screening enabler. 
3 Detailed Proposal

5.5 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>

---- start of new material to section 5.5 ----

Both the content categorization component and the content screening component of the CBCS enabler can used in a callable usage pattern. Figure W shows the callable usage pattern of the content categorization component. Any resource may use the CBCS-2 interface to request a content categorization (flow #1), and may then anticipate a result carrying the categories that the content is associated with (flow #2). In the case of the CBCS enabler, the content screening component interacts with the content categorization component via CBCS-2.
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Figure W Logical flow for the Content Categorization callable usage pattern
The Content Screening component can be applied in the callable usage pattern (see Figure X). It should be noted that typically the end user would not request a content screening. Also note that the ‘other resource’ box has been dotted to indicate its optionality.
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Figure X Logical flow for the Content Screening Component callable usage pattern
CBCS-1 is used to send a request for content screening to the Content Screening Component (flow #1). Upon reception of the content screening request the Content Screening Component may or may not interact with Other Resources (flow #2 and #3) and this may be decided through processing of screening rules. As an example the Content Screening Component may interact with a system to resolve the identity of the end user (which was for example sent in flow#1 to the Content Screening Component). The Content Screening Component then requests categorization of the content to the Content Categorization component (flow #4) by means of CBCS-2. The Content Categorization component determines the categories and returns the result (flow #5). The Content Screening component continues processing the content screening policies and returns (flow #6) the outcome.
the Content Screening Component can also be applied in the proxy usage pattern (see Figure Y). 
In Figure Y the Content Screening component receives content through a proxy interface (flow#1). Flow #2, #3, #4 and #5 are similar to the ones explained for the callable usage pattern. The Content Screening component processeses the content screening policies and makes a decision to allow/amend/block the content.
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Figure Y1 Content pull case for the Content Screening Component proxy usage pattern




In the Screening Rules management flow a request is issued for Content Screening Rules Management (flow #1 in Figure Z) to the Content Screening component, through the PEM-2 interface. Upon reception of the request the Content Screening component identifies the type of policy management request (e.g. create, delete, view, modify), executes the appropriate function and returns the results (flow #2).
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Figure Z Management of Screening Rules

---- end of new material to section 5.5 ----

---- add definitions ----

3.1 Definitions

For the purposes of the present document, the terms and definitions given in [OMA-DICT] and the following apply:
<< Add definitions in new rows of the following table as needed.  Delete all definitions that are not used in the document.
DELETE THIS COMMENT >>

	Authorized Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) or receive specific information [CBCS RD]

	
	

	Categorization Based Content Screening User Profile
	The User Profile (see [OMA-DICT]) applicable to the CBCS Enabler [CBCS RD]

	
	

	Content Category
	A category assigned to content, aiming to describe the characteristics of the content [CBCS RD]

	
	

	Categorized Content
	Content for which one or more Content Categories have been assigned [CBCS RD]

	Pre-Categorized Content
	Categorized Content which includes its Content Category and the Content Provider’s identity [CBCS RD] 

	Non-Categorized Content
	Content for which no Content Category has been assigned [CBCS RD]

	Content Scanning
	The act of determining the Content Category (or Content Categories) of the content [CBCS RD]

NOTE: Content scanning does not include pattern matching operations that support the processing of screening rules but it may include pattern matching operations that result into determining a global content category of the content.

	Content Screening
	The act of blocking, allowing or amending content [CBCS RD]

	
	

	
	

	Screening Rule
	A Policy Rule (see [OMA-DICT]) that uses Screening Criteria and Screening Actions [CBCS RD]

	Screening Action
	A Policy Action (see [OMA-DICT]) applicable to the CBCS Enabler [CBCS RD]

	Screening Criteria
	Policy Conditions (see [OMA-DICT]) applicable to the CBCS Enabler [CBCS RD]


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on the changes as proposed in the detailed proposal and implement those in the CBCS AD.









�Interface name is incorrect: PEM-1 should be CBCS-1


�1) Comment for flow #1 needs to be ‘“content” (proxy interface)’ instead of ‘request to … interface)’


2) flow 6 needs to be ‘southbound’ from CSC and needs to be a solid line
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