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1 Reason for Contribution

This contribution documents additional issues that need resolution in the GPM AD.

2 Summary of Contribution

This contribution emphasizes issues that have been captured in the existing GPM AD baseline – either in the form of “editor’s notes” or somewhat hidden in wording in the GPM AD text proper. The contribution proposes a straightforward process to handle them, on the same lines like the process proposed in contribution 347 (Comments_to_333). The intent is to streamline the completion of the AD, instead of allowing for open-ended discussions.

3 Detailed Proposal

3.1 Issue 1: Section 5.2 editor’s note:

Editor’s note: arguments could be made that this logical architecture could be split in multiple components. We suggest starting with this logical view, and performing any splits once we better understand that such splits would be beneficial in the use of the enabler. Since GPM is a possible derivation of PEEM, and PEEM AD has been agreed as 1 single logical component, the current thinking is we should inherit this view, until we find architectural reasons to take a different approach – which may have a ripple effect of re-visiting PEEM architecture (if indeed GPM is a derivation of PEEM). Should we decide to stick with the non-split logical architecture, the recommendation is to at least consider describing possible particular implementations based on split architecture in an Appendix. Such alternatives would be forthcoming as separate contributions.

The issue is: do we or do we not need to have split architecture components between the “checking” component and the “management component”. It is possible that we made such a decision not to split in PEEM for reasons that are no longer in place (not for GPM, but maybe not for PEEM) – and therefore this is a good time to discuss and re-consider if needed.

Proposal: discuss shortly pros and cons of either.  If there is consensus to go for the split, the changes are basically editorial, although they affect both figures and text. May want to make then a separate decision on whether to CR PEEM and CBCS. Assign an AI, an owner and a short time to execute changes. If there is no consensus to go for the split, then drop the issue and leave things as they are (a single component).
3.2 Issue 2: Section 5.2, last sentence before architectural diagram:

“For the permission rules management, an architecture that supports management of individual permissions rules is required, but it may be built on PEEM architecture if all GPM requirements are supported by it (see Section 5.3, [PEEM-RD] and [GPM-RD]).”

This seems to indicate that there may be requirements in GPM wrt management of individual permissions rules, that may be addressed at finer granularity than the ones in PEEM

Proposal: this may require some analysis, before reaching a resolution on how to address, and replace this text with something more rigorous. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis.
3.3 Issue 3: Section 5.3, last sentence & NOTE 2:

“Other requirements point to the behaviour of the architectural component, and may require the use of I2 interfaces in order to be fulfilled (e.g. requirements regarding management of actor roles/rights) but do not necessarily require the specification of I0 interfaces because interoperability between resources is not a GPM issue in this case, and how those roles/responsibility are being assigned does not affect the GPM functionality described in the GPM RD.”

&

“NOTE 2: There are other functions captured by GPM requirements [GPM-RD] which are considered important to GPM in defining internal GPM enabler implementation functionality, but may not be considered critical to be specified by GPM, and therefore may not be reflected in GPM specifications. Such functions support: assigning/retrieving/modifying/revoking/delegating management roles/responsibilities (e.g. per permissions target).”

This points to requirements that may not be fulfilled through the use of currently defined interfaces. It could be outside the scope of the specification, and addressed through tools, possibly common to multiple enablers (or a new enabler altogether), or it could be decided that we have to handle this as part of GPM. In any case, a statement about why those requirements do not have ar elation to the future GPM TS is necessary.

Proposal: this may require a little analysis, before reaching a resolution on how to address, and replace this text with something more rigorous. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis.

3.4 Issue 4: Section 5.3.1, sub-bullet:

“The Permissions Checking and Management Component has the following features:

<snip>

· associating/disassociating permission rules with attributes, application feature sets, permissions targets
<snip>”

This is related to one of the issues identified in contribution 333.

Proposal: this may need a little analysis to identify all those requirements that would fit; then add this to the AI that handles issue #2 identified in contribution 333. 

3.5 Issue 5: Section 5.3.1, sub-bullet:

“The Permissions Checking and Management Component has the following features:

<snip>

· notifies authorized principals when changes occur in permission rules, or protected attributes, or management roles/responsibilities
<snip>”

This implies the use of a notification mechanism. While it is possible that this may be done via an I2, it is also possible it may be done via an existing enabler interface (e.g. from messaging). It may be worthwhile identifying it explicitly as a possible dependency, since there are a large number of requirements related to notifications. If that would be the case, it may affect some diagrams, and text in the AD to reflect this.

Proposal: this may need a little analysis to identify if there is an adequate OMA enabler to use, or we relegate this to implementation decision (I2), then propose the appropriate changes, if any. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis.

3.6 Issue 6: Section 5.3.1, sub-bullet:

“The Permissions Checking and Management Component has the following features:

<snip>
· notifies authorized principals and/or asks them for consent on permissions checking decisions (e.g. send Ask Request to Ask Target)

<snip>

&

Section 5.4, editor’s note (and text preceding it):

· Interface to other resources

· Like in the [PEEM-AD, Section 5.3.5], the Interface to other external resources is not specified by GPM. This interface may be used, for example, in the Permissions Rules evaluation process when the evaluation of conditions may require delegation of functions to other resources, or when a decision requires a notification to an authorized principal, or an “ask request” to be performed before returning the decision to the Permissions Checking Requester.

Editor’s note: we may have to revisit at a later stage whether we need to define an OMA I0 interface for notification and “Ask Request”. In particular, we need to address how requirements that explicitly refer to passing information for the “ask request” will be resolved (e.g. whether we specify this in GPM). If so, possibilities include defining a dependency on a to-be-identified I0 from another OMA enabler, and/or defining an additional notification agent component, which may expose a to-be-defined GMP specified I0 “notification/ask request” interface). This becomes an item for further study/contributions.
This implies the use of a notification mechanism. While it is possible that this may be done via an I2, it is also possible it may be done via an existing enabler interface (e.g. from messaging). It may be worthwhile identifying it explicitly as a possible dependency, since there are a large number of requirements related to notifications. If that would be the case, it may affect some diagrams, and text in the AD to reflect this.

Proposal: this may need a little analysis to identify if there is an adequate OMA enabler to use, or we relegate this to implementation decision (I2), then propose the appropriate changes, if any. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis. It is possible that it could be lumped with the previous AI, although the request/response interface may need a different solution than the notification only mechanism.
3.7 Issue 7: Section 5.3.1, NOTE 1:

“NOTE 1: The Permissions Checking and Management component is realized using PEEM, with appropriate enhancements to address specific GPM requirements for GPM Permissions Rules expression, GPM permissions checking requests and GPM permissions rules management requests.”

This implies that we make some assumptions on the PEEM requirements, architecture and specifications that may need to verified. It maybe also partially related to some items identified in contribution 333. We need a more rigurous statement in the AD (and if needed CRs in PEEM RD and/or AD).

Proposal: this may require some analysis, before reaching a resolution on how to address, and replace this text with something more rigorous. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis. It may be possible to lump this with one or two of the items in contribution 333.

3.8 Issue 8: Section 5.3.3, sentence:

“Specific GPM requirements may require new arguments to be specified and passed using this interface, in addition to arguments found necessary for the more generic PEEM PEM-2 interface (e.g. the functions of creating/updating, deleting and viewing apply to individual permission rules, permission rules may have associated type – neither of those are currently required by PEEM RD, but they will be taken into consideration when finalizing the PEEM specifications to be re-used by GPM).”
This seems related to Issue 2 identified in this contribution, but a bit more specific – it implies that some GPM requirements relative to PEM-2  may need to be supported in PEEM in order to satisfy GPM. We need a more rigorous statement in the AD (and if needed CRs in PEEM RD and/or AD).

Proposal: this may require some analysis, before reaching a resolution on how to address, and replace this text with something more rigorous. Assign an AI, an owner and a short time to provide an analysis, and a resolution to accompany the conclusions of the analysis.
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5 Recommendation

We recommend to consider those issues, add them to an existing Issues List or a specific GPM Issues List, and to agree to the recommendations on how to address them.
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