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1 Reason for Contribution

In the CBCS Architecture document, the flows are represented as architecture diagrams. We propose here to represent flows following an "UML like" representation.
2 Detailed Proposal

Figure 1
5.4 Flows

5.4.1 Flows on CBCS-1 Interface
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Figure 2 Logical flow for the Content Categorization callable usage pattern

Figure 2 shows how the content categorization reqestor interacts with content categorization component via CBCS-1 interface. Any other resource may also use the CBCS-1 interface to request a content categorization (flow #1), and may then receive a result carrying the categories that the content is associated with (flow #2). In the case the request for categorization is internal to the CBCS enabler, the content screening component interacts with the content categorization component via CBCS-1.

5.4.2 Flow in the Callable Usage Pattern of the Content Screening Component
The Content Screening Component can be applied in the callable usage pattern (see Figure 3) and/or proxy usage pattern (see Figure 5). 
It should be noted that typically the end-user would not directly request a content screening. Also note that interaction with other resources and the content categorization component is conditional.
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Figure 3 Logical flows for the Content Screening Component callable usage pattern
The Content Screening Requestor uses PEM-1 to send a request for content screening to the Content Screening Component (flow #1). Upon reception of the content screening request the Content Screening Component may or may not interact with Other Resources (flow #2 and #3) and this may be decided through processing of screening rules. As an example the screening rules may cause the Content Screening Component to interact with a system to resolve the identity of the end-user (which was for example sent in flow#1 to the Content Screening Component), see Figure 4. The Content Screening Component then requests categorization of the content to the Content Categorization component (flow #4) by means of CBCS-1. The Content Categorization component determines the categories and returns the result (flow #5). The Content Screening component continues processing the content screening rules and returns (flow #6) the outcome to the content screening requestor.
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Figure 4  Example where the Content Screening Component interacts with a system to resolve the identity of the end-user
5.4.3 Flow in the Proxy Usage Pattern

As mentioned before, the CBCS enabler can also be applied in proxy usage pattern (see Figure 5). 
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Figure 5 Logical flows for the Content Screening Component proxy usage pattern

In Figure 5 the content producer sends content (e.g., requests or responses that carry content) to the consumer. That content is intercepted by the Content Screening component (flow#1). Flow #2, #3, #4 and #5 are similar to the ones explained for the callable usage pattern. The Content Screening component continues processing the content screening rules and makes a decision to allow/amend/block the request sent by the content producer. When that request is allowed to continue, the Content Screening Component sends on the request to the content consumer (flow #6). 

5.4.4 Flow on the PEM-2 Interface for the Screening Rules Management

In the Screening Rules management flows the management requestor issues a request for Content Screening Rules Management (flow #1 in Figure 6) to the Content Screening component, through the PEM-2 interface. Upon reception of the request the Content Screening component identifies the type of Screening Rules management request (e.g., create, delete, view, modify), executes the appropriate function and returns the results to the Management requestor (flow #2).
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Figure 6 Management of Screening Rules

5.4.5 Subheading (?)
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Figure 7 Management interactions with the Content Categorization Component
In the Content Categorization Component management flows the management requestor issues a request to manage Content Categorization rules using CBCS-2 (flow #1 in Figure 7a) or a request to associate content signatures (e.g., URIs) with Content Categories using the CBCS-3 interface (flow #1 in Figure 7b). Upon reception of the request the Content Categorization component identifies the type of management request (e.g., create, delete, modify), executes the appropriate function and returns the results to the Management requestor (flow #2 in Figure 7a and Figure 7b).
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4 Recommendation

ARC WG is recommended to take these comments into consideration and revise the CBCS AD accordingly.
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 8 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

