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Change Request

	Title:
	ADRR final changes required
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MWG-CAB

	Doc to Change:
	OMA-AD-CAB-V1_0-20090624-D

	Submission Date:
	2 Jul 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	ARC

	Replaces:
	n/a


1 Reason for Change

While the AD, particularly the AD diagram improved very much (congratulation) there are unfortunately still some comments which were only resolved partly or not resolved.
· Security is not an intrinsic function of CAB (related ADRR commetns: A267, A311, A352, A415, A425, A447)
This has an impact to some sections in the AD.

· OMA-MWG-CAB-2009-0133R03-CR_ADRR_resolution_to_CAB_User_Policy_XDMS was not implemented correctly, i.e. the CAB User Policy section should have been removed.

· Charging is not an intrinsic function of CAB and should therefore be removed from the CAB Enabler AD.
· XDM2.1 specifies a new request based on http post, which is not covered accordingly in the XDMSs section, i.e. the bullet point about authorization should include this request as well.

	A0267
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: Security is not an intrinsic functionality of CAB

Proposed Change: remove “Perform mutual authentication”
	Status: Closed by OMA-MWG-CAB-2009-0084R03-CR_Resolution_A0256_to_A0280
Revised again by OMA-MWG-CAB-2009-0092R01-CR_ADRR_resolution_to_CAB_Security_Consideration
[2009.03.10 email]

Resolution assigned to Sprint.

	A0311
	2009.02.25
	T
	5.3.1.2
	Source: T-Mobile

Form: ARC Doc #0053

Comment: •
Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].

Proposed Change: 

1. Remove “Perform mutual authentication” – it is no CAB intrinsic functionality

2. Synchronizes the address book on the device with the one in the network using the CAB-1 and CAB-2 interface

( say what to synchronize with whom

3. remove the sentence  “CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].” ( OMA DS specifies a protocol, which is added in the interface section

4. Add: The CAB Server can initiate synchronization using the CAB-3 interface.
	Status: closed by OMA-MWG-CAB-2009-0092R01-CR_ADRR_resolution_to_CAB_Security_Considerations

[2009.03.10 email]

Resolution assigned to Sprint.

	A0352
	2009.02.25
	E
	5.3.1.4
	Source: T-Mobile

Form: ARC Doc #0053

Comment: 

As the application usages are all CAB User related, I suggest to define only one CAB XDMS with several CAB application usages

Proposed Change: 

The CAB XDMS is an XDMS defined according to [OMA XDM] that supports the following functions:

· Manages XML documents (e.g. Address Book, Personal Contact Card, User Preferences, User Policy) which are specific to the use of CAB Server via the XDM-4 interface and XDM-8.2 interface.

· Enables subscriptions to changes to documents of the CAB XDMS via the XDM-2 interface.

· Notifies subscribers of changes to the documents of the CAB XDMS via the XDM-2 interface.

· Performs authorization of incoming requests via the XDM-2 and XDM-4 interface.

· Provides search results to search requests via the XDM-6 interface if applicable.


	Status: closed with OMA-MWG-CAB-2009-0148R01-CR_ADRR_resolution_to__comment_219 

[2009.03.10 email]

Resolution assigned to Alcatel-Lucent.

	A0415
	2009.02.25
	T
	5.3.2.2
	Source: T-Mobile

Form: ARC Doc #0053

Comment: 5.3.2.2
XDM-3: CAB Client – XDM Enabler

CAB Client uses the XDM-3 as defined in [OMA XDM].

XDM-3 interface is specified including security mechanisms. Use XDM-8.2 interface instead and point in the security considerations section to the possible use of XDM-3 interface.

Proposed Change: 

Replace by:

5.3.2.2 XDM-8.2 Interface

XDM-8.2 interface is specified in [OMA XDM]. It is exposed by the XDM Enabler and used by the CAB Client to manage (add, delete, modify) XML documents in the CAB XDMS.

The protocol for XDM-8.2 is XCAP.
	Status: CLOSED with CR OMA-MWG-CAB-2009-0128R02
[2009.03.10 email]

Resolution assigned to T-Mobile.

	A0425
	2009.02.25
	T
	5.3.2.4
	Source: T-Mobile

Form: ARC Doc #0053

Comment: 5.3.2.4
XDM-5: Search functionality CAB Client – XDM Enabler 

CAB Client uses the XDM-5 as defined in [OMA XDM] to perform search operations on data stored in PCC and external directories. 

Editor’s Note: The search in external directories via other means is FFS.

XDM-5 interface is specified including security mechanisms. Use XDM-6 interface instead and point in the security considerations section to the possible use of XDM-5 interface.

Proposed Change: 

Replace by:

5.3.2.3 XDM-6 Interface

XDM-6 interface is specified in [OMA XDM]. It is exposed by the XDM Enabler and used by the CAB Client to search for/within XML documents in the CAB XDMS.

The protocol for XDM-6 is Limited XQUERY.
	Status: CLOSED by OMA-MWG-CAB-2009-0082R01 

[2009.03.10 email]

Resolution assigned to Nokia.



	A0447
	2009.02.25
	T
	5.4
	Source: T-Mobile

Form: ARC Doc #0053

Comment: Security is not an intrinsic functionality of CAB
Proposed Change: 

Replace the whole sections (including sub-sections) text by:

Security is not an intrinsic functionality of the CAB Enabler. Therefore the CAB Enabler relies on security functionality provided by the underlying network or PE (and SP policies).

An operator or Service Provider can choose to use the security mechanisms specified by [OMA DS] and [OMA XDM]. 

In this case the interfaces specifying security mechanisms are

For HTTP interfaces:

· XDM-3 instead of XDM-8.2

· XDM-5 instead of XDM-6

For SIP interfaces:

Security mechanisms for SIP interfaces are specified for IMS only. Details can be found in [OMA XDM].

Note: [OMA XDM] specifies also security mechanisms for HTTP interfaces between 2 IMS (trusted) networks.
	Status: closed by OMA-MWG-CAB-2009-0092R01-CR_ADRR_resolution_to_CAB_Security_Considerations
[2009.03.13 email]

Resolution assigned to RIM.


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on and implement proposed changes to the CAB AD.
6 Detailed Change Proposal

Change 1:  In section 5.1 Dependencies
The CAB Enabler depends on other OMA Enablers, including the following:

· OMA XDM [OMA XDM] that provides the support for the functions of the CAB XDMS(s).
· OMA DS Enabler [OMA DS] provides support for the synchronization of the CAB User’s address book.
· OMA DM [OMA DM SO] that provides the support for remote provisioning and management of the Management Object containing necessary configuration parameters for the CAB Client.
· 
Change 2:  In section 5.2
1. Architectural Diagram




Figure 1: CAB Architectural Diagram

Change 3:  In section 5.3.1.1
CAB Client
The CAB Client SHALL perform the following:

· Synchronize modifications (e.g. add, delete, modify) of a local subset of address book information that is contained in the network-based AB repository 

· Send and receive address book related contact information.
· Send and receive address book related contact information in vCard as a Legacy Format.
· Manage PCC information.

· Receive CAB Contact Status information.

· Request import of non-CAB address book information.

· Contact Subscription interaction (e.g. requesting the subscription, reactive authorization).

· Contact Share interaction (e.g. requesting the Contact Share, resolution of received Contact Shared data).

· Search for available contact information.

· Manage CAB User preference information.

· Manage CAB User Access Permissions information.

· Receive CAB related notifications.

· 
Note: The mechanism to receive the Contact Status will be resolved in TS.
The CAB Client SHALL use CAB.DS-1 to synchronize address book modifications (e.g. add, delete, modify), with the network-based AB repository.

The CAB Client SHALL use:

· XDM-8.2i to perform PCC, CAB User preference, and CAB User Access Permissions XML document interactions.

· XDM-6i to perform search.

· XDM-10i or XDM-non_SIP to request and receive change notification for CAB XML documents except AB.

Change 4:  In section 5.3.1.2
CAB Server
The CAB Server is a network entity, and SHALL support the following functions:

· AB Synchronization Function performs the following: 

· Synchronizes the address book information stored in the AB with the CAB Client(s) via CAB.DS-1 interface.   The supported formats are CAB defined format and Legacy Format i.e. vCard format;

· Manages (e.g. retrieve, create, modify, delete) AB information via Trusted XDMC in AB XDMS. 

Note: AB Synchronization Function maintains awareness of changes in the AB XDMS.
· Contact Status Function performs the following:

· Maintains (e.g. retrieve, create, modify, delete) the Contact Status information in AB XDMS via Trusted XDMC.

· Contact Subscription Function performs the following:

· Generates subscription either directly or via the XDM Enabler Subscription Proxy [OMA XDM] to the CAB User’s contacts PCC based on CAB User’s subscription list from the CAB User preferences and receives notifications of updates from subscribed contacts’ Published Contact Card;
· Filters information resulting from Contact Subscription based on information retrieved from CAB User’s preferences XDMS;

· Updates (e.g. retrieve, create, modify, delete) the information changes resulting from Contact Subscription in the CAB User’s AB XDMS via Trusted XDMC;
· Updates (e.g. retrieve, create, modify, delete) the CAB User’s Contact Status information related to the Contact Subscriptions.

· Subscribe and receive notifications of changes to the CAB User Preferences XDMS via Trusted XDMC.
· CAB Interworking Function supports the following:
· Import contact(s) information from non-CAB systems into CAB, using the CAB User’s request retrieved from the CAB User Preferences XDMS (e.g. non-CAB address book systems related data);
· Manages (e.g. retrieve, create, modify, delete) imported non-CAB address book information via Trusted XDMC in AB XDMS;
· Perform Contact Search towards External Directories, i.e  acts as an XDMS when receiving the request via XDM-7i and translates the CAB standard XML based search request into external the appropriate search requests;

· Format adaptation between CAB standardized data structure and Legacy Formats.
· Subscribe and receive notifications of changes to the CAB User Preferences XDMS via Trusted XDMC.
Note: CAB User interactions for conflict resolution arisen from Contact Subscriptions, Interworking and Contact Share will be resolved in TS.
· Contact Share Function supports the following:

· Process the Contact Share information (e.g. determine the recipient type, retrieve the AB or PCC data from AB XDMS or PCC XDMS);
· Assemble and deliver the Contact Share requests data towards the target recipients. If the recipient is a non-CAB User, the shared data is converted into a Legacy Format by the Interworking Function and delivered through a messaging mechanism;

· Manages the received Contact Share information (e.g. retrieve, create, modify, delete) in AB XDMS via Trusted XDMC.
Note:  Subscription/notification and retrieval of the Contact Share data from User Preferences XDMS and processing of incoming Contact Shared data at the recipient side will be resolved in TS.
· The CAB Server SHALL act as an Trusted XDM Client by performing the following:

· Supports interactions with CAB XDMS(s) on XDM-4i and through XMD-2i interfaces.

Change 5:  In section 5.3.1.3
5.3.1.3 CAB XDMS(s)
The CAB XDMS(s) are server entities based on the [OMA XDM] section 5.3.2.1.

5.3.1.3.1 AB XDMS

The AB XDMS is the network repository for the AB data and it SHALL support the following functions:

· Performs authorisation of incoming requests;

· Manages and supports content of AB XML documents;
· Stores Contact Status information;

· Notifies subscribers of changes to the AB XML documents stored in the network;

· Provides search results;

· Stores the information about the operations performed on the AB XML documents based on the preferences set by the CAB User in CAB User Preferences XDMS;

· Enforces Access Permissions for XDM documents stored on the AB XDMS.

5.3.1.3.2 PCC XDMS

The PCC XDMS is a network repository for all PCC data and it SHALL support the following functions:
· Performs authorisation of incoming requests;

· Manages and supports content of PCC XML documents;

· Notifies subscribers of changes to the PCC XML documents stored in the network;

· Provides search results;

· Enforces Access Permissions for XDM documents stored on the PCC XDMS.

5.3.1.3.3 CAB User Preferences XDMS

The CAB User Preferences XDMS is the network repository for the CAB User preferences that SHALL support the following functions:

· Performs authorisation of incoming requests;

· Manages and supports content of CAB User preference XML documents (e.g. personalization preferences, Contact Subscription list);

· Notifies authorized subscribers of changes to the CAB Users preference XML documents.
Note: The location of the final storage (CAB User Preferences or PCC XDMS) of the non-CAB address book systems related data will be resolved in the TS.
5.3.1.3.4 

· 
· 
· 
Change 6:  In section 5.3.2
5.3.2 Interfaces
5.3.2.3 Interface XDM-10i: Subscription Proxy
CAB Client SHOULD use the XDM-10i interface, as defined in [OMA XDM] to request subscription and receive notification of the modification to CAB User’s own XML documents, except the AB XML document.
5.3.2.4 Interface XDM-2i: CAB XDMS(s)
CAB Server SHALL use the XDM-2i interface as defined in [OMA XDM], to request subscription and receive notification of the modification of CAB XML documents.
5.3.2.5 Interface XDM-8.2i: Aggregation Proxy
CAB Client SHALL use the XDM-8.2i interface as defined in [OMA XDM] to perform the following: 

· document management operations on the documents stored in the CAB XDMS(s), except AB XML document. 

5.3.2.6 Interface XDM-4i: CAB XDMS(s)
CAB Server SHALL use the XDM-4i interface as defined in [OMA XDM] to perform the following:

· document management operations on the documents stored in the CAB XDMS(s);
· history information management for the documents stored in the CAB XDMS(s).

5.3.2.7 Interface XDM-6i: Search Proxy

CAB Client SHALL use the XDM-6i interface as defined in [OMA XDM] to search for available contact information in:

· CAB User’s own PCC;
· Other CAB Users’ Published Contact Cards in home and remote CAB systems;
· CAB User's own AB;
· External Directories.
5.3.2.8 Interface XDM-7i: CAB Server
CAB Server SHALL expose XDM-7i interface, as defined in [OMA XDM] to support searches into external directory(ies) e.g. from XDM Search Proxy. Supported functionalities include:

· Receiving external search directory(ies) requests;
· Returning the results from the external directory(ies) searches.
5.3.2.9 Interface CAB.DS-1: CAB Server
The CAB Server SHALL expose CAB.DS-1 interface to allow the CAB Client to synchronize address book data modifications (e.g. add, delete, modify). Supported functionalities include:

· CAB data synchronization requests and responses;

· Request and receive CAB server information such as CAB Server credentials.

The protocol used for the CAB.DS-1 interface is [OMA DS].
5.3.2.10 Interface XDM-non_SIP: XDM Enabler

CAB Client SHOULD use the XDM-non SIP interface, as defined in [OMA XDM] torequest subscription and receive notification of the modification to CAB User’s own XML documents, except the AB XML document.
Note: The subscription and notification for non-SIP CAB Client will be resolved by PAG WG in XDM2.1 TS.
Change 7:  In section 5.4
5.4 Security Considerations
The security considerations described in this section apply to any CAB Enabler implementation, and these considerations may result in different deployment models. 

The Service Provider deploying the CAB Enabler implementation needs to ensure that all entities requiring access to information provided via the interfaces exposed by the functional components of the CAB Enabler and XDM Enabler are subject to the following security considerations:
· The CAB Enabler implementation shall consider protecting operations used to exchange personal contact and address book contact information by applying security mechanisms consistent with the OMA DS, OMA XDM and OMA DM specifications and the applicable Service Provider security policies (e.g. including authentication transport security, user data privacy, data encryption, confidentiality and integrity protection etc).

· 
· 
· 
Applicable security mechanisms for CAB.DS-1 interface are specified in [OMA DS] "Security Considerations".
Security mechanisms applicable to CAB XDMS(s) and XDM interfaces are specified in [OMA XDM] "Security Considerations".
XDM Enabler specifies interfaces that provide additionally to the required functionality XDM specific security mechanisms. The mapping of these “secured” interfaces to the “unsecured” interface is as follows:
	Interfaces including security mechanisms
	Interfaces without security mechanisms

	XDM-3i
	XDM-8.2i

	XDM-5i
	XDM-6i



Security mechanisms applicable  to the device provisioning and configuration are specified in [OMA DM SEC].
Application layer security mechanisms between CAB components and authorized non-CAB systems are outside the scope of this enabler.
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