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1 Overview

OMA has received OMA-ARC-2010-0189-ILS_GSMA_RCS_API_Specification_Plan. The LS has been assigned to OMA ARC.
Quote from the RCS LS document:

“Priorities:
Given the objectives to create stability and touch as few parts of the eco system at this point, RCS would like OMA to look at the APIs with the following priority:
first priority: UNI/Long Tail APIs

second priority: B2B/Whole sale APIs 

third priority: Device APIs

Throughout the rest of this document the focus will be on the first priority APIs namely UNI/Long Tail APIs. When it comes to the second priority we believe that these APIs are more in line with the approach taken by the industry traditionally and that the gap analysis done by OMA is mostly applicable to this category. The B2B APIs will be considered a future work item for GSMA RCS and we would be happy to supply detailed requirements for this at a later stage.
GSMA RCS asks whether OMA would be willing:

1. to create the functional APIs according to the requirements for the UNI/Long Tail APIs (i.e. priority #1 APIs) outlined in this document?

· Deliverables, among other deliverables of OMA, should consist of Interface Specifications, API functional definition, API development Guide

2. to define the security framework to support

· the authentication requirements on the basis of both OpenID and SAML

· the authorization requirements on the basis of both oAuth and Liberty ID-WSF

For these items separately, would it be possible to create such specifications by the end of 2010 so that they can be used for RCS R4 specifications, which are planned to be released in December 2010? If not, is there anything that could make this possible?

Note that RCS Project is planning to share more detailed requirements towards OMA after the next RCS Plenary in Shenzen (Sept. 07th – 09th).

Requirements on UNI/Long Tail API’s

On the very highest level there are a few fundamental requirements in order for us to meet our objectives. Please see the attached presentation. 

· The APIs shall be http REST based 

· The APIs shall mimic the RCS client/user behavior, not the underlying enabler/protocol and shall be on the highest possible abstraction level without options and flexibility normally not exposed to an user

· The APIs aim at allowing implementation of thin clients (i.e. web based clients). As a result the concept of an User Agent seems quite in line with this objective and should be used, i.e. the application and API usage of RCS shall mimic the RCS functionality exposed through the “native” RCS UNI

· The services or applications implemented using these APIs shall perform operations on behalf of a RCS user

· The functionalities exposed through the RCS API shall mimic the functionalities available via  the RCS UNI but RCS Service Providers shall be able to choose wheter to provide the full API functionalities or a subset of them

· When possible, the context, session and state information handling shall be performed within the server component exposing the RCS APIs rather than within the client aplication or service accessing the APIs

· The  third party application and the end-users shall be authenticated and resources of the RCS  enablers shall be authorized with respect to the privacy and operator policies. The security framework shall thereby address those following requirements:

· Application shall be authenticated by the RCS services under the control of the SP

· The user shall be authenticated by his RCS service provider.

· Application access to the RCS methods must be authorized by the RCS user and comply with operator policies 

· User must not have to reveal his or her credentials to the application 

· A token indicating the user authority delegation must be passed to the application 

· The authority delegation must be defined for a specific scope (limiting accessible data)

· The user must be able to revoke authority delegation at any time

· For the authentication aspect of the security framework, the OpenID and SAML technologies shall be considered in a non exclusive approach. A selection of one of the mentioned technologies might be done later on within RCS and will be communicated to OMA.

· For the auhtorization aspect of the security framework, oAuth and Liberty ID-WSF technologies shall be considered in a non exclusive approach. A selection of one of the mentioned technologies might be done later on within RCS and will be communicated to OMA.

· The API shall only be able to access data available to the user account that has been used for the authentication

Quote from the RCS LS attachment (list of APIs of immediate interest to RCS – note Network APIs are needed as a first priority):

	Presence

	Service Capability Indication

	Chat (SIMPLE IM based)

	File Transfer

	Call

	Video Sharing

	Image Sharing

	Video Sharing Enhancements


2 Proposal

OMA ARC WG would like to thank GSMA RCS for providing them with the opportunity to review the Liaison Statement and attached RCS documents. This represents OMA ARC’s response focusing mainly on ARC Security and ARC API activities.
Considering the list submitted by GSMA via the liaison, ARC WG concludes that in order to successfully attempt to release GSMA RCS requirements by December 2010 some finer granularity with respect to priorities is needed:
Security framework:

OMA ARC is developing Application Layer Security Common Functions v1.1 SEC-CF 1.1, which may be updated to include:

OpenID to fulfill GSMA RCS requirements for delegation of authentification 
Oauth to fulfill GSMA RCS requirements for delegation of authorization including RCS Oauth required profile
· ARC/SEC to provide a feasibility statement for oAuth and OpenID 
It is for further study if the time frame allows inclusion of SAML as used mainly for enterprise, thus maybe a second priority from GSMA RCS point of view. Inclusion of Liberty ID-WSF will be postponed to a later release, in order to reach the December 2010 timeframe.
UNI/Long tail REST APIs:
SMS/MMS APIs existing

Social Presence & Service Indicator; Address List Management, Audio Call could be ready by December

In the RCS R4 timeline of December 2010, OMA can only deliver REST APIs that are already completed plus potentially REST APIs that are currently under development with a planned completion date before December 2010. In reality, this means ParlayREST V1_0 and (hopefully) ParlayREST V2_0. This would consist of interface specification and API definition, but not developer guide. Potentially, we may decide to reference the developer guides from GSMA OneAPI

Video Share. Image Share, Video share enhancements, as they are no OMA enablers exposing that functionality we need to find a way to maybe CR ParlayREST V2.0 (Multimedia Messaging, Presence, Address List Management) – but it needs further study. 

Alternatively for IM, Video/Image Share, and Video Share enhancements REST network API we may issue a new WID for GSMA RCS profile.
We would need to draft a plan for the delivery of any items beyond the scope of December 2010; this pertains to the planned WID for COM and CAB APIs

OMA ARC is very interested to collaborate with GSMA on defining the target architecture for exposing RCS APIs, and to ensure that OMA ARC developed APIs support the RCS requirements.
3 Requested Action(s)

GSMA RCS is kindly requested to review the analysis provided by OMA ARC WG, and consider proposing a new WID and/or a set of CRs against REST 2.0, a set of CRs against SEC-CF V1.1.
4 Conclusion

OMA ARC WG would like to thank GSMA RCS and is looking forward to further dialog and collaboration between the two organizations.
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