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1 Overview

This liaison statement is the OMA response to “GSMA RCS Liaison to OMA Request for API Specification Plan” (RCSMG51_004), dated 15/7/2010.
2 Proposal

GSMA RCS request to OMA

1. To create the functional APIs according to the requirements for the UNI/Long Tail APIs (i.e. priority #1 APIs) outlined in this document?

· Deliverables, among other deliverables of OMA, should consist of Interface Specifications, API functional definition, API development Guide

2. To define the security framework to support

· the authentication requirements on the basis of both OpenID and SAML

· the authorization requirements on the basis of both oAuth and Liberty ID-WSF

The Functional APIs

Within the GSMA RCS R4 timeframe of December 2010 indicated in the Liaison Statement (GSMA RCS Liaison to OMA Request for API Specification Plan, RCSMG51_004), OMA can offer the following OMA REST APIs:

· ParlayREST V1_0 (Candidate Enabler)

· Short Messaging Service API

· Multimedia Messaging Service API

· Terminal Location API

· Payment API

· ParlayREST v2_0 (Draft Enabler, completion scheduled in December 2010)

· Third Party Call API

· Audio Call API

· Call Notification API

· Presence API

· Address List Management API

· Terminal Status API

· Device Capabilities API

A Candidate Enabler is a version of the enabler intended for validation and/or public review.  Candidate versions may be revised without changing the version number. In particular for ParlayREST V1_0, a new Candidate version incorporating some error corrections is expected to become available on September 21st.

A Draft Enabler is an intermediate version of the enabler during the development process. Drafts can be revised by the WG as frequently as needed. In particular for ParlayREST V2_0, the draft technical specifications are updated during OMA Budapest meeting (30 August – 2 September) and the weeks thereafter.
Please note that the OMA ParlayREST V2_0 work item is planned to start Consistency Review in the first week of October 2010. As such, OMA ARC is currently in the process of finalizing the technical deliverables and preparing the final packages, and hence has limited opportunity to consider additional requirements at this stage. However, in order to address the RCS requirements and in recognition of the RCS R4 timeframe, OMA ARC can offer the following:
OMA has experience in profiling their REST APIs based on the requirements from external organizations, like the OneAPI profile for GSMA ACCESS. Such a profile is a subset of the OMA functionality provided, addressing specific requirements.

In response to the GSMA RCS request for RCS R4, OMA has decided to include an RCS profile specification as part of their ongoing work on the ParlayREST V2_0 Enabler Release Package. This profile will indicate if and to what extent the ParlayREST functionality fulfils the GSMA RCS requirements (as received in the annex to Liaison Statement RCSMG51_004). OMA will be able to share the draft profile with GSMA RCS towards the end of September.

Regarding the deliverable types, the ParlayREST Enabler Release Packages will include interface specifications and functional API definitions, as requested by GSMA RCS. However, OMA does not produce API Development Guides. For those APIs that are part of the GSMA OneAPI profile v1 (i.e. SMS, MMS, Terminal Location, Payment), the GSMA publishes development guides on their OneAPI WiKi. 
The Security Framework

The Security Sub-working group in OMA ARC is developing the Application Layer Security Common Functions v1.1 enabler. OMA SEC_CF V1_1 contains a technical specification for “OMA Delegated Authentication Profile”. This specification contains the OMA profile for OpenID interworking with GBA [[Add reference at the end of the Budapest ARC/SEC session]]. GSMA RCS is invited to review this technical specification to assess whether this addresses the RCS requirements for authentication.

Authentication based on SAML, and authorization based on oAuth and Liberty ID-WSF is not part of the scope of OMA SEC_CF V1_1.

Possible Next Steps

As indicated above, OMA plans to be able to share the draft RCS profile of ParlayREST towards the end of September. OMA ARC has already planned an interim meeting for ParlayREST in Turin, 27-29 October, kindly hosted by Telecom Italia. In case GSMA RCS is interested, the interim can be extended with the addition of October 26, dedicated to joint discussions between GSMA RCS and OMA ARC regarding the fulfillment of RCS requirements by ParlayREST.

In addition, in preparation for such a joint discussion face-to-face, a joint conference call can be scheduled upon availability of the draft RCS profile of ParlayREST.
3 Requested Action(s)

<text describing the actions being requested of the other group.  This should be as specific as possible.  Timelines of activities that are related should be noted where appropriate.  When specific actions are needed, they should be called out with associated references to ownership and deadlines.>
4 Conclusion

OMA ARC and COM would like to express their thanks to GSMA RCS for the continuing dialogue on API support for RCS R4. OMA ARC and COM would like to re-iterate their commitment to provide REST API specifications to fulfil the RCS priority 1 requirements for UNI/Long Tail APIs and the Security Framework, but do point out that unfortunately not all requirements can be fulfilled within the deadline due to ongoing commitments on the OMA work program.
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