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ITU-T Study Group 17 is the lead study group for identity management (IdM) where Question 10/17 is responsible for IdM. One of our principal deliverables is a draft Recommendation, X.eaa, concerning entity authentication assurance framework. This document extends the concepts of the four levels of assurance (LoA) described by the U.S. National Institute of Standards and Technology (NIST) Special Publication (SP) 800-63 to include non-person entities (NPEs) and provides information associated with threats and controls associated with a four level authentication assurance model. We have attached the latest version of this draft ITU-T Recommendation.
We request your input concerning the non-person entity (NPE) concepts and text that is in this draft from your perspective. For example, NPEs which are intelligent terminals are effectively network nodes and therefore may constitute little understood threats to the network. Therefore, NPEs may have unique authentication requirements. We are also very interested in your feedback on issues associated with authentication of NPEs at various levels of authentication assurance (LoAs).

Published Recommendation, ITU-T X.1252, Baseline identity Terms and definitions, based on existing terms and definitions unique to our work on IdM is attached. Please review this document and provide feedback concerning any differences between your definitions and ours.
Attachments: 2
· 1) Revised draft Recommendation ITU-T X.eaa – output draft from Dec 2010 SG17 meeting (TD 1452 Rev.1)
· 2) Recommendation ITU-T X.1252, Baseline identity management terms and definitions (free download from the web)
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