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1 Reason for Change

Current API responses do not have functionality to return a thumbnail in GET and POST responses. If there is a very large image stored in message store, the client would have to fetch the entire payload to see the image which is not efficient. This CR would add functionality to response API’s to display a preview picture. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommendation is to agree with the proposed changes.
6 Detailed Change Proposal
Change #1
5.2.1.1 5.1.9  Inline content

If an object payload can be represented as a textual string of a reasonable length then the NMS server MAY convert a payload resource to a string and add a “TextContent” attribute (see Appendix I) that will carry this string. 

When performing the conversion the server MUST add the new attribute and MUST delete the original payload resource.  

A common use-case for this conversion is an SMS object.

The decision on when to perform the conversion depends on service provider’s policy (e.g. if the resulting text is too long, it will not be converted) and is out of scope of this spec.
Search results may also return a preview icon (thumbnail) in the payloadPartInfo for large objects. If client does not support icons, then these attributes shall be ignored.
Change #2

5.2.1.2 Type: PayloadPartInfo

Information about a payload part
	Element

	Type
	Optional
	Description

	href
	xsd:anyURI
	No
	Link to the stored content:

For example: 

For content available via the NMS resource tree: <href>http://host/nms/v1/tel%3A%2B19585550100/objects/123/ payloadParts/part123</href>

For externally referenced content: <href>http://cdn/d1/123/p456</href>

	contentType
	xsd:string
	No
	Indicates the MIME content type of the stored content. 

For example: “image/gif”, “video/3gpp”

	size
	xsd:unsignedLong
	Yes
	Indicates the size of the stored content in bytes; The value MAY be approximate (e.g. it could be the size in its transfer encoding and not the resulting size after any decoding).

	contentId
	xsd:string
	Yes
	The Content-ID of this part as defined in [RFC2045], without the angle brackets. Used to identify this payload part, e.g. in cid: URLs [RFC2392].

For example, “foo4%25foo1@bar.net”.

	contentLocation
	xsd:anyURI
	Yes
	The Content-Location of this part, as defined in [RFC2557], unfolded and with any transfer encoding such as [RFC2047] removed. Used to specify a URI for this payload part.

For example, “fiction1/fiction2” or “http://example.com/logo.png”.

	contentDisposition
	xsd:string
	Yes
	The Content-Disposition of this part as defined in [RFC2183], unfolded and with any transfer encoding such as [RFC2184] removed. Used to specify the disposition parameters (e.g., preferred filename) for this payload part.

For example, “inline” or “attachment; filename=genome.jpeg; modification-date="Wed, 12 Feb 1997 16:29:51 -0500"”.

	contentEncoding
	xsd:string
	Yes
	This field is an extension and indicates the content transfer encoding type. This field is optional. Value is “base64”


	content
	xsd:base64Binary
	Yes
	This field is an extension and is used to pass inline non-ASCII content such as thumbnail. This field is optional.

Max size 10Kb.


Change #3

Appendix A. RCS Object Attributes Table
(Informative)

The following common object attributes are suggested by this specification in order to enhance interoperability. See section 5.3.2.5 “Attribute” for details of how these may be used.

The use of these attributes is REQUIRED when NMS is used as part of the GSMA Rich Communications Suite (RCS).
	Attribute Name
	Description 
	Format
	References

	Date
	Date and time of the object. Typically this is the date and time at which the object was complete and ready for transmission or storage.


	xsd:dateTimeStamp

Note that this differs from the format specified by [RFC5322].
	[XMLSchema2],
[RFC5322],
[OMA-CPM_TS_MessageStorage]

	Message-Context
	The object’s classification (i.e., what kind of object it is). 


	Enumeration. Valid attribute values are at least: 

“voice-message”
“video-message”
"fax-message"
"pager-message" (i.e., SMS)
"multimedia-message" (i.e, MMS)
"text-message" (i.e., email)
"none"

Other values may be defined by profiles or other standards.

This attribute is case-insensitive.
	[RFC3458],
[RFC3938]

	Direction
	Direction of message. 
	Enumeration. Valid values are:

“In” (i.e., message terminating at this box)
“Out” (i.e., message originating from this box).

This attribute is case-insensitive.
	

	From
	Address of originator (i.e., sender).
	xsd:string
	[RFC5322],
[OMA-CPM_TS_MessageStorage]

	To
	Address of primary recipient(s).
	xsd:string
	[RFC5322]

	Cc
	Address of other recipient(s).
	xsd:string
	[RFC5322]

	Bcc
	Address of recipient(s) whose addresses are not to be revealed to other recipients.
	xsd:string
	[RFC5322]

	Subject
	A short string identifying the topic of the object.
	xsd:string
	[RFC5322]

	TextContent
	The stored content, if it is representable as an xsd:string (see section 5.1.9). 
	xsd:string
	[XMLSchema2]

	Content-Type
	Indicates the top level MIME content type of the object as a whole, if any.

For example:

multipart/related; start="950120.aaaCC@example.com"; type="application/smil"
Thumbnail Reference Example:

multipart/related; start=icon_id@cid.com
Whereas the start attribute references the “contentId” in payloadPartInfo directing the client to display thumbnail first.
	xsd:string
	[RFC2045]

	Content-Location
	The top level Content-Location, if any, as defined in [RFC2557], unfolded and with any transfer encoding such as [RFC2047] removed. Used to specify a base URI for this object.

For example, “http://example.com”.
	xsd:string
	[RFC2557]


Table 4 Object Attributes
Change #4: NEW Section

D.11 Retrieve information about object with inline thumbnail content
Request: 

	GET /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/obj543  HTTP/1.1

Host: example.com

Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903

Accept: application/json


Response: 

	HTTP/1.1 200 OK

Content-Type:application/json

Content-Length:

{ "object": {

    "parentFolder": “{serverRoot}/nms/v1/ums/tel%3A%2B195785501100/folders/4b6ff8a1-df89-4c59-9ebf-4d73f95540d4",

    "attributes": {

      "attribute": [

        { "name": "Content-Type",

          "value": ["multipart/related; start=\"icon_id@cid.com\”"]

        }

          { "name": "Message-Context", 

            "value": [“X-RCS-FT”]
          }, 

          { "name": "Direction", 

             "value":  ["Out"]

          }, 

          { "name": "From", 

            "value":  ["tel:+19585550100"]

          }, 

          { "name": "To", 

            "value": ["tel:+19585550210"]

          }, 

          { "name": "Date", 

            "value": ["2013-11-12T08:30:10Z"]

          }, 

        { "name": "IMDN-Message-ID", 

           "value": [“654131a654131a654131a654131a8994656”]

         },

       { "name": " Conversation-ID", 

           "value": [“eRvi9eVx92Hs6JhNcXMQGjJICZoobYkf”] 

         },

         { "name": "Contribution-ID", 

           "value": [“SDH2r2goAKsXJ69O6GElnY2pLaVJxg1B”] 

         },

         { "name": "P-Asserted-Service", 

           "value":[”urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer”] 

         }

      ]

    },

    "flags": {

      "flag": [

        "\\Seen"

      ]

    },

    "resourceURL": "{serverRoot}/nms/v1/ums/tel%3A%2B195785501100/objects/4b6ff8a1-df89-4c59-9ebf-4d73f95540d4%3a8",

    "path": "/RCSMessageStore/FT/4b6ff8a1-df89-4c59-9ebf-4d73f95540d4%3a8",

    "payloadURL": "http://{contentURL}",

    "payloadPart": [

      { "contentType": "image/jpeg",

        "contentId": "123456",

        "size": 48,

        "href": “{serverRoot}/{part3contentURL}"

      },

      { "contentType": "image/jpeg",

        "contentId": "icon_id@cid.com",

        "size": 9000,

        "contentEncoding": “base64”,

        "content": “…some base64 encoded binary content ….”,

      },

     {

        "contentType": "Application/X-CPM-File-Transfer”,

          "size": “869”, 

          "href":   "{serverRoot}/{part1contentURL}"” 

     }

    ],

  }

}


Change #5: 

Appendix I. RCS Object Attributes Table
(Informative)

The following common object attributes are suggested by this specification in order to enhance interoperability. See section 5.3.2.5 “Attribute” for details of how these may be used.


	Attribute Name
	Description 
	Optional
	Format
	References

	Date
	Date and time of the object. Typically this is the date and time at which the object was complete and ready for transmission or storage.


	No when “NMS” is used
	xsd:dateTimeStamp

Note that this differs from the format specified by [RFC5322].
	[XMLSchema2],
[RFC5322],
[OMA-CPM_TS_MessageStorage]

	Message-Context
	The object’s classification (i.e., what kind of object it is). 


	No when “NMS” is used
	Enumeration. Valid attribute values are at least: 

“voice-message”
“video-message”
"fax-message"
"pager-message" (i.e., SMS)
"multimedia-message" (i.e, MMS)
"text-message" (i.e., email)
"none"

Other values may be defined by profiles or other standards.

This attribute is case-insensitive.
	[RFC3458],
[RFC3938]

	Direction
	Direction of message. 
	No when “NMS” is used
	Enumeration. Valid values are:

“In” (i.e., message terminating at this box)
“Out” (i.e., message originating from this box).

This attribute is case-insensitive.
	

	From
	Address of originator (i.e., sender).
	No when “NMS” is used
	xsd:string
	[RFC5322],
[OMA-CPM_TS_MessageStorage]

	To
	Address of primary recipient(s).
	No when “NMS” is used
	xsd:string
	[RFC5322]

	Cc
	Address of other recipient(s).
	No when “NMS” is used
	xsd:string
	[RFC5322]

	Bcc
	Address of recipient(s) whose addresses are not to be revealed to other recipients.
	No when “NMS” is used
	xsd:string
	[RFC5322]

	Subject
	A short string identifying the topic of the object.
	No when “NMS” is used
	xsd:string
	[RFC5322]

	TextContent
	The stored content, if it is representable as an xsd:string (see section 5.1.9). 
	No when “NMS” is used
	xsd:string
	[XMLSchema2]

	Content-Type
	Indicates the top level MIME content type of the object as a whole, if any.

For example:

multipart/related; start="950120.aaaCC@example.com"; type="application/smil"
	No when “NMS” is used
	xsd:string
	[RFC2045]

	Content-Location
	The top level Content-Location, if any, as defined in [RFC2557], unfolded and with any transfer encoding such as [RFC2047] removed. Used to specify a base URI for this object.

For example, “http://example.com”.
	No when “NMS” is used
	xsd:string
	[RFC2557]

	objectIconURL
	An external reference to an icon. Used when the icon payload exceeds the maximum size of a push message.
	Yes
	xsd:string
	[OMA-CPM_TS_MessageStorage]
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