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1 Reason for Change

Provide the DCD Enabler view in the context of OSE for the section “Access to content” domain
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review the CR and integrate the content into the OGSA AD document.
6 Detailed Change Proposal

Change 1:  Outlining the DCD enabler in OSE context
5.3.2 Access to content

The access to content domain enables access to digital content through multiple terminals so that the terminals become entertainment devices, by providing architectures and functionalities enabling users to subscribe to, and/or be able to receive multimedia content.

The enablers in the access to content domain are (but not limited to):
[Editor’s note] the “but not limited to” is to be removed on approval of the document.

· Key enablers

· Mobile Broadcast 

· Dynamic Content Delivery 

· Digital Rights Management (including, but not limited to, Secure Removable Media, Secure Content Exchange etc.)

· Smart Card Web Server 

· Device Profile Evolution

· Rich Media Environment

· Gaming (including, but not limited to, Games Services, Client Server Interface, Mobile Gaming Evolution, Mobile Gaming Centric Functions etc.)

· Browsing (including, but not limited to, Browser, Browser Conformance, Rich Media Environment, Scalable Vector Graphics, Multi-modal Multi-device etc.)

· Key enablers in early development stage

· Mobile Codes

· Mobile Advertising 

· Primary supporting enablers

· Presence SIMPLE

· XML Document Management

· Location

· Charging
5.3.2.1 Dynamic Content Delivery (OMA-AD-DCD-V1_0-20080908-C)
The Dynamic Content Delivery (DCD) Enabler defines a common mechanism to enable periodic delivery of personalised or customized content either on a one-to-one (point-to-point) or one-to-many (broadcast) basis. The delivery of DCD Content may be based on the subscription and preferences of a user, operator or service provider. As a complementary delivery mechanism to the existing mechanisms, e.g. browsing, messaging, etc., it will reuse as much existing technology as possible, while providing the added benefits of delivery control management, and an enhanced user experience. The content delivery will support various network technologies (i.e. network types and/or bearers), and may operate autonomously in the background.  
The DCD enabler includes the following features:

· A generic Client framework that allows automated registration of DCD enabled applications;

· The ability to allow customization of the delivery of content by the DCD client in the broadcast scenario;

· The asynchronous delivery of content utilizing both point-to-point and broadcast bearers;

· Content delivery and subscription based notification mechanisms between DCD Client and DCD Server for both point-to-point and broadcast bearers;

· DCD envelope mechanism that allows DCD application and content interoperability between DCD Client and DCD Server.
The DCD enabler consists of the following functional entities
· DCD Client (DCDC): DCD Client resides in the mobile terminal and is used to communicate with the DCD Server. Three different logical functions can be differentiated inside this entity. The Subscription and Administration function (Client component), in charge of handling the exchange of service management information with the DCD Server. The Content Reception and Storage Management function, in charge of handling the content reception from the server. Finally, the Client Application Interaction Function that provides the necessary functions to make possible the interaction between DCD Enabler supported services and registered DCD Enabled Client Applications.

· DCD Server: DCD Server implements the application level network functionality for the DCD application. It is responsible for the fulfilment of Subscription and Administration functions in order to handling the exchange of service management information between the DCD Server and DCD Client, and between the DCD Server and the Content Provider, such as when the Content Provider handles subscriptions, as well as for the fulfilment of the Distribution and Adaptation function in order to distribute DCD Content and DCD Content notifications to the DCD Client.  

The following entities are out of the scope, but may interact with the DCD Enabler:

· DCD-Enabled Client Applications: DCD-Enabled Client Applications are mobile-terminal-based applications, which can interact with the DCD Client in order to enable content delivery to the end user.

· DCD Content Provider: The DCD Content Providers interact with the DCD Server in order to serve requests for content, e.g. as any normal web server, providing channel metadata which defines the characteristics of the channels it provides, supporting one or more content publication / delivery methods, or publishing available content to the DCD Server.
Figure xxx below gives a graphical overview of the functional entities of the DCD enabler and the interfaces, which expose functionality to entities external to the enabler, followed by a description in Table YYY. 
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Figure XX: Functional entities of the DCD enabler exposing DCD functionality to external enablers/entities
	Functional entities
	Functionality provided
	Via interface
	Protocol used

	DCD Client (DCDC)
	Channel subscription and administration functions 
· DCD Client Activation and session management

· DCD-Enabled Client Application registration actions (Register, Deregister)
· Service administration actions, e.g. change channel delivery options, suspend / resume channel

· Channel Discovery actions

· Channel subscription actions (subscribe / unsubscribe, subscription validation for external subscriptions) 

	DCD-3
	

	
	· Automatic request upon notification of content availability at the DCD Server

· Automatic request for content upon a predefined schedule

· Automatic request for content upon stored content expiration

On-demand request for content retrieval or submission by the DCD-Enabled Client Application, e.g. upon end-user interaction or application-initiated interaction
	DCD-2
	

	
	· Register / deregister of DCD-Enabled Client Application with the DCD Client (dynamically), supplying Application Profile (including the Channel Metadata) to the DCD Enabler

· Channel subscription actions (subscribe / unsubscribe, subscription validation for external subscriptions with DCD-Enabled Client Application)

Note: The mechanism is client platform specific while the data schema for this interface is defined by DCD.
	DCD-CAR
	

	
	· On-demand request for content retrieval or submission by the DCD-Enabled Client Application, e.g. upon end-user interaction or application-initiated interaction 

· Providing content availability notifications and / or content to the DCD-Enabled Client Application

· Service administration actions, e.g. suspend / resume channel

· Channel Discovery actions

Note: The mechanism is client platform specific while the data schema for this interface is defined by DCD.
	DCD-CADE
	Client platform specific;



	DCD Server
	Delivers pushed notifications and / or content to the DCD Client, e.g.

· Notification of content availability for client-invoked retrieval via DCD-1 interface

· Direct delivery of content


	DCD-1
	point-to-point content push interface point-to-multi-point broadcast interface, e.g. HTTP, Cell Broadcast

	
	Channel subscription and administration functions 
· Service administration actions, e.g. change channel delivery options, suspend / resume channel

· Channel Discovery actions

· Channel subscription actions (subscribe / unsubscribe, subscription validation for external subscriptions) 
	DCD-3
	

	
	Registration of new content channels with the DCD Server
Updating of content channels with the DCD Server
Exchange subscription related information between the DCD Content Provider and the DCD Server
Notification to the DCD Content Provider about subscription events from a DCD Client
	DCD-CPR
	

	
	Publishing of content from content Provider at the DCD Server
Retrieval of content from the Content Provider
	DCD-CPDE
	


Table YYY: Reference points to entities external to the enabler that may make use of the exposed DCD functionality

Change 2:  Another change

<insert change info here>

Change 3:  etc

<insert change info here>
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