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1. Scope

The OMA Architecture Principles document specifies general architectural principles that govern the definition of the OMA Architecture and all OMA Specifications.  These Principles are particularly aimed at areas that affect multiple Working Groups.  More specific recommendations that also apply across Working Groups are out of scope for this document, but will be handled in a separate "Best Practices" document.  Architecture Principles that fall only into specific functional domains are out of scope, as are general marketing-type service requirements.  While there can sometimes be uncertainty about whether a particular item is a general service requirement or an Architecture Principle or an Architecture Best Practice, the key objective is to guide overall OMA technical work in order to expedite the development of architecturally consistent, high quality specifications 

This document is intended for internal OMA use by all OMA Working Groups.  The document will be updated periodically to reflect additions and changes in OMA's Architecture Principles.
2. References

2.1 Normative References

	[CREQ]
	“Specification of WAP Conformance Requirements”. Open Mobile Alliance(. WAP‑221‑CREQ. URL:http//www.wapforum.org/ <to be replaced by an OMA ref when available>

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt


2.2 Informative References

	[IDL]
	“OMG IDL”,  http://www.omg.org/gettingstarted/omg_idl.htm

	[UML]  
	“Unified Modeling Language”, http://www.omg.org/uml/

	[WAPARCH]
	“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch. URL:http//www.wapforum.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Architecture Principle
	An Architecture Principle is a general, technical architecture guideline that serves as a criterion for making design trade-offs, or for choosing between different designs that meet requirements.

	Architecture Best Practice
	An Architecture Best Practice is a well established best known method for solving a particular architectural problem.  Best Practices, while often applicable across a wide variety of technologies are more specific recommendations than a general Architecture Principle.  For instance, an Architecture Principle may indicate that the architecture must provide for indicating device capabilities.  A Best Practice could recommend a particular method such as CC/PP or some other well-established technique.

	Execution Environment (also EE)
	The set of application programming interfaces (APIs) and semantic constraints in which program logic executes.

	OMA Technology
	An OMA Technology is a technology defined by an OMA Specification including protocols, data formats and API’s.


3.3 Abbreviations

	IDL
	Interface Definition Language

	OMA
	Open Mobile Alliance

	UML
	Unified Modeling Language


4. Introduction

The OMA Architecture Working Group is responsible for the overall OMA Architecture.  Much of the detailed architecture work in OMA is done by domain experts in the various OMA Working Groups.   The OMA Architecture Group is responsible for ensuring that the resulting architecture is consistent across all of OMA.  A special focus of the Architecture Group concerns architecture that crosses Working Group bounds or that is needed by multiple Working Groups.  In order for there to be consistency in an architecture developed in this distributed fashion, there must be some set of shared Architectural Principles, either explicit or implicit.  The hope is that making these Architecture Principles explicit will lead to greater consistency across all OMA Specifications.

These Architecture Principles cover a wide range of topics including: the relation of OMA Architecture to underlying network and platform architecture; providing for flexible placement of functionality; the relationship of the OMA Architecture to architectures defined by other Specification and Standards organizations; the composability and reuse of architectural components; enabling adaptability across the wide range of capabilities of wireless devices; and general mechanisms for security that allows OMA based services to interact with the wider Internet.

These Principles will be used to guide the work of the Architecture Group including the Architecture Group’s review of other Working Group's output (architecture and proposed specifications).  The Architecture Principles document is expected evolve over time, incorporating lessons learned from the process of developing OMA Specifications and adapting to changing OMA needs.  It is hoped that this document will expedite the specification development process by making explicit a common set of cross-domain, cross-Working Group Architecture Principles that lead to a consistent, high quality OMA Architecture.

5. OMA Architecture Principles
Specifications implicitly contain an underlying architecture.  Working Groups (including the Architecture WG) can make that architecture explicit in an architecture document.  In other cases, the architecture underlying a Specification may only be determined from examination of the Specification itself.  But in all cases, Specifications reveal an underlying architecture they depend on.  The Architecture Principles would be applied to that architecture if the Technical Plenary assigned review duties to the Architecture WG.  For whatever work the Architecture WG produced itself, whether architecture documents, or, if it came up in an area like an Architecture Framework, Specifications, the Architecture WG would use these Principles.  

 Where WGs decide not to follow any of these Principles, early discussion with the Architecture WG is recommended.  The Architecture WG will decide on a case by case basis whether violation of one of the Principles in a WG draft would lead to an Architecture WG recommendation against Technical Plenary approval of the draft.  In any event, the Technical Plenary makes the ultimate decision about whether drafts become OMA Specs, with Architecture Review one of the inputs the Technical Plenary can consider. 

A key purpose of the Architecture Principles draft is that it has helped the Architecture WG reach consensus in a number of important areas, rather than proceeding without having had those discussions and reaching that consensus.
5.1 Principle #1 – Produce application enabler Specifications that are independent of underlying networks, devices, operating systems and programming languages
OMA Specifications shall ensure that no matter what device or operating system are used, no matter what service is deployed and no matter what carrier is used, OMA enablers can be used to inter-operably communicate and exchange information.  OMA enablers shall be network technology, operating system, execution environment and device agnostic, avoiding bias towards particular systems and enabling services as widely as possible.
5.1.1 Network technology independence
OMA Architecture and Specifications must be network technology agnostic and must be applicable across a wide range of underlying network technologies such as wireless networks (e.g. GSM, CDMA, IMT-2000, 802.11) and other networks.  Generally,   OMA defines application Service enablers. .  These OMA Technologies must be usable across the various underlying networks and across combinations of networks.

OMA Architecture and Specifications should be designed to provide the following.
· Flexible Service Location and Distribution.  OMA Architecture and Specifications must enable flexible Service location and mobility whenever the Service is not necessarily tied to the network the user is connecting through.  OMA Architecture and Specifications must be designed to allow for User access of Services across networks and over the Internet. 
· Network capabilities available.  OMA Architecture and Specifications should not limit applications to use the lowest common denominator network features.  While optimisations related to specific underlying technologies are permitted, Service developers must not be required to use them.
Use of Internet Protocols is one good way to achieve these goals.  Protocols built on Internet Protocols are a preferred approach and should be used when they can achieve the other requirements of an OMA Technology.

5.1.2 Platform, operating system, execution environment and programming language independence
OMA Architecture and Specifications should not be biased toward any particular platform, operating system, execution environment or programming language as long as required capabilities are supported.    OMA Specifications commonly define open, interoperable application level protocols, the data formats used in those protocols and the behaviours expected of components that support those protocols.  This ensures the interoperability across platforms and flexibility in implementation.  

The following guidelines are intended to ensure fair treatment of the various available execution environments.

· OMA Architecture and Specifications MUST not preclude implementation in execution environments that are capable of supporting OMA required features.  This does not mean that implementation must be possible for all execution environments.  It only means that where execution environments have the necessary capabilities, they should not be unnecessarily excluded.  For example, 3D gaming API’s that can be implemented in numerous execution environments, but not in some scripting languages, do not show bias.  

· Web Browsers that support XHTML or other OMA supported markup languages, and execution environments that support safe execution of entrusted application are two important categories of execution environments (there are many other execution environments outside these categories).  A consequence of the statement in the first bullet is that specifications that specifically target one of these two categories of execution environment (because the capabilities exhibited by the category are required) are permitted as long as they do not show unnecessary bias for particular execution environments within the category (e.g. unnecessary bias toward a particular Web Browser  implementation or towards a particular execution environment that supports safe execution of untrusted code).

· Where API’s (e.g. methods executed on the local device) are specified or referenced normatively by OMA, an execution environment neutral method of defining API’s MUST first be used.  Execution environment neutral methods must fully specify the API including any needed parameters, data types and return values so that enough information is available for others to create execution environment specific versions of the neutral API’s.  Common techniques for execution environment neutral API specification include [UML] and [IDL].  

· OMA execution environment specific APIs can be referenced or specified only as derivatives of OMA-approved execution environment neutral APIs.  Execution environment specific API’s can be used as input to the process of creating execution environment neutral API’s.  Procedures for fair treatment of execution environments have been used successfully in other organizations such as Parlay (http://www.parlay.org/ ) and the W3C (http://www.w3.org/).

· Many OMA Specifications define network protocols and data formats for transmission over networks.  Typically nothing special needs to be done in these cases to ensure fair treatment of execution environments.  For example, XML data formats or XHTML or SMIL content can all be supported on many execution environments as can HTTP or TCP/IP.  If, however, a data format or network protocol could be implemented only in some particular execution environment, but not in others, that could show bias.  An example of bias would be if the OMA format for specifying which API’s were permitted to be called by an application was only defined in a way that mapped to one particular execution environment.

· Web Browsers are very widely supported and are a key application in the services OMA specifications support.   ECMAScript is an essential, almost universally supported element in Web Browsers.  Due to the importance of ECMAScript in particular, an exception is made with regard to execution environment neutrality for the ECMAScript language (not the objects/interfaces accessed through ECMAScript, but the scripting language defined by ECMA <http://www.ecma-international.org/ >).  OMA specifications MAY profile (or subset) the ECMAScript language itself, if necessary to meet OMA requirements, without first attempting to describe the work in an execution environment neutral manner.
5.2 Principle #2 - Leverage existing standards
OMA Architecture and Specifications must use existing Specifications developed by other open standards groups whenever they meet OMA requirements.  Where a Specification exists, but the organization that produced it is not recognized as the authoritative source for Specifications in that area, the Specification should be considered for use in OMA but use is not required.  Services built for use on wireless networks often must interwork with Services available on the wider Internet.  Therefore, use of well established standards is crucial and leveraging Internet standards is particularly important.

Where a standard exists that does not meet all of the requirements specified in OMA: 

· Submit any change requests back to appropriate standards body.  The primary approach must be to embrace and profile, and/or to extend that standard to accommodate the OMA requirements. Any work done in OMA should be fed back into the relevant standards bodies; 

· Ensure full interworking with standards. Where any optimisation of a standard protocol is considered, full interworking with that standard protocol must be possible.

Examples of key standards bodies whose work should be leveraged by OMA include: IETF, W3C, 3GPP, 3GPP2.  Note: This list is not intended to be exhaustive.
5.3 Principle #3 – Provide open, interoperable, scalable, extensible, modular Architecture and Specifications

OMA Architecture and Specifications must be open, interoperable, scalable, extensible and modular.  There is a continuous, dynamic evolution of new applications, capabilities and services for mobile devices and network elements.  For these Services to be successful they must provide for interoperability across a wide variety of hardware, operating systems, programming languages and networks and there must be a clear path for evolving established Services and enabling new and improved Services.  OMA Architecture and Specifications provide key, interoperable building blocks that empower developers in implementing these new Services.

OMA Architecture and Specifications must have the following characteristics.

· Modularity.  OMA Architecture must be modular, based on logical areas of functionality.   These logical areas of functionality are the Architecture Components that make up the overall OMA Architecture;

· Well-Defined Interfaces.  Architecture Components must have well-defined interfaces that permit flexible use of components by other OMA Architecture Components or by Services that use the components.  Typically, these interfaces are OMA defined application level protocols and associated data formats;

·  Isolation of implementation details. Interfaces to each component should isolate use of that component from implementation details; 

· Reuse and generality of OMA components.  Architecture Components should build the functionality they provide out of other OMA components where possible.  Duplication of functionality in different components should be avoided.   Architecture Components should be architected with sufficient generality to allow them to be used across multiple services;

· Scalability. Architecture Components must be able to scale independently from other components as demand for its services grow.  In particular, the architecture must be scalable with increased numbers of users;

· Replacability of components.  Through the use of well-defined, open interfaces and hiding implementation details, it should be possible to replace components without affecting the rest of the system;

· Extensibility.  OMA Architecture and Specifications should be extensible, designing in methods for future extensibility where practical.  Particular methods for extensibility depend on the technology employed, but well-known best practices should be employed.   Examples (not mandatory) include allowing extension elements from other namespaces when using XML Schema to define XML formats or providing a registration interface for registering network services rather than specifying a fixed set of services;   

· Versioning. The OMA Architecture must provide versioning mechanisms to allow a component and the entity using it to determine the required/provided version of an interface.  Components and the entities that use them may evolve at different rates.  In order to allow for continuous evolution of Services, it must be possible to discover and match interface versions;

· Interoperability. OMA Architecture and Specifications must support multi-vendor interoperability by defining a common baseline of mandatory functionality.  It must be possible to add optional functionality to this common baseline without breaking interoperability.  Definition of a common baseline should not restrict the continuous evolutions of new Services and capabilities and should not lead to a “least common denominator” approach;

· Internationalization. OMA Architecture and Specifications must provide for Internationalization.  Specifications must use an international character system, allowing for representation of all appropriate character sets, including ideograms and accented alphabetic characters. Allowances must also be made for the representation of pictograms.
· Accessibility and multimodal mechanisms. OMA Architecture and Specifications should enable multimodal mechanisms where practical and must enable a high degree of usability for people with disabilities. 
· Maximal flexibility of business models. The Architecture and Specifications should allow as many business models as possible, allowing any entity providing a resource to charge for its use and ensuring that services can be distributed across many entities.   This will also apply to any interface used for Interconnection between service providers.
5.4 Principle #4 – Provide for Service adaptability based on device capabilities, network characteristics and user preference

OMA Architecture and Specifications define technologies that are used over broad range of mobile devices and networks.  Devices range from basic data-enabled phones to smart phones, PDAs and fully capable laptops.  Devices may have sophisticated multimodal user input and display capabilities, limited input and small screens or no user input and display at all (e.g. telemetry, sensors, automotive applications).  Networks vary in bandwidth available to users and some may provide intermittent connectivity and increased latencies while others provide high reliability and low latencies.  This is only a small sample of the difference in capabilities among the devices that will use OMA Technologies.  In addition, user preference also can impact how content is selected or presented to the user.  

OMA Architecture and Specifications must have the following characteristics.

· Adaptability based on device and network capabilities. OMA Architecture and Specifications must provide means for adapting or selecting content to meet the differing constraints and opportunities presented by the wide range of device and network capabilities.

· Adaptability based on User preference. OMA Architecture and Specifications must enable the adaptation or selection of content and services, including presentation, based on user preferences.  Where it does not conflict with security or privacy, it should be possible for the adaptation to be performed by any entity in the service delivery chain if permitted by the user and content provider

· Adaptability across wide range of devices and optimization.  User experience must be maximized across the range of possible devices and networks.  It is not acceptable for OMA Architecture and Specifications to take a lowest common denominator approach that prevents use of advanced features in more capable devices and networks.  At the same time, users of less capable devices should enjoy the best possible experience that those devices can provide.  OMA Architecture and Specifications should consider optimisations for efficient use of, and maximizing the user experience with limited devices, while ensuring users of more capable devices benefit fully from the greater capabilities those devices offer.

· Identifying device capabilities. Preference should be given to technologies that permit Services and applications to adapt to different device capabilities and constraints, based on a description of the device’s capabilities or network performance.  Adaptive protocols that vary over time with transient conditions should also be considered.

· Extensibility of device and network characterization and adaptation. Applications, Services and User Equipment and Network Elements undergo continuous improvement.  Methods of characterization and adaptation must be easily extensible to be able to apply to new, emerging capabilities.
5.5 Principle #5 – Provide Security consistent with Internet security models and protect User’s privacy

Security. OMA Architecture and Specifications must be consistent and interoperable with the security models used for the Internet and Web, and, where appropriate, with the security models used by the underlying wireless networks.  Electronic commerce is rapidly becoming a major Internet application  

 Privacy. OMA Architecture and Specifications must provide appropriate capabilities to protect personal information against unauthorised use.  Specific examples of private data include user location, credit card information, address, and phone number.  The user must have ultimate control over how his/her personal data is used and distributed, must be able to identify privacy policies and settings and must have his or her preferences honoured.  In addition, OMA Architecture and Specifications must enable compliance with applicable privacy regulations.
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