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1. Scope

This document represents the complete Technical Specification of the General Service Subscription Management (GSSM) 1.0 Enabler of the Open Mobile Alliance™, and contains specifications of the PEM-1, PEM-2, GSSM-1, and GSSM-2 interfaces described in the GSSM Architecture Document [GSSM-AD].

The following items are within the scope of this Technical Specification of the GSSM 1.0 Enabler:

· A GSSM template for the PEM-1 interface [PEM1-TS].

· Guidelines for the use of the PEM-2 [PEM2-TS] interface and PEL [PEL-TS] in the GSSM Enabler.

· The specification of messages to be exchanged over the GSSM-1 and GSSM-2interfaces [GSSM-AD].
The following items fall outside the scope of this Technical Specification of the GSSM 1.0 Enabler:

· The specification of messages to be exchanged with Other Resources [GSSM-AD].
· The specification of specific Subscription Validation Criteria.

This Technical Specification defines the GSSM 1.0 interfaces in Augmented Backus Naur Form (ABNF) [RFC4234], with the exception of the interfaces based on PEM-1 [PEM1-TS] and PEM-2 [PEM2-TS], which are defined as XML Schema.

Editor’s note: This last sentence may have to be changed in case we do not use the ABNF approach, but rather go down the LA-DST route
2. References

2.1 Normative References

	[GSSM-AD]
	“General Service Subscription Management Architecture”, Version 1.0, Open Mobile Alliance™,
OMA-AD-GSSM-V1_0, URL:http://www.openmobilealliance.org/

	[GSSM-RD]
	“General Service Subscription Management Requirements”, Version 1.0, Open Mobile Alliance™,
OMA-RD-GSSM-V1_0, URL:http://www.openmobilealliance.org/

	[PEL-TS]
	“PEEM Policy Expression Language Technical Specification”, Open Mobile Alliance™, OMA-TS-PEEM_PEL-V1_0, URL:http://www.openmobilealliance.org/

	[PEM1-TS]
	“Policy Evaluation, Enforcement and Management Callable Interface (PEM-1) Technical Specification”, Open Mobile Alliance™, OMA-TS-PEEM_PEM1-V1_0, URL:http://www.openmobilealliance.org/

	[PEM2-TS]
	“Policy Evaluation, Enforcement and Management – Management Interface (PEM-2) Technical Specification”, Open Mobile Alliance™, OMA-TS-PEEM_PEM2-V1_0, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[REF_XYZ]
	Editor’s Note: Appropriate references need to be included in case we go down the LA-DST route

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	Service
	See [OMA-DICT]

	Service Provider
	See [OMA-DICT]

	Subscriber
	See [OMA-DICT]

	Subscription
	See [OMA-DICT]

	Subscription Profile
	The set of information required for describing a service subscription, e.g. the subscriber identity, subscribed service, service preferences and/or service usage constraints.

	Subscription Validation
	Subscription validation is the process of checking for the existence of a subscription and evaluating that the service delivery request is within the limits defined by the Subscription Profile prior to service delivery.

	User
	See [OMA-DICT]

	Subscription Data Owner
	Any system, entity or process that owns the subscription data associated to a subscriber and may be responsible for business or operational processes resulting from changes or request for change of the data. BSS (Business Support Systems) is an example of subscription data owner for subscriber subscription data,

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	ABNF
	Augmented Backus Naur Form

Editor’s note: This abbreviation may have to be removed in case we do not use the ABNF approach, but rather go down the LA-DST route

	GSSM
	General Service Subscription Management

	OMA
	Open Mobile Alliance

	PEEM
	Policy Evaluation, Enforcement and Management

	XML
	Extensible Markup Language

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction

The GSSM enabler allows an authorized principal to setup, terminate, change, query his/her subscriptions, and the ability to setup subscription preferences and/or service usage constraints for associated users(s). The main objective of this enabler is to specify a set of common functions for all of the service subscriptions within the service provider’s domain and thus avoids the unnecessary complexity of a silo approach to subscription management.
The requirements fulfilled by the GSSM Enabler are contained in [GSSM-RD].
The GSSM Enabler architecture describes three components [GSSM-AD]:

1. a Subscription Validation Component which provides the subscription validation function (to check the service subscription) to the Subscription Validation Requestor via PEM-1 as well as the subscription validation criteria management function to the Validation Criteria Management Requestor via PEM-2;
2. a Subscription Profile Component which provides aggregated data access functions (i.e. only read) for subscription profile data to Subscription Profile Requestor;

3. a Subscription Management Component which provides the subscription management function (e.g. subscribing to a service, unsubscribing from a service, change an existing subscription) received from the Subscription Management Requestor

The remainder of this Technical Specification is organized as follows:

· Section 5.W specifies how the PEM-1 interface is re-used for access to the GSSM Subscription Validation Component.  The GSSM Enabler reuses the PEM-1 interface from the Policy Evaluation, Enforcement Management [PEEM-AD] Enabler of the Open Mobile Alliance™. Section 5.W provides a template with GSSM parameters for PEM-1.
· Section 5.X prescribes how the PEM-2 interface is reused to provide management of Subscription Validation Criteria. The GSSM Enabler reuses the PEM-2 interface from the Policy Evaluation, Enforcement Management [PEEM-AD] Enabler of the Open Mobile Alliance™.
· Section 5.Y contains the specification the GSSM-1 interface, which provides the subscription management functions (e.g. subscribing to a service, un-subscribing a service, changing an existing subscription, etc.) to the Subscription Management Requestor;
· Section 5.Z specifies the GSSM-2 interface for subscription profile data access, (i.e. read).
5. GSSM Technical Specification
<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

5.1 PEM-1 Template for GSSM

The Subscription Validation Component is an instance of the PEEM Enabler [PEEM-RD, PEEM-AD, PEM1-TS, PEM2-TS, PEL-TS] that evaluates and possibly enforces GSSM Validation Criteria.  The interface by which to request Subscription relationship validation is therefore the standard PEM-1 interface with a GSSM template.  Sections 5.X.1 and 5.X.2 define the input and output template for the GSSM Validation request and reply, respectively.
5.1.1 GSSM Input Template
The templateID to be used for the GSSM template for PEM-1 SHALL be OMA_GSSM_Suscription_Validation_Input and the templateVersion for this template SHALL be V1.0.0
The GSSM input template SHALL be specified as a file named gssm_pem1InputTemplate-v1_0.xsd with the following contents:
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

           xmlns="urn:oma:xml:gssm:pem1-input-template"

           targetNamespace="urn:oma:xml:gssm:pem1-input-template">

  <xs:include schemaLocation=
    "http://www.openmobilealliance.org/tech/profiles/PEM_1_GenericInputTemplateData-v1_0.xsd" />
  <xs:complexType name="GSSMInputTemplate-V1_0Type">

    <xs:complexContent>

      <xs:extension base="inputTemplateType">

        <xs:sequence>

          <xs:element name="validationRequest">

            <xs:complexType>

              <xs:sequence>

                <xs:element name="requestorInformation" >

                  <xs:complexType>
                    <xs:simpleContent>

                      <xs:extension base="xs:string">                          <xs:attribute name="requestorType" type="xs:string" />

                      </xs:extension>

                    </xs:simpleContent>
                  </xs:complexType>
                </xs:element>
                <xs:element name="subscriberInformation"  minOccurs="0">
                  <xs:complexType>
<xs:simpleContent>

                      <xs:extension base="xs:string">
                        <xs:attribute name="subscriberType" type="xs:string" />
                      </xs:extension>

                    </xs:simpleContent>
</xs:complexType>

                </xs:element>
                <xs:element name="serviceInformation" type="attributeEntry" minOccurs="0"/>
              </xs:sequence>
            </xs:complexType>   
          </xs:element>

        </xs:sequence>

      </xs:extension>

    </xs:complexContent>

  </xs:complexType>
  <xs:complexType name=”attributeEntry”>
    <xs:sequence>
<xs:element name="serviceAttribute" minOccurs="0" maxOccurs="unbounded">

<xs:complexType>
<xs:simpleContent>

            <xs:extension base="xs:string">
<xs:attribute name=”name” type=”xs:string” />               
            </xs:extension>

          </xs:simpleContent>

</xs:complexType >

</xs:element>

</xs:sequence>
 </xs:complexType >
</xs: schema>This XML Schema defines a complex type GSSMpem1InputTemplate-V1_0Type which is an extension of the PEM-1 abstract inputTemplateType.  The GSSMpem1InputTemplate-V1_0Type has one top level element, validationRequest.
The validationRequest element contains a sequence of the following:

· A  MANDATORY requestorInformation element to provide the information of  the Subscription Validation Requestor. The  requestorInformation includes the terminal type(e.g. SMSC, WAP or   Business Hall) and ID of the requestor
· An  OPTIONAL subscriberInformation element  to provide  the information of  the subscriber. The element has an attribute named “ subsriberType ”  that indicates the terminal type of user who subscribes the service.
· An  OPTIONAL serviceInformation element to provide the information  of the  service.  The serviceInformation SHALL be  expressed as a list of  serviceAttribute elements.  Each serviceAttribute  element  has  an attribute named " name "  that indicates the name of service’s attribute.  
An (informative) example of a valid GSSM PEM-1 input template is:

<?xml version="1.0" encoding="UTF-8"?>
<policyInputData xmlns="http://www.openmobilealliance.org"
                 xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

                 xsi:schemaLocation= "http://www.openmobilealliance.org/tech/profiles/gssm_pem1InputTemplate-v1_0.xsd ">

  <policyInputTemplate xsi:type="GSSMInputTemplate-V1_0Type" 

                       templateID = “OMA_GSSM_Suscription_Validation_input" 

                       templateVersion = "V1.0.0">

    <validationRequest>

      <requestorInformation requestorType="SMSC">

        34528943

      </requestorInformation >

      <subscriberInformation SubscriberType="MOBILE">

        +8615800158000
      </subscriberInformation >

      <serviceInformation>
<serviceAttribute name="desUser">+8615800158000</serviceAttribute>

<serviceAttribute name="desUserType">MOBILE</serviceAttribute>

<serviceAttribute name="serviceIdentifer">tqyb</serviceAttribute>
        <serviceAttribute name="serviceName">Weather-forecast</serviceAttribute>

        <serviceAttribute name="mode">AOMT</serviceAttribute>

      </serviceInformation >
    </validationRequest>
  </policyInputTemplate>
</ policyInputData >

Disclaimer: please note that OMA does not specify the contents of the requestorInformation, requestorType, subscriberInformation and subscriberType and serviceInformation elements and attributes.
This example describes a request to subscription validation component to verify  if the action the service provider , providing the service of  "Weather-forecase" with the unique identifier of "tqyb" ,  sending a message  to the user "+8615800158000" should be permitted or not.                                 
5.1.2 GSSM Output Template
The templateID to be used for the GSSM output template for PEM-1 SHALL be OMA_GSSM_Subscription_Validation_Output and the templateVersion for this template SHALL be V1.0.0
The GSSM output template SHALL be specified as a file named GSSM_pem1OutputTemplate-v1_0.xsd with the following contents:

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

           xmlns="urn:oma:xml:gssm:pem1-output-template"

           targetNamespace="urn:oma:xml:gssm:pem1-output-template">
<xs:include schemaLocation=
 "http://www.openmobilealliance.org/tech/profiles/PEM_1_GenericOutputTemplateData-v1_0.xsd" />
<xs:complexType name="GSSMOutputTemplate-V1_0Type">

  <xs:complexContent>

    <xs:extension base="outputTemplateType" >

      <xs:sequence>

        <xs:element name="validationResult" >
           <xs:complexType>
             <xs:simpleContent>

              <xs:extension base="xs:string">
<xs:attribute name="statuscode" type="xs:string" use="required"/>

              </xs:extension>

            </xs:simpleContent>
          </xs:complexType>

</xs:element>

      </xs:sequence>

    </xs:extension>

  </xs:complexContent>

</xs:complexType>
</xs:schema>

The GSSM output template describes a single output element, validationResult, with an attribute, statuscode.
The MANDATORY  validationResult, element specifies the detail explanation of the result., The MANDATORY statuscode attribute  specifies the result code. The definition of validationResult SHOULD comply with  Table 1.

	PEM-1 Status code
	GSSM PEM-1 Status code

	2101
	ALLOW decision
	2000
	Success

	2401
	DENY Decision
	1000
	Bad requestor

	
	
	1001
	Requestor type is invalid.

	
	
	1002
	Requestor ID is invalid.

	
	
	1003
	oriUserInformation type is invalid

	
	
	1004
	oriUserInformation  ID is invalid

	
	
	1005
	desUserInformation type is invalid

	
	
	1006
	desUserInformation ID is invalid

	
	
	1007
	Service isn’t exist

	
	
	1008
	Subsciption relationship isn’t exist

	
	
	1009
	Subscitption relationship is suspended

	
	
	1010
	Subscription relationship status is abnormal

	
	
	1011
	Service status is abnormal

	
	
	1012
	oriUser’s status is abnormal

	
	
	1013
	oriUser isn’t exist

	
	
	1014
	desUser status is abnormal

	
	
	1015
	desUser isn’t exist

	
	
	1016
	The deliver criteria of User denies the service

	
	
	1017
	The operator policy denies the service


Table 1(normative) GSSM PEM-1 specific status codes
Editor’s note: this table of error codes needs to be refined.
An (informative) example of a valid GSSM PEM-1 template is:

<?xml version="1.0" encoding="UTF-8"?>
<policyOutputData xmlns="http://www.openmobilealliance.org"

                  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

                  xsi:schemaLocation= "http://www.openmobilealliance.org/tech/profiles/gssm_pem1InputTemplate-v1_0.xsd  " >

  <policyOutputTemplate xsi:type="GSSMOutputTemplate-V1_0Type"" 

                        templateID = "OMA_GSSM_Suscription_Validation output" 

                        templateVersion = "V1.0.0">

    <StatusCode>2401</StatusCode >

    <StatusText>DENY</StatusText >

    <validationResult statuscode="1014">

      Destination User status is abnormal
    < validationResult >
  </policyOutputTemplate>
</ policyOutputData >

This example indicates that the Subscription Validation Component has evaluated but denied the operation for the reason of the status of destination user is abnormal

5.2 PEM-2 Interface
The GSSM PEM-2 interface allows the Validation Criteria  Management Requestor to request  a management function   from the Subscription Validation Component , The GSSM PEM-2 interface  SHOULD  support following functions:

· Create a new validation criteria
· Modify a existing validation criteria

· Delete a existing validation criteria

· View existing validation criteria(s).

5.2.1 Specification of the PEM-2 Interface

The GSSM PEM-2 interface SHALL comply with [PEM2-TS]. The Validation criteria SHALL be expressed as PEEM Policies [PEL-TS].

5.3 Specification of the GSSM-1 Interface
5.3.1 Overview

The GSSM-1 interface allows the  Subscription  Management  Requestor to request  a management function   from the Subscription Management Component , The GSSM-1 interface  should  support following functions:

· Subscribe service
· Unsubscribe service

· Suspend subscription

· Resume subscription

· Change an existing subscription parameters
· Access subscription profile.
The protocol on this interface is essentially a request-response protocol that carries user/subscriber/service identity in the request, and the result of  error code    or a list of zero or more profile(s) .in the response.


[image: image2.emf]Subscription Management Requestor Subscription Management Component

Subscription Management Request

Subscription Management Response


Figure 1: Subscription Management

· Identity of the Subscription Management Requestor.
· Identity of the subscriber of the service subscription

· Identity of user(s) of the service subscription 

· Identifier/descriptor of the service

· Subscription specific parameters, e.g. service delivery time, preferred service delivery method(s).     
· subscription activation time 
· subscription expiry time/subscription duration 
· access subscription profile
The approach to the specification of GSSM-1 is the following:  this section provides an abstract, implementation neutral specification of the GSSM-1 messages. That is, it specifies only the GSSM-1 request and response message parameters but not the request-response protocol used to transfer these, nor the message encoding scheme that is used.

The GSSM-1 protocol is an application level protocol with two types of messages: request and response.

GSSM1-Message = GSSM-1-Request / GSSM-1-Response

The following paragraphs specify the GSSM-1 request and response structures in detail.
5.3.2 GSSM-1  Request and Response 

A GSSM-1 request can be used to request listings  subscription profile or subscribing ,unsubscribing or modifications of these.
The ABNF definition of the GSSM-1 request parameters is the following:
GSSM1-Request = “operation-descriptor:” operation-descriptor CRLF 
(access-req-parameter/            ; see section 5.X.2.1
subscribe-req-parameter/          ; see section 5.X.2.2
unsubscribe-req-parameter/        ; see section 5.X.2.3
suspend-req-parameter/            ; see section 5.X.2.4
resume-req-parameter/             ; see section 5.X.2.5
modify-req-parameter)             ; see section 5.X.2.6
operation-descriptor =   “ACCESS”         ; see section 5.X.2.1
                       / “SUBSCRIBE”      ; see section 5.X.2.2
                       / “UNSUBSCRIBE”    ; see section 5.X.2.3
                       / “SUSPEND”        ; see section 5.X.2.4

                       / “RESUME”         ; see section 5.X.2.5
/ “MODIFY”         ; see section 5.X.2.6
The GSSM-1 request consists of an operation descriptor and a set of operation parameters. 

The operation-descriptor identifies the type of operation that is to be performed (ACCESS,SUBSCRIBE,UNSUBSCRIBE,SUSPEND,RESUME or MODIFY). In case the ACCESS operation is to be performed, then the access-res-parameter  SHALL be used as described per section 5.X.2.1.  In case the SUBSCRIBE operation is to be performed, then the subscribe-res-parameter  SHALL be used as described per section  5.X.2.2.  In case the UNSUBSCRIBE operation is to be performed, then the unsubscribe-res-parameter  SHALL be used as described per section  5.X.2.3.  In case the SUSPEND operation is to be performed, then the suspend-res-parameter  SHALL be used as described per section  5.X.2.4.  In case the RESUME operation is to be performed, then the resume-res-parameter  SHALL be used as described per section  5.X.2.5.  In case the MODIFY operation is to be performed, then the modify-res-parameter  SHALL be used as described per section  5.X.2.6. 

The GSSM-1 response consists of a status code and a particular set of response parameters that differ per operation request.

GSSM1-Response = “RESULT-CODE:” status-code CRLF 
(access-res-parameter/            ; see section 5.X.2.1
subscribe-res-parameter /         ; see section 5.X.2.2
unsubscribe-res-parameter/        ; see section 5.X.2.3
suspend-res-parameter/            ; see section 5.X.2.4
resume-res-parameter/             ; see section 5.X.2.5
modify-res-parameter)             ; see section 5.X.2.6
The status-code element provides the requestor with information about the status of the response.  The status-code element SHALL contain one of the GSSM-1 status codes listed in Table 1 below.
Table 1(normative) GSSM-1 specific status codes

	Normal response

	2000
	success

	Status codes

	4000
	Bad request

	4001
	Requestor type is invalid.

	4002
	Requestor ID is invalid.

	4003
	Subsciber type is invalid

	4004
	Subsciber ID is invalid

	4005
	User type is invalid

	4006
	User ID is invalid

	4007
	Service isn’t exist

	4008
	Subsciption relationship isn’t exist

	4009
	Subscription relationship already exist

	4010
	Subscription relationship status is abnormal

	4011
	Service status is abnormal

	4012
	User’s status is abnormal

	4013
	User isn’t exist

	4014
	Subscriber’s status is abnormal

	4015
	Subscriber isn’t exist


Editor’s note: this table of status codes needs to be refined.
5.3.2.1 Access Operation

The “ACESS” operation can be used to request accessing of the Subscription profile with the access parameters.

The following paragraph describes the “ACCESS”　request parameters: 

access-req-parameter =  “sequence-ID:” (sequence-ID) CRLF 

(requestor-identifier separator user-identifier

[ separator service-identifier])
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each

; command. The Sequence-ID is created by the requestor and MUST be unique

; during the whole session between the GSSM requestor and the GSSM server. 
separator = token ; e.g. slash.
requestor-identifier = requestor-type separator requestor-ID

requestor-type = token                         

; Identity of the terminal type of the requestor, 
; e.g. “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, 
; e.g. number of the “SMSC”, number of the “Business Hall”.

separator = token ;  e.g. equal slash.
user-identifier = (user-type sepatator user-ID)
user-type = token

; Identity of the terminal type of the user, 
; e.g. ”Mobile”, “PHS”, “PSTN”, “GROUP”
user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, ID of GROUP.
separator = token ; e.g. equal slash .
service-identifier = 1* char 
; Identity of the service, e.g. “weather-forecast”. 
; It is Optional, and  when this item is null, 

; that means listing all the subscription profiles of the user. 
; Otherwise list only the profile of the appointed service.  
The following paragraph describes the “ACCESS”　response parameters:

access-res-parameter =  “sequence-ID:” sequence-ID CRLF subscription-profile-list
sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 

; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID. 

; (e.g. If the requesting sequence-ID is “1”, the response message MUST 

; contain sequence-ID which the same number – “1”)

subscription-profile-list = * (subscription-profile CRLF);

subscription-profile= “subscription-profile:” (subscriber-identifier separator 

user-identifier separator service-identifier separator status 

separator subscribe-time separator activation-time separator 

expiry-time separator suspend-time separator resume-time 

[ separator special-parameter])

separator = token ; e.g. slash.

subscriber-identifier = (subscriber-type separator subscriber-ID)

separator = token ; e.g. slash.

subsctiber-type = token

; Identity of the terminal type of the subscriber, 
; e.g. Mobile, PHS, PSTN.

subscriber-ID = 1* char

; Identity of the subscriber, e.g. MSISDN of subscriber
user-identifier = (user-type separator user-ID)
          separator = token   ; e.g. slash.
user-type = token                         

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN 

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user

service-identifier = 1* char

; Identity of the service, e.g. “weather-forecast”.

status = token

; Status describe the subscription current status, 

; e.g. NORMAL,SUSPEND,RESUME…
subscribe-time = 19*19 char

; A subscribe-time specifies the actually time when the requestor 
; initiate a subscription operation. 

; The date-time format is “YYYY.MM.DD HH:MM:SS”
activation-time = 19*19 char

; A activation-time specifies the actually time when the subscription 

; take into effect. The date-time format is “YYYY.MM.DD HH:MM:SS”
expiry-time = 19*19 char

; A expiry-time specifies the actually time when the subscription should 

; be expired. The date-time format is “YYYY.MM.DD HH:MM:SS”
suspend-time = 19*19 char

; A suspend-time specifies the actually time when the status of 

; subscription relationship was suspended. It is valid only when the

; status is “SUSPEND”.

resume-time = 19*19 char

; A resume-time specifies the actually time when the suspended 

; subscription relationship was resumed. It is valid only when the 

; status is “RESUME”.
special-parameter = “PARAMETER:[” parameter-identifier 

                   * ( separator parameter-identifier) ”]”
; Subscription specific parameters, e.g. service delivery time, 
; preferred service delivery method(s).
separator = token ; e.g. equal slash.

parameter-identifier = parameter-name “:” parameter-value
parameter-name = 1* char
; A parameter-name specifies the name of the parameter, 

; e.g. deliver-mode.
parameter-value = 1* char

; A parameter-value specifies the value of the parameter,

; e.g. “SMS”.
5.3.2.2 Subscribe Operation

The “SUBSCRIBE” operation request can be used to add a new subscription relationship for the subscriber（subscribe-identifier） to an appoint service (service-identifier), so that the user (user-identifier) can use the service. Notice the subscriber can be or not be the same principal with the user.  And the user could be a single principal or a group which could be identified by the user-type.  

The following paragraph describes the “SUBSCRIBE” request parameters: 
subscribe-req-parameter = “sequence-ID:” sequence-ID CRLF subscription-profile 
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each 

; command. The Sequence-ID is created by the requestor and MUST be unique

; during the whole session between the GSSM requestor and the GSSM server. 
subscription-profile = “subscription-profile:” (requestor-identifier separator 

subscriber-identifier separator 

user-identifier separator service-identifier 

[ separator special-parameter] )

separator = token ; e.g. slash.

requestor-identifier = (requestor-type separator requestor-ID)

requestor-type = token                         

; Identity of the terminal type of the requestor, 
; e.g.  “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, e.g. number of the “SMSC”, 
; number of the “Business Hall”.

separator =  token ;  e.g. equal slash.
subscriber-identifier = (subscriber-type separator subscriber-ID)

separator = token ; e.g. slash.

subsctiber-type = token                         

; Identity of the terminal type of the subscriber, 
; e.g. Mobile, PHS, PSTN .

subscriber-ID = 1* char

; Identity of the subscriber, e.g. MSISDN of subscriber
user-identifier = (user-type separator user-ID)

separator = token ; e.g. slash.
user-type = token

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN, GROUP

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, ID of the GROUP

service-identifier = 1* char

; Identity of the service, e.g. “weather-forecast”.
special-parameter = “PARAMETER:[” parameter-identifier 

                   * ( separator parameter-identifier) “]”
; Subscription specific parameters, e.g. service delivery time,
; preferred service delivery method(s).
separator = token ; e.g. slash.

parameter-identifier = parameter-name “:” parameter-value
parameter-name = 1*char

; A parameter-name specifies the name of the parameter, 
; e.g. deliver-mode.
parameter-value = 1*char

; A parameter-value specifies the value of the parameter, 
; e.g. “SMS”.

The following paragraph describes the “SUBSCRIBE” response parameters: 
subscribe-res-parameter = “sequence-ID:” sequence-ID CRLF (activation-time

 separator expiry-time)

sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 
; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID.
; (e.g. If the requesting sequence-ID is “1”, the response message MUST
; contain sequence-ID which the same number – “1”)
separator = token ; e.g. slash

activation-time = 19*19 char

; A activation-time specifies the actually time when the subscription 

; take into effect. The date-time format is “YYYY.MM.DD HH:MM:SS”
expiry-time = 19*19 char

; A expiry-time specifies the actually time when the subscription 

; should be expired. The date-time format is “YYYY.MM.DD HH:MM:SS”
5.3.2.3 Unsubscribe Operation
The “UNSUBSCRIBE” operation request can be used to delete a existing  subscription for the for the un-subscriber（unsubscribe-identifier） to an appoint service (service-identifier) or all the service(s), so that the user (user-identifier) can not  use the service(s) any more.  Notice that  unsubscribe principal  can be or not be the same principal with the user.  When the unsubscribe principal is different from the user,   the unsubscribe principal must be the same principal with the subscriber who subscribes the service,.  If  the unsubscribe principal who want to unsubscribe the service(s)  is the same principal with the  user and not the principal who subscribed the subscription relationship, it should determined by the operator policy or the subscriber’s  preference.  The user could be a single principal or a group which could be identified by the user-type. 

The following paragraph describes the “UNSUBSCRIBE” request parameters: 
unsubscribe-req-parameter = “sequence-ID:” sequence-ID CRLF unsubscribe-profile 
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each

; command. The Sequence-ID is created by the requestor and MUST be unique

; during the whole session between the GSSM requestor and the GSSM server. 
unsubscribe-profile = “unsubscribe-profile:” (requestor-identifier separator 

principal-identifier separator 

user-identifier separator 

service-identifier)

separator = token ; e.g. slash.

requestor-identifier = (requestor-type separator requestor-ID)

requestor-type = token

; Identity of the terminal type of the requestor, 
; e.g.  “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, e.g. number of the  “SMSC”, 
; number of the “Business Hall”.

separator = token ; e.g. equal slash.
principal-identifier = (principal-type separator principal-ID) 
; Identity of the unsubscribe principal,

; e.g. subscriber, user.

separator = token ; e.g. slash.

principal-type = token                         

; Identity of the terminal type of the unsubscribe principal, 

; e.g. Mobile, PHS, PSTN .

principal-ID = 1* char

; Identity of the un-subscriber, 
; e.g. MSISDN of unsubscribe principal
user-identifier = (user-type separator user-ID)

separator = token ; e.g. slash.
user-type = token                         

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN, GROUP

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, ID of the GROUP

service-identifier = * char

; Identity of the service, e.g. “weather-forecast”. 

The following paragraph describes the “UNSUBSCRIBE” response parameters: 
unsubscribe-res-parameter = “sequence-ID:” sequence-ID CRLF expiry-time

sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 
; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID.
; (e.g. If the requesting sequence-ID is “1”, the response message MUST
; contain sequence-ID which the same number – “1”)
expiry-time = 19*19 char

; A expiry-time specifies the actually time when the subscription should be

; expired. The date-time format is “YYYY.MM.DD HH:MM:SS”
5.3.2.4 Suspend Operation
The “SUSPEND” operation is different from the “UNSUBSCRIPE” operation.  It doesn’t   delete the subscription relationship, only change the status of the existing subscription relationship to   “SUSPEND”,  and the user (user-identifier) can’t use the service until the subscription  relationship was resumed.    When the suspend principal  is different from the user,   the suspend principal  must be the same principal with the subscriber who subscribes the service,.  If  the suspende principal  who want to suspend the subscription  is the same principal with the  user and not the principal who subscribed the subscription relationship, it should determined by the operator policy or the subscriber’s  preference.  The user could be a single principal or a group which could be identified by the user-type. 

The following paragraph describes the “SUSPEND” request parameters: 
suspend-req-parameter = “sequence-ID:” sequence-ID CRLF suspend-profile 
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each
; command. The Sequence-ID is created by the requestor and MUST be unique
; during the whole session between the GSSM requestor and the GSSM server. 

suspend-profile = “suspend-profile:” (requestor-identifier separator 

principal-identifier separator 

user-identifier separator 

service-identifier)

separator = token ; e.g. slash.

requestor-identifier = (requestor-type separator requestor-ID)

requestor-type = token                         

; Identity of the terminal type of the requestor, 
; e.g.  “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, e.g. number of the  “SMSC”, 
; number of the “Business Hall”.

separator = token ; e.g. equal slash.
principal-identifier = (principal-type separator principal-ID) 
; Identity of the suspend principal,

; e.g. subscriber, user

separator = token ; e.g. slash.
principal-type = token                         

; Identity of the terminal type of the suspend principal, 
; e.g. Mobile, PHS, PSTN .

principal-ID = 1* char

; Identity of the suspend principal, 
; e.g. MSISDN of suspend principal
user-identifier = (user-type separator user-ID)

separator = token ; e.g. slash.
user-type = token                         

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN , GROUP

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, ID of the GROUP
service-identifier = * char

; Identity of the service, e.g. “weather-forecast”. 

The following paragraph describes the “SUSPEND” response parameters: 
suspend-res-parameter =  “sequence-ID:” sequence-ID CRLF suspend-effective-time

sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 
; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID.
; (e.g. If the requesting sequence-ID is “1”, the response message MUST

; contain sequence-ID which the same number – “1”)
Suspend-effective-time = 19*19 char

; A suspend-effective-time specifies the actually time when the subscription
; should be suspended. The date-time format is “YYYY.MM.DD HH:MM:SS”
5.3.2.5 Resume Operation
The “RESUME” operation is an opposite operation to the “SUSPEND”.    The “RESUME” operation request can be used to change an existing subscription relationship with status of  “SUSPEND”  to “RESUME” for the subscriber, and the user can use the service again.  When the  resume principal is different from the user,   the  resume principal must be the same principal with the subscriber who subscribes the service,.  If  the principal  who want to resume the subscription  is the same principal with the  user and not the principal who subscribed the subscription relationship, it should determined by the operator policy or the subscriber’s  preference.  The user could be a single principal or a group which could be identified by the user-type.

The following paragraph describes the “RESUME” request parameters: 
resume-req-parameter =  “sequence-ID:” sequence-ID CRLF resume-profile 
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each

; command. The Sequence-ID is created by the requestor and MUST be unique

; during the whole session between the GSSM requestor and the GSSM server. 
resume-profile = “resume-profile:” (requestor-identifier separator 

principal-identifier separator 

user-identifier separator 

service-identifier)

separator = token ; e.g. slash.

requestor-identifier = (requestor-type separator requestor-ID)

requestor-type = token

; Identity of the terminal type of the requestor, 
; e.g.  “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, e.g. number of the  “SMSC”, 
; number of the “Business Hall”.

separator = token ; e.g. equal slash.
principal-identifier = (principal-type separator principal-ID) 
; Identity of the resume principal,

; e.g. subscriber, user

eparator = token ; e.g. slash.

principal-type = token                         

; Identity of the terminal type of the resume principal,
; e.g. Mobile, PHS, PSTN .

principal-ID = 1* char

; Identity of the resume principal, 
; e.g. MSISDN of resume principal
user-identifier = (user-type separator user-ID)

separator = token ; e.g. slash.
user-type = token                         

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN, GROUP

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, 
; ID of the GROUP

service-identifier = * char

; Identity of the service, e.g. “weather-forecast”. 

The following paragraph describes the “RESUME” response parameters: 
resume-res-parameter =  “sequence-ID:” sequence-ID CRLF resume-effective-time

sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 
; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID.
; (e.g. If the requesting sequence-ID is “1”, the response message MUST
; contain sequence-ID which the same number – “1”)
resume-effective-time = 19*19 char

; A resume-effective-time specifies the actually time when the subscription
; should be resumed. The date-time format is “YYYY.MM.DD HH:MM:SS”
5.3.2.6 Modify Operation
The “MODIFY” operation request can be used to change the existed subscription relationship’s preference settings for the user when using the appointed service.  

The following paragraph describes the “MODIFY” request parameters: 
modify-req-parameter = “sequence-ID:” sequence-ID CRLF modify-profile 
sequence–ID = 60*60 char

; The Sequence number of command, it is used to uniquely identity each 

; command. The Sequence-ID is created by the requestor and MUST be unique

; during the whole session between the GSSM requestor and the GSSM server. 
modify-profile = “modify-profile:” (requestor-identifier separator 

modifier-identifier separator 

user-identifier separator 

service-identifier separator special-parameter)

separator = token ; e.g. slash.

requestor-identifier = (requestor-type separator requestor-ID)

requestor-type = token

; Identity of the terminal type of the requestor, 
; e.g. “SMSC”, “Business Hall”.

requestor-ID = 1* char

; Identity of the requestor, e.g. number of the  “SMSC”,
; number of the “Business Hall”.

separator = token ; e.g. equal slash.
subscriber-identifier = (subscriber-type separator subscriber-ID)

separator = token ; e.g. slash.

subscriber-type = token

; Identity of the terminal type of the subscriber, 

; e.g. Mobile, PHS, PSTN .

subscriber-ID = 1* char

; Identity of the subscriber, e.g. MSISDN of subscriber
user-identifier = (user-type separator user-ID)

separator = token ; e.g. slash.
user-type = token                         

; Identity of the terminal type of the user, 
; e.g. Mobile, PHS, PSTN, GROUP

user-ID = 1* char

; Identity of the user, e.g. MSISDN of the user, ID of the GROUP
service-identifier = * char

; Identity of the service, e.g. “weather-forecast”. 
special-parameter = “PARAMETER:[” parameter-identifier 

                   * ( separator parameter-identifier) “]”
; Subscription specific parameters, e.g. service delivery time,
; preferred service delivery method(s).
separator = token ; e.g. slash.

parameter-identifier = parameter-name “:” parameter-value
parameter-name = 1*char

; A parameter-name specifies the name of the parameter, 
; e.g. deliver-mode.
parameter-value = 1*char

; A parameter-value specifies the value of the parameter, 
; e.g. “SMS”.
The following paragraph describes the “MODIFY” response parameters: 
modify-res-parameter = “sequence-ID:” sequence-ID CRLF modification-effective-time

sequence–ID = 60*60 char

; The Sequence-ID is used to refer corresponding requesting command for 
; the response message. When a response message was issued by 
; the responser, the message MUST contain the Sequence-ID and 
; the Sequence-ID MUST equal with the corresponding requesting Sequence-ID.
; (e.g. If the requesting sequence-ID is “1”, the response message MUST
; contain sequence-ID which the same number – “1”)
modification-effective-time = 19*19 char

; A modification-effective-time specifies the actually time when the
; subscription should be resumed. The date-time format is 
; “YYYY.MM.DD HH:MM:SS”
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Appendix B. Static Conformance Requirements
(Normative)

B.1 SCR for GSSM PEM-1 Client

GSSM PEM-1 Client equivalents as Subscription Validation Requestor in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-PEM1-Client-C-001-M
	Support for the PEM-1 interface [PEM1-TS]
	5.1.1
	

	GSSM-PEM1-Client-C-002-M
	Support Subscription validation request
	[GSSM-AD] 5.4.3
	

	GSSM-PEM1-Client-C-003-M
	Support Group Subscription Validation request
	[GSSM-AD] 5.4.4
	


B.2 SCR for GSSM PEM-1 Server
GSSM PEM-1 Server equivalents as Subscription Validation Component in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-PEM1-SUPPORT-S-001-M
	Support for the PEM-1 interface [PEM1-TS]
	5.1.1
	

	GSSM-PEM1-Server-S-001-M
	Subscription validation response
	5.1.1
	

	GSSM-PEM1-Server-S-002-M
	Group Subscription validation response
	5.1.1
	


B.3 SCR for GSSM PEM-2 Client

GSSM PEM-2 Client equivalents as Validation Criteria Management Requestor in the OMA GSSM Architecture see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-PEM2-SUPPORT-C-001-M
	Support for Validation Criteria request
	[GSSM-AD]
5.3.4
	

	
	
	
	


B.4 SCR for GSSM PEM-2 Server

GSSM PEM-2 Server equivalents as Subscription Validation Component in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-PEM2-SUPPORT-C-001-M
	Support for management of validation criteria
	[GSSM-AD]
5.3.4
	


B.5 SCR for GSSM-1 Client

GSSM GSSM-1 Client equivalents as Subscription Management Requestor in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-GSSM1-C-001-O
	Support for subscription Modification request
	[GSSM-AD] 5.4.5
	

	GSSM-GSSM1-C-002-O
	Support for un-subscription request
	[GSSM-AD] 5.4.6
	


B.6 SCR for GSSM-1 Server

GSSM GSSM-1 Server equivalents as Subscription Management Component in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-GSSM1-S-001-O
	Support for subscription Modification request
	[GSSM-AD] 5.4.5
	

	GSSM-GSSM1-S-002-O
	Support for un-subscription request
	[GSSM-AD] 5.4.6
	


B.7 SCR for GSSM-2 Client

GSSM GSSM-2 Client equivalents as Subscription Profile Requestor in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-GSSM2- CLIENT-C-001-O
	Support for subscription Profile Request 
	[GSSM-AD]
5.4.4
	

	
	
	
	


B.8 SCR for GSSM-2 Server

GSSM GSSM-2 Client equivalents as Subscription Profile Component in the OMA GSSM Architecture, see [GSSM-AD] Fig. 1
	Item
	Function
	Reference
	Requirement

	GSSM-GSSM2- Server-S-001-M
	Support for subscription Profile Request response 
	[GSSM-AD]
5.4.4
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