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1 Reason for Change

The current service and content protection document needs reorganisation as its structure is not coherent and DRM and Smartcard profiles and other sections are spread over the document.
This CR presents a more structured layout that strives to separate profiles and keep common parts common.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss this within the group so as to best organise the document and hopefully agree to a new layout.
6 Detailed Change Proposal

This proposes a new section layout, indicated below. A brave editor would have to reorganise the document accordingly. Furthermore, text will likely have to be added for certain sections. This would be part of consistency review.
1 Scope

2 References

3 Terminology and Conventions

4 Introduction


Overview of the Solution (old section 5.1)


Selected Technologies 
(old section 5.2)


Overview of Operation for streaming of content (old section 5.3)


Overview of Operation for download of content (old section 5.4)

5 DRM Profile

Introduction (TBD)
Layer 0 Key Provisioning (TBD)

Layer 1 Registration (old section 8.1)

Layer 2 LTKM (old section 6.3)

Layer 3 STKM (old section 6.4)

Layer 4 Streaming
- service protection TBD?




- content protection TBD?
Layer 4 File Delivery 
- service protection TBD




- content protection (old section 7.2.1 DRM profile part)
 
Recording – refer to chapter 8 Recording


ESG Signalling

6 Smartcard Profile using (U)SIM

Introduction (old section 6.1)
Layer 0 Key Provisioning TBD
Layer 1 Registration (old section 12.6.3 and 12.6.4)

Layer 2 LTKM (old section 12.6.5 and 6.4.4)

Layer 3 STKM (old section 6.4.5 and 7.1.3)

Layer 4 Streaming
- service protection TBD




- content protection (old section 7.2.3 and 7.2.4)

Layer 4 File Delivery - service protection (old section 7.1.2)





- content protection (old section 7.2.1 smartcard profile)
 
Recording – refer to chapter 8 Recording


ESG Signalling

7 Smartcard Profile using (R-)UIM

Introduction

Layer 0 Key Provisioning (TBD)

Layer 1 Registration (old section 12.7.1)

Layer 2 LTKM (old section 12.7.2)

Layer 3 STKM (old section 12.7.3)

Layer 4 Streaming
- service protection





- content protection

Layer 4 File Delivery 
- service protection 





- content protection (old section 7.2.3.3)
 
Recording – refer to chapter 8 Recording


ESG Signalling

8 Recording (old section 7.1.1 and 7.2.2.2)

9 Encryption Protocols (old section 6.5)


IPSec


SRTP

ISMAcryp



Encryption (old section 6.5.3)



RTP Transport (old section 7.3)

10 Signalling


SDP signalling

Encryption signalling (old section 12.1 and section 7.3.4 for ISMACryp)


ESG signalling

11 Common Keys / Sharing Streams (old section 6.6)

12 Terminal Binding Key (old section 9.1)

13 BCAST Client ID (old section 11)

14 Server Side Interfaces and Messages (old sections 12.2, 12.3, 12.4 and 12.5) 

15 Interfacing to underlying BDSes - simple paragraph referencing adaptation specs

Appendices – as before
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