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1 Reason for Change

In SGDD fragment, NotificationRequestURL is URL through which the terminal can poll general Notification Messages over Interaction Channel. NotificationPollURL is URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel. The definition of these two attributes need to exchange.
Another bug is it will be “Pull” not “Poll”.

In section 7.3, TransportObjectID is E3 of E2 SessionInformation, not an element of E1 DeliverySession. It needs to be deleted from the description column of DeliverySession.
R01: Keep “Poll”, no change.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The changes in this CR are accepted by BCAST group.
6 Detailed Change Proposal
5.1.2.4 Access

An access fragment describes to the terminal how it can access a service during the lifespan of the access fragment.
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	Description
	Data Type

	Access
	E
	
	
	Access fragment

Contains the following attributes:

id
version
validFrom
validTo
ServiceProtection


Contains the following sub-elements:

AccessType

ServiceAccessNotificationURL

KeyManagementSystem
TerminalBindingKeyID
ExtensionURL

ServiceIDRef

ScheduleReference

UsageInfo

AlternativeAccessURL
TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

PreviewDataIDRef

NotificationReception
	

	…
	
	
	
	
	

	NotificationReception
	E1
	NO/
TM
	0..1
	Reception information for Notification Messages.  

NotificationPort is mandatory because a designated UDP Port SHALL be used to deliver the notification message through an on-going session or the designated session while NotificationAddress is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.

Contains the following attributes:

NotificationPort

NotificationAddress
NotificationRequestURL

NotificationPollURL
	

	NotificationPort
	A
	NO/
TM
	0..1
	Service-specific Notification Message delivery UDP Port number.
	integer

	NotificationAddress
	A
	NO/
TM
	0..1
	Service-specific Notification Message delivery IP multicast address.

Note: if Notification Message is delivered over interaction channel, this attribute should be combined with NotificationPort
	string

	NotificationRequestURL
	A
	NO/
TM
	0..1
	URL through which the terminal can subscribe to service-specific Notification Messages.
	anyURI

	NotificationPollURL
	A
	NO/
TM
	0..1
	URL through which the terminal can poll service-specific Notification Messages.
	anyURI

	<proprietary elements/attributes>
	E1 or lower, A
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.
	


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element

Category: NM = Mandatory for network to use; NO = Optional for network to use; TM = Mandatory for terminal to support; TO = Optional for terminal to support

5.4.2.2 Service Guide Delivery Descriptor Structure

A Service Guide Delivery Descriptor (SGDD) declares all the fragments that describe one or several services.

For broadcast delivery of the SG, the SGDD further describes the structured delivery of the fragments, grouped into Service Guide Delivery Units (SGDUs). A Service Guide Announcement Channel which transmits Service Guide Delivery Descriptors (SGDDs), within announcement sessions, to the terminal.  Each SGDD instance contains one or more DescriptorEntries.  The DescriptorEntry carries metadata of SG Delivery Units (SGDUs), which in turn carry the actual SG fragments.  SG fragments may be grouped by certain criteria (e.g. temporal).  All criteria given are related using the logical AND operator. The delivery of each group of SG fragments, or an SGDU, may be considered as occurring over a SG Delivery Channel.  The totality of SGDU groups, or SG Delivery Channels, deliver the totality of all fragments, which in turn make up the entire BCAST Service Guide.

The metadata comprising a DescriptorEntry are:
- SG fragment grouping criteria,
- Transport session parameters,
- Alternative access URL of the individual SG delivery session,
- TOI and lifetime of the individual SGDU,
- ID, version and lifetime of the individual SG fragments within a SGDU.

For interactive delivery of the service guide, the main role of the SGDD is to declare all fragments that describe one or several services. The information about SGDU groupings is in this case not essential, since all fragments are retrieved interactively and individually for each terminal, and thus a fixed grouping into SGDUs does not exist.


The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for broadcast delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in Appendix C. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance. For delivery over the broadcast channel, the SGDD SHALL be delivered as ALC Transport Object. Further, the SG-D MAY convey the parameters associated with the SGDDs in-band using FLUTE, Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors. When FLUTE is used to deliver a Service Guide Delivery Descriptor, the Content-Type used in FDT for the respective TOI SHALL be “application/sgdd”.
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	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

BSDAid

SGDDid

SGDDversion
Version-ID-Length 
Contains the following sub-element:

NotificationReception
DescriptorEntry
	

	BSDAid
	A
	M
	1
	Identifier of the BSDA system which performs the aggregation, generation, and delivery of one or more service guides
	anyURI

	SGDDid
	A
	M
	1
	Identifier of SGDD
	anyURI

	SGDDVersion
	A
	M
	1
	Version of SGDD
	unsignedInt (32bits)

	Version-ID-Length
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the TOI, when Split TOI is used.

Note: terminals that don’t support Split-TOI may skip this field.
	unsignedLong

	NotificationReception
	E1
	NM/TM
	1
	Reception information for Notification Messages.  

NotificationPort is mandatory because a designated UDP Port SHALL be used to deliver the notification message through an on-going session or the designated session while NotificationAddress is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
	

	NotificationPort
	A
	NO/TM
	0..1
	General Notification Message delivery UDP Port number; delivery over Broadcast Channel.
	integer

	NotificationAddress
	A
	NO/TM
	0..1
	General Notification Message delivery  IP multicast address; delivery over Broadcast Channel.
	string

	NotificationRequestURL
	A
	NO/TM
	0..1
	URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel.
	anyURI

	NotificationPollURL
	A
	NO/TM
	0..1
	URL through which the terminal can poll general Notification Messages over Interaction Channel.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
Note: if the SG is delivered over the interaction channel only, there is typically only one DescriptorEntry in the SGDD.
	

	GroupingCriteria
	E2
	NO/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Contains the following sub-elements:

TimeGroupingCriteria,

GenreGroupingCriteria,

ServiceProviderCriteria
ServiceCriteria
	

	TimeGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours)

Contains the following attributes:

StartTime,

EndTime
	

	StartTime
	A
	NM/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. 

(Note: this is different than fragment validity time)
	int (32bit)
expressed as NTP time

	EndTime
	A
	NM/
TM
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	int (32bit)
expressed as NTP time

	GenreGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	string

	ServiceProviderCriteria
	E3
	NO/
TM
	0..1
	Specifies the each service provider by unique name.
	string

	ServiceCriteria
	E3
	NO/TM
	0..1
	Allows to group fragments by service. The value of this field is the fragmentId of the Service fragment related to that service.
	anyURI

	Transport
	E2
	NO/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

IpAddress,

Port,

SrcIpAddress,

SessionID
	

	IpAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	Port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort
(16 bits)

	SrcIpAddress
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	SessionID
	A
	NM/
TM
	1
	Identifier of target delivery session
	unsignedShort 
(16 bits)

	AlternativeAccessURL
	E2
	NO/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel

Note: this sub-element is typically present in the case of interactive delivery of the SG
	anyURI

	ServiceGuideDeliveryUnit
	E2
	NO/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

Version-ID-Length,

validFrom,

validTo

Contains the following sub-element:

Fragment
Note: if the SG is delivered over the interaction channel only, this is a pseudo element, and there is typically only one ServiceGuideDeliveryUnit in the SGDD.
	

	transportObjectID
	A
	NO/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt
(32 bits)

	Version-ID-Length
	A
	NO/
TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used.
Note: terminals that don’t support Split-TOI may skip this field.
	unsignedLong

	validFrom
	A
	NO/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	int (32bit)
expressed as NTP time

	validTo
	A
	NO/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	int (32bit)
expressed as NTP time

	Fragment
	E3
	NM/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo
	

	transportID
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt
(32 bits)

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt (32 bits)

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	int (32bit)
expressed as NTP time

	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	int (32bit)
expressed as NTP time


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element

Category: NM = Mandatory for network to use; NO = Mandatory for network to use; TM = Mandatory for terminal to support; TO = Optional for terminal to support

7.3 Format of Notification Message

Notification Message structure consists of:

· Generic fields: id, version, NotificationType, EventType, IDRef, Validity, Title, Description, PresentationType and ExtensionURL

· Notification content: SessionInformation, MediaInformation, ServiceGuideDistributionDescriptor, FragmentID and AuxDataTrigger
While the generic fields are used with all types of notifications, the notification content varies according to the notification type and event type. For example: emergency notification could contain generic fields + MediaInformation; SGDD update could contain SGDD or Fragment; etc.
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	Notification
Message
	E
	
	
	Notification Message Fragment

Contains the following attributes:

id
version

NotificationType
EventType
Validity

Contains the following elements:
IDRef
Title 
Description

PresentationType

ExtensionURL

SessionInformation

MediaInformation
ServiceGuideDeliveryDescriptor
FragmentID

AuxDataTrigger
	

	id
	A
	NM/
TM
	1
	Identifier of Notification Message
	anyURI

	version
	A
	NM/
TM
	1
	Notification Message version information. It is to be used to check for Notification Message Redundancy and new Notification Messages.
	int (32 bits) expressed as NTP time

	Notification
Type
	A
	NM/
TM
	1
	Notification Type:

If NotificationType=0, this message is user-oriented message, such as notice from SP, emergency, etc.

If NotificationType=1, this message is terminal-oriented message, such as start of service,file download, AuxDataTrigger, etc.

Other NotificationType can be determined due to service providers, operators, or broadcasters’ purpose.
	unsignedByte (8 bits)

	EventType
	A
	NM/TM
	1
	Type of notification event carried in this notification message.  See section 7.2
	unsignedByte (8 bits)

	Validity
	A
	NO/
TM
	0..1
	Valid time of Notification message fragment.

If Validity is specified, Notification message should be expired at the specified time.
	int (32 bits) expressed as NTP time

	IDRef
	E1
	NO/

TM
	0..N
	Fragment ID references of the main services or contents which the notification message is related to
	anyURI

	Title
	E1
	NO/
TM
	0..N
	Title of notification message, possibly in multiple languages. 

The language is expressed using built-in XML attribute xml:lang with this element.
	string

	Description
	E1
	NO/
TM
	0..N
	Description or Messages of Notification, possibly in multiple languages

The language is expressed using built-in XML attribute xml:lang with this element
	string

	Presentation
Type
	E1
	NM/
TM
	1
	Defines the type of presentation for received notification messages

If PresentationType=0, Terminal will immediately render the notification message after interrupting all the application.

If PresentationType=1, Terminal will store the notification message.  User can see the stored message whenever he or she wants. 

If PresentationType=2, Terminal will immediately render the notification message, overlaying the present playing services.

Other PresentationTypes can be determined due to service providers, operators, or broadcasters’ purpose
	unsignedByte (8 bits)

	ExtensionURL
	E1
	NO/
TM
	0..N
	URL containing additional information related to  notification message
	anyURI

	SessionInformation
	E1
	NO/
TM
	0..N
	This element SHALL be present when the Notification Message carries pointer to another delivery session.

SessionInformation defines the delivery session information, objects or fragments information delivered through the indicated session, and URI as alternative method for delivery.  After receiving Notification Message with SessionInformation, Terminal would access the relevant session specified by SessionInformation and take a proper action like receiving contents.

Contains the following attributes:

ValidFrom

ValidTo

UsageType
Contains the following elements:

DeliverySession


AlternativeURI
Note: Relatively long-lived auxiliary data associated with this notification message should be scheduled for distribution using the Service Guide.  On the other hand, dynamic updates of auxiliary data may be delivered on the delivery session referenced by this SessionInformation.
	

	ValidFrom
	A
	NO/
TM
	0..1
	The first moment when the session for terminal to receive data is valid.  
	int (32 bits) expressed as NTP time

	ValidTo
	A
	NO/
TM
	0..1
	The last moment when the session for terminal to receive data is valid
	int (32 bits) expressed as NTP time

	UsageType
	A
	NO/
TM
	0..1
	Defines the type of the object transmitted through the indicated delivery session.

If UsageType=0, the indicated delivery session would be used for file delivery.

Note: The files delivered in the indicated session can be SGDD, SG fragments, auxiliary data triggered by this notification, or other normal files.

If UsageType=1, the service would start through the indicated delivery session at scheduled.

Other UsageType can be determined due to service providers, operators, or broadcasters’ purpose
	unsignedByte (8 bits)

	Delivery
Session
	E2
	NO/
TM
	0..1
	Target delivery session information indicated by the notification message.

Contains the following attributes:

IpAddress

Port
SourceIP

TransportSessionID
Contains the following element:

TransportObjectID
	

	IpAddress
	A
	NM

TM
	1
	Destination IP address of the target delivery session
	string

	Port
	A
	NM/

TM
	1
	Destination port of target delivery session
	unsignedShort (16 bits)

	SourceIP
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	Transport
SessionID
	A
	NM/
TM
	1
	Identifier of target delivery session
	unsignedShort (16bits)

	Transport
ObjectID
	E3
	NO/
TM
	0..N
	The transport object ID (TOI) of the object transmitting through the indicated delivery session including the following Fragment Elements
	unsignedInt(32bits)

	AlternativeURI
	E2
	NO/
TM
	0..1
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the notification message by AlternativeURI.
	anyURI

	……
	
	
	
	
	


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element

Category:NM = Mandatory for network to use; NO = Optional for network to use; 
TM = Mandatory for terminal to support; TO = Optional for terminal to support












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 12)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 5 (of 12)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

