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1 Reason for Change

This CR provides a definition for the concept of service guide completeness that is used in section 5.4.5.1.2. In fact, the concept of grouping of the SG is clarified along with the constraint of consistency of a (sub)set, leading to the constraint of completeness on the delivery of the SG. Also the concept of well-defined subset is simply replaced by just subset as the term “well-defined“ is not defined itself.

The revision R01 introduces the clarification on the grouping of SG and takes into account the notion the completeness of the SG delivery introduce in the CR 946R01. 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The changes in this CR are accepted by BCAST group.

6 Detailed Change Proposal

Change 1
5.4.2    Service Guide Delivery Descriptor
A Service Guide Delivery Descriptor (SGDD) declares availability of Service Guide fragments within Service Guide delivery. The SGDD is used both in the context of broadcast delivery of SG as well as in the context of interactive delivery of SG.
[Note to Editor: The following three paragraphs are not new pieces of text but text moved from 5.4.2.2 (now renamed 5.4.2.4) to the top level of 5.4.2, which is right place for such introductory text. This note is to be removed upon editing this CR into the specification.]
For broadcast delivery of the SG, the SGDD further describes the structured delivery of the fragments, grouped into Service Guide Delivery Units (SGDUs). A Service Guide Announcement Channel which transmits Service Guide Delivery Descriptors (SGDDs), within announcement sessions, to the terminal.  Each SGDD instance contains one or more DescriptorEntries. The DescriptorEntry carries metadata of SG Delivery Units (SGDUs), which in turn carry the actual SG fragments.
For interactive delivery of the service guide, the main role of the SGDD is to declare all fragments that describe one or more services. The information about SGDU groupings is in this case not essential, since all fragments are retrieved interactively and individually for each terminal, and thus a fixed grouping into SGDUs does not exist.
The metadata comprising a DescriptorEntry are:
- SG fragment grouping criteria,
- Transport session parameters,
- Alternative access URL of the individual SG delivery session,
- TOI and lifetime of the individual SGDU,
- ID, version and lifetime of the individual SG fragments within a SGDU.

5.4.2.1     Service Guide Fragment ID Mapping for Transport

Each Service Guide Fragment is identified by an “id” attribute of type anyURI which uniquely identifies this fragment. For the purpose of transport, each Service Guide Fragment is assigned an additional transport ID of type integer which is used to identify this fragment in the Service Guide Delivery Unit header (see section 5.4.4). This mapping is necessary because at transport layer, there is a fixed-length identifier required for fast access whereas at the level of the data model, the identifier must ensure uniqueness.

The mapping from the “id” field of a Service Guide Fragment to the transport ID is signalled in the Service Guide Delivery Descriptor by the fields “transportID” and “id”. The “fragmentTransportID” field of the Service Guide Delivery Unit (see section 5.4.4) is using the value signalled in the “transportID” field of the Service Guide Delivery Descriptor. 

The mapping SHALL have the following properties:

· During the whole lifetime of a Service Guide Fragment, the system SHALL ensure that a particular fragment ID of type anyURI is always mapped to the same transport ID value. 

· For each Service Guide entry point (see section 6.1.1), the mapping between transport ID and “id” attribute SHALL be one-to-one.

5.4.2.2     Grouping of Service Guide

One can divide the set of fragments comprising a Service Guide into subsets. These subsets, also referred to as groups, are formed by first selecting a criterion (or possibly criteria). Examples of a criterion are intervals of time, BSM codes and identifiers of Service fragments. Once a criterion is selected, each subset (or group) to be formed is assigned a  value from the domain of the criterion. The contents of each subset are then determined by comparing the value of the criterion represented by the subset to each of the fragments of the Service Guide. If and only if the values of the subset and the fragment match, the fragment is placed into the subset 

For example, one could have a subset representing all the fragments representing the contents of the SG today from 10 a.m. to 12 a.m. In such a case the grouping criteria is an interval of time, the value represented by the subset is the interval from 10 o’clock to 12 o’clock and any fragment representing the contents of the SG within that time frame belongs to the subset.

The network MAY

· use multiple grouping criteria simultaneously,

· form overlapping (i.e. mutually non-exclusive) subsets (or groups) and

· place the declaration(s) of the subsets or even a single subset into multiple SGDDs.

But the network SHALL NOT

· place a fragment into a subset if the fragment contains a reference to a fragment not present in the same subset.

This restriction introduces the constraint of consistency on the SG subsets (or groups). A SG subset is consistent when no fragment from that subset references any fragment that is not in the said subset. If and only if all the subsets formed by the network comply with this rule, is the SG considered consistent.
5.4.2.3     Service Guide Delivery Descriptor and Service Guide Delivery

[Note to Editor: The following paragraph is not text but text moved from 5.4.2.2 (now renamed 5.4.2.4). This note is to be removed upon editing this CR into the specification.]
The delivery of each group of SG fragments, or an SGDU, may be considered as occurring over a SG Delivery Channel. The totality of SGDU groups, or SG Delivery Channels, delivers the totality of all fragments, which in turn make up the entire BCAST Service Guide.
5.4.2.4     Service Guide Delivery Descriptor Structure





The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for broadcast delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST10-XMLSchema-SGDD]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance. For delivery over the broadcast channel, the SGDD SHALL be delivered as ALC Transport Object. Further, the SG-D MAY convey the file metadata, associated with the file objects represented by SGDDs, in-band using FLUTE. Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors. When FLUTE is used to deliver a Service Guide Delivery Descriptor, the Content-Type used in FDT for the respective TOI SHALL be “application/vnd.oma.bcast.sgdd+xml”.
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	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

BSDAid

id

version
versionIDLength 
Contains the following sub-element:

NotificationReception
DescriptorEntry
	

	BSDAid
	A
	NM/TM
	1
	Identifier of the BSDA system which performs the aggregation, generation, and delivery of one or more service guides
	anyURI

	id
	A
	NM/TM
	1
	Unique identifier of the SGDD within one specific SG
	anyURI

	version
	A
	NM/TM
	1
	Version of SGDD
	unsignedInt 

	versionIDLength
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the TOI, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	NotificationReception
	E1
	NM/TM
	1
	Reception information for general Notification Messages.  

In case of delivery over Broadcast channel, port is MANDATORY in both Network and Terminal because a designated UDP port SHALL be used to deliver the Notification Message through an on-going session or the designated session while address is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
In case of delivery over Interaction channel, requestURL specify address information for subscribing notification, pollURL specify address information for polling notification.
Contains the following attribute:

port

address

requestURL

pollURL
	

	port
	A
	NO/TM
	0..1
	General Notification Message delivery UDP destination port number; delivery over Broadcast Channel.
	unsignedInt

	address
	A
	NO/TM
	0..1
	General Notification Message delivery IP multicast address; delivery over Broadcast Channel.
	string

	requestURL
	A
	NO/TM
	0..1
	URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel.
	anyURI

	pollURL
	A
	NO/TM
	0..1
	URL through which the terminal can poll general Notification Messages over Interaction Channel.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
Note: if the SG is delivered over the interaction channel only, there is typically only one DescriptorEntry in the SGDD.
	

	GroupingCriteria
	E2
	NO/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Please note the same fragment may be declared in multiple DescriptorEntry of the same SGDD in case this fragment can meet multiple grouping criteria.
Contains the following sub-elements:

TimeGroupingCriteria

GenreGroupingCriteria

BSMSelector
ServiceCriteria
	

	TimeGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours). This field expressed as the first 32bits integer part of NTP time stamps.

Contains the following attributes:

startTime,

endTime
	

	startTime
	A
	NM/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. This field expressed as the first 32bits integer part of NTP time stamps.

(Note: this is different than fragment validity time)
	unsignedInt



	endTime
	A
	NM/
TM
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	unsignedInt



	GenreGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	string

	BSMSelector
	E3
	NO/

TM
	0..N
	This is a BSM code that allows a terminal to determine whether the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s – is associated with the terminal’s affiliated BSM, 

In case the terminal is equipped with one or more bsmFilterCodes, the BSMSelector acts as an access filter for the SGDU’s of the DescriptorEntry and the following applies:

Usage in home network:

The terminal SHALL only use those SGDU’s in the DescriptorEntry that have a matching bsmFilterCode. 

If the terminal has multiple matching bsmFilterCodes, the terminal MAY select one of the BSMSelectors with a matching bsmFilterCode and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the BSMSelector is not present the terminal SHALL NOT use any of the SGDU’s in the DescriptorEntry. 
Usage in roaming network:

If the terminal has a matching bsmFilterCode in any of the SGDD’s in this network, then the terminal SHALL only use those SGDU’s in the DescriptorEntry. 

If the terminal has multiple matching bsmFilterCodes, the terminal MAY select one of the BSMSelectors with a matching bsmFilterCode and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the terminal or smartcard does not have a matching bsmFilterCode in any of the SGDD’s in this network, the terminal MAY select any  BSMSelector and SHALL only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector. 

If the BSMSelector is not present, the terminal can use all SGDU’s in the DescriptorEntry. 

In case the terminal is not equipped with a bsmFilterCode, the following applies:

Usage in home network:

The terminal MAY select any BSMSelector that does not contain a bsmFilterCode, and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
Furthermore, the terminal SHALL NOT use the SGDU’s of DescriptorEntries that have a BSMSelector with a bsmFilterCode. 

If the BSMSelector is not present in any of the SGDD’s the terminal can use all SGDU’s in the DescriptorEntry. 

Usage in roaming network:

The terminal MAY select any BSMSelector and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the BSMSelector is not present in any of the SGDD’s the terminal can use all SGDU’s in the DescriptorEntry. 

contains the following attribute:

id 

contains the following sub-elements:

BSMFilterCode

Name 
	

	id
	A
	NM/TM
	1
	Identifier of the BSMSelector, unique within the network
	anyURI

	BSMFilterCode
	E4
	NO/TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attribute:

type
	string

	type
	A
	NM/

TM
	1
	The type of bsmFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.
	unsignedByte

	Name
	E4
	NM/TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.. 

This attribute can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	ServiceCriteria
	E3
	NO/TM
	0..1
	Allows to group fragments by service. The value of this field is the fragmentId of the Service fragment related to that service.
	anyURI

	Transport
	E2
	NO/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

ipAddress,

port,

srcIpAddress,

transmissionSessionID
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort


	srcIpAddress
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	transmissionSessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level
	unsignedShort 

	AlternativeAccessURL
	E2
	NO/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel

Note: this sub-element is typically present in the case of interactive delivery of the SG
	anyURI

	ServiceGuideDeliveryUnit
	E2
	NO/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

versionIDLength,

validFrom,

validTo

Contains the following sub-element:

Fragment
Note: if the SG is delivered over the interaction channel only, this is a pseudo element, and there is typically only one ServiceGuideDeliveryUnit in the SGDD.
	

	transportObjectID
	A
	NO/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt

	versionIDLength
	A
	NO/
TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	validFrom
	A
	NO/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	validTo
	A
	NO/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	Fragment
	E3
	NM/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo
	

	transportID
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt 

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	unsignedInt

	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	unsignedInt

	<proprietary elements/attributes >
	E1 or lower
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
	


Change 2
[Note: The following rewrite of section 5.4.5.1.2 is not proposed by this CR but is according to CR 946R01. Further, the text has been modified to seamlessly match this CR.]
5.4.5.1.2      Enabling Terminal to determine Service Guide Completeness

At each given time, the terminal is proposed a set of SGDD over the Service Guide Announcement Channel, in the form of Transport Objects.

In addition to the construction rules defined in the previous section, in order for the terminal to determine it is receiving a consistent set of the Service Guide, the following signalling in the FLUTE FDT is specified. A new attribute "FullFDT" is added to the "FDT-Instance" element of the FDT. This attribute signals a complete description of all the Transport Objects that are currently scheduled for transmission in the corresponding FLUTE session.

The XML syntax of the "FullFDT" attribute is the following:

<attribute name="FullFDT" type="boolean" use="optional" default="false" />

 When the “FullFDT” attribute is set to true in the FDT instance of a given FLUTE session, this means that all the Transport Objects that are scheduled in the said FLUTE session are described. When the “FullFDT” attribute is left to false, the terminal cannot make any assumptions about the description. To enable SG-C in the terminal to determine any subset of a Service Guide the SG-D SHALL comply with the following rules:


· In the context of the FLUTE session providing the Service Guide Announcement Channel, the “FullFDT” attribute SHALL always be set to true.
· The set of fragments declared by the SGDDs  SHALL be exhaustive, i.e., each fragment in the SG has to be declared at least in one SGDD

In addition, should several FDT instances be available at the same time, the terminal SHALL only consider the latest one.
Whereas the contents of each subset of SG is constrained by the notion of consistency (as introduced in the chapter 5.4.2.2.1), the delivery of the SG is constrained by the two conditions listed above. These two conditions represent the constraint of completeness. Only by providing the complete layout of the delivery of SG, the network enables any terminal to deduce the any subset of the SG and therefore the full set of fragments comprising the SG.
Change 3
5.4.5.1.3          Terminal Behaviour Determining the Service Guide Completeness (Informative)

The following state diagram Figure 4 below defines the deduction algorithm for Service Guide completeness when FLUTE is used for SGDD delivery. In principle, the exhaustive listing of fragments makes it possible to determine precisely the fragments that are needed and their location in the Service Guide delivery. 

Explanation of variables used in the algorithm:

LD
Set of SGDDs representing a subset of Service Guide. [Note to Editor: The diagram below needs to be updated also]
LP
Previously stored set of SGDDs.

LR
Set of SGDDs to be received.

FR
Set of fragments to be received

FD
Set of fragments to be deleted

CR
Set of SGDUs delivering the fragments in FR
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Figure 4: Algorithm for determining a subset of Service Guide
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