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1 Reason for Change

While presenting 2007-0749R05, it was requested to make a separate CR based on the guideline (e.g. one CR per one specification). This CR submitted as follows the guideline.
Note: please refer the 2007-0749R05 if you would like to see the history of the change.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This is presented to OMA BCAST for agreement of revising the relevant specification as proposed.
6 Detailed Change Proposal

Change 1:  Changes the flows re web service provisioning
Editor’s Note: When implementing this CR, please make sure of the section number modified relevantly. 
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5.4.7.3  Web Service Provisioning Flows (Informative) 
Service Provisioning can be achieved by webshop/web portal. This section shows the subscription flows in for both DRM Profile and Smartcard Profile. It should be noted that this section is informative considering various possibilities of implementation to support web portal based service provisioning.

5.4.7.3.1 Subscription procedure in case that terminal supports DRM profile
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Figure XY. Subscription flows in case of DRM profile

1.  The Terminal receives the Service Guide and presents it to the User. The user proceeds to a web-portal to subscribe to or purchase one or more purchase item(s).  The entry point to web-portal is given by the ‘PortalURL’ in Purchase Channel fragment of the Service Guide. GlobalPurchaseItemID(s) may be used as request parameters if the user has selected one or more specific purchase items ([BCAST10-Services], section 5.1.8).

2. The Terminal sends a HTTP(s) POST to the web portal’s URL, constructed as described in step 1, and the user is presented with a page from which the navigation begins.  
3. The user browses the web-portal to get information related to Purchase Item(s) provided by Service Provider. The Service Provider may offer user specific purchase items or purchase options.  
4. After the user has subscribed to or purchased one or more purchase item(s),  the web portal sends a 200 OK message to the Terminal to indicate success. The response message contains a Trigger message.

5. On reception of the Trigger message the Terminal requests the relevant LTKM(s) following the procedure defined for the DRM profile. 

5.4.7.3.2 Subscription procedure in case that terminal supports Smartcard profile
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Figure XY. Subscription flows in case of Smartcard profile
1.  The Terminal receives the Service Guide and presents it to the user. The user proceeds to web-portal to subscribe to or purchase one or more purchase item(s).  The entry point to web-portal is given by the ‘PortalURL’ in Purchase Channel fragment of the Service Guide. GlobalPurchaseItemID(s) may be used as request parameters if the user has selected one or more specific purchase items ([BCAST10-Services], section 5.1.8).

2. The Terminal sends a HTTP(s) POST to the web portal’s URL, constructed as described in step 1, and the user is presented with a page from which the navigation begins.  
3. The user browses the web-portal to get information related to Purchase Item(s) provided by the Service Provider. The Service Provider may offer user specific purchase items or purchase options.  
4. After the user has subscribed to or purchased one or more purchase items, the web portal sends a 200 OK message to the Terminal to indicate success. The response message will contain the Smartcard Profile Trigger Message. 

5. The Terminal sends a Registration message to BSM. The messages are defined in [3GPP TS 33.246]. If the NAF determines from the registration procedure that the terminal is not authenticated, it will also prompt a GBA run. 

6. After Registration, the Terminal will receive relevant LTKM(s) in accordance to the procedure defined in Smartcard profile. 
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