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1 Reason for Contribution

This contribution proposes the DCD TS Semantics Section 7.1.4: Interface Transaction Management
2 Summary of Contribution

This input contribution proposes the transaction management model for DCD Client-Server Interface
3 Detailed Proposal

7.1.4 Interface Transaction Management
The transactions defined in DCD Client-Server interfaces are basic communication mechanism between the DCD Client and the DCD Server. A transaction usually consists of a request and a response primitive. However, under certain circumstances, a transaction may consist of more than one request and / or more than one response primitives. For example, the 4-way client activation using digest authentication consists of 2 roundtrips, and all primitives share the same Transaction-ID generated from the transaction originator. Another example is that the server notification may trigger 3-way transactions that consist of Notify, GetRequest and getResponse, and all of the primitives share the same Transaction-ID generated from the transaction originator. The purpose of the transaction is to exchange data between the entities or request an operation: usually both within the same transaction. The transactions MAY originate from either the client (DCD-1 and DCD-3) or the server (DCD-2).

Initiator of the transaction MUST expect the Status primitive as the result of transaction even if it is not specified explicitly in the description of transaction. This behavior is used to notify the initiator about error(s) caused by the request. Some response primitives carry a Result element that allows error reporting within the normal response primitive. If Result is specified, it MUST be used instead of Status. The error management – including the exact usage of Status primitive and Result element – is described in 7.1.1.

The server MAY return informational status codes. The client MUST be prepared to accept one or more 1xx status codes prior to a regular response even if the client does not expect a 100 “Continue” status code. A user agent MUST ignore all unexpected 1xx status codes. None of the status codes in the 1xx category close the transactions.

The initiating entity, the client or the server, MUST allocate a transaction identifier (Transaction-ID) that the responding entity returns in the response message. This links together the requesting messages and response messages in 2-way, 3-way and 4-way transactions, thus the transaction identifier MUST be identical in the requests and the responses. The originator of the transaction MUST maintain the uniqueness of the transaction identifiers in a particular direction (C->S or S->C) within a session.

The response to a request message SHOULD be received within a reasonable time from the initiation of the transaction. After that period, the requesting entity MAY resend the request message using the same transaction identifier. The responding entity SHOULD guarantee that the requested operation or data is carried out only once, even if multiple request messages with the same transaction identifier are received. 

The transactions MUST be serial. “Serial” means that one transaction MUST be complete (closed) before a next one is started (open). A transaction MUST be considered to be closed when a final response primitive has been received, or a time-out waiting for a response primitive has occurred, or the underlying transport has been detected as “broken.” After a transaction has been closed, the transaction identifier MUST be invalidated on both the client and server side. Invalidated transaction identifiers MUST NOT be re-used within the same session.

All mandatory information elements MUST be present in the primitives. All conditional information elements MUST be either present or absent according to the relevant requirement. All optional information elements MUST be either present or absent according to the relevant usage context.

If the value in the information element is not supported in the server, the server SHALL return error code 423 “Unsuported value”.

7.1.4.1 Transaction Tunneling

In order to achieve the transaction efficiency, the DCD Enabler supports the tunnelled transaction types over DCD Client-Server interface, namely “Transaction Tunnelling”.

If several types of transactions are ready to be initiated in the DCD Client, and the information elements of those request primitives are sufficient, the client can choose to combine those “physical” request primitives together into one “logical” transaction request message. Thus the original “physical” primitives are tunnelled into one “logical” transaction.

The primitives within a tunnelled transaction MAY be serial or not subject to what the client specifies. If a tunnelled transaction is not serial, the sequence of those primitives in one tunnelled transaction is not significant. The server MAY NOT handle those primitives in the order of received.

If a tunnelled transaction is serial, the client SHOULD tunnel the primitives in the order of logical sequence that is needed to complete the whole batch of primitives. The server SHOULD handle those primitives in the order of logical sequence that is needed to complete the whole batch of primitives.

The “serial” nature of the tunnelled transactions SHALL be defined as a root attribute in [DCD-TS-XML].

If the error happens before the server completes the handling of all tunnelled primitives, it is the server’s implementation choice, which is subject to the error handling policy in the server, to decide whether or not to continue the handling of the rest primitives.

If a primitive is successfully performed in the server, the successful status code (200) SHALL be responded with the information elements of the corresponding response primitive.

Otherwise, the corresponding status code SHALL be used in the corresponding response primitive when some or all primitives have failed in the server.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this contribution be discussed and agreed.
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