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1 Reason for Change

This changes are a result on a AP to update the AD with clarification on the Broadcast function in DCD
2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

non
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposal
6 Detailed Change Proposal

Change 1:  DCD Client
5.5.2.1.2 Content Reception and Storage Management Function:

The Content Reception and Storage Management Function has the responsibility for the following roles

· On demand, scheduled or prefetched delivery via push or pull methods

· Point to multi-point (e.g. Broadcast) and point to point delivery

· Connection profile handling: the connection profile defines how the DCD Client receives content and otherwise interacts with the DCD Server. The connection profile contains such key connection parameters as:

· DCD interface to use for content delivery, i.e. DCD-1 and/or DCD-2.

· DCD Server and/or proxy address and data connection details, for requests made via DCD-1 and DCD-3: the IP-routable address of the DCD Server, e.g. as a domain name or IP address. These may be individually specified for DCD-1 and DCD-3.

· Connection security to be applied to requests made via DCD-1 and DCD-3: this defines whether a non-secure (e.g. HTTP) or secure connection (e.g. HTTPS) must be used.

· Transport method, for content delivered via DCD-2: this indicates from which device client the DCD Client should expect content delivered via DCD-2, e.g. WAP Push client, BCAST client, or SMS client (for Cell Broadcast).

· Broadcast channel access parameters, for content delivered via DCD-2: parameters specific to the broadcast transport in use, e.g. for Cell Broadcast, the channel number.

The DCD Client may determine the connection profile parameters in various ways, e.g.:

· The DCD Content Provider or DCD Service Provider may specify the connection profile parameters during registration. 

· The DCD Client may be preconfigured to use specific connection profile parameters by default, for some applications, or based upon the address of the DCD channel content being requested. 

Note: Connection profile parameter configuration may be managed using OMA Device Management, pending specification of a DCD managed object (MO).

· Content data handling (e.g. storage, expiration time)

· DCD data handling including DCD metadata

· Specific content delivery functions:

· Client content delivery policy handling according to metadata

· Provide content adaptation and distribution support for bandwidth efficiency

· Priority handling for content delivery

· Notification of delivery option changes by DCD Server: When channel delivery options are changed, the DCD Client is notified via a change in related DCD channel data or metadata via the DCD-1 or DCD-2 interfaces. For example, the DCD Client may be informed of the change through inclusion of the notification as part of a DCD Server response, or the DCD Server may push a notification to the DCD Client.

· Transport layer delivery confirmation

· Announcement of its capabilities 
· Ability to receive and handle broadcast/multicast
· Content storage management

Change 2:  DCD Server
5.5.2.2.1 Subscription and Administration Function

The Subscription and Administration function has the responsibility for the following roles 
· DCD application registration procedure

· Reporting of security violations and statistics

· Content management provided by DCD Content Provider Server
· Subscriber’s / Content provider’s channel subscription management functions 

· Synchronization of subscription information between DCD Client and DCD Server 
· Activation / De-activation of DCD Client
· Application-ID delivery for the purpose of interoperability and content routing

· Registration of client capability and an availability
5.5.2.2.2 Content Distribution and Adaptation Function

The Content Distribution and Adaptation function has the responsibility for the following roles 
· On demand, or scheduled, or prefetched delivery via push or pull methods
· Point to multi-point (e.g. Mulitcast/Broadcast) and point to point delivery

· Distribution of Multicasted/Broadcasted content to each of the broadcast networks (e.g. MBMS, DVB-H, IEEE-802.*)
· Specific content delivery functions:

· Client Content delivery policy handling according to metadata
· Provide content adaptation and distribution support for bandwidth efficiency

· Priority Handling for Content Delivery (not for presentation purpose)
· Provide selection on push method depending on content characteristics (e.g. size, broadcast support any size, but SIP Push and SMS needs to use content indirection for larger content)
· Content expiration and update handling

· Connection profile handling (DCD Server address and security)

· Content delivery management

· Transport layer delivery confirmation

· Push selection

· It is the responsibility for the DCD server to choose the most appropriate push delivery mechanism. 

· For each push distribution of a channel the DCD server may choose to use more then one delivery method to optimize the delivery. 
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