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1 Reason for Contribution

There is some confusion about what work belongs in DM 1.x and in DM 2.x. 
2 Summary of Contribution

This proposal is meant as a discussion point to let people come to consensus about what work belongs in DM 1.x and in DM 2.x.
3 Detailed Proposal

The following table contains three columns:  one for 1.x work, one for 2.x work and one for activities that we are not sure where they belong.  Details on the items are to be discsused during the RD or AD phase.

	DM 1.x Activities
	DM 2.x Activities
	Unclear whether 1.x or 2.x

	SIP transport & notification
	TCP/IP transport
	Client to send only deltas of subtrees

	HTTP Push
	UDP transport
	Large object transfer resume capability

	Broadcast transport & notification
	Mechanism to determine if subtree has changed (fingerprints)
	Clients to use updated smartcard data at all times (not just bootstrap)

	Client to provide DDF to server
	Provide a MO that contains subscriber information
	Client to retrieve bootstrap via URL

	Client to list current MOs to server
	Drop DTDs in favor of Schema
	Client to identify default/active settings

	Sequence clarification (items as well as commands)
	Add in flags for end of package and end of session.
	Enhancing user alerts to enable their use for richer user interaction and processes

	Notification to provide expiration, reason for session, recommended protocol version
	Provide a clear mechanism for providing separate DM Tree per server. 
	Defining a transparent mode mechanism (e.g. to avoid end-user confirmation in sensitive operations as bootstrap from the smartcard).

	Clarification on how binding level authentication and encryption can be used
	Use XOP to attach binary data to XML
	Enhancing specifications to allow bootstrap from a smartcard beyond the current size limitations of EF_bootstrap.

	Clarification/enhancement on the use of certificates for authentication.
	Specification of new approaches for provisioning and management of converged devices that provide service continuity across networks (i.e. ability to handover between fixed and mobile environments, without service interruption)
	Enhancing ACL functionality.

	Clearing any remaining ambiguity in the specifications.
	Specification of new approaches for provisioning and management of converged services that provide service continuity across devices (i.e. ability to seamlessly transition from one device to another, without service interruption)
	Client to provide bootstrap/re-bootstrap event to DM Server

	Improve the testing specifications.
	Specification of different approaches for secure OMA-DM session set up that do not require replacement of existing firewalls and NATs and that are consistent with current security practices
	Client to provide logging of ACL changes to the DM Server.

	DM dictionary for abbreviations and terms.
	Investigation of possible approaches for management of devices that lie outside the management domain of the service providers
	Changes to application layer authentication mechanisms.

	
	Specification of different approaches for independent configuration of users, clients and services (e.g. members of a household receiving caller-id on TV via the same set-top box)
	A mechanism to establish the preferred and prioritized protocol version(s) to be used between the DM Client and the DM Server.

	
	Specification of different approaches for allowing users and devices to be managed by different operators (e.g. user invokes the caller-id on TV feature via a set-top-box that is not managed by the TV service provider)
	Mechanism to maintain session

	
	Development of new MO definitions to manage convergence related settings on devices 
	Mechanism for the server to indicate to client preferred version of protocol

	
	Liaising with other SDOs involved in  device management (e.g. DSL Forum)
	Method for discovering level of support of Optional DM features

	
	Development of common data models to be used across different DM frameworks (OMA-DM, DSL Forum etc.)
	Provide a standard method for sending factory provisioned information to DM servers (such as security credentials, certificate info, DMAcc). 

	
	Development of OMA specified artifacts, as needed (requirements documents, architecture documents, enabler packages, test plans, test case documents, interoperability test reports etc.)
	Logging of ACL changes, read-only

	
	
	

	
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The members of the DM WG should come to consensus on the work areas and allow the work items to be moved to TP.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

