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1 Reason for Change

This CR resolves SRMv1.1 ADRR comments A017 and A049 as below:
	A017
	2009.07.05
	T
	4
	Source: Oracle

Form: INP doc
Comment: Last paragraph. The text is not understandable unambiguously. State if it is or not compatible with some versions and backwards compatible with others.  If it is not be unambiguous about it even if you try to be “as close as you want or can” … Especially as section 4.2 claims compatiobility…
Proposed Change: Update text… Consider removing based on section 4.2 that states it…
	Status: OPEN

Similar to A049.

	A049
	2009.7.06
	T
	4
	Source: T-Mobile

Form: OMA-ARC-2009-0226
Comment: The sentence “The SRM 1.1 will strive to keep track of the OMA DRM 2.1 technologies and maintain backward compatibility with the SRM 1.0 technical specification.”  Uses future tense and is not clear enough how it relates to DRM.

Proposed Change: consider to change the sentence e.g. conforms to DRM 2.1 and is backward compatible to SRM1.0.
	Status: OPEN (LATE)

Similar to A017.

The last paragraph shall be modified as below:

“The SRM 1.1 conforms to DRM 2.1 and is backward compatible to SRM 1.0.”
AP 1061: Youn-Sung to create a CR for resolving ADRR A017 and A049.


AP 1061 can be closed with this CR.
· AP 1061
Youn-Sung to create a CR for resolving ADRR A017 and A049.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DRM WG agrees this Change Request.

6 Detailed Change Proposal
Change 1:
Modify the section 4.
4. Introduction
(Informative)

Secure Removable Media is a removable media that implements means to protect against unauthorized access to its internal data and includes an SRM Agent. Example of Secure Removable Media (referred to as SRM hereinafter) may be the secure memory card and the smart card.

The secure memory card has an embedded microprocessor and is capable of storing Rights or DRM Content in a secure manner (e.g. S-MMC, SD). The smart card also has an embedded microprocessor and is capable of storing access codes, user subscription information, secret keys, DRM Content, Rights etc (e.g. SIM, USIM, R-UIM). If a user uses devices with a physical interface to connect an SRM, the user can use the SRM as a means of increasing storage space for DRM Content and portability of Rights. Differently from the secure memory card, the smart card enables users to make a telephone call by using the devices and is issued by a mobile network operator.

OMA DRM with SRM can provide a mechanism to write, read, delete and update Rights in SRM in a secure manner to realize the use cases defined in the OMA SRM Requirements Document [SRM-RDv1.1]. While OMA DRM version 2.0 provides a general framework for downloading Rights and sharing Rights in the domain, the OMA SRM version 1.1 enabler extends OMA DRM version 2.0 to allow users to transfer Rights between the device and the SRM and to consume Rights stored in the SRM without generating and managing complex groups of devices in a domain.
The SRM 1.1 conforms to the OMA DRM 2.1 and is backward compatible to the SRM 1.0.
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