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3 Detailed Proposal

The embedded file is the consolidated requirements


[image: image1.emf]C:\Documents and  Settings\mlipfo01\My Documents\Instant Messaging\OMA\Current Working Docs\Consolidated IM and Presence Requirements.doc


4 Intellectual Property Rights Considerations

None known, but the linked 3GPP and 3GPP2 documents do have copyright statements that need to be observed.

5 Recommendation

Accept this document as a working group document and place under change control

Assign an editor to this document

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 1)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

_1123581726.doc
[image: image1.jpg]«“+OMa

Open Mobile Alliance






		OMA-REQ-IMPS-V1.0.0 -20030828-D

		Page 5  V(21)







		Instant Messaging Requirements 1.0.0

Draft Version 28 Aug-2003



		



		Open Mobile Alliance


OMA-REQ-IMPS-V1.0.0 -20030828-D



		



		This document is considered confidential and may not be disclosed in any manner to any non-member of the 
Open Mobile Alliance(, unless there has been prior explicit Board approval.






		This document is a work in process and is not an approved Open Mobile Alliance™ specification. This document is subject to revision or removal without notice. No part of this document may be used to claim conformance or interoperability with the Open Mobile Alliance specifications.


A list of errata and updates to this document is available from the WAP Forum™ Web site, http://www.wapforum.org/, in the form of SIN documents, which are subject to revision or removal without notice.





© 2003, Open Mobile Alliance, Ltd. All rights reserved.


Terms and conditions of use are available from the Open Mobile Alliance( Web site at http://www.openmobilealliance.org/copyright.html.


		You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance™.  The Open Mobile Alliance authorises you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services offered by you.


The Open Mobile Alliance™ assumes no responsibility for errors or omissions in this document.  In no event shall the Open Mobile Alliance be liable for any special, indirect or consequential damages or any damages whatsoever arising out of or in connection with the use of this information.



		This document is not a Open Mobile Alliance™ specification, is not endorsed by the Open Mobile Alliance and is informative only.  This document is subject to revision or removal without notice.  No part of this document may be used to claim conformance or interoperability with the Open Mobile Alliance specifications.


Open Mobile Alliance™ members have agreed to use reasonable endeavors to disclose in a timely manner to the Open Mobile Alliance the existence of all intellectual property rights (IPR's) essential to the present document.  However, the members do not have an obligation to conduct IPR searches.  The information received by the members is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  Essential IPR is available for license on the basis set out in the schedule to the Open Mobile Alliance Application Form.


No representations or warranties (whether express or implied) are made by the Open Mobile Alliance™ or any Open Mobile Alliance member or its affiliates regarding any of the IPR’s represented on this “OMA IPR Declarations” list, including, but not limited to the accuracy, completeness, validity or relevance of the information or whether or not such rights are essential or non-essential.





This document is available online in PDF format at http://www.openmobilealliance.org/.


Known problems associated with this document are published at http://www.openmobilealliance.org/.


Comments regarding this document can be submitted to the Open Mobile Alliance™ in the manner published at http://www.openmobilealliance.org/documents.html. 


		Document History



		OMA-IMPS-2003-0169 – Initial Submission

		28 Aug 2003



		

		





Contents


51.
Scope (Informative)



51.1
Normative References



51.2
Informative References



62.
Terminology and Conventions



62.1
Conventions



62.2
Definitions



62.3
Abbreviations



73.
Introduction (Informative)



84.
Use Cases (Informative)



84.1
Mobile Originated Chat



84.1.1
Short Description



84.1.2
Actors



84.1.3
Pre-conditions



84.1.4
Post-conditions



84.1.5
Normal Flow



94.1.6
Alternative Flow



94.1.7
Operational and Quality of Experience Requirements



94.2
Presence Notifications



94.2.1
Short Description



94.2.2
Actors



94.2.3
Pre-conditions



94.2.4
Post-conditions



94.2.5
Normal Flow



104.2.6
Alternative Flow



104.2.7
Operational and Quality of Experience Requirements



104.3
Browser based Chat



104.3.1
Short Description



104.3.2
Actors



104.3.3
Pre-conditions



104.3.4
Post-conditions



104.3.5
Normal Flow



104.3.6
Alternative Flow



104.3.7
Operational and Quality of Experience Requirements



114.4
Interoperation between wireless and wired IM services



114.4.1
Short Description



114.4.2
Actors



114.4.3
Pre-conditions



114.4.4
Post-conditions



114.4.5
Normal Flow



114.4.6
Alternative Flow



114.4.7
Operational and Quality of Experience Requirements



124.5
Availability of mobile terminal presence information



124.5.1
Short Description



124.5.2
Actors



124.5.3
Pre-conditions



124.5.4
Post-conditions



124.5.5
Normal Flow



124.5.6
Alternative Flow



124.5.7
Operational and Quality of Experience Requirements



124.6
IM recipient cannot receive incoming messages



124.6.1
Short Description



124.6.2
Actors



124.6.3
Pre-conditions



124.6.4
Post-conditions



134.6.5
Normal Flow



134.6.6
Alternative Flow



134.6.7
Operational and Quality of Experience Requirements



145.
Requirements (Normative)



145.1
High level requirements



145.1.1
Generic Requirements for IM Services



175.1.2
Requirements For Messaging Service



185.2
Requirements for Presence Service



185.2.1
User Perspective



185.2.2
Technological Perspective



185.2.3
Service Providers and Operators Perspectives



185.3
Security



195.4
Charging



195.5
Administration and configuration



195.6
Terminal devices and smartcards



195.6.1
Terminal devices



195.6.2
Smartcards



205.7
Platforms



205.8
Network interfaces



205.9
Usability



205.10
Interoperability



205.11
IETF Protocol Requirements



205.12
3GPP Requirements



205.13
3GPP2 Requirements



21Appendix A.
<Description> (Informative/Normative)






1. Scope
(Informative)


This document details the marketing requirements for OMA IMPS service enabler.  This document includes requirements from the Wirless Village and OMA Immediate Messaging Drafting Committee.References


1.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt



		[RFC2234]

		“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt



		[WAPARCH]

		“Wireless Application Protocol Architecture Specification”, WAP-210-WAPArch-20010712-a-p, WAP Forum. URI: http://www.wapforum.org/



		[WAPWAE]

		“Wireless Application Environment Overview”, WAE WAP-236-WAESpec-20010629-p, WAP Forum. URI:  http://www.wapforum.org/



		[FRAMEWORK]

		“WAP Immediate Messaging White Paper”,  WAP Forum, 8-January-2002. URL: http://www.wapforum.org/



		[CPIM]

		Internet Draft: Common Presence and Instant Messaging (CPIM), D. Crocker et al, November 2001, URI: http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt



		[RFC2778]

		“A Model for Presence and Instant Messaging”, RFC2778, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2778.txt



		[RFC2779]

		“Instant Messaging/Presence Protocol Requirements”, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2779.txt



		

		





1.2 Informative References


		[REF]

		“RefTitle”, Source, URL





2. Terminology and Conventions


2.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


<<OR


This is an informative document, which is not intended to provide testable requirements to implementations.>>


<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>


2.2 Definitions


		Block

		Allows an IM user to prevent other entities from viewing their presence information or sending them messages.



		Conversation

		An ordered exchange of immediate messages in the context of a session between users.



		Immediate Messaging Service (IM Service)

		A system application by which a WAP client is able to provide real-time messaging and presence capabilities.



		IM Client

		An IM Service endpoint



		IM Mobile Client

		An IM Service endpoint located on a wireless device.



		IM Server

		A network entity that provides real-time messaging, directory and presence functionality.



		IM Mobile Immediate Messaging Protocol

		The interface between the IM Client and its service partner, the IM Server



		Presence

		Presence, or a model for presence, may include a combination of network state information (online or offline, location), application state information (idle or active) and user specified state information (available or busy).



		Session

		A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server.


[what is the implication of this definition of session as it relates to requirements – can be confusing]



		WAP Origin Server

		A server that can deliver appropriate content upon request from a WAP client



		

		





2.3 Abbreviations



		

		





3. Introduction
(Informative)


This document describes use cases of Immediate Messaging (IM) in mobile and requirements for a wireless IM solution within the WAP


The overall goal of this requirements document is to investigate IM service in mobile from service provider, technological and end-users’ demands.. This document contributes the development of an IM Solution for WAP, which is described in other documents from the IM Drafting Committee. 

The overall goals of a WAP IM Solution can be stated as:


· Low latency (i.e. as close to real time as possible for an IM message exchange )


· Optimized and efficient use of available wireless resources


· Interoperability & Interworking with other standardized IM solutions


· Security


· Mobility


· Unrestricted by content type


4. Use Cases
(Informative)


The following use cases are provided to further illustrate the functions and roles of the various system elements in the IM framework and the inter-related functions performed by the IM Server

4.1 Mobile Originated Chat

4.1.1  ASK  \* MERGEFORMAT Short Description


This use case provides a simple process of user 1 (Bob) setting up an IM session with user 2 (Sue) to show a simple overview how IM needs to work.

4.1.2 Actors


Sue

Bob


4.1.2.1 Actor Specific Issues


Bob wants to determine if Sue is online, and to send her an IM.


Sue will determine if she wants to IM with Bob

4.1.2.2 Actor Specific Benefits


Bob can converse with Sue via IM

Sue can control if she responds or not


4.1.3 Pre-conditions


Both Bob’s and Sue’s mobile must have an IM client.


Bob must have a session established with the IM Server.

Bob’s IM client has already synchronized its contact information with the IM server.


Sue’s client should already be synchronized with the IM server.


Sue should be on Bob’s contact list.


4.1.4 Post-conditions


The IM interaction between Bob and Sue is completed and both IM clients return to the pre-condition states

4.1.5 Normal Flow


1) Bob decides he would like to start an IM session with Sue


2) Bob selects Sue from contact list (or directly enters her user name to contact).


3) Bob composes initial message


4) Bob’s IM Client submits the message to its associated IM Server via the Mobile Immediate Messaging Protocol.


5) IM Server forwards the message to Sue using rules and settings to choose the appropriate target device or devices to alert. 

6) Sue’s terminal receives the IM indication and provides an alert to Sue.

7) Sue accepts invitation and may instantiate an IM session by replying, in which case;


a. Bob and Sue exchange messages. The IM Server and Mobile IM Clients, maintain synchronization via the Mobile Immediate Messaging Protocol 


b. Bob or Sue may return to the contact list and invite additional participants at any time.


c. IM session continues until all participants exit the IM session or the IM session times out.


4.1.6 Alternative Flow


None

4.1.7 Operational and Quality of Experience Requirements


· Client should provide a menu of know “buddies”

· Status of “buddies” should be displayed on the menu.


· Terminal should provide a method to input text for sending to other terminal.


· Terminal should support a method to notify the user of an incoming request for an IM session.


4.2 Presence Notifications


4.2.1 Short Description


Sue wants to add Bob to her contact list, and Bob has to accept the request for Sue to receive accuarate presence information regarding Bob.  This is being done using IM clients and IM servers

4.2.2 Actors

Bob


Sue

4.2.3 Pre-conditions

Both Bob and Sue have terminals that support IM and presence.

4.2.4 Post-conditions

Bob should be added to Sue’s contact list and accurate presence indicators regarding Bob should be displayed on Sue’s terminal.


4.2.5 Normal Flow

1. A Sue activates the IM Client and selects Bob to add to their contact list by either directly entering the user name or searching a directory service.


2. The Sue’s IM Client sends the subscription request to the IM Server requesting an addition to her contact list. Bob is immediately added to the Sue’s contact list but appears offline.


3. The IM Server forwards the request to Bob. 


4. Bob receives the request (either as an alert or at next log in).


5. The Bob accepts or rejects the request. If Bob rejects the request, the he continues to appear offline to Sue. If Bob accepts the request, the IM Server starts forwarding Bob’s presence information to Sue (if she is currently active)

(Bob accepts the request)

6. Bob may have multiple presence sources (Presentities) that generate presence information for the IM Server to aggregate. 


7. The Mobile IM Client maintains contact list synchronization with IM Server via the Mobile Immediate Messaging Protocol.  


4.2.6 Alternative Flow

None

4.2.7 Operational and Quality of Experience Requirements


<tbd>

4.3 Browser based Chat


4.3.1 Short Description


This use case describes how a user would initiate an IM session using a browser instead of a normal IM client.

4.3.2 Actors

Sue


Bob

4.3.3 Pre-conditions

Both users need a mobile terminal with a browser.

4.3.4 Post-conditions

Users should complete their IM session and their devices should return to an idle state.

4.3.5 Normal Flow

1. User accesses IM start page from browser


2. IM Server dynamically creates and delivers WML content 


3. User selects contact from contact list (or directly enters a user name to contact).


4. User composes initial invite message within the browser and posts to the IM server via a web server


5. IM Server creates a chat session and forwards the chat invitation to the invitee using rules and settings to choose the appropriate target device or devices to alert.


6. Invitee accepts invitation and joins chat


7. Chat participants exchange messages. The browser can simulate a real-time experience via a combination of service indications, cache operations and polling techniques. 


8. Chat continues until all participants exit chat or chat session times out.

4.3.6 Alternative Flow


None

4.3.7 Operational and Quality of Experience Requirements


4.4 Interoperation between wireless and wired IM services


4.4.1 Short Description


The following usage case assumes solely for illustrative purposes that each client is connected to a home IM server and that all service to service communication occurs between the home IM servers – alternative network topologies and functional distributions could be employed.

4.4.2 Actors

IM Client A


IM Client B


IM Server A

IM Server B


4.4.3 Pre-conditions

A connection existing between IM Server A andIM Server B.

4.4.4 Post-conditions

4.4.5 Normal Flow

1. IM Client A connects to IM Server A and IM Client B connects to IM Server B


2. Either the IM server or the IM client maintains the users' contact list


3. In order to interoperate, services must agree on a common addressing scheme (for example, MSISDN and/or name@domain) and server to server protocol. 


4. Presence information is retrieved or pushed from the IM server A to IM Client A and from IM Server B to IM Client B.

5. IM Client A selects IM Client B contact from contact list (or directly enters a user name to contact).


6. IM Client A composes initial invite message


7. IM Client A submits the message to IM Server A.


8. IM Server A routes message to IM client via IM Server B. 


9. IM Client B accepts the initial invitation and responds.  


10. Subsequent messages can either be addressed directly to the target user address or an intermediate session server can be employed

4.4.6 Alternative Flow


None

4.4.7 Operational and Quality of Experience Requirements


Both IM Clients should communicate without the users knowing they are connected to different IM servers.

4.5 Availability of mobile terminal presence information 


4.5.1 Short Description


The user can set presence state based on preference or have the network indicate that state from its available resources; the network state may be overridden by user intervention, e.g. the user may be on a call but may also be ‘active’ in terms of their IM state. The presence information is aggregated by the IM home server for distribution to authorized users.

4.5.2 Actors

4.5.3 Pre-conditions

4.5.4 Post-conditions

4.5.5 Normal Flow


4.5.6 Alternative Flow


None

4.5.7 Operational and Quality of Experience Requirements


4.6 IM recipient cannot receive incoming messages  


4.6.1 Short Description


A user may have multiple devices (PC, WAP device, mobile WAP client) capable of receiving invitations. Chat invitations may be delivered to more than one device depending on an operator’s requirements (that is, there is the possibility of simultaneous log-on by one user from multiple devices), user preferences, and the current presence status of each device.


In the case where an invitation is to be delivered to a mobile client and the device is out of coverage based on network detected or user set presence information; 


4.6.2 Actors

4.6.3 Pre-conditions

4.6.4 Post-conditions

4.6.5 Normal Flow

1. Initial invitations to IM may be accepted by the server if the server supports message caching or has a mechanism of forwarding the incoming message to the user via WAP Push or other mechanisms which support message caching.


2. If the message is cached, the initiating user should be informed that the message delivery has not been completed.


3. If the message is not accepted or is delivery subsequently fails, the user is informed that the message could not be delivered


4. At some point, the intended recipient subsequently comes back into coverage and the user’s presence changes to ‘active’.


Any cached messages are delivered to the user preserving their order of arrival or the recipient is informed that there are pending messages and can initiate delivery depending on preference.

4.6.6 Alternative Flow


None

4.6.7 Operational and Quality of Experience Requirements


5. Requirements
(Normative)


5.1 High level requirements


The requirements for Immediate Messaging have been identified from the current set of use cases and tabulated in the following sub-sections.  Unless otherwise prefixed with the tag, “OPTIONAL” all requirements in the table are “must-haves” in that a proposed solution will have to meet this requirement.


The requirements will be grouped into requirements which are to be primarily addressed by a WAP IM solution and those which are to be met as a secondary consideration.

OMA has the following principles, all of which apply to IMPS:


· Products and services are based on open, global standards, protocols and interfaces and are not locked to proprietary technologies. 


· The applications layer is bearer agnostic (examples: GSM, GPRS, EDGE, CDMA, UMTS). 


· The architecture framework and service enablers are independent of Operating Systems (OS). 


· Applications and platforms are interoperable, providing seamless geographic and inter-generational roaming.


The OMA Instant Messaging and Presence Service (IMPS) shall support four primary service elements:


· Presence


· Instant Messaging


· Groups

· Shared Content

5.1.1 Generic Requirements for IM Services

5.1.1.1 Generic Requirements for IM


		GIM-1

		The IMPS system shall support the exchange of presence information between users, mobile devices, mobile services and Internet-based instant messaging services



		GIM-2

		The IMPS system shall support the exchange of instant messages between users, mobile devices, mobile services and Internet-based instant messaging services



		GIM-3

		The IMPS system shall support one-to-one messaging



		GIM-4

		The IMPS system shall support many-to-many messaging



		GIM-5

		Instant Messages shall support text-based messaging



		GIM-6

		Instant Messages shall support multimedia content



		GIM-7

		The IMPS system shall support the creation and management of groups:


· User created groups


· Operator created groups



		GIM-8

		Groups may have open or closed membership



		GIM-9

		The IMPS system shall support Shared Content folders where users or operators can post content that can be accessed by other users of the system



		GIM-10

		The IMPS system shall support the interoperability of clients.



		GIM-11

		The IMPS system shall support interoperability between IMPS domains



		GIM-12

		The IMPS system shall support interconnection between IMPS systems on the Internet



		GIM-13

		The IMPS system shall support both operator-hosted solutions, as well as, enterprise and Internet based deployments



		GIM-14

		The IMPS system shall support deployments where the service enabler is deployed within the Mobile Operator domain



		GIM-15

		The IMPS system shall support deployments where the service enabler is deployed at the Corporate Enterprise



		GIM-16

		The IMPS system shall support deployments where the service enabler is deployed at the Internet Service Provider or Portal



		GIM-17

		The IMPS system shall support deployments where the service enabler and Service Access Point are distributed.



		GIM-18

		The IMPS system shall support access of IMPS services from a mobile terminal



		GIM-19

		The IMPS system shall support mobile terminals that do not contain an IMPS User Agent



		GIM-20

		The IMPS system shall support access of IMPS services from an Internet terminal



		GIM-21

		The IMPS system shall support interconnection between mobile and Internet terminals





5.1.1.2 Generic Presence Requirements


		GP-1

		The user shall have the ability to select who can and who cannot view their presence information



		GP-2

		Users shall be able to search for other users based on their published presence attributes



		GP-3

		The Presence Service shall support a rich set of presence attributes, including Client Status Attributes and User Status Attributes such as:


· Client device availability (my phone is on/off, in a call)


· User status (available, unavailable,)


· User status text (in a meeting, at the movies, etc…)


· Location, (device location, user text location, time zone)


· Client device capabilities (voice, text, GPRS, multimedia)


· Personal statuses such as mood (happy, angry)


· Hobbies (football, fishing, computing, dancing)





5.1.1.3 User Perspective

		GU-1

		The ability to associate IM accounts or sessions with a device 



		GU-2

		The ability to access an account from multiple physical devices



		GU-3

		The following session management facilities will be available


· start a session with IM Server


· stop a session with IM Server


· Restart a session with IM Server 



		GU-4

		Messaging Service should be able to access presence information. 



		GU-5

		Opt-in privacy policy for presence and messaging relating to:


· visibility of presence data to outside of specific user groupings


· ability to send messages to user’s not on a presence list.



		GU-6

		The The following session management facilities will be available

· suspend a session with IM Server


· resume a session with IM Server








5.1.1.4 Technological Perspective

		GT-1

		In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.



		GT-2

		Support for WAP J2K and WAP 2.x Terminals 



		GT-3

		IM solution must support a range of character sets for internationalization 



		GT-4

		Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required. 





5.1.1.5 Service Providers and Operators Perspectives

		GO-1

		The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.



		GO-2

		The ability to provision, control and administer user accounts 



		GO-3

		The ability to correlate user accounts with subscriber identities for billing and policy management 



		GO-4

		The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 





5.1.2 Requirements For Messaging Service

5.1.2.1 User Perspective

		MU-1

		Ability to have conversations with one or more users 



		MU-2

		Ability to invite additional users to a group conversation



		MU-3

		Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message. 



		MU-4

		Support for multiple active conversations with a user or group (a user may be in multiple groups) 



		MU-5

		Ability to start and stop conversations 



		MU-6

		Ability to detect when users leave a conversation



		MU-7

		Ability to view a chat history of a current conversation





5.1.2.2 Technological Perspective

		MT-1

		The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:


· Intended recipient is unresponsive 


· Capabilities of recipient mobile device



		MT-2

		Ability to provide non-delivery notification 



		MT-3

		Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.



		MT-4

		The service must support message content types in addition to plain-text 





5.1.2.3 Service Provider and Operators Perspective

		MO-1

		The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.



		MO-2

		Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:


· message size


· traffic volume


· number of messages


· type of content 





5.2 Requirements for Presence Service

5.2.1 User Perspective

		PU-1

		The ability to control a published presence state



		PU-2

		The ability to control the release of a user’s presence data (privacy management, opt-in, blocking) 



		PU-3

		The ability to subscribe to and monitor other user’s presence state



		PU-4

		The ability to be notified when the presence state of a monitored user changes



		PU-5

		The ability to set a user specified status that over-rides all other presence states 





5.2.2 Technological Perspective

		PT-1

		The ability to store a presence list on the IM server and distribute the list to any device used to access the account



		PT-2

		The ability to store multiple presence properties from multiple presence sources for a single user 



		PT-3

		The ability to protect access to presence information from unintended watchers



		PT-4

		The ability to manage and restore presence information in a reliable and consistent manner in the event of a full or partial system failure  (goal)



		PT-5

		The ability to notify the user agent on new presence list access requests 



		PT-6

		The ability to accept or deny new subscription requests. The user requesting a subscription should not be able to determine whether a subscription request has been denied 



		PT-7

		The ability to notify the user agent on presence status changes 





5.2.3 Service Providers and Operators Perspectives

		PO-1

		The ability to set policy of control and manage inter-service and intra-service access to presence information 





5.3 Security


		GS-1

		The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.



		GS-2

		The ability of the user to confirm the identity of a user in the following cases:


· A user initiating a message


· A user requesting addition to a presence list


· A user receiving presence information


· A user accessing profile data (from the perspective of managing policy)


· A user initiating privacy policy changes

In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.






		GS-3

		Support anonymous user registration



		GS-4

		Protection against denial-of-service, infiltration, and other attacks on the system 



		GS-5

		Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism. 



		GS-6

		It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level. 


Note in implementation this requirement is superseded by the service provider’s privacy policy. 



		GS-7 

		Individual Application level security for message exchange and presence data.





5.4 Charging


<This clause identifies the high level charging needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.5 Administration and configuration


<This clause identifies the high level administration and configuration needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.6 Terminal devices and smartcards


5.6.1 Terminal devices


		GM-1

		Alignment and compatibility with the OMA architecture 



		GM-2

		Support 
for standardized markup language 



		GM-3

		The ability to operate on a non-persistent connection (may require synchronization and message caching)





5.6.2 Smartcards


<This clause identifies the high level smartcard needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.7 Platforms


<This clause identifies the high level platform needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.8 Network interfaces


<This clause identifies the high level network interface needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.9 Usability


<This clause identifies the usability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.10 Interoperability


<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


5.11 IETF Protocol Requirements  


RFC2779 (http://www.ietf.org/rfc/rfc2779.txt)was created by the IMPP Working Group to serve as informative guidance as to the messaging and presence protocol requirements that any IM and Presence protocol proposed by an IETF should adhere to.   Some RFC2779 recommendations are applicable to mobile immediate messaging and may provide some guidance while developing IM protocols.


CPIM (http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt) are Internet Drafts created by the IMPP Working Group that serves as informative guidance as a framework for common operations with specific IM protocols, a presence schema and message format.  CPIM is only an internet draft (and thus subject to change), but may provide guidance while developing IM protocols.

5.12 3GPP Requirements


Due to copyright policies OMA is not able to reproduce the 3GPP requirements in an OMA document, but we are able to provide references to the 3GPP stage-1 documents.


3GPP requirements for Instant Messaging can be found in document 3GPP TS22.340

3GPP requirements for Group Management can be found in document 3GPP TS22.250

3GPP requirements for Presence can be found in document 3GPP TS22.141

5.13 3GPP2 Requirements


Due to copyright policies OMA is not able to reproduce the 3GPP2 requirements in an OMA document, but we are able to provide references to the 3GPP2 stage-1 documents.


3GPP2 requirements for Instant Messaging can be found in document 3GPP2 S.R0061

3GPP2 requirements for Presence can be found in document 3GPP2 S.R0062

Appendix A. <Description>
(Informative/Normative)


<This annex provides additional information to support the requirements, and is explicitly identified as being either informative or normative. Requirements shall be presented at a high level, and not assume or imply the implementation of the requirements>
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