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1. Scope

The scope of this document is limited to the Enabler Release Definition of MLS (Mobile Location Service) according to OMA Release process and the Enabler Release specification baseline listed in section 5. 

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[23.271]
	 3GPP TS 23.271 Release 6 http://www.3gpp.org/ftp/Specs/latest/Rel-6/23_series/

	[MLS RD]
	“MLS Requirements Document”, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

	[MLS AD]
	“MLS Architecture Document”, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

	[MLP 3.1]
	“Mobile Location Protocol v3.1 Enabler Release”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[MLP 3.2]
	“Mobile Location Protocol v3.2”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[MLP DTD]
	“MLP 3.2 DTDs”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[RLP 1.0]
	“Roaming Location Protocol v1.0”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[RLP DTD]
	“RLP 1.0 DTDs”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[SUPL RD]
	“SUPL Requirements Document”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/


2.2 Informative References

	
	None


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

The formal notation convention used in sections 8 and 9 to formally express the structure and internal dependencies between specifications in the Enabler Release specification baseline is detailed in [CREQ].

3.2 Definitions

	Enabler Release
	Collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc.  The specifications that are forming an enabler should combined fulfil a number of related market requirements.

	Minimum Functionality Description
	Description of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.


3.3 Abbreviations

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	OMA
	Open Mobile Alliance


4. Introduction


This document outlines the Enabler Release Definition for MLS Enabler and the respective conformance requirements for clients and servers implementations claiming compliance to it as defined by Open Mobile Alliance across the specification baseline.

The OMA Location WG continues the work started in LIF (Location Interoperability Forum) and, at the same time, broadens its scope and maintains and converges all location specifications owned by OMA.

The OMA Mobile Location Service V1.0 (MLS V1.0) consists of a set of location specifications complying with 3GPP Release 6 LCS Specification. The set of specifications in MLS V1.0 consist of MLP V3.2 [MLP 3.2] and RLP V1.0 [RLP 1.0]. 

MLP V3.2 describes the protocol between an MLS client and a Location Server. In the 3GPP context, MLP V3.2 was chosen to be an instantiation of the stage 3 specifications for the Le reference point [23.271]. 
RLP V1.0 describes the protocol between two Location Servers. In the 3GPP context, RLP V1.0 will be an instantiation of the stage 3 specifications for the Lr reference point [23.271]. Addtionally RLP V1.0 will be an instantiation of a reference point between SUPL Providers with the purpose to transport information between SUPL Providers to enable positioning of roaming SUPL Enabled Terminals [SUPL RD]. Examples of such information are coarse position used when generating GPS assistance data or the actual GPS assistance data.
[23.271] also describes the Lid/Lpp reference points. This Enabler Release does not contain a protocol specification for these reference points. Later MLS releases however plan to do so.

Figure 1 shows an architectural diagram of MLS, its components and interfaces.
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Figure 1: MLS Reference Points

5. Enabler Release Specification Baseline

This section is normative.

The MLS Enabler Release consists of the following specifications:

· MLS Requirements Document, see [MLS RD]

· MLS Architecture Document, see [MLS AD]

· MLP 
V3.2 Technical Specification, see [MLP 3.2]

· MLP V3.2 DTD’s in machine processable form [MLP 3.2 DTD]
· RLP V 1.0 Technical Specification, see [RLP 1.0]

· RLP V1.0 DTD’s in machine processable form [RLP DTD]

This release builds on an earlier Enabler Release [MLP 3.1] which consisted of MLP 3.1 specification and associated DTDs. The present MLS Enabler Release updates MLP with bug fixes and new features as well as it adds the first version of RLP.

The DTD’s described in [MLP 3.2] and [RLP 1.0] are attached in machine processable form for the convenience of implementers of the specification.

Location Enabler handles information very personal and private in nature. Even if there are exceptions, for example in certain regions and/or use cases (emergency calls), there are a list of obligations applicable for all the parties involved. Hence, all the implementations of Location Enabler SHALL fulfil the requirements for protecting the privacy of the user of the located device as follows:

1. Location MUST NOT be released unintentionally to another party.

2. Any party (the mobile network operator’s server, any other server, the terminal device) aiming at releasing the location MUST ensure that there is the target user’s consent to release it to this exact destination before the delivery. This rule applies to all the parties separately in a possible deployment where the location is fetched and delivered through a chain of parties. In case of emergency call in a certain region, this consent MAY be considered implicit, hence overriding all the other privacy rules.

3. Ultimately, all OMA Location specifications enable two main sources for location, network-based Location Servers and Mobile Terminal Platforms. The same privacy requirements, principles and policies are valid in both of these cases.

4. There are two alternatives for the implementation of how a network-based Location Server SHALL protect the target user’s privacy before delivery;

· To request verification from the target user herself. Target user SHALL have a reasonably easy and practical means to deny the location delivery.

· To request verification from a database where the target user’s pre-defined settings are stored. The host/manufacturer of this database SHALL provide the target user with a reasonably easy and practical means to manage, maintain, update and request the status of her privacy settings at any time. The host of the database MUST ensure that no unauthorized party can have access or manipulate those settings. There are no restrictions, however, in which form and in which physical residence the database is implemented. In case consent to location delivery was not gotten based on the database, the verification MAY be requested from the target user, as described above.

5. There are two alternatives for the implementation of how the Mobile Terminal Platform SHALL protect the target user’s privacy before delivery:

· To request verification from the target user herself. Target user SHALL have a reasonably easy and practical means to deny the location delivery.

· To request verification from a database where the target user’s pre-defined settings are stored. The host/manufacturer of this database SHALL provide the target user with a reasonably easy and practical means to manage, maintain, update and request the status of her privacy settings at any time. The host of the database MUST ensure that no unauthorized party can have access or manipulate those settings. There are no restrictions, however, in which form and in which physical residence the database is implemented. In case consent to location delivery was not gotten based on the database, the verification MAY be requested from the target user, as described above.

In deployments where the subscriber purchases the Location Service (position) from the Mobile Network Operator and uses the result for an independent 3rd party Application Service, both requirements 4 and 5 apply in sequence. It should be noted that the consumer SHALL have a right and means not to disclose the ultimate target where the location is delivered after purchase.

6. Minimum Functionality Description for MLS 1.0 

This section is informative.

6.1 Mobile Location Protocol (MLP)

The Mobile Location Protocol (MLP) is an application-level protocol for querying the position of mobile stations independent of underlying network technology. The MLP serves as the interface between a Location Server and a location-based application. 
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Possible realizations of a Location Server are the GMLC, which is the Location Server defined in GSM and UMTS, and the MPC, which is defined in ANSI standards. Since the Location Server should be seen as a logical entity, other implementations are possible.

In the most scenarios an LCS client initiates the dialogue by sending a query to the Location Server and the server responds to the query.

MLP can be implemented using various transport mechanisms. Currently, the only mapping defined is a mapping to HTTP.
6.2 Roaming Location Protocol (RLP)

This protocol is also known as Inter-Location Server Mobile Location Protocol.

The picture below shows the general arrangement. Functional Requirements for both Application to Location Server interface and inter-Location Server interface for 3GPP networks may be found in 23.271 Rel6 [23.271]. Protocol specifics for Application to Location Server interface can be found in [MLP 3.2].
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RLP can be implemented using various transport mechanisms. Currently, the only mapping defined is a mapping to HTTP.
7. Conformance Requirements Notation Details

This section is informative 

The tables in following chapters use the following notation:

Item:
Entry in this column MUST be a valid ScrItem according to [IOPPROC].

Feature/Application:
Entry in this column SHOULD be a short descriptive label to the Item in question.

Status:
Entry in this column MUST accurately reflect the architectural status of the Item in question.

· M means the Item is mandatory for the class

· O means the Item is optional for the class

· NA means the Item is not applicable for the class

Requirement:
Expression in the column MUST be a valid TerminalExpression according to [IOPPROC] and it MUST accurately reflect the architectural requirement of the Item in question.
8. ERDEF for MLS 1.0 - Client Requirements

This section is normative.
	Item
	Feature / Application
	Status
	Requirement

	OMA-ERDEF-MLS-C-001
	MLS Enabler
	M
	OMA-ERDEF-MLS-C-002
OR 
OMA-ERDEF-MLS-C-003
OR 
OMA-ERDEF-MLS-C-004

	OMA-ERDEF-MLS-C-002
	MLS Client
	O
	MLP 3.2:MCF

	OMA-ERDEF-MLS-C-003
	Requesting Location Server
	O
	RLP 1.0: MCF AND NOT (RLP-D-C-003 AND 
RLP-V-C-010 AND 
RLP-V-C-012)

	OMA-ERDEF-MLS-C-004
	Home Location Server
	O
	RLP 1.0: MCF


Table 1 ERDEF for MLS Client-side Requirements

9. ERDEF for MLS 1.0 - Server Requirements

This section is normative.

	Item
	Feature / Application
	Status
	Requirement

	OMA-ERDEF-MLS-S-001
	MLS Enabler
	M
	OMA-ERDEF-MLS-S-002
OR 
OMA-ERDEF-MLS-S-003
OR 
OMA-ERDEF-MLS-S-004

	OMA-ERDEF-MLS-S-002
	Requesting Location Server 
	O
	MLP 3.2:MSF

	OMA-ERDEF-MLS-S-003
	Home Location Server 
	O
	RLP 1.0: MSF AND NOT
(RLP-D-S-003 AND
RLP-V-S-010 AND
RLP-V-S-012)

	OMA-ERDEF-MLS-S-004
	Visited Location Server
	O
	RLP 1.0:MSF


Table 2 ERDEF for MLS Server-side Requirements
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