Doc# OMA-PAG-2005-0079-XDM-PoC-AdditionalDescription.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2005-0079-XDM-PoC-AdditionalDescription.doc
Change Request



Change Request

	Title:
	Additional description for PoC XDM
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG WG

	Doc to Change:
	OMA-TS-PoC_XDM-V1_0-20050128-D

	Submission Date:
	29 Jan 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Petr Gotthard, Siemens AG, petr.gotthard@siemens.com
Nilo Mitra, Ericsson, nilo.mitra@ericsson.com
Jan Forslow, Sonim, jforslow@sonimtech.com

	Replaces:
	n/a


1 Reason for Change

After removing the [CPCP] references, the description of “actions” and “transformations” needs to be extended.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve for inclusion in the latest version of the latest PoC XDM Specification.

6 Detailed Change Proposal

All references to [XDMSPEC] “6.6.1” should be changed to “6.6.2”.

** Next change **

5.1.1
Structure

The structure of a PoC Group document is based on a <list-service> template. Each <list-service> document SHALL describe one PoC Group.

NOTE: It is hoped that the <list-service> document described in this release to define a PoC Group can be reused and, if needed, extended by other service enablers.

The PoC Group document SHALL conform to the structure of the <list-service> document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element

a) SHALL include a “uri” attribute representing the PoC Group identity;

b) MAY include any other attributes from any other namespaces for the purposes of extensibility;

c) MAY include a <display-name> containing a human readable name;

d) MAY include a <list> element representing the group members;

e) MAY include a <ruleset> element representing the authorization policy associated with this group;

f) MAY include a <max-participant-count> element;

g) MAY include any other elements from any other namespaces for the purposes of extensibility.
Each <list> element SHALL be composed of a sequence of zero or more elements, each of which MAY be

a) an <entry> element containing a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user;

b) an <external-list> element containing an XCAP URL identifying a URI List stored in the Shared XDMS (as defined in [SHAREDXDM]). 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in [COMMONPOL];

b) the <external-list> element as defined in [XDMSPEC] Section 6.6.2;

c) the <other-identity> element as defined in [XDMSPEC] Section 6.6.2;
d) the <is-list-member> element as defined in Section 5.1.3.

Other types of <conditions> elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the PoC server ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements defined in Section 5.1.3:

a) the <allow-conference-state> element

b) the <allow-invite-users-dynamically> element

c) the <join-handling> element

d) the <allow-initiate-conference> element

e) the <allow-anonymity> element

The <transformations> child element of any <rule> element MAY include the following child elements defined in Section 5.1.3:

a) the <is-key-participant> element

** Next change **

5.1.5
Validation constraints

The PoC Group document SHALL conform to the XML Schema described in section 5.1.3, with the clarifications given in this sub‑clause.

The value of the “uri” attribute in the <list-service> element SHALL be in the format of a SIP URI.

The value of the “uri” attribute in the <list-service> element SHALL be unique amongst all PoC Group documents spanning all “users” trees stored across all PoC XDMS in a service provider’s domain. 

If this “uri” attribute value does not conform to any local policy or the uniqueness constraint described above, the PoC XDMS SHALL respond with an HTTP “409 Conflict” response as described in [XCAP]. The error condition SHALL be described by the <uniqueness-failure> error element.

If the Conference URI violated additional constraints imposed by local policy, the “phrase” attribute SHOULD be set to “URI constraint violated”.

NOTE 1: The rendering of any “phrase” attribute to a human user is a user interface issue, and is not standardized.

NOTE 2: If the server decides to use the “phrase” text as defined in this specification, it will ignore the received HTTP Accept-language header value. 

If the <uniqueness-failure> element in the received HTTP “409 Conflict” response includes an “alt-value” element, the XDM Client SHOULD repeat the XCAP request using a “uri” attribute chosen from one of the values provided in the received “alt-value” elements.

If the value proposed by the XDMC for the <max-participant-count> exceeds the value determined by the PoC XDMS, an HTTP “409 Conflict” response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set to “Maximum number of participants exceeded”.

The value of an <entry> element SHALL contain a syntactically valid PoC Address (see [OMA-POC-CP]).

If the value proposed for the <entry> element does not conform to the syntax of a supported URI, the PoC XDMS SHALL return an HTTP “409 Conflict” response including the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “URI syntax error”.

If the XDMC adds an <entry> element to the <list> element whose “uri” attribute matches that of another <entry> element already present, the PoC XDMS SHALL return an HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Duplicate entry”.

The XUI value of the XCAP URI in an <external-list> element SHALL be the same as that of the PoC Group document.

5.1.6
Data Semantics

The PoC Group document SHALL conform to the semantics described in this sub‑clause.

The value of the “uri” attribute in the <list-service> element represents a PoC Group Identity.

The <list> element contains the members of a Pre-arranged PoC Group (see [OMA-POC-CP]). 

The <list> element is not present for a Chat PoC Group (see [OMA-POC-CP]). 

The <entry> child element of <list>, if present, contains either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]) identifying a group member. The value of an <entry> element SHALL contain a syntactically valid PoC Address (see [OMA-POC-CP]).

The <list> element may contain <external-list> child elements referenceing URI Lists stored in the Shared XDMS (as defined in [SHAREDXDM]). Such referenced URI lists are constrained to belong to the same user as that of the PoC Group document.

The <max-participant-count> element indicates the maximum number of participants allowed by the document owner in the PoC group session. The usage of this parameter is described in [OMA-POC-CP]. 

The <is-list-member> “condition” element is used to match those entries that are on the group member‑list to determine what actions the PoC server should take before setting up a pre-arranged PoC session (See [OMA-POC-CP]). The <is-list-member> “condition” cannot be used for a PoC Chat Group session.

The <join-handling> element defines the action that the PoC Server performing the Controlling PoC Function is to take when processing a particular request to join a PoC Group Session. The semantics of the <join-handling> elemenent is defined in [OMA-POC-CP] section 7.2.1.6. The value is of an enumerated integer type:
“block”
instructs the PoC Server to block the access to the PoC Session. This is the default value taken in the absence of the element. This value is assigned the numeric value of 0.
“allow”
instructs the PoC Server to accept the access to the PoC Session. This value is assigned the numeric value of 1.
The <allow-initiate-conference> “action” is used to indicate that the identity matching this rule is allowed to initiate a pre‑arranged PoC group session. The semantics of the <allow-initiate-conference> is described in [OMA-POC-CP] section 7.2.1.14. The value is of a Boolean type:
“false”
instructs the PoC Server to prevent the user from initiating the pre‑arranged PoC Group Session. This is the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to initiate the pre‑arranged PoC Group Session.
The <allow-invite-users-dynamically> “action” is used to represent whether the identity is allowed to instruct the PoC Server performing the Controlling PoC Function to invite a user to a PoC Session. The semantics of the <allow-invite-users-dynamically> element is defined in [OMA-POC-CP] section 7.2.1.15. The value is of a Boolean type:
“false”
instructs the PoC Server to prevent the user from inviting additional participants. This is the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to invite additional participants.
The <allow-anonymity> “action” is used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The value is of a Boolean type:
“false”
instructs the PoC Server to block an anonymous access to the PoC Session. This is the default value taken in the absence of the element.

“true”
instructs the PoC Server to accept an anonymous access to the PoC Session.
The <allow-conference-state> “action” is used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The semantics of the <allow-conference-state> element is described in [OMA-POC-CP] section 7.2.1.11.1. The value is of a Boolean type:
“false”
instructs the PoC Server to block the subscription to the “conference” event package. This is the default value taken in the absence of the element.

“true”
instructs the PoC Server to accept the subscription to the “conference” event package.
The <is-key-participant> “transformation” is used to indicate that the identity matching this rule is a ”distinguished participant”. The semantics of the “distinguished participant” is defined in [OMA-POC-AD]. The value is of a Boolean type:
“false”
instructs the PoC Server to treat the user as a normal participant. This is the default value taken in the absence of the element.

“true”
instructs the PoC Server to treat the user as “distinguished participant” if the one-to-many-to-one topology is used.
** Next change **

5.2.6
Data Semantics

The PoC User Access Policy document SHALL conform to the semantics for the “conditions” and “actions” described in [COMMONPOL] and extended in [XDMSPEC] section 6.6.2, together with the clarifications required for the PoC service as given in this sub‑clause.

When evaluating a “rule” against an identity, the value of an “id” element, if present, is compared against that identity to see if the “rule” is applicable.

If present, the “domain” child element of “identity” is used to create a simple rule matching all identities from a particular domain or only certain identities, using the <except> child element, in that domain.

The PoC User Access Policy document MAY contain references to URI Lists stored in Shared XDMS (as defined in [SHAREDXDM]).

If present, the “external-list” element SHALL contain a XCAP Document URI with a “resource-lists” AUID and an XUI value that is the same as the one used in the PoC User Access Policy Document URI.

The “allow-invite” element defines the action the PoC Server is to take when processing a PoC session invitation for a particular user. This element SHALL have one of the following three values, whose use is described in [OMA-POC-CP] section 7.3.2.2. The value is of an enumerated integer type:

“reject”
instructing the PoC server to automatically reject the invitation. This is the default value taken in the absence of the element. This value is assigned the numeric value of 0.
“pass”
instructing the PoC server to not reject the invitation. This value is assigned the numeric value of 1.
“accept”
instructing the PoC server to automatically accept the invitation. This value is assigned the numeric value of 2.
** End of changes **
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