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1 Reason for Change

This contribution addresses the following consistency review comments from Nortel Networks:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A003
	2007.01.24
	E
	3.2
	Source: Nortel Networks
Form: Review Contribution
Comment: Definition of  “Group Usage List”  does not align with that in the XDMv2 ETR specification. 

Proposed Change: Should adopt the definition in the ETR, which is more definitive:
Group Usage List   A list of group names or service URIs that are known by an XCAP Client 
	Status: OPEN



	A005
	2007.01.24
	E
	3.2
	Source: Nortel Networks

Form: Review Contribution

Comment: Definition of  “Shared User Profile”  does not align with that in the XDMv2 ETR specification. 

Proposed Change: Should adopt the definition in the ETR, which is more definitive:

Shared User Profile   A set of user information that can be used by a number of different services for storing and searching user information
	Status: OPEN




In Section 3.2 (Definitions) of the latest version of the Enabler Test Requirements document (OMA-ETR-XDM-V2_0-20061219-D), Group Usage List and Shared User Profile are defined as follows:  
	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client

	:

:
	

	Shared User Profile
	A set of user information that can be used by a number of different services for storing and searching user information


However, in Section 3.2 (Definitions) of the latest version of the Requirements Document (OMA-RD-XDM -V2_0-20061219-D), Group Usage List and Shared User Profile are defined as follows:  

	Group Usage List
	List of group communication addresses and their usages

	:

:
	

	Shared User Profile
	A set of data that contains personal information of interest e.g. when finding new chat contacts


For consistency, the two sets of definitions should be aligned.  The definitions in the Enabler Test Requirements document should be adopted as they are more definitive. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below for the latest version of the Requirements Document.
6 Detailed Change Proposal

3.2 Definitions
	Access Control Policy
	A set of lists (e.g., access control lists, such as, accept/reject lists) and associated rules on how they apply to incoming requests.

	Access Permissions
	A set of rules that defines which Principals have rights to perform which XDM functions on a specific document

	Client
	A device, user agent, or other entity that acts as the receiver of a service. (Source: [OMA-DICT])

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.

	Lawful Interception
	The legal authorization, process, and associated technical capabilities and activities of Law Enforcement Agencies related to the timely interception of signalling and content of wire, oral, or electronic communications.

	Primary Principal
	The Primary Principal is the user associated with the XCAP User Identity, which defines where the document resides.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities (Source: [OMA-DICT])

	Service Provider
	A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator

	Shared Group
	A Group which can be used by multiple enablers

	Shared URI List
	A URI List that can be used by multiple enablers

	Shared User Profile
	A set of user information that can be used by a number of different services for storing and searching user information

	Subscription Authorisation Policy
	An example of access control policy for Presence, which specifies whether a particular watcher (i.e. principal) is authorised to subscribe to a certain set of events.

	URI List
	A collection of URIs put together for convenience.  

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [OMA-DICT])
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