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1 Reason for Change

There exist inconsistencies and other issues with requirements outlined in the XDM 2.1 requirements document (RD).  The purpose of this CR is to address these issues and to clarify the requirements relating to permissions.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG is kindly requested to examine the following change request, and to agree to the changes herein.
6 Detailed Change Proposal

Change 1:  6.1.1 General
	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 1.0

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier - i.e., a URI according to RFC 2396.
	XDM 1.0

	
	
	

	
	1) 
	

	
	2) 
	

	GEN-004
	A document SHALL be access controlled.
	XDM 2.1

	
	1) 
	

	
	2) 
	

	GEN-005
	Authorisation policy SHALL apply on a per XML document basis.
	XDM 2.1

	GEN-006
	The XDM enabler SHALL allow an authorised Principal to access and manage stored documents from any capable device type over any capable network.
	XDM 1.0

	GEN-007
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authoried end-users and/or multiple devices is allowed.
	XDM 1.0

	GEN-008
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	XDM 1.0

	GEN-009
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 1.0

	GEN-010
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	XDM 1.0

	GEN-011
	XDM documents SHALL support multiple character sets.
	XDM 1.0

	GEN-012
	A document MAY be associated with XDM history information. The type of data contained in the XDM history is described in section Error! Reference source not found..
	Future release

	GEN-013
	The XDM history management SHOULD be supported when the Delegation (section Error! Reference source not found.) is supported.
	Future release

	GEN-014
	The XDM enabler SHALL support interfaces that are access technology neutral.
	XDM 1.0

	GEN-015
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	XDM 1.0


Table 1: Functional Requirements -General

Change 2:  6.1.2 Delegation (Editor’s note: this sub-section to be completely removed)
	
	
	

	
	
	

	
	
	

	
	
	



Change 3:  6.1.3 Document Management Functions
The sub-sections below identify the set of available document management functions.

	Label
	Description
	Enabler Release

	FUNC-DMT-001
	Document management functions SHALL be controlled by permissions which determine the capabilities available to a principal wishing to perform such functions in each document. 
	XDM 1.0

	FUNC-DMT-002
	It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular principals is equivalent to assigning the corresponding set of permissions.
	Future release 

	FUNC-DMT-003
	Permissions MAY be assigned at any time from creation to deletion of the document.  
	Future release 

	FUNC-DMT-004
	At the creation of a document, the default permissions of the document SHALL prevent all Principals, except the Primary Principal of the document, to perform any document management functions. 
	Future release 

	FUNC-DMT-005
	Principals who try to perform a document management function SHALL first be authenticated.
	XDM 1.0 

	FUNC-DMT-006
	The creator of a document SHALL become the Primary Principal of the document.
	XDM 1.0 

	
	
	

	FUNC-DMT-007
	There SHALL always be one and only one Primary Principal of a document.
	XDM 1.0 

	FUNC-DMT-008
	It SHOULD be possible for Principals with the appropriate permission to query the permissions applied to a specific document.
	XDM 1.0 

	
	
	

	
	1) 
	

	
	2) 
	

	
	3) 
	

	FUNC-DMT-009
	A Principal with appropriate management permissions MAY be able to set the expiry time of a document to a value that does not exceed the maximum expiry time set by the service provider.
	Future release 

	FUNC-DMT-010
	An expired document MAY be deleted automatically.
	Future release

	FUNC-DMT-011
	All permissions associated with a document SHALL be deleted upon deletion of this document.
	Future release


Table 3: Functional Requirements –Document Management
Change 4:  6.1.3.1 Create

	Label
	Description
	Enabler Release

	FUNC-CREAT-001
	Principals with appropriate permissions SHALL be able to create a document
	XDM 1.0


Table 4: Functional Requirements –Document Management Create
Change 5:  6.1.3.2 Retrieve

	Label
	Description
	Enabler Release

	FUNC-RETR-001
	Principals with appropriate permissions SHALL be able to retrieve a document
	XDM 1.0


Table 5: Functional Requirements –Document Management Retrieve
Change 6:  6.1.3.3 Copy

	Label
	Description
	Enabler Release

	FUNC-COPY-001
	Principals with appropriate permissions SHALL be able to copy documents within the same XDMS instance, or to another XDMS instance.
	Future release


Table 6: Functional Requirements –Document Management Copy

Change 7:  6.1.3.4 Delete

	Label
	Description
	Enabler Release

	FUNC-DEL-001
	Principals with appropriate permissions SHALL be able to delete a document.
	XDM 1.0


Table 7: Functional Requirements –Document Management Delete

Change 8:  6.1.3.5 Modify

	Label
	Description
	Enabler Release

	FUNC-MOD-001
	Principals with appropriate permissions SHALL be able to modify a document.
	XDM 1.0


Table 8: Functional Requirements –Document Management Modify
Change 9:  6.1.3.6 XDM Forward

	Label
	Description
	Enabler Release

	FUNC-FWD-001
	The XDM Enabler MAY support the forwarding of documents.
	Future release

	FUNC-FWD-002
	If forwarding is supported, the Principals with appropriate permissions SHALL be able to forward documents to other principals.
	Future release

	FUNC-FWD-003
	If forwarding is supported the forwarding Principal SHALL be able to filter the contents of a document without affecting the original document, before the document is forwarded to other principals so that the receiving Principal(s) receives the filtered document.
	Future release

	FUNC-FWD-004
	If forwarding is supported the Principals receiving the forwarded documents SHALL be able to accept or reject those documents. 
	Future release

	FUNC-FWD-005
	If forwarding is supported, the receiving Principals who accept forwarded documents SHALL own the forwarded document and SHALL be regarded as creators of those documents.
	Future release


Table 9: XDM Forward
Change 10:  6.1.3.7 Suspend

	Label
	Description
	Enabler Release

	FUNC-SUSP-001
	Principals with appropriate permissions SHALL be able to suspend access to and use of a document.
	Future release

	FUNC-SUSP-002
	When access to and use of a document is suspended, no operation SHALL be permitted on the document, except to take it out of the suspend state or to delete it.
	Future release


Table 10: Functional Requirements –Document Management Suspend

Change 11:  6.1.3.8 Resume

	Label
	Description
	Enabler Release

	FUNC-RESM-001
	Principals with the appropriate permission SHALL be able to resume access to and use of a suspended document.
	Future release

	FUNC-RESM-002
	After a resume operation, all operations SHALL be possible to be performed on that document.  A subsequent resume operation SHALL be ignored.
	Future release


Table 11: Functional Requirements –Document Management Resume
Change 12:  6.1.3.9 Search

1.1.3.9 Search

	Label
	Description
	Enabler Release

	FUNC-SRCH-001
	The XDM Enabler MAY support search.
	XDM 2.0

	FUNC-SRCH-002
	If search is supported, it SHALL be possible to search for the existence of certain content (e.g., the identifier of a User) in a document.
	XDM 2.0

	FUNC-SRCH-003
	If search is supported, it SHALL be possible to search for the existence of a document based on meta-data associated with the document.
	Future release

	FUNC-SRCH-004
	If search is supported, it SHALL be possible for a User performing a search and for the Service Provider to limit the number of search results.
	XDM 2.0

	FUNC-SRCH-005
	If search is supported, it SHALL be possible to search documents hosted by the Service Provider. 
	XDM 2.0

	FUNC-SRCH-006
	If search is supported, it MAY be possible to search documents hosted by other Service Providers.
	XDM 2.0

	FUNC-SRCH-007
	If search is supported, the content of search results SHALL be subject to Service Provider policy or end-user privacy settings.
	Future release

	FUNC-SRCH-008
	If search is supported, it SHALL be possible to use wildcards in the search criteria when searching documents.
	XDM 2.0

	FUNC-SRCH-009
	If search is supported, search SHALL be limited to one document type (e.g. Shared Group document) at a time.
	XDM 2.0

	FUNC-SRCH-010
	If search is supported, the XDM enabler MAY provide a mechanism to limit local Shared User Profile searches to users who have a searchable Shared User Profile.
	Future release

	FUNC-SRCH-011
	If search is supported, the XDM Client SHALL be able to use basic logical operations (AND, OR, NOT) when searching documents.
	XDM 2.0

	FUNC-SRCH-012
	If search is supported, the XDM Enabler SHALL combine the search results of all the entities in the service provider’s domain when sending a response to the XDM Client. 
	Future release 

	FUNC-SRCH-013
	If search is supported, the XDM enabler MAY combine search responses received from other service providers.
	XDM 2.0

	FUNC-SRCH-014
	If search is supported, the Service Provider SHALL be able to limit the number of logical operations in a search request.
	XDM2.0

	FUNC-SRCH-015
	If search is supported, a User performing a search MAY specify which information the User wants to receive as a result of the search.
	XDM2.0


Table 12: Functional Requirements –Document Management – Search

Change 13:  6.1.3.10 Subscription to changes
	Label
	Description
	Enabler Release

	FUNC-SUBCHG-001
	Principals with appropriate permissions SHALL be able to subscribe to and receive notifications regarding updates to documents.
	XDM 2.0


Table 13 : Functional Requirements –Subscription to changes
Change 14:  6.2.1 Access Permissions
Access Permissions defines which principals have rights to perform which XDM functions on the associated document.

	Label
	Description
	Enabler Release

	
	Access Permissions SHALL include the following data:
	

	ACP-001
	1) Identities of the principals who have access permissions to the associated document, including their human readable name.
	Future release

	ACP-002
	2) Operations these principals are allowed to perform in the associated document. Operations SHALL include following XDM functions:
	Future release

	ACP-003
	a) Retrieve
	Future release

	ACP-004
	b) Search
	Future release

	ACP-005
	c) Subscription for changes
	Future release

	ACP-006
	d) Write
	Future release

	ACP-007
	e) Delete
	Future release

	ACP-008
	f) Create
	Future release

	ACP-009
	g) Copy
	Future release

	ACP-010
	h) Forward
	Future release

	ACP-011
	i) Suspend
	Future release

	ACP-012
	j) Resume
	Future release

	ACP-013
	The Primary Principal of the associated document is the only one, who SHALL have rights to modify the Access Permissions.
	Future release

	ACP-014
	The Primary Principal SHALL always be allowed to modify Access Permissions on his/her document.
	XDM 2.1

	ACP-015
	A Primary Principal SHALL be able to authorise other Principals to perform operations based on associated Access Permissions.
	Future release

	ACP-016
	A Primary Principal SHALL be able to delegate authorisation granting authority to other Principals (i.e. a delegate Principal).  A delegate Principal SHALL then be able to authorise other Principals to perform operations based on associated Access Permissions.
	Future release

	
	An XCAP resource (as specified in [RFC4825]) SHALL be associated with Access Permissions.  XCAP resources SHALL include at least the following:
	

	ACP-017
	1) An XML document;
	XDM 2.1

	ACP-018
	2) An element within an XML document;
	Future release

	ACP-019
	3) An attribute of an element within an XML document.
	Future release


Table 21: Access Permissions Document

Change 15:  Normative References update.
2.1 Normative References
	[Dict]
	“Dictionary for OMA Specifications”, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org

	[Privacy_Req]
	“OMA Privacy Requirements for Mobile Services”, Open Mobile Alliance™, URL: http://www.openmobilealliance.org 

	 [RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,  URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2396]
	IETF RFC 2396 “Uniform Resource Identifiers (URI): Generic Syntax”, T. Berners-Lee et al, August 1998, URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg, et al, June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)”, J. Rosenberg, May 2007, URL:http://www.ietf.org/rfc/rfc4825.txt

	[XDM_RD-V1_0]
	"XML Document Management Requirements", Version 1.0, Open Mobile Alliance(, OMA-RD-XDM-V1_0, URL: http://www.openmobilealliance.org/
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