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1 Reason for Change

Update to Presrules RFC #.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  Modify section 2.1
2.1 Normative References
	OMA
	

	[OMA–DM-v1-1-2]
	OMA Device Management, V1.1.2, Open Mobile Alliance(, (based on SyncML DM), OMA-DM-V1_1_2. URL: http://www.openmobilealliance.org/ 

	[OMA-DM-v1-2]
	OMA Device Management, V1.2, Open Mobile Alliance(, ( based on SyncML DM), OMA-DM-V1_2, URL: http://www.openmobilealliance.org/

	[PRESAC]
	“Presence Application Characteristics file of Presence V1.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0002_presence-V1_0, URL: http://www.openmobilealliance.org/

	[PRESAD]
	“Presence using SIMPLE”, Version 1.1, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[PRESDDS]
	“Presence SIMPLE Data Specification”, Version 1.0, Open Mobile Alliance(, OMA-DDS-Presence_ SIMPLE-V1_0, URL: http://www.openmobilealliance.org/

	[PRESMO]
	“OMA Management Object for SIMPLE Presence”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_MO-V1_1, URL: http://www.openmobilealliance.org/

	[PRESREQ]
	“Presence Requirements”, Version 1.1, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[PRESXDM]
	“Presence XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM- V1_1, URL: http://www.openmobilealliance.org/

	[Provisioning Content] 
	OMA – Provisioning Content V1.1, Open Mobile Alliance(, 
URL: http://www.openmobilealliance.org/

	[RLSXDM]
	“RLS XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM- V1_1, URL: http://www.openmobilealliance.org/

	[SharedXDM]
	“Shared XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Shared-V1_1, URL: http://www.openmobilealliance.org/

	[XDMSPEC]
	“XML Document Management Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_1, URL: http://www.openmobilealliance.org/

	
	


	IETF
	

	[PARFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., November  14, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-08.txt)

Note: IETF Draft work in progress

	[PARNOT]
	Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., February 26. 2007, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-09.txt)

Note: IETF Draft work in progress

	[PARPUBLISH]
	" Publication of Partial Presence Information", M.LonnforsA. Niemi et al., February 9, 2007, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-06.txt)

Note: IETF Draft work in progress

	
	



	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, (:http://www.ietf.org/rfc/rfc2119.txt)

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al., January 1999, RFC 2246, (http://www.ietf.org/rfc/rfc2246.txt)

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, RFC 2387, (http://www.ietf.org/rfc/rfc2387.txt)

	[RFC2392]
	“Content-ID and Message-ID Uniform Resource Locators”, E. Levinson, Aug. 1998, RFC 2392, (http://www.ietf.org/rfc/rfc2392.txt)

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2818]
	“HTTP Over TLS”, E. Rescorla, May 2000, RFC 2818, (http://www.ietf.org/rfc/rfc2818.txt)

	[RFC3261]
	"Session Initiaton Protocol (SIP)", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3320]
	“Signaling Compression (SigComp)”, Price, R., et al., Jan. 2003, RFC 3320, (http://www.ietf.org/rfc/rfc3320.txt)

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, Peterson, J.,  Nov. 2002, RFC 3323, (http://www.ietf.org/rfc/rfc3323.txt)

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, Jennings, C., et al, Nov. 2002, RFC 3325, (http://www.ietf.org/rfc/rfc3325.txt)

	[RFC3485]
	“The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, Garcia-Martin, M.,  et al.,Feb. 2003, RFC 3485, (http://www.ietf.org/rfc/rfc3485.txt) 

	[RFC3486]
	“Compressing the Session Initiation Protocol (SIP)”, Camarillo, G.,  Feb. 2003, RFC 3486, (http://www.ietf.org/rfc/rfc3486.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, RFC 3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A Watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3858]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Aug. 2004, RFC 3858, (http://www.ietf.org/rfc/rfc3858.txt)

	[RFC3859]
	“Common Profile for Presence (CPP)”, J.Peterson, Aug. 2004, RFC 3859, (http://www.ietf.org/rfc/rfc3859.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC3966]
	“The tel URI for Telephone Numbers”. H. Schulzrinne, Dec. 2004, ,  (http://www.ietf.org/rfc/rfc3966.txt)

	
	


	
	

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, (http://www.ietf.org/rfc/rfc4234.txt)

	
	


	
	


	[RFC4483]
	"A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages", E. Burger, Ed, May 2006 ,URL: http://www.ietf.org/rfc/rfc4483.txt

	
	


	[RFC4660]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al, Sep 2006
(http://www.ietf.org/rfc/rfc4660.txt)

	[RFC4661]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al, Sep 2006, (http://www.ietf.org/rfc/rfc4661.txt)

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., August 2006, (http://www.ietf.org/rfc/rfc4662.txt)

	[RFC5025]
	“Presence Authorization Rules”, J. Rosenberg, December 2007, RFC 5025, (http://www.ietf.org/rfc/rfc5025.txt)

	3GPP/3GPP2
	

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228, Release 6,  2005

	[3GPP TS 24.109]
	“Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, 3GPP TS 24.109, Release 6

	[3GPP TS 24.141]
	“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TR 24.141, Release 6, 2005

	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229, Release 6, 2005

	[3GPP TS 26.141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs (Release 6)”, 3GPP, 2005

	[3GPP TS 32.240]
	“Charging management; Charging architecture and principles”,3GPP TS 32.240, Release 6, 2005

	[3GPP TS 32.260]
	“Charging Management; IP Multimedia Subsystem (IMS) Charging”, 3GPP TS 32.260, Release 6, 2005

	[3GPP TS 33.203]
	“Access Security for IP-based services”, 3GPP TS 33.203, Release 6, 2005

	[3GPP2 C.P0071-0]
	“IP Multimedia Domain(MMD) Codecs and Transport Protocols”, Revision 0, Version 1.0, 3GPP2, 2005

	[3GPP2 S.R0086-A]
	“IMS Security Framework”, Revision A, Version 1.0, 3GPP2, 2004

	[3GPP2 X.P0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2005

Note: Work in progress, estimated availability January 2006.

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP2 X.S0013-008-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Accounting, Information Flows and Protocol”, Revision A, Version 1.0, 3GPP2, 2005


2.2 Informative References

	[3GPP TS 23.141]
	 “Presence Service; Architecture and functional description”, 3GPP TS 23.141, Release 6, 2005

	[3GPP TS 29.228]
	“IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents”, 3GPP TS 29.228 Release 6 2005

	[3GPP2 S.R0062-0]
	"Presence for Wireless Systems Stage 1 Requirements", Revision 0, Version 1.0,  2002

	[3GPP2 X.S0013-003-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia (IMS) session handling; IP Multimedia (IM) call model; Stage 2”, Revision A, Version 1.0, 2005

	[3GPP2 X.S0013-006-A]
	“All-IP Core Network Multimedia Domain: Cx Interface based on the Diameter Protocol; Protocol Details”, Revision A, 2005

	[3GPP2 X.S0027-001-0]
	“Presence Service; Architecture and functional description”, Revision 0, Version 1.0, 3GPP2, 2004

	
	


	
	


	[RFC4474]
	“Enhancements for Authenticated Identity Management in the Session Initiation Protocol (SIP)”, J.Peterson et al., August 2006, (http://www.ietf.org/rfc/rfc4474.txt)


Change 2:  Modify section 5.4.3.2

5.4.3.2 Applying Presence Authorisation Rules

The authorisation decision in the PS SHALL be determined based on authorisation policies defined by the service provider (local policy) and the Presence Authorisation Rules document stored in the Presence XDMS.
Presence Information is considered very sensitive personal information; therefore an authorisation mechanism SHALL be supported. 

The PS SHALL apply the Presence Authorisation Rules to all authenticated SUBSCRIBE requests and outgoing notifications for the presence event package.

When the Presentity changes the Presence Authorization Rules, the PS SHALL ensure it applies the Presence Authorization Rules with those most recent changes.  The Presence Authorization Rules can be changed either directly, when the Presence Authorization Rules document stored in Presence XDMS is updated, or indirectly, when the URI Lists stored in the Shared XDMS and referenced in the Presence Authorization Rules document are updated. The mechanism to achieve this is out of scope of this specification.
As defined in [PRESXDM] the Presence Authorisation Rules has two parts defined by the Presentity:

· Subscription Authorisation Rules, which determine if a Watcher is allowed to subscribe to the Presentity’s Presence Information; and
· Presence Content Rules, which determine the subset of the Presentity’s Presence Information the Watcher is allowed to watch.

When a SUBSCRIBE request is received for the presence event package, the PS SHALL fetch the Presentity’s Presence Authorisation Rules document stored in the Presence XDMS according to the procedures defined in [XDMSPEC] section 6.1.1. When fetching the document, the PS SHALL construct the HTTP URI as follows: 

· Set the XCAP Root URI as described in [XDMSPEC];
· Set the AUID to “org.openmobilealliance.pres-rules” as defined in [PRESXDM]; and

· Set the XUI to the SIP URI or tel URI of the Presentity. 

For example, the HTTP URI of the Presence Authorisation Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pres-rules/users/sip:user@domain.com/presrules, if the XCAP Root URI is http://xcap.example.com/services.

The PS SHALL determine which rules in the Presence Authorisation Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDMSPEC] section 6.6.2.3, with the following clarifications:

· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]) in the SUBSCRIBE request to determine the URI value(s) used for matching against a conditions element;

· If a presence subscription is identified as anonymous (see section 7.1), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDMSPEC];

NOTE 1: Handling of anonymous presence subscription is different from handling described in [RFC5025].  

· If an attempt to resolve an <external-list> condition element fails, the PS SHALL check if the evaluated URI value(s) match any other rule with <external-list> condition element and if not, the PS SHALL apply the “block” action defined below; and

NOTE 2: In this case, default rules defined by <other-identity> element are ignored.

· If there is no matching rule then the PS SHALL apply the “block” action defined below. 
After evaluating the combined permissions the PS SHALL handle the subscription for this Watcher based on the value of the <sub-handling> action as follows:

·  if the value is “block” or there is no value, then the PS SHALL reject the subscription by responding to the SUBSCRIBE request to rules and procedures of [RFC5025] section 3.2;
· if the value is “polite-block”, then the PS SHALL politely block the subscription following the procedures defined in section 5.4.3.2.1;
· if the value is “confirm”, then the PS SHALL place the subscription in “pending” state according to rules and procedures of [RFC5025] section 3.2. The further treatment of the subscription will depend on the local policy of the PS, a typical example of such a local policy is the request for “reactive authorisation” from the Presentity; or
· if the value is “allow”, then the PS SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025] section 3.2 and apply the Presence Content Rules defined under the “transformations” element of the matched rules as specified in [PRESXDM].

While Watcher subscriptions are active, a Presentity may update its Subscription Authorization Rules. The PS SHALL re-evaluate the subscription state for each Watcher based on the new Subscription Authorization Rules. For example, a Presentity may decide to block subscriptions from a Watcher. If the Watcher has active subscriptions to the Presentity, the PS terminates these subscriptions and blocks any future subscription requests from this Watcher.

Furthermore, while Watcher subscriptions are active a Presentity may update its Presence Content Rules. The PS SHALL re-determine the subset of the Presentity’s Presence Information the Watcher is allowed to watch. For example, a Presentity may decide to stop disseminating specific presence elements to its Watchers. In such a case the PS will generate presence notifications that will omit those specific presence elements. 
NOTE 3: The mechanism for the PS to ensure that updates to the Presence Authorization Rules are being applied to active Watcher subscriptions is out of scope of this specification.
5.4.3.2.1  Polite blocking

Polite blocking is a mechanism to deny providing Presence Information updates , while indicating to the Watcher that the subscription is active.  

If the result of applying Subscription Authorisation Rules is to perform polite blocking (see section 5.4.3.2), the PS SHALL perform the following:

1) The PS SHALL respond to the SUBSCRIBE request according to rules and procedures of [RFC5025] section 3.2;
2) The PS SHALL then send only one NOTIFY request to the PS, with the following content:

a) provide only the <tuple> elements of the “raw presence document” of the Presentity indicating that the Presentity is “unwilling” and “unavailable” for communication (see [PRESDDS] for the exact details of how these states are mapped to relevant Presence Information Elements). If further child elements are contained in the “raw presence document” within the <tuple> elements apart from “willingness” and “availability”, they SHALL be omitted by the PS. 

b) not provide <device> and <person> information elements, if existent in the Presentity’s “raw presence document” 

c) perform all the next stages in the Presence Information processing framework, as they are listed in section 5.4.3 and detailed in relevant sub-sections (e.g. apply filtering, partial notifications, throttling, etc.).
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