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1 Reason for Change

This contribution addresses CPM-HLF-002 and CPM-CONV-006 (see change 2 and 3 for description of these requirements).
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the XDM2.1 RD.
6 Detailed Change Proposal

Change 1:  Section 6.3.1.5 “Shared User Access Policy Document”
	Label
	Description
	Enabler Release

	
	The User SHALL be able to specify the following preferences for how an Application Server is to handle an incoming communication request:
	

	DOC-UAP-001
	1) Reject the request.
	XDM 2.0

	DOC-UAP-002
	2) Accept the request and send immediately to the User.
	XDM 2.0

	DOC-UAP-003
	3) Store to a specified Offline Communication Storage.  
	XDM 2.0

	
	4) Perform Automatic Answer Mode procedures, as follows:
	

	DOC-UAP-004
	a. Auto answer: This indicates whether the Application Server is to perform Automatic Answer Mode procedures.
	XDM 2.0

	DOC-UAP-005
	b. Allow manual answer override: When the communication request contains a request to override Manual Answer Mode procedures, this indicates whether the Application Server is to perform Automatic Answer Mode procedures or reject the communication request.
	XDM 2.0

	
	The User SHALL be able to specify different preferences for handling incoming communication requests, depending on:
	

	DOC-UAP-006
	1) The identity of the request initiator.
	XDM 2.0

	DOC-UAP-007
	2) Whether the request initiator has requested anonymity.
	XDM 2.0

	
	3) The message-type associated with the request, which MAY be one of the following:
	

	DOC-UAP-008
	a. Session-based message
	XDM 2.0

	DOC-UAP-009
	b. Pager mode message
	XDM 2.0

	
	4) The media-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-010
	a. File transfer
	XDM 2.0

	DOC-UAP-011
	b. Audio
	XDM 2.0

	DOC-UAP-012
	c. Video
	XDM 2.0

	DOC-UAP-013
	d. PoC speech
	XDM 2.0

	DOC-UAP-014
	e. Group advertisement
	XDM 2.0

	
	5) The service-type associated with the request, which MAY be one or more of the following:
	

	DOC-UAP-015
	a. A particular service enabler defined by OMA (e.g. PoC, IM).
	XDM 2.0

	DOC-UAP-016
	6) The priority associated with the request (i.e. “non-urgent”, “normal”, “urgent”, and “emergency”)
	XDM 2.1


Table 27: Shared User Access Policy Document
Change 2:  Appendix B “CPM Requirements”

	CPM-HLF-002
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses

· his devices

· the message type

· the Media Types
· the message priority
	CPM V1.0
	1) TBD

2) TBD

3) DOC-UAP-008 to DOC-UAP-009
4) DOC-UAP-010 to DOC-UAP-014

5) DOC-UAP-016


Change 3:  Appendix B “CPM Requirements”
	CPM-CONV-006
	The CPM Enabler SHOULD allow CPM User to set preferences for storing the CPM Messages based on the Media forms (e.g. store text and voice messages but delete video messages or streams).
	CPM V1.0
	DOC-UAP-003
DOC-UAP-010 to DOC-UAP-014


Appendix B. CPM Requirements
(Informative)

Editor’s Note: This appendix lists the CPM requirements that have possible XDM dependencies (see OMA-MWG-CPM-2008-0171R04).  This appendix is intended to track the requirements in the XDM 2.1 RD section 6 which are derived from the CPM requirements.  This traceability should assist PAG in developing the necessary CRs and verifying that all CPM requirements have been covered.  Also, it should assist those outside of PAG (e.g. MWG-CPM) to verify CPM-related requirements during the RD Review and Consistency Review.

This appendix shall be maintained by the editor and is temporary (to be deleted prior to XDM 2.1 enabler reaching candidate status).
	Label
	Description
	Enabler Release
	XDM 2.1 RD Label

	CPM-HLF-002
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses

· his devices

· the message type

· the Media Types
· the message priority
	CPM V1.0
	???

	CPM-HLF-012
	The CPM Enabler SHALL be able to reject a CPM Message or a CPM Session Invitation based on the recipient user’s preferences, e.g. originator address (blacklist), undisclosed sender identity, or message type/content.
	CPM V1.0
	DOC-UAP-001,

DOC-UAP-006,

DOC-UAP-007,

DOC-UAP-008 to DOC-UAP-014,

DOC-UAP-015

	CPM-HLF-013
	The CPM User SHALL be able to set and manage his preferences within multiple User Preferences Profiles. User Preferences Profiles may be created according to different scenarios, such as Home, Office, Travel, Sleep, Meeting etc.
	CPM V1.0
	TBD

	CPM-HLF-014
	For each of his devices, the CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile, even if the profile was created using a different device.
	CPM V1.0
	TBD

	CPM-HLF-014a
	The CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile for address and device combinations.
	CPM V1.1
	???

	CPM-HLF-015
	The CPM Enabler SHALL allow the CPM User to set his User Communication Preferences.

Examples of scope of settings:
· Settings applying to all the devices that he chooses
· Individual settings per device
· Per contact or category of contacts
The settings can be grouped inside the User Preferences Profiles.
	CPM V1.0
	???

	CPM-HLF-016
	The CPM Enabler SHALL be able to expose a CPM User’s Communication Capabilities to other Principals based on user preferences (e.g. to his contacts in the CPM User’s address book).
	CPM V1.0
	No XDM impact
(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-HLF-017
	The CPM Enabler SHALL be able to provide an Authorized Principal with the Communication Capabilities information for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If Communication Capabilities are available, the Communication Capabilities MAY be made available to the CPM User's address books.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-HLF-018
	The CPM Enabler SHALL be able to provide an Authorized Principal with the User Communication Preferences for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If User Communication Preferences are available, the User Communication Preferences MAY be made available to the CPM User's address books.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-HLF-019
	The CPM Enabler SHALL be able to expose to other Principals (e.g. his contacts in the CPM User’s address book) a CPM User’s preferred communication means. A user’s preferred communication means are based on his User Communication Preferences and his Communication Capabilities.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-HLF-020
	The CPM Enabler SHALL be able to provide an Authorized Principal with the preferred communication means that his contacts expose. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If the preferred communication means of a CPM User’s contact are available, the data MAY be made available to the CPM User's address books.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)


Table 28: High-Level Functional Requirements
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	
	Stand-alone Messaging:
	
	

	CPM-CONV-001
	The CPM Enabler SHALL be able to deliver CPM Messages in immediate mode if the recipient is available and his preferences allow it.
	CPM V1.0
	DOC-UAP-002

	CPM-CONV-002
	The CPM Enabler SHALL allow CPM User to set preferences for the message handling mechanism used by the CPM Enabler in case the CPM User is not available for receiving the CPM Message (e.g. not registered in the home network, user does not wish to receive it immediately), e.g.:

· Discard the CPM Message while providing a notification to the sender based on service provider policies and sender’s preferences
· Defer the CPM Message
· Store the CPM Message in the network-based storage
· Deliver the message via a Non-CPM Communication Service, via interworking
	CPM V1.0
	TBD

	CPM-CONV-003
	The CPM Enabler SHALL defer CPM Message delivery according to service provider policies (e.g. hold for specific time period, hold only a certain number of messages) and based on user’s preferences.
	CPM V1.0
	No XDM impact
User preference part overlaps with CPM-CONV-002 (defer); otherwise, SP policy (hold for specific time or certain number of messages) is out-of-scope for XDM.

	CPM-CONV-004
	The CPM Enabler SHALL be able to modify a CPM Message (e.g. content adaptation and/or content removal) based on recipient’s preferences (e.g. device settings), Communication Capabilities, and/or service provider’s policies.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-CONV-005
	The CPM Enabler SHALL be able to re-direct an incoming CPM Message to any address based on the user defined preference/settings, Communication Capabilities, and service provider policies, relating to Media Types and/or content adaptation.
	CPM V1.0
	No XDM impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-CONV-006
	The CPM Enabler SHOULD allow CPM User to set preferences for storing the CPM Messages based on the Media forms (e.g. store text and voice messages but delete video messages or streams).
	CPM V1.0
	???

	
	CPM Sessions:
	
	

	CPM-CONV-019
	The CPM Enabler SHALL allow a CPM User to join or rejoin an ongoing CPM Group Session if the set of CPM Group Membership Rules for the CPM Group are satisfied (e.g. excluding banned users).
	CPM V1.0
	DOC-GRP-006

	CPM-CONV-020
	The CPM Enabler SHALL provide a mechanism to invite/remove/ban Participants to/from the ongoing CPM Group Session based on the CPM Group Membership Rules (e.g. limitation to conference initiator only).
	CPM V1.0
	DOC-GRP-009, 
DOC-GRP-025, 
DOC-GRP-006

	CPM-CONV-022
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a Pseudonym depending on the CPM Group and service provider's policy.
	CPM V1.0
	DOC-GRP-008

	CPM-CONV-026
	The CPM Enabler MAY allow an Authorized Principal to join a CPM Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other Participants, subject to service provider policies.
	CPM V1.1
	No XDM impact
SP policy is out-of-scope for XDM.

	CPM-CONV-029
	The CPM Enabler SHALL allow a CPM User to get information (e.g. a list) of the available Public Chat Rooms.
	CPM V1.1
	DOC-GRP-034
A Group may include a <searchable> element to indicate that the Group Identity can be returned in a search request.  So CPM-CONV-029 can be satisfied by setting the <searchable> element to “true” for all “Public Chat Rooms”.
NOTE: There is currently no concept of a “public” group – access to groups is determined by the set of rules containing the <join-handling> action.

	CPM-CONV-031
	The CPM Enabler SHALL allow a CPM User to dynamically add/modify/remove continuous Media during a CPM Session, according to group and service provider policies.
	CPM V1.0
	DOC-GRP-026, 
DOC-GRP-027

	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0
	???

	CPM-CONV-034
	The CPM Enabler SHOULD allow the CPM User to automatically accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants based on the Communication Capabilities and user preferences.

In this case, the CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0
	No XDM Impact

(PRS/PDE, see OMA-PAG-2008-0655)

	CPM-CONV-035
	A CPM Enabler MAY allow a CPM User to set a preference for the delivery mechanism in case he is not available (e.g. not registered in the home network) for receiving a CPM Session:

· Reject the CPM Session
· Establish the CPM Session via a Non-CPM Communication Service, via interworking
	CPM V1.0
	TBD


Table 29: High-Level Functional Requirements – Conversation Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-DEF-003
	When the expiry time associated with a Deferred Message is reached the CPM Enabler SHALL take one of the following actions according to user preferences and/or service provider’s policy:

· Discard the CPM Message
· Store the CPM Message in the network-based storage
· Extend the expiry time of the CPM Message
	CPM V1.0
	???


Table 30: High-Level Functional Requirements – Management of Deferred Messages Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-GRP-001
	The CPM Enabler SHOULD allow an Authorized Principal to set or update values for parameters like group information and the CPM Group Membership Rules for a CPM Pre-defined Group.
	CPM V1.0
	MD-ACP-001,
MD-ACP-005

	CPM-GRP-003
	The CPM Enabler MAY allow an Authorized Principal to search for CPM Group Sessions based on given criteria about the CPM Group Session.
	CPM V1.1
	DOC-GRP-034

	CPM-GRP-004
	The CPM Enabler MAY allow an Authorized Principal to view all or a subset of the CPM Group information (e.g. CPM Group Membership Rules, list of Participants, etc.) based on service provider policies.
	CPM V1.0
	No XDM impact
SP policy is out-of-scope for XDM.

	CPM-GRP-005
	The CPM Enabler MAY allow an Authorized Principal to create a CPM Pre-defined Group on behalf of another Principal and transfer ownership rights over the group to that Principal.
	CPM V1.1
	MD-ACP-001,
MD-ACP-007

	CPM-GRP-006
	The CPM Enabler MAY allow the following continuous Media specific floor control: 

· Media burst control
based on the group’s policies. 
	CPM V1.0
	TBD

	CPM-GRP-007
	The CPM Enabler MAY allow an Authorized Principal with a mechanism to ask for notifications of changes to the CPM Group Membership Rules of the groups he/she is part of, according to service provider's policy.
	CPM V1.1
	No XDM impact
SP policy is out-of-scope for XDM.

	CPM-GRP-008
	The CPM Enabler MAY provide a mechanism to send information about a CPM Pre-defined Group to CPM Group members, e.g. for purposes to advertise a newly created group.
	CPM V1.0
	FUNC-GRPAD-002


Table 31: High-Level Functional Requirements – CPM Group Handling Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-PRS-002
	The CPM Enabler MAY support a set of CPM-specific presence parameters on behalf of the CPM Users that derive from different Communication Capabilities (e.g. video-busy).
	CPM V1.1
	No XDM Impact

(PRS/PDE, see OMA-PAG-2008-0655)


Table 32: High-Level Functional Requirements – Presence Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-MED-008
	If two or more continuous Media are simultaneously exchanged in the same CPM Session, or if there is more than one CPM Conversation containing continuous Media in parallel, the CPM Enabler SHOULD provide the means to filter the continuous Media based on the user's preferences (e.g. session priority, listen to one voice/audio stream only), Communication Capabilities, and service provider's policy.
	CPM V1.1
	Future release?


Table 33: High-Level Functional Requirements – Media Support Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-STOR-003
	The CPM Enabler SHALL be able to store 

· CPM Messages
· CPM Sessions as CPM Session Histories
· CPM Conversations as CPM Threads 
· Media
in the user's network-based storage according to the user's preferences and/or service provider's policy.
	CPM V1.0
	No XDM impact

User preferences related to network-based storage is CPM-specific.  One option may be a “Network Storage XDMS” to store Network Storage related policies configurable by the user.

	CPM-STOR-004
	The CPM Enabler SHALL allow the CPM User to set preferences (e.g. enable/disable, filtering criteria) whether to automatically store CPM Messages, CPM Sessions, CPM Conversations and Media (e.g., when CPM Messages are received and sent) in his/her network-based storage.
	CPM V1.0
	No XDM impact

	CPM-STOR-009
	The CPM Enabler SHALL, according to the user’s preferences (e.g. filtering criteria, enable/disable automatic synchronization) and/or the service provider's policy, support the synchronization of : 

· the stored CPM Messages or CPM Session Histories 
· the CPM Threads 
· the Media
· the list of stored CPM Messages and/or CPM Session Histories and/or Media 
between the local storage of the CPM User’s device(s) and CPM User’s network-based storage.
	CPM V1.0
	No XDM impact

	CPM-STOR-017
	The CPM Enabler SHALL be able to store Media from incoming CPM Messages in the network-based storage, and allow the CPM User to receive CPM Messages without the Media by including a link to access this Media in the network-based storage, based on user’s preferences and service provider’s policies.
	CPM V1.0
	No XDM impact

	CPM-STOR-025
	The CPM Enabler SHALL be able to record actions being performed on a Principal’s network-based storage.

Actions Example: uploaded/modified/removed some specific items (Media, CPM Threads, CPM Messages, CPM Session Histories).
	CPM V1.0
	No XDM impact


Table 34: High-Level Functional Requirements – Network-based Storage Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-MLD-001
	The CPM Enabler SHALL be able to deliver either the entire CPM Message or a notification of an available CPM Message to all or a subset of the devices of the CPM User based on message characteristics, Communication Capabilities, user preferences and/or service provider's policy. 
	CPM V1.0
	???

	CPM-MLD-002
	The CPM Enabler SHALL be able to deliver continuous Media to all or a subset of the devices with which the CPM User is registered based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policy.
	CPM V1.0
	???

	CPM-MLD-003
	The CPM Enabler SHALL send delivery notification and/or read reports to all or a subset of the devices of the CPM User dependent upon the user preferences and/or service provider's policy.
	CPM V1.0
	???

	CPM-MLD-006
	The CPM Enabler SHALL be able to deliver a CPM Session Invitation to all or a subset of the devices of the CPM User dependent upon the user's preferences, device capabilities and/or service provider's policy.
	CPM V1.0
	???

	CPM-MLD-xxx
	The CPM Enabler SHALL be able to, when the CPM User has accepted the CPM Session Invitation on one of his/her devices, based on CPM User settings and service provider's policy, keep the outstanding CPM Session Invitations pending on the other devices left pending until acceptance, rejection, or expiration (instead of cancelling these outstanding CPM Session Invitations immediately).
	CPM V1.1
	???

	CPM-MLD-yyy
	The CPM Enabler SHALL be able to, when the CPM User has rejected the CPM Session Invitation on one of his/her devices, based on CPM User settings and service provider's policy, keep the outstanding CPM Session Invitations pending on the other devices until acceptance, rejection, or expiration (instead of cancelling these outstanding CPM Session Invitations immediately).
	CPM V1.1
	???

	CPM-MLD-016
	The CPM Enabler SHALL keep all CPM Threads, a subset of the CPM Threads, or a subset of stored CPM Messages / CPM Session Histories, the whole folder hierarchy (where CPM Messages, CPM Session Histories and/or CPM Threads are stored) or a subset of the folder hierarchy up-to-date on all of the end-user’s devices, irrespective of on which device these messages are created (e.g. drafts) and/or received, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0
	???

	CPM-MLD-017
	The CPM Enabler SHALL keep all stored CPM Messages-states (e.g. “read-indications”, “reply-indications”, etc) up-to-date on all of the end-user’s devices, irrespective of on which device changes to these CPM Messages-states occur, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0
	???


Table 35: High-Level Functional Requirements – Multi-devices Environment Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-MAD-004
	The CPM Enabler SHALL allow a CPM User to have a common set of preference settings for all or a subset of his/her CPM Addresses.
	CPM V1.0
	TBD


Table 36: High-Level Functional Requirements – Multiple CPM Addresses Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-IWF-008
	When interworking towards a Non-CPM Communication Service that does not support sessions or invitations, depending on user preferences and service provider policies, the CPM Enabler SHALL be able to:

· Accept a CPM Session Invitation on behalf of a non-CPM User
· Reject the CPM Session Invitation
· Convert a CPM Session Invitation towards an inviting message, and accept a response from the non-CPM User to the inviting message
	CPM V1.0
	No XDM impact

	CPM-IWF-013
	When provided with presence support, a CPM User MAY be able to subscribe to Presence Information of a user that uses a Non-CPM Communication Service that supports Presence Information exchange.
	CPM V1.0
	No XDM impact
PAG’s current working assumption is that this is also out-of-scope for PRS/PDE.

	CPM-IWF-014
	For a CPM User provided with presence support, it MAY be possible to make available Presence Information of that CPM User towards Non-CPM Communication Service that supports Presence Information exchange.
	CPM V1.0
	No XDM impact
PAG’s current working assumption is that this is also out-of-scope for PRS/PDE.

	CPM-IWF-015
	When provided with presence support, a CPM User MAY be provided with information generated by the CPM Enabler about users of a Non-CPM Communication Service that does not support Presence Information exchange (e.g. indication of “non-CPM Service”).
	CPM V1.0
	No XDM impact
PAG’s current working assumption is that this is also out-of-scope for PRS/PDE.


Table 37: High-Level Functional Requirements – Interworking Items
	Label
	Description
	Enabler Release
	XDM 2.1 Label

	CPM-SEC-002
	The CPM Enabler SHALL allow a CPM Service to provide CPM Users with Content Screening based on user preferences and service provider policies.
	CPM V1.1
	No XDM impact

	CPM-SEC-003
	The CPM Enabler SHOULD allow a CPM Service to protect CPM Users against Unwanted Messaging, according to the user’s preferences and service provider policies.
	CPM V1.1
	No XDM impact

	CPM-SEC-004
	The CPM Enabler MAY allow a CPM Service to protect CPM Users against Malware, according to the user’s preferences and service provider policies.
	CPM V1.1
	No XDM impact
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