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1 Reason for Change

Legacy OMA IM requirements in the IM RD appendix need to be integrated in section 6. This CR proposes suggested wording for some of them so that they can be removed from the appendix.
2 Impact on Backward Compatibility

None known
3 Impact on Other Specifications

None known
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to discuss and accept the following proposed changes to be included in the IM RD.
6 Detailed Change Proposal
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Appendix A. Detailed Requirements
(Informative)


This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to 
ossible
e sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.


		Unique identifier for the requirement

		The source for the requirement.

		The description of the requirement with “requirement level” as defined by www.ietf.org/rfc/rfc2119.txt

		Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.

		Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL

		Identifier of any related requirement(s)

		Use Case reference

		Other information



		Req UID

		Source

		Requirement

		Rel 

		Pri
(1=MUST
2=SHOULD
3=OPTIONAL)

		Rel Req

		UC

		Comment



		GU-2

		[OMA1]

		The ability to access an account from multiple physical devices

IM Service users SHALL have the ability to access an account simultaneously from multiple devices having different capabilities

Remark: a definition for an account is needed

		 

		 

		 

		 

		 



		GU-3

		[OMA1]

		The following session management facilities will be available

		 

		 

		 

		 

		 



		

		

		-    start a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    stop a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    Restart a session with IM Server

		 

		 

		 

		 

		 



		GU-4

		[OMA1]

		Messaging Service should be able to access presence information.

The  IM Service SHALL have the ability to utilize the capabilities of a Presence Enabler.

		 

		 

		 

		 

		 



		GU-5

		[OMA1]

		Opt-in privacy policy for presence and messaging relating to:

		 

		 

		 

		 

		 



		

		

		       visibility of presence data to outside of specific user groupings

		 

		 

		 

		 

		 



		

		

		       ability to send messages to user’s not on a presence list.

		 

		 

		 

		 

		 



		GU-6

		[OMA1]

		The The following session management facilities will be available

		 

		 

		 

		 

		 



		

		

		-    suspend a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    resume a session with IM Server

		 

		 

		 

		 

		 



		

		[OMA1]

		

		

		

		

		

		



		 

		 

		 

		 

		 

		 

		 

		 



		GT-1

		[OMA1]

		In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.

The IM Service SHALL make efficient use of bandwidth by using appropriate compression and encoding techniques for the transport

		 

		 

		 

		 

		 



		GT-2

		[OMA1]

		Support for WAP J2K and WAP 2.x Terminals 

Out of scope: delete




		 

		 

		 

		 

		 



		GT-3

		[OMA1]

		IM solution must support a range of character sets for internationalization

The IM Service SHALL support a range of character sets for internationalization


 

		 

		 

		 

		 

		 



		GT-4

		[OMA1]

		Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required.

Is this in scope? Suggest to delete




		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GO-1

		[OMA1]

		The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.

The IM Service SHOULD allow users to stop a session on one device and resume it on another.




		 

		 

		 

		 

		 



		GO-2

		[OMA1]

		The ability to provision, control and administer user accounts 

Is this in scope? Suggest to delete




		 

		 

		 

		 

		 



		GO-3

		[OMA1]

		The ability to correlate user accounts with subscriber identities for billing and policy management

Needs clarification: identity and account definition would be useful 

		 

		 

		 

		 

		 



		GO-4

		[OMA1]

		The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 

Needs clarification

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MU-1

		[OMA1]

		Ability to have conversations with one or more users

The IM Service SHALL allow users to have conversations with one or more users 

		 

		 

		 

		 

		 



		MU-2

		[OMA1]

		Ability to invite additional users to a group conversation

The IM Service SHALL allow users to invite additional users to a group conversation

		 

		 

		 

		 

		 



		MU-3

		[OMA1]

		Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message. 

The IM Service SHALL provide a reliable but not guaranteed delivery of messages.

Caching needs further clarification.

		 

		 

		 

		 

		 



		MU-4

		[OMA1]

		Support for multiple active conversations with a user or group (a user may be in multiple groups)

The IM Service SHALL allow users to have multiple simultaneous conversations with individual users or with groups 

		 

		 

		 

		 

		 



		MU-5

		[OMA1]

		Ability to start and stop conversations

By whom? 

		 

		 

		 

		 

		 



		MU-6

		[OMA1]

		Ability to detect when users leave a conversation

Needs more elaboration

		 

		 

		 

		 

		 



		MU-7

		[OMA1]

		Ability to view a chat history of a current conversation

The IM Service SHOULD allow users to view the history of a current conversation

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MT-1

		[OMA1]

		The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:

The IM Service SHALL have the ability to alert users that messages may not be delivered immediately for one of the following (non-exhaustive) reasons

		 

		 

		 

		 

		 



		

		

		       Intended recipient is unresponsive

		 

		 

		 

		 

		 



		

		

		       Capabilities of recipient device



		 

		 

		 

		 

		 



		MT-2

		[OMA1]

		Ability to provide non-delivery notification

The IM Service SHALL be able to provide message non-delivery notifications 

		 

		 

		 

		 

		 



		MT-3

		[OMA1]

		Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.

The IM Service SHALL maintain message sequencing and synchronization to preserve the order of a message flow

		 

		 

		 

		 

		 



		MT-4

		[OMA1]

		The service must support message content types in addition to plain-text

Already covered, suggest to delete 

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MO-1

		[OMA1]

		The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.

The IM Service MAY have the ability to interwork with IM Services based on other standardized protocols

		 

		 

		 

		 

		 



		MO-2

		[OMA1]

		Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:

		 

		 

		 

		 

		 



		

		

		       message size

		 

		 

		 

		 

		 



		

		

		       traffic volume

		 

		 

		 

		 

		 



		

		

		       number of messages

		 

		 

		 

		 

		 



		

		

		· type of content

The IM Service SHALL provide mechanisms to filter traffic on a per account basis based on the following minimum criteria:


Message size


Traffic volume


Number of messages


Content type 

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GS-1

		[OMA1]

		The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.

The IM Service SHALL authenticate a user accessing the IM System.

		 

		 

		 

		 

		 



		GS-2

		[OMA1]

		The ability of the user to confirm the identity of a user in the following cases:

		 

		 

		 

		 

		 



		

		

		       A user initiating a message

		 

		 

		 

		 

		 



		

		

		       A user accessing profile data (from the perspective of managing policy)

		 

		 

		 

		 

		 



		

		

		       A user initiating privacy policy changes

		 

		 

		 

		 

		 



		

		

		In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GS-3

		[OMA1]

		Support anonymous user registration

What for?

		 

		 

		 

		 

		 



		GS-4

		[OMA1]

		Protection against denial-of-service, infiltration, and other attacks on the system

The IM Service SHALL be designed to provide protection against denial-of-service, infiltration and other attacks 

		 

		 

		 

		 

		 



		GS-5

		[OMA1]

		Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism. 

		 

		 

		 

		 

		 



		GS-6

		[OMA1]

		It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level.

The IM Service SHALL provide the mechanisms to assure that messages are delivered to the intended recipient for example by explicitely requesting that the receiving user is authenticated.

		 

		 

		 

		 

		 



		

		

		Note in implementation this requirement is superseded by the service provider’s privacy policy. 

		 

		 

		 

		 

		 



		GS-7

		[OMA1]

		Individual Application level security for message exchange and presence data.

Needs clarification

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GM-1

		[OMA1]

		Alignment and compatibility with the OMA architecture

The IM Service SHALL be aligned with OSE 

		 

		 

		 

		 

		 



		GM-2

		[OMA1]

		Support  for standardized markup language

 Where? In message contents?

		 

		 

		 

		 

		 



		GM-3

		[OMA1]

		The ability to operate on a non-persistent connection (may require synchronization and message caching)

(is this still in scope for SIP/SIMPLE?)


The IM Service SHOULD have the ability to operate on a non persistent IP connection environment.
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