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1 Reason for Contribution

This contribution provides some comments against the current version of the GM RD that Openwave feels should be addressed before this document is approved.
2 Summary of Contribution

Please see the next section for Openwave’s recommendations.
3 Detailed Proposal

1. The definition of “Contact List” in Section 3.2 is recursive, as it defines a “Contact List” to contain “Contact List identities”.
2. The term “Contact List” is inappropriate as it is misleading.  Typically, people use the term “Contact List” as a synonym to Instant Messaging “Buddy List”.  The content of such lists usually contains some kind of address as well as a user-friendly friendly name.  In addition, the usage of such lists is radically different than what is being proposed here.  As such, Openwave believes this should be renamed to “URI list”, “identifier list”, “shared list”, or something similar.

3. Section 1, Paragraph 1, Section 4, and other places in the document, state that the scope of the document pertains to the management of “user-specific” information.  Given that information might relate to users, devices, services or other entities, Openwave proposes to remove the words “user specific”, or expand that sentence to give examples of other types of information that could be stored.
4. Section 1, Paragraph 2, states that the mechanisms to perform access control features are out of scope for this document.  While obtaining permission from a human is indeed out of scope, the GM specification does needs to provide mechanisms such as clients accessing the GM service are able to specify policies that define access control criteria pertaining to their information.  Openwave proposes to clarify or strike this paragraph from the RD.

5. Section 2.1.  Openwave seeks to clarify why the PoC RD is a normative reference.  It may be more appropriate as an informative reference.

6. Section 3.2.  The definition for “Subscription Authorization Policy” should read “particular watcher” not “particular principal”.

7. Section 3.2.  The definition for “Presence List” should not use the terms “that have all been marked as”, as this implies that there is some “marking”.  Openwave suggests “that are” or “that represent”.

8. Section 4. It is unclear whether the GM service is managing shared data (e.g. lists across service enablers) and/or whether it manages service enabler specific information.   From discussions within the PAG group it is clear it support both logical functions, and as such it would be useful to clarify this. 

9. Section 4, Paragraph 1, Sentence 2.  Intent of sentence is unclear.  We need to be defining clear terminology, and this sentence seems to have the opposite effect.  Proposal is to remove the sentence.

10. Section 4, Bullet List, Item 4.  A Presence Authorization List only defines policies relating to whether watchers are allowed to subscribe to a particular presentity, but do not define what information they can access.  Openwave would propose to use the definition from the appropriate PAG document

11. Section 4, Paragraph after the bullet list: Replace “lists” with “documents”, as the previous sentence just explained how they are not just lists.

12. Use Case 5.1.1, First paragraph.  Remove “by the device” as this could be interpreted in multiple ways, i.e. one could argue it is the end-user or the application.

13. Use Case 5.1.2.  This is a good use-case in terms of the functionality it exposes, but in our opinion, the end-user (in this case, John) would not be exposed to the details this use-case shown.  We could propose to abstract this where the user just invokes their, say, Presence Enhanced Phonebook, and the interactions describe take place behind the scenes. 

14. Section 5.1.4.7 Bullet item #3.  This step is too detailed for an RD.  We believe it should be removed.  Similarly, 5.1.4.9 should be made more generic (i.e. remove “security session”).
15. Section 5.1.4.7 Bullet item #7.  This is a step that John should invoke, not the service provider.  It is up to John to decide to notify the group members, not a default policy of the service provider. 

16. Section 5.1.4.7 Bullet item #11.  This step is too detailed for an RD.  We believe it should be removed.

17. Section 5.1.4.9, bullets 2, 3 and 4:  “Users with administrative rights” is not understood.

18. Section 5.1.4.9, bullet 3:  This item is too detailed and should be omitted.

19.  Section 5.1.4.9, bullet 4:  This item is unclear.

20. Section 5.1.4.9, bullet 5:  This item is incorrect and should be removed.  It is up to the owner of the “list/group” and the application that is utilizing it to decide whether to notify those in the group. For example, when creating a “PoC Incoming Session Barring List”, one would definitely not want everyone in that list to be notified.  

21. Section 5.1.4.9, bullet 6:  Perhaps “group administrator” should be used instead of “administrator” to clearly distinguish between that and the “system administrator”.

22. Section 5.1.5.1, second paragraph:  “can retrieve the group identifier” is confusing.  This should read “will be able to see that group when performing a search” or something equivalent.
23. Section 5.1.6.  The Group Management service is primarily a storage enabler.  It should be extensible and not understand much of the content that it stores.  As such, understanding something such as an expiration time for a “Group” should be out of scope.  However, there is nothing that prevents a particular enabler to store the expiration time of a “Group” in the GM enabler, and enforce that expiration time, when it occurs.  We would recommend that this use-case is removed.

24. Section 5.1.7.7, Paragraph 3.  Instead of “Service Provider”, “enterprise” should be used.  The service provider owns and controls the system and (technically, but not necessarily legally) would have the technical capability to do as they please.  Of course of obvious reasons, they probably would not mess with the system at all.

25. Section 5.1.7.7, Paragraph 5.  What does it mean to “All of them accept the granting of these permissions.”?  Surely, the group owner will be able to grant any permissions he/she pleases.  Whether anyone uses those permissions is another issue, but are we trying to impose a new requirement that those permissions need be accepted?

26. Section 5.1.7.9.  Item 1: Probably “appropriate” not “administrative” rights.

27. RD is inconsistent with terms “subscriber, user, and end-user”.  Need to decide on appropriate terminology.

28. Section 5.1.8.9 should be rephrased in terms of requirements

29. Use case 5.1.9 is already covered by 5.1.8.  We recommend that it is removed.

30. Requirements in Section 6 should be numbered
31. Section 6.1.1.  Last item, as understood, is an implementation issue that is out of scope for the GM enabler.

32. Section 6.1.1.  We should use the term “content” instead of “properties”, unless there is good reason to define a new term.

33. Section 6.1.3.  “The owner of a document SHALL have permissions to perform all document management functions pertaining only to the specific document in question.”.  Openwave disagrees with this statement.  There may be circumstances where it may be desirable for the owner to have certain permissions unavailable to them.  Owners of document should abide by the explicit permissions defined for everybody and not be treated as a special case.

34. 6.1.3. Openwave proposes the addition of the following requirement: “It SHOULD be possible for a principal to query the permissions applied to a specific document”
35. Section 6.1.3.  Missing a sub-section with the “Get” or “Retrieve” functionality.

36. Section 6.1.3.1, First item and 6.1.3.4.  “Properties” are not defined.  We suspect it means “document content” in which case it need not be called out separately.
37. Section 6.1.3.1. “A principal who creates a document SHALL be its owner.”.  Previous comment notwithstanding, it is unclear what the meaning of being an “owner” is.

38. Section 6.1.3.1 through 5. The word “management” (as in “management permission”) is most likely superfluous.

39. Section 6.1.3.7, Item 1.  If the identifier of a document is known, then searching for it is meaningless: the document is simply accessed.

40. Section 6.1.3.8.  It seems that those operations should be performed by a “system administrator” and not a “principal”.

41. Section 6.2.1.1.  We should use the term “content” instead of “properties”, unless there is good reason to define a new term.

42. Section 6.2.1.1, Bullet 4.  Unclear on the meaning of this bullet.  Is the intent to be able to determine if one belongs to the list, without being able to retrieve the list?

43. Section 6.2.2.  Unclear what those common rules are.  Enabler-specific access control policies are not understood by the GM enabler because they are enabler-specific.  As such, it is impossible to define any common behaviour in a generic way, as the semantics are unknown.

44. Section 6.2.3 should be split out to a separate document.  In terms of document management, this will enable the compartmentalization of OMA specifications and provide a clearer path to extending them.  It will also provide a template to adding requirements for additional enablers that are not currently in existence.
45. Section 6.2.3.1.1.  Item 10 should read “that belong” not “that belongs”.  Subtle, but important.

46. Section 6.2.3.1.1. Item 12 is strange.  Users should be able to search all groups that they have “read” access to.  Whether they are a member of that group is irrelevant.

47. Section 6.2.3.1.1.  Item 13.  Same comment as above.

48. Section 6.2.3.1.2.  Related to earlier comment on “shared access control”, it is unclear what this requirement means.

49. Section 6.2.3.2.  This section in inconsistent with the current thinking of the Presence AD.  In there we have discussed having separate “subscription authorization”, “content” and “notification” policies.  This section should be along similar lines.  The current text seems outdated.

50. Section 6.3, Bullet 2.  This should be a SHALL not a SHOULD

51. Section 6.4.1, Bullet 3.  “Caching” is an implementation issue that is completely out of scope for standards specifications.
52. Section 6.4.2, Bullet 3.  Unclear what this requirement means.  Propose to remove.

53.  As the functionality of the GM enabler has evolved, it is becoming clearer that the title is misleading as it doesn’t specifically deal with Group management only.  Openwave recognizes that changing that name is not a simple issue, particularly given the current time constraints, but if indeed it is confusing (inside and outside OMA) it may be better to bite the bullet and change this sooner, rather than later.

54. The document uses the term MUST.  Should use “SHALL” instead of “MUST” for consistency.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Openwave recommends that the changes described in Section 3 are implemented in the GM RD.
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