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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The consumption of TV is currently evolving. At home TV’s are now connected TV’s using largely the IP network for the delivery of content and allowing Over-the-top TV applications. But TV is also evolving towards a “Social TV” where consumers share opinion on programs using social networks. This evolution pushes the consumer to use a multi-screen environment using Smartphone and tablets for interactivity on contents and for the use of social network when watching content on the home TV. A convergence is now foreseeing between TV consumption on TV set and on Mobile devices and between Broadband and broadcast media consumption.  
New Adaptive streaming technologies to deliver contents over the top of IP are now defined by MPEG, MPEG-DASH and Common encryption (MPEG CENC) and there is a common understanding that these technologies will be largely deployed.  Most of the standardization bodies dealing with media content delivery refer now MPEG-DASH and CENC in their specifications for the delivery of content for Video on Demand (VoD) but also live consumption of content. As an example, MPEG DASH and CENC are part of the new version (version 1.5) of HbbTV specifications.
New Evolved Mobile Technology are now in deployment in several countries, as the LTE (eUTRAN), and eMBMS has been defined in 3GPP as Multimedia Broadcast and Multicast System of content delivery on LTE. 

OMA BCAST has defined an enabler for the delivery and signalling of contents over IP agnostic to the underlying bearer supporting the broadcast mode or unicast mode of delivery. Adaptations have been defined for several bearers, DVB-H, MBMS, BCMCS, DVB-SH, WIMAX, FLO and recently OMA has started a WI for a new adaptation for DVB-NGH. This enabler contains also the definition of standard service and content protection systems DRM profile and Smartcard profile. This technology is used for content on demand and also for live distribution of services. OMA BCAST technology is now referred in several international bodies in the domain of Mobile broadcast and also IPTV system.
There is now a need to enhance OMA BCAST enabler for the support of the new technologies in particular eMBMS, the new Multimedia Broadcast and Multicast System of content delivery on e-UTRAN or commonly called LTE and MPEG-DASH and Common encryption to allow the OMA BCAST enabler to follow this trend and ensure that this technology may be used in the new TV and IPTV environment. This will allow the use of a standard service and content protection defined by OMA in a multiDRM environment where CENC is used and uses the OMA BCAST enabler on the mobile systems currently in deployment
The main use case is the consumption of TV services at home using a companion device as a smartphone or tablet for the user interaction. 

In this case the user is able to receive the same content on the TV set and on the portable or mobile device, whatever the DRM technology used on the TV set or portable/mobile device. The service provider proposes different representation of the same content for different devices for different screens. The service provider will use the technology that he uses in its IPTV domain, MPEG DASH and will signal the different representations in the MPD file. The same encryption will be used using the Common encryption and will only signal the different DRM systems supported, and where the DRM specific information could be retrieved.
Conclusion:

· The convergence between home devices and mobile/portable devices eased and. multi-screen scenario is then facilitated.
· The back end system is simplified as the same files will be used for IPTV domain and portable/mobile devices.

· Service provider is able to deploy same services on different network technologies.

Work Areas:

Adapt the OMA BCAST service and content protection system for its use with MPEG adaptive streaming.
Adapt the OMA BCAST service and content protection system for its use with MPEG common encryption, allowing the use in a multiDRM environment. This work will consist of defining suitable ISOBMFF boxes, including Protection System Specific Header (‘pssh’) box for Smartcard Profile and DRM profile.
Adapt the Distribution system for use of MPEG adaptive Streaming 
Adapt service guide for the signalling of MPEG adaptive streaming delivery of content and encrypted content using Common encryption.

Adapt the OMA BCAST enabler to the new eMBMS mobile technology.

Issues this Work Item is Aimed to Solve
New Adaptive streaming technologies to deliver contents over the top of IP are now defined by MPEG, MPEG-DASH and Common encryption (MPEG CENC) and there is a common understanding that these technologies will be largely deployed.  Most of the standardization bodies dealing with media content delivery refer now MPEG-DASH and CENC in their specifications.
The use of such technologies with technologies that OMA BCAST has defined needs some further specification as for example the Protection system specific Box in the ISOMBFF file for CENC for service and content protection defined by OMA BCAST. 
To allow the deployment of OMA BCAST technology in the new TV environment, OMA BCAST needs to be enhanced for the support of these new adaptive streaming, and Common encryption technologies that are seen as essential in this new TV environment.
To allow the deployment of OMA BCAST technology on the new Mobile radio systems, OMA BCAST needs to be enhanced for the support of eMBMS on LTE.
This new WI will solve the deployment of services on multiple network technologies.

Market Benefits:
This new WI will allow the use of same technologies and files for a distribution of content in the IPTV environment and the Mobile environment and facilitate the convergence between broadcast and broadband convergence in a multi-screen environment.
With this WI, OMA adopts a worldwide industrial standard allowing the service providers to deploy unified TV services regardless the access network used. The system will be unified both on the delivery aspect and on the protection aspect.
Expected Market Penetration:
 For the new TV environment and system, it is commonly accepted that the technologies for the delivery of contents as adaptive streaming and common encryption will have a large market penetration in the coming years and standardization bodies involved in this market are currently introducing these technologies in their specifications. 

To be able to take a part of this market, OMA should adapt the OMA BCAST specifications to these new technologies.

Complexity:
OMA BCAST has already defined an ISOBMFF-based file for OMA DRM and Smartcard Profile. This new WI will specify DRM specific parameters for additional boxes defined by CENC and define appropriate signalling Identifier for the use of OMA Key management system. 
Time to Market:
The new specification should be ready for the deployment of DASH on the mobile environment. This is planned for the end of 2012.
Uniqueness:
MPEG-DASH and CENC have been defined by MPEG, and adaptation of each DRM system (signalisation and specific parameters) shall be defined by the body defining the DRM system. DRM profile and Smartcard Profile have been defined by OMA and the work of adaptation of these technologies to MPEG-DASH and CENC shall be defined in this organisation. 

OMA BCAST has been adapted to several bearers: 3GPP MBMS, DVB-H, BCMCS, DVB-SH, FLO, WIMAX, DVB-NGH. OMA BCAST group is the relevant group for a new adaptation to 3GPP eMBMS. 
Existing Specifications or Documents Affected:

(list of current specifications that may be affected – not a list of docs to be generated)

OMA-TS-BCAST_Service_Guide
OMA-TS-BCAST_Services
OMA-TS-BCAST_SvcCntProtection

OMA-TS-BCAST_Distribution
Note for OMA-RD_BCAST: 
An update of this document seems not really needed as a requirement for adaptive streaming is present in the document. 
	STREAM-04 Adaptive Reception
	Stream Distribution SHALL support selective reception and rendering of media streams, according to the Terminal capabilities and the current reception conditions.
	BCAST 1.0

	

	SPCP-06 Discrete Object Protection
	The service and content protection functions SHALL provide protection for discrete objects of any type.
	BCAST 1.0


Linked Work Items:

No other WI is foreseen to be linked to the WI proposed.

Linked Affected OMA Groups and External Fora

The OMA-BCAST group and CD/DRM Working Area are involved. A review of some part of the specification by ARC/ Mobile Commerce and Charging may be necessary.
2 Planned Deliverables

Enabler Release Package:      FORMCHECKBOX 


(Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. )
Reference Release Package:  FORMCHECKBOX 

	Please Indicate how requirements will be documented
	Select one

	Baseline (pre-existing) Requirements
	

	None
	

	Requirements are documented in an existing OMA RD or combined Release document (ER or RR)
	x

	Reference to external requirements (note a CA/CF must be in place allowing for this)
	

	New Requirements
	

	None
	x

	Create New OMA RD or combined Release (ER or RR)
	

	Update an existing OMA RD or combined Release document (ER or RR)
	

	Other (please describe) _____________________________________________________________
	

	Please Indicate how new requirements will be reviewed

(Note: If there are new requirements then these need to be reviewed)
	Select one

	RD Review at the end of the requirements phase
	

	Closure review at the end of the Requirements phase
	

	Requirements reviewed as part of the ER/RR at the end of the development phase
	

	No requirements review (please justify)
	x

	

	Please Indicate how Architecture will be documented
	Select one

	New Architecture Document (AD) (or new version of existing AD)
	

	Architecture will be documented in combined Release document (ER or RR)
	

	No Architecture documentation
	x

	Other (please describe) _____________________________________________________________
	

	Indicate how Architecture will be reviewed

(Note: If there are Architecture components then these need to be reviewed)
	Select one

	AD  Review at the end of the Architecture phase
	

	Closure Review at the end of the Architecture phase
	

	Architecture reviewed as part of the ER/RR at the end of the development phase
	

	No Architecture review (please justify) There is no need to modify existing Architecture
	x

	

	Development Phase  (please indicate which type of deliverable(s) will be produced)
	Tick all that may apply

	Technical Specifications


	x

	Combined Release document (ER or RR)
	

	Data Description Specifications (e.g. Schema, MO, DDS, etc)
	x

	White Paper
	

	Other (please describe) _____________________________________________________________
	

	None
	

	Please Indicate how the release will be reviewed
	Select one

	Consistency review at the end of the development phase
	x

	Closure review when the Release is complete
	

	None (please justify) ________________________________________________________________
	


3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	x
	x
	
	
	x
	
	
	x


Service Impacts:

On server side, the server shall be able to deliver MPEG-DASH files encrypted with Common encryption.
On Terminal side, the terminal shall be able to handle the MPEG-DASH files, use adaptive streaming and able to decrypt CENC-encrypted files.

On Smartcard side: no impact is foreseen at this stage.

Architecture Impacts:

No impact
Charging/Billing Impacts:

No impact
Security Impacts:

No impact
Privacy Impacts:

No impact
IOT Impacts:

Need to test the support of MPEG-DASH/CENC specific files.

4 Document History

4.1 Approved Versions

	Version
	Date
	Notes

	<tbd>
	xx Mmm 2012
	<provide info related to approval by TP>


4.2 Draft Version 1.0 Revisions

	Date
	Notes

	25 Jun 2012
	Initial version for review

	14 Aug 2012
	Update after socialization with TP, ARC, REQ, CD and BCAST
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