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1. Scope

The aim of this document is to investigate the NoBiocial Networks topic, such as which featurescammonly used in
Social Network services available on the Intermatich entities are involved, with the final goale{ploring which role
OMA may play and which OMA Enablers may be reusgdhanced or newly created to fill in the gap inMwabile Social
Networks context.
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3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not irded to provide testable requirements to implememsit

3.2 Definitions

Aggregation

Cross-posting

External Social Network

Federated Social
Networks

Inbound/outbound
interactions

OMA-Compliant Social
Network

This is defined as the ability to connect to muéiocial networks (OMA Compliant SN and not-OMA
Compliant SN) using the SN service specific creidémto access information related to friends (e.g.
status, contact details, activities) via the exposgerfaces. Aggregation in SNS is related to oy
bound interaction.

This is defined as the ability to connect to muéiocial networks (OMA Compliant SN and not-OMA
Compliant SN) using the SN service specific creidésnto share information (e.g. status, mediajivéa
exposed interfaces. Cross-posting in SNS is relatedly outbound interaction.

A social network that is not-OMA Compliant and mad®ilable through either proprietary or non-
proprietary mechanism and/or interfaces

This is defined by a set of social networks (OMAn@iant SN and not-OMA Compliant SN) that share
some level of trust or set of rules, data formats protocols, while, each social network retaiaitn
administrative control and structure. The trussetrof rules binding the social networks govern the
information that can be shared/searched/exchanged@users who are part of the respective social
network.

Inbound interactions relate to the concept of agafien of activities and media from external netkgor
making thus possible to allow users that own actoon multiple external SNs to access aggregated
information about their friends (e.g. contact imfiation, activities) on these networks. Outbound
interactions, on the opposite, relate to the ahdftcross-posting activities and/or media to nuti
external SNs. In this way, users could potentistigire their activities over all their external Siti®nce.

This is defined as a social network that conforothe standards defined by OMA for social netwagkin
essentially to ensure seamless interoperabilitysatidfaction of various actors in a social network

3.3 Abbreviations

API Application Programming Interface
JSON JavaScript Object Notation

M SISDN Mobile Subscriber ISDN Number
MSN Mobile Social Network

OMA Open Mobile Alliance

RCS Rich Communication Suite

RDF Resource Description Framework
RSS Really Simple Syndication

SbO Standards Development Organization
SMTP Simple Mail Transfer Protocol

SN Social Network

SNS Social Network Service

SSL Secure Sockets Layer

TLS Transport Layer Security

URI Uniform Resource Identifier

URL Uniform Resource Locator

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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XML Extensible Markup Language

XMPP Extensible Messaging and Presence Protocol
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4. Introduction

Thanks to Web 2.0 technologies, the World Wide Was turned into a social space, moving from docuiveks to people
links. Individuals and organizations are now linketl leverage on user-generated content, commsjnitggworking and
social interaction.

Whilst the Web is becoming increasingly social igbegetworking itself is heavily fragmented duethe multitude of
disparate services that are popular among users.

The existing social network sites available onltiternet are all based on centralised isolatecesyst and usually each of
them is run by a single company. Users on one BNeiavork (SN) cannot (easily) interact with usersanother Social
Network and people will often have to sign up foreezcount on multiple SNs to keep in touch witled#nt groups of
friends.

Despite the fact that there are hundreds of otheinknetwork sites on the Web, almost every sii@jleworks standalone,
ignoring other siblings.

Unfortunately, or fortunately, there is no singbeigal graph (or even multiple which interoperategttis comprehensive and
decentralized. Rather, several disperse sociahgrapist; many of them implement a “walled gardapproach and/or are
operated by small and unproven companies. Thimivemience ultimately results in a few very largeameks with an
inordinate amount of control over peoples’ mosspaal data and a lack of choice and privacy foraise

In this regard, such walled gardens are data gileese user data can easily be inserted, but omkyssed and manipulated
via proprietary interfaces for humans and machitiesefore preventing the user from moving easiyrf one social
network platform provider to another one by creg@r'wall” around their social data that cannosbared across networks.

This current situation is analogous to the earlysda hypertext before the World Wide Web, whergags systems stored
hypertext in proprietary and incompatible formatthaut the ability to use globally unique links aaccess hypertext data
across systems, a situation solved by the creafitiRls and HTML. The same happened, for exampleady proprietary
email systems which were "federated” by the opégriet SMTP. Internet email and the World Wide VWeabe created
immense wealth and social well-being for the peogie used them — vastly more than the monolitsialated networks
that preceded them.

The goal of this Whitepaper is to investigate hbis toad may apply to the Mobile Social Networksao

In this vision, this Whitepaper aims mainly at istigating on enabling client-server communicatiom istandard way
between mobile devices and SN servers, as wektslen servers from different service providersarigetions with
external SNs are expected (through gateways implgngeproprietary interfaces) but the definitionvafiich external Social
Network will be interconnected is out-of-scope liktactivity.

In addition, the idea of APIs, both device APIs aetivork APIs will be evaluated within this actiwit

Finally, this Whitepaper will study the peculiagesi of the Mobile Social Networks, both at protaaodl application level that
may lead into reusing existing OMA enablers to owvemne limitations or provide further functionalitiesinformation.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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5. Background
5.1 Industry

Social Network Service (SNS) has a reach of 66%tefnet, and is a rising phenomenon in Mobile imé¢. The mobile
phone is a ubiquitous personal device and is hbaceming the best medium for accessing social m&te@mmunities as
updates can be sent and received on the move. foessing the Internet sitting in front of a PQsar is accessing
information about some past events and not inti@a. In contrast, using his mobile phone a usartake part of a live
event, capture it, provide comments and sharéialMith other users. Mobile phones therefore mtea richer social
interaction. Mobile phone users are increased tnelmeasly in the last five years. After reaching ax@d4.6 billion mobile
cellular subscriptions by the end of 2009, at thgitning of 2010 ITU has foreseen the number ofiraaellular
subscriptions globally to exceed five billion agténd of 2010. With the current growth rates, theler of people accessing
web on the move — via laptops and smart mobileadsvi- is likely to exceed the number of people ssing web from
desktop computers within the next five years. eMtegkhas estimated that the mobile social netwseksuwould exceed
800 million by 2012. Visiongain believes that remerfrom mobile social networks and user generatateats will grow to
around $60 billion in 2012.

MOTOBLUR™ ! and Vodafone 360vere launched at almost the same time in Q3 20@@n the end of 2009 to 2010, a lot
of mobile devices with operating systems supporsiogial network functions have been launched inéorharket:
MOTOBLUR™, Windows Mobile 7and Android 2.2 It is expected that more and more mobile so@alork services

will be available in the market in the next a caupf years.

Current mobile social network services, e.g. MOTQIBR™ and Vodafone 360, are primarily based on tlggegation of
popular Internet social network sites such as FemébMySpacé and Twittef, plus other RC%like features and
infotainment services. More and more mobile sawélvork services tend to provide the aggregatioctfans.

Mobile operators have been proposing their ownaaatwork service to their users:

- Vodafone 360 uses the mobile phone as the stgstimg, enabling users to exchange messages anentevith anyone
in their mobile phone address book.

- Orange Pikedis a social network service that allows user toestorganize and share the favourite photos anline
- 02 Bluebook® enables a user to back up the names and numbiéres jinone book, store texts and photos online.
From the end user perspective, the biggest chalenmpteroperability, for example:

- Can a Moto CLIQ user access Vodafone 3607

! http://www.motorola.com/

2 http://vodafone360.com/

3 http://www.microsoft.com/windowsphone

* http://www.android.com/

® www.facebook.com

® www.myspace.com

" twitter.com/

8 http://www.gsmworld.com/our-work/mobile_lifestytes/gsma_rcs_project.htm
® http://www.pikeo.com/

19 https://iwww.02.co.uk/bluebook_login
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- Can a Moto CLIQ user share his content with hisrfii that uses H1/ Vodafone 360?
From the operator perspective, it should be cons@lbow to provide added value to the users comeating with each
other across social network services.

5.2 Social Network Features and Initiatives

Federated systems have proven over time to haeradedvantages: they are incredibly robust, teperage technical
innovation, and they are more secure.

At present, any individual, company, or organizatian own a Web site or email server and be paheofWorld Wide Web.
Any such entity should hence be able to bring\te alentity to any SN, or run its own.

The importance of distributed social networks carobtlined in the advantage that the user gaieedfsm to choose among
any compatible service providers without losingesscto their contacts, and privacy control.

However, a critical problem in realizing this visiof a distributed and secure SN is the fact thgt*distributed” social
network will become yet another walled garden wiess based on open standards. Via open standardsple social
network platforms ranging from large vendors toigrpersonal websites will be able to interopevéth each other.

It is reasonable to assume that a federated swetawill at least do what monolithic social netwaiplications do today.

521 Social Network Features

In this section a list of functionalities are biyedescribed; these functionalities are commorslgduby Social Network
services currently available and are to be adddeisserder to define a common approach to (distedusocial network.

5211 Identity

Identity is the unique identifier of an entity @source. An important part of identity is addredigb- having a machine
readable address that computers and people caa fisd a resource uniquely. Users can have mame tme identity in a
social network, e.g. with respect to email, wheenynpeople have work and home addresses, but teeoatypically
linked in any way, despite some proprietary inities.

Because identity is important for remote login aedurity, it is probably the most crucial part listsystem.

There are competing schools of thought on identity addressing when coming to web identity: Opg@PENID]
borrows the URL format from the Web (HTTP URI), \ghiWebFinger [WEBFINGER] on the other hand borrdie
address format from email.

Whatever address format is considered, it is likelige hierarchical, including an organizationat plaat belongs to the
reference network, and an individual part thatigue within that network.

5.2.1.2 Profile

Profile data can contain any information about @titye name, avatar, postal address, phone nurfénasurite colour,
religion, political orientation, past jobs, educatiistory, etc. Almost all SNs provide a singleffje Web page for
individuals with all their profile data; some SNsstrict access to sensitive data to a subset ofevie

A number of standards exist currently for profitelaelationship information on the Web. One digtortamong them is in
which data format (plaintext, XML, RDFa) the prefils structured and whether those data formatsasity extensible or
not.

Even more importantly, there are differences in hgiwen a digital identity, any particular applicat can discover and
access profile data and other capabilities thadipial identity may implement.

™ http://www.samsung.com/uk/mobile/pressView.do?ptgress&page=1&news_seq=22647
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The following is a non-exhaustive list of standdrdt enable profile discovery and/or representation
- XRD [XRD] is a XML file format for discovering whatapabilities a particular profile provider may bav

- hCard [HCARD] is a microformat for publishing thentact details (which might be no more than the ejeofi people,
companies, organizations, and places, in(X)HTMLgrAt RSS, or arbitrary XML.

- FOAF [FOAF] provides an extensible approach to miodginformation about people, groups, organizasi@and
associated entities, and is designed to be usedsitte other descriptive RDF (Resource Descrigfi@mework)
vocabularies.

- PortableContacts [POCOQ] is derived from vCard [V@Rand is serialized as XML or, more commonly, }s@Q
contains a vast amount of profile attributes. Mibign a profile standard, the PortableContacts lpretiheme is
designed to give users a secure way to permitegijuins to access their contacts.

- OpenSocial [OPENSOCIAL] defines a common API fociabapplications across multiple websites. Witmstard
JavaScript and HTML constructs, developers canter@aplications that access friends and updates feea SN.

- OpenlD Attribute Exchange extension [OPENID-AX] itek a set of messages to exchange (access, insarfrofile
information with an OpenlID provider

- OMA CAB [OMACAB] provides an extensible list of etents related to people, groups and organizations.

Current profile-related standards provide a wagxchange data between networks, but keeping thaohsynized and up-
to-date is still to be addressed.

5.2.1.3 Privacy
Users need be able to define who can access thteiratid under what conditions.

- OAuth [OAUTH] is a popular standard for grantingalauthorization to third parties, allowing usergitant access to
private resources after authenticating themseligetheir online identity.

- Webld [WEBID] (a.k.a FOAF+SSL) uses TLS and cliside certificates for identification and authentiza.

5.2.1.4 Relationships
Declaring relationships to friends and colleagsee lifeblood of any SN.

Some SNs allow the users to define the natureeofdlationship. Some SNs require that both relptexple approve the
relationship (“friends”); others support a one-vegproach (“fan” or “follow”). In either case, soroeall people on the
network can navigate a user’s list of friends.

Reading lists of friends or colleagues on the Wedaisy. Restricting access to those lists hasasipiibblems to restricting
access to profile information as mentioned above.

Machine-readable relationship format is one ofttbest-developed features of federation, with FOAE ¥RN [XFN] (which
embeds its own social contact relationships diyento HTML links using the “rel” attribute) leadinthe way.

5.2.1.5 Content sharing

The Social Web has evolved beyond connections legtyweople. Sharing photos, audio, links, videoréstdtext with
friends is an important part of SNs. Some netwsgexialize in only one medium like photos or videitters cover the
entire spectrum.

Sharing office files like word-processing documemtsl spreadsheets is important for corporate n&sytwo.

Navigating or consuming media uploaded by anotker is usually easily supported by syndicationdziadts, but present
the same issues such as setting permissions basethtionships (e.g. “only for family and friengls”
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On the other hand, uploading media remotely isalt-specified and is typically pushed using profaig interfaces or as
attachments for syndicated activities (Atom and R&®wever, OExchange [OEXCHANGE] is an open speaifon for
sharing rich contents over the Web using URIs betwsocial sites, which may improve this procesdefines a protocol
that supports the offering of URIs to other sersigea standardized way (with authentication cdjteds) and further allows
sites to advertise their ability to receive datengsRD and WebFinger. This proposal has gainegsttdrom many players
in the Social Web.

5.2.1.6 Activities

The most distinguishing feature of the Social Webrdhe previous hypertext Web is the increasimgi$oon sharing
information in real-time. As opposed to pullinganhation on an as-needed basis, users desire ¢iff@vmation that may
be of interest, pushed to them immediately. Théasaaeractions of user and resources, includitigepusers, represent the
activities of the user.

Each activity, such as changing status, making cawmections, creating a blog post, uploading aipégtor attending events
can be considered an update in an activity. Thad tétall activities of a user is named “the stréafithat user.

This is where the most effort is focusing todayhiea federated social web, both at data representbgiel and at protocol
level.

Generating and sharing feeds, with RSS and Atomfaste of the open web; its latest developmedtvityStreams
[ACTIVITYSTREAMS], a popular set of Atom extensignghich encodes machine readable information asocitl
activities like posting a video or joining a group.

AtomPub [ATOMPUB] is another alternative based oRTR and is used for publishing and posting on treb\Whe
AtomPub together with the Atom Syndication FormfB k) provides interaction with content, especiailyplogs and RSS.

In addition, PubSubHubbub [PuSH] is a real-timehppiotocol that avoids the typical polling of R&®ds and optimizes
the exchange and update of information. In the QddAtext, this may relate to OMA PUSH [OMAPUSH].

5.2.1.7 Follow-up actions

In several existing SNs, users can take actiorectivities performed by other users, such as commremedia, “favourite”
or “like” it, or re-share the media to their owrced network.

OpenLike [OPENLIKE] is an open protocol to allowasing what people like in a simple and common wetyeen web
applications (e.g. “like” button). This proposaMmver doesn’'t seem to have seen wide-scale depltyme

In addition, the Salmon protocol [SALMON] is anotlmpen standard way to update and integrate batkefiucomments
attached to an update to their original source.

5.2.1.8 Private messages

Over the past years the volume of direct messagesdal network services reached and surpassetithber of emails.
Private, direct messages are readable only by sanderecipient and can often contain embeddedar@dinks. Some
services further provide an empty message featatked a “poke” or “nudge”.

This is a part of the federated social web thahhaet received much attention. Some work is atyeongoing to
implement remote private messaging using PubSubtihtebabled streams.

5.2.1.9 Groups

Grouping people together is an important part o§in8Ns. Users can join or leave a group (sometmgepsiring the group
owners’ approval), send private messages to thepgiwhich are distributed to all members), and aglonages, video, or
other media that relate to that group. Group adstriaiors can also announce events or provide #dgfof the group.

Most of the issues for individuals apply for grougad the standards used for communications aatiaeships between
individuals will largely work for groups. For exaiepjoining a group can be seen as establishimyagionship with it.
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5.2.1.10 Search

Users on SNs can usually search for other peopteabe, location, interests, or profile informatlide age and gender.
They can often restrict these searches to theirfaemds or friends-of-friends. Some SNs furthesyide the ability to
search for media or groups by keyword, with an essgghor exclusive filter on your friends.

It is unclear so far which role search will playtive federated social web: public media and groogg be accessible to Web
Search Engines, but searching media that has gro@tstraints is not been addressed so far.

5.2.1.11  Client Web API

Some SNs provide a Web-based API that third-pagtyebbpers can use to create desktop and mobilepglizations that
access the network. Typical functionalities incledgablishing relationships, browsing an activiggd, and uploading or
viewing media.

Defining a standard Client Web API that developmrsid use to access any social web site would faignily help
exploiting federated social web services. Open$dxin initiative that has started to address dnés.

5.2.1.12 Data Portability

Data portability is one of the intrinsic featuresgjuired for a federated social web that is usuallyimplemented on existing
SNs. Traditionally, users need to re-register thensonal information and contacts on every newi¥ough data
portability, users would be able to seamlessly irhffeir profile, history, media and connectionsigw social applications
and platforms. Moreover, authorization policies angtacy rules should be seamlessly portable ac3dis

Nowadays, social network sites encourage usersttthpir data into their own proprietary platformdasometimes tend to
restrict the portability of the user's own datatmther site or even their home computer.

A user should be able to move easily from a so@ahork to a different one, bringing with him/hdlrras/her histories and
data from the previous social network, such astijemrofile, shared contents, social graph. Thavimg from a social
network to a different one shall be managed indaraatic way (with minimum human actions) and, mogiortantly,
keeping authorization and privacy policies alresgdgcified by the user in the previous social nekwor

OpenID addresses identity and profile portabilithilst Portable Contacts or FOAF are focused ortaxirinformation
portability. In addition, ActivityStreams or SIOGIOC] can help porting user activities from one t8Nnother.

5.2.2 Main Social Network Federation Initiatives

In a federated Social Web vision, the core architecof an activity stream presumes the abilitgead content (status
updates, messages, and other content) in neatimaal¥hilst many initiatives exist at the momemtteate and operate
their own SN, two main architectures and relatétibitives raise above the others. While the undeglyprotocol is different,
the core functionalities and part of the data repngations are similar.

The first proposal, the OneSocialWeb [ONESOCIALWEBbased on XMPP [XMPP], where the XMPP messaging
framework natively provides an XML “envelope” foatd to be sent in real-time with updates. XMPRsrsimplest form
can be regarded as an asynchronous protocol fhilmeging XML fragments, which defines its own metblody for
identity authentication and extensibility.

As one of the main concerns of the Social Web imegal is to provide status updates and messagesaireal-time, XMPP
is a natural fit for federated social networks,jvely supporting user profile and relationshipsadl. However, XMPP is
not built on HTTP transport and as such providesale set of issues when dealing with interconmecsites remotely.

OneSocialWeb further leverages ActivityStreams fatrfor activity sharing as well as XFN-inspired XM @xtensions for
relationship definition.

The second proposal is named OStatus [OSTATUS)tamative architecture rapidly emerging. It rel@ HTTP as
baseline transport, further overriding its traditb“pull” architecture with a “push” architectubased on PubSubHubbub.
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In general, OStatus can be seen as a “meta-s#ifit, umbrella or design-pattern for relating aemhding status updates
to people in a federated Social Web. It collecggetber a number of previously mentioned specificeti(PubSubHubbub,
ActivityStreams, Salmon, Portable Contacts, and Mieder) to enable distributed social networking.

Overall, this specification provides a servicehte Social Web community by providing an HTTP-baseda-architecture
that defines the baseline functionality neededdist&ibuted social application based on activities

In 2010 a number of projects have started to teilidrated Social Web platforms, which allow usersun their own SN,
keeping control of their own data while still irgeting with the rest of the Social Web. Severalatives (e.g. Identi.c3,
Status.néf, OpenMicroBloggéf, Dijit! *>, CouchAppSpor&, Project Danub®, Project Nort®) already claim compliance
with OStatus specifications. Moreover, other play@oogle BuzZ, Wordpres®, Drupaf?, LiveJourna? TumblF?) have
already implemented some of the protocols invoivetthe OStatus suite (e.g. Pubsubhubbub, Activigegdhs) and are
planning to fully support it.

Finally, it has to be remarked that W3C has regeset up an incubator working group named “Feddr&cial Web
Incubator Group” [W3C-FSW] whose mission is “to pide a set of community-driven specifications ands-case suite
for a federated social web”.

5.3 Value Chain

In the ecosystem of mobile social networks, therimperability will effectively connect all dots teidner and benefit all
stakeholders in the value chain. The aspects dffibtgle Social Network (MSN) value chain are proaddn Figure 1.

12 http://identi.ca/

13 http://status.net/

14 http://openmicroblogger.org/
15 http://www.dijit.com/

16 https://github.com/maxogden/couchappspora
" http://projectdanube.org/

18 http://www.projectnori.org/
19 http://www.google.com/buzz
20 http://wordpress.org/

2L http://drupal.org/

22 http://www.livejournal.com/

% http://tumblr.com/
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Figure 1: Mobile Social Network Value Chain

Subscribers / end users will have more optionsfeeetiom to use the mobile social network servickgkvthey feel more
valuable without having to switch operators or nephones. End users and their friends will be &blateract with each
other more conveniently across mobile social netaior

Operators (MSN provider) will have more customealty and will be able to retain customers evesuibscribers use a
different social network service. Furthermore, apars will also be able to increase their custobase and improve ARPU
by offering unique, differentiated value of theiohile social network service to subscribers.

Manufacturers will be able to provide mobile phottest can connect to all mobile social network E@wirrespective of the
operators. Thus, the manufacturers will benefitfrtustomer loyalty, lowering the development csBgrtening the time to
market, and increasing the market share by outhegt¢he broader market.

Authorized Service Providers and Application Previlwill be able to access end users’ personal(datd as identities,
email address) from the mobile social network, thinabling them to provide richer services and apfibins to attract the
user and thereby generate revenue.

Developers will also benefit this value chain bgyding richer applications or widgets accordingite mobile social
network APIs. It will be for example possible toaarge an application store combined with mobiléaowtwork for
expanding the usage of the applications and widgets
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6. Social Network Service Scenarios

6.1 Gateway Scenario
6.1.1  Short Description and Flows

This scenario aims at enabling users to intercanmitle external SNs on which they already have eroant (e.g. Facebook,
Twitter, others) using the proprietary interfacésuch networks. This scenario introduces the goingkdirection in
interacting between an OMA-compliant SN and onmore external SNs.

In particular, inbound interactions relate to tha@ept ofaggregationof activities and media from external networks,
making thus possible to allow users that own actsoon multiple external SNs to access aggregafediration about their
friends (e.g. contact information, activities) tvese networks. Outbound interactions, on the opgaslate to the ability of
cross-postingctivities and/or media to multiple external Shisthis way, users could potentially share thetivittes over
all their external SNs at once.

Step 1: User A updates status and gets notificdtam®d on comments from User B to the status update

1. user A associates her identity on external SNs;(8ith i=1,2, ...) with its identity on an OMA-compli& SN using
the proprietary procedures required by the exteBing

2. At alater stage, user A wants to update her status

3. user A selects to which external SN her status tepddl be posted and posts it (at least she selghbt 2) ¢ross-
posting

4. user B2 is a friend of user A2 (other identity gkuA) on external SN 2, and sees user’s A2 netussta
5. user B2 comments the new status of user A2 onreadt&N 2 (out-of-scope)
6. comment from user B2 gets notified to user A on®@BrA-compliant SN &ggregation
Step 2: User B updates status and User A getsaatiifn based the update:
7. user B2 updates her status on external SN 2, whisben by user A2
8. user A gets notified of user B2 status update orOMA-compliant SN &ggregation

This scenario aims at defining the requirementsleé¢o enable gateway functionalities in a gensdyg, not addressing the
peculiarities of the single external SN.

Furthermore, the concept of activity in this scemar very generic. Whilst the scenario itself feea on a status update,
media upload and check-in activities are intendeddaitional valid examples.

6.1.2 High-level Requirements
Hence in general this scenario introduces thevolig high-level requirements:
- Ability to update status or perform check-in at #aene time on multiple external SNs through an Odé#apliant SN.

- Ability to select external SNs for outbound intdfaes from an OMA-compliant SN. This function mag performed
contextually with the activity post/update, or aypusly set as a preference. In this latter disescenario would
require the ability to manage preferences for attons with external SNs.

- Ability to configure external SNs accounts throaghOMA-compliant SN. This function may be an impétation
issue, unless the functionality is intended torbpléemented on the mobile device.

- (optional) Ability to notify users in an OMA-complit SN of activities performed on external SNs.(eegeiving a
comment, reading a friend’s update)
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Note that this scenario may be further enhancel pvitvacy-related features, allowing users to defime level of privacy of
their activity, thus replicating this privacy levah an external SN “at best”.

6.1.3 Consumer benefits

Mobile operators can provide the social networlegaty function in a standalone way or in additiothteir own mobile
social network. As such it can attract more usats@ovide competitive services. Users would beaettd by a social
network which can provide the gateway functiondommunication with friends in multiple SNs.

6.2 Federated Scenario
6.2.1  Short Description and Flows

The federated Social Web community has definedhalsi social federation scenario named “Social Weln Aest - Level
0” [SWATO] as an integration use case for the fatit social web.

This scenario aims at enabling users to interaatstandard way across social networks run byseprioviders compliant
with a set of interoperable specifications.

The generalized flavour of this scenario is copiete for convenience, where “different servicess ttabe understood as
“different services on different Social Networks”:

1. user A takes a photo of B from their phone andsibst
2. user A explicitly tags the photo with B

3. B gets notified that they are in a photo

4. C who follows A gets the photo

5. C makes a comment on the photo

6. A and B get notified of the comment

Where users are on at least 2 (ideally 3) diffesmvices [...], and the users only need to have *@ageount, on the
specific service of their choice (requiring the iss have an account on each service that is atigng misses the point of
Federation)”

6.2.2 High-level Requirements
This scenario introduces the following high-leveduirements:

- Ability for the user to have only *one* accountane of the Federated SNs and be able to interdictusers on the
other Federated SNs

- Ability to post/upload media (pictures, audio, wile

- Ability to attach tags to media, either contextyadl the upload process, or at a later stage. fagshmay represent
plain keywords, users or other entities to be aefin

- Ability to interconnect Federated SNs (servers)

- Ability to notify users of an activity that theyearelated to (e.g. being tagged in a picture, véogia comment) ,
including users of other Federated SNs

- Ability to “follow” other users, including users other Federated SNs.

- Ability to access other users’ activities and medialuding users of other Federated SNs.
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- Ability to take action on (e.g. comment) a usectvaty/media, including users of other FederatésS

6.2.3 Consumer benefits

Social Network Federation enables users to onlg Hane* account for SN, whilst still giving themettability to interact
with users on different Federated SNs. It is thossjble to enable a Federated SN as the anchoolufaroperator’s service
and other services.

The mobile operator can thus operate its own SN #tacting its own subscribers to an interoper&N service that allow
them to communicate and interact freely with subsges of other mobile operators.

6.3 Multiple devices support
6.3.1  Short Description and Flows

This scenario aims at enabling user using diffeneoiile phones or devices to access his mobilebkoetwork services.
User would like to access the mobile social netwookn different devices, such as using PC whileahe or using a
mobile phone while on the road. A user may alsomigkiple mobile phones to connect the social nekvgites. The mobile
social network services need to be provided ag ottobile services which are independent of theaiSome of the
operations that users can carry out in multipledss/scenario are:

1. user A accesses the mobile social network seryide

user A writes a new blog post.

user B accesses the mobile social network serkirceigh his mobile phone.

user B follows user A and get the notificationtte mobile phone that user A has a new blog post.
user A accesses the mobile social network sendgogthis mobile phone.

user B switches device, e.g. accesses the moluilal s@twork service using his PC.

user A updates his status through his mobile phone.

© N o 0o~ W D

user B get the notification to the PC that usera& bpdated his status.

6.3.2 High-level Requirements
In general this scenario introduces the followinghHevel requirements:
- Ability to update status or perform check-in thrbudjfferent access and devices.

- Ability to execute basic social network serviceotigh different access and devices.

6.3.3 Consumer benefits
The mobile operator would set mobile social netweslone major entry in the mobile services if déwice independent.

The subscribers / end users will have more optaorsfreedom to switch mobile phones and enjoy tbbila social network
with any device.

The manufacturers will be able to make the moMilerg that can connect to all mobile social netvaznvices of all
operators. Thus the manufacturers will benefit flomering the development cost, shortening the tionmarket, and
increasing the market share by outreaching to lemoadrkets.
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6.4 Multiple device applications support
6.4.1  Short Description and Flows

This scenario aims at enabling multiple applicatioemning in a device to benefit from the interwongkwith SNs in an
optimized fashion. In fact there may be multiplplagations in a device that require exchanging rimfation with one or
several SNs. Instead of managing this interworkiity the SNs on their own, the applications may @ a specialized
entity in the device, i.e. the MSN Client, whiclieges the applications from this task by centiratizhe communication
with the user's OMA Compliant Mobile Social Netwoskhich in turn interworks with other OMA or non-OMCompliant
Mobile Social Networks. The centralization of thigerworking through the MSN client results als@imoptimization of the
use of air data traffic.

Device applications may have different needs imgeof interworking with SNs, for instance:

» Application 1: Social Network Aggregation Clierthat allows a real-time interaction with multiple St B and C):
0 Receive push notification of updates from SNs A8l C
o Update status and post mediato SNs A, B and C

» Application 2: Multimedia Gallery application thstiores all pictures from SNs A and C in which teenis tagged
0 Receive push notifications about the user havirephagged in pictures from SNs A and C.

» Application 3, Address Book application, that ehds the contacts with information from SN B

o On demand access to contact information from SN B

As a first step the different applications havedgister to the MSN Client their needs in term@téraction with the SNs.
The user needs to grant permission to each agplictt access the requested resources and/or petffier requested
operations.

Provided that the user grants access, the applisatire able from that point of time to interworikhithe SNs as requested,
that is, the applications are provided with theinfation from the SNs that match the filters inthcbby the application at
the registration phase and are also able to pfishiation towards the selected SNs.

A special case occurs when an application postarasithe SNs a piece of information that anothplieggtion running in
the same device is intended to receive. In this tees MSN Client may cache this information to malkevailable to any
other interested applications on the same devicaddition to posting it to the network. In thiseahere is no need to get
this piece of information delivered back from trework to the MSN Client, as it was generated atdévice and the MSN
Client has already cached it locally.

6.4.2 High-level Requirements
In general this scenario introduces the followinghHevel requirements:

- Ability to centralize and optimize the interworking multiple applications running in a device witte SNs through a
specialized element residing in the device, i.e.M8N Client, which centralizes the bidirectionah@munication with
the user's OMA Compliant Mobile Social Network (whiin turn may provide interworking with other OM non-
OMA Compliant Mobile Social Networks).

- Ability for the different device applications regjnig interworking with the SNs to register theireds (i.e. resources,
operations, time constraints, etc) to the MSN Gliand subject to user permission, ability to perfthe required
interworking from that point of time through the Mlient.

- Ability for the MSN Client to cache locally in tleevice information uploaded to the OMA Compliantide Social
Network so that a local device application canirexa SN update generated at another applicatiommg in the same
device locally, without the need to have it serdkbiaom the network to the device; access to tlobeas subject to the
policies relevant for the specific applications.
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- Ability for the MSN Client to cache locally in thgevice information downloaded from the OMA Comptidobile
Social Network so that a local device applicatioas receive a SN update already downloaded by enatiplication
running in the same device, without the need tehgownloaded again from the network to the deyvaccess to the
cache is subject to the policies relevant for thecgic applications.

6.4.3 Consumer benefits

Application developers will be able to develop aqgtions that require interaction with SNs morelgaowering the
development cost, shortening the time to markettans increasing the application portfolio.

The end users will have a wider offer of applicasi®o access the SNs and will get other type oficgins enriched with
information from the SNs.

Air data traffic will be minimized as every pieckioformation will be exchanged with the SNs juste even if there are
multiple applications on a device that require exaing that same piece of information with the SNs.
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7. Architectural Aspects

7.1 Reference Model

For supporting the scenarios listed in Sectiomé following figure depicts the Functional Compotseand Interfaces to
enable the MSN functionality.

| VN Enabl ed | lr " MNEnabled | | Not-CMA Gonpliant !
Devi ce | L Appl i cations | Soci al Network
| Appli cations | e e Ty W
VEN A VBN 2 VBN 3 I
! | Qher VA
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< - Mbbi | e Soci al
NEN-5 | NEN 3 vy
CNAO)prIiant Mbbi | e Social Network
Ter m nal |
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| Qher Enablers | [ ] Conponent in scope of N&N

L | .

r

| 1 (onponent out of scope of MN

— |nterface in scope of MaN

~~~% Interface out of scope of MN

Figure 2: Mobile Social Network reference model
The components identified at this stage are:

* MSN Core is responsible for providing mobile sociatwork service to the end user. As user dataeent
provides user profile management, social relatignsfanagement, user generated data and contengeraeat. At
the same time it could open the user data to ting plarty based on user permission. It works agggregation to
provide unified identity management, combined infation and contents. The MSN Core can interact otfitier
existing enablers, exchange information with socetivork services and provide unified user datdiegon
management to the end user.

 MSN Gateway is responsible for interacting withestlocial networks (OMA Compliant and not-OMA Corapt).
It supports inbound interactions to aggregate diets/and media from external networks. Supporbound
interactions for the ability of cross-posting aittes and/or media to multiple external SNs.

» MSN Client has the responsibility for interactinghMSN Server to exchange social network servidermation.
It enables the user to access aggregated informakbiout their friends (e.g. contact informatiortj\atbes) through
the terminal side (e.g. through MSN Enabled De¥ipglications), set his account for Federated SNkiateract
with users on other Federated SNs.

Note: the MSN Gateway may have additional functiitiea for translating with not-OMA Compliant SNisow this will be
addressed and represented in the architectureadnaigrfor further study.

The interfaces identified at this stage are:
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e MSN-1is an interface exposed by MSN Core. MSN i@lmould use this interface to interact with MSNr€or
unified identity management, user authenticaticsh @athorization, data exchanging, user content gemant and
so on.

« MSN-2 is an interface exposed by MSN Core whictesponsible for providing Mobile Social Network @iions
to the network-side MSN Enabled Applications; ashstMSN-2 represents a network API.

« MSN-3is an interface exposed by MSN Gateway falizing the interaction between OMA Compliant Mabil
Social Networks. It enables the data, activitydeand media exchange between two different mabitéal
networks.

« MSN-4 is an interface exposed by the MSN Client1f®N Enabled Device Applications running on the deyi
providing them with Mobile Social Network functioascording to the specifics needs indicated by é4ShN
Enabled Device Application (e.g. updating statua sbcial network, receiving updates from a sauédivork); as
such, MSN-4 represents a device API.

* MSN-5is an interface exposed by the MSN Client eaudl be used to push notification/information (eantent,
user status, feeds) for the MSN user.
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8. Mobile Social Networks in OMA
8.1 Gap Analysis

This section provides the gap analysis with resgetiie features related to MSN by identifying #vailable
technologies/initiatives and reflecting relevant 8dnablers along with the possible recommendations.

For each feature, a short explanation is furtheviged to illustrate concretely the current sitaatiithin the OMA and
provide recommendation.

The term "recommended” used in this whitepaper doegmply any action to any OMA working groupsher
recommendations are the results of the gap anatysigler to define what is missing to address diMdSocial Network
service from an OMA point of view. How to contrileiand fill in this gap is an individual companycidgon

8.1.1 Identity

A user only needs one account for Federated soetalorks, and it could be used to interact witheodocial networks.
OpenlID can support this mechanism, while URL forimattot good readable for a user. How to enabl&aghidentity by
supporting multiple human readable identity formatg. email, telephone number, user name) nedukefustudy.

User identity in the OMA has various meanings, espntations and formats depending on the enabidrsmaome cases on
the underlying infrastructure they are build uperg( SIP-based OMA enablers). Over the last yeacensistent approach
has been undertaken to rationalize user addretsiogghout OMA enablers, which has resulted indagang both email-
base formats (user@domain) and user internatidrag@numbers. Whenever useful, URL schemes arefosed
representation of these formats.

In the context of Internet-based services, mangsygf networks (email, SIP, XMPP and many currexi& networks) rely
on the user@domain format for its wide use and tgtdeding amongst users, besides its easy addil@gsadsolution and
routing. The approach of addressing users per as@ronly (without the domain part) is decaying dipi

It is therefore recommended to adopt MSISDN or @s#wmain (where the “user” part may be alphanun@ribe MSISDN)
as primary user identification format. The user@donformat can further easily be integrated with ¥ebFinger profile
discovery protocol. Other types of user identifieg). OpenlID) may be associated with that idemtityart of the user profile
and possibly used as search criteria for user lpoku

8.1.2 Profile

The information used to generate the profile ofNauSer differs widely depending on the scope ateté@st of the SNS (e.g.,
academic SNs, professional SNs, video SNs, ganiig),3hus making it difficult to identify and recomend one or more
existing initiatives that can completely satisfiithe requirements.

There exist various initiatives like OMA-CAB, OMAr#file XDM, OMA SUPM [OMASUPM], POCO, hCard and FGA
associated with profile. To better address theegmtied requirements associated with profile, theagelysis and
recommendations are discussed under the followabegories:

1. Discovery of user profile based on user identity;
2. Data format representations of user profile to@epnt profile information;
3. Management interfaces for user profile.

Discovery of user profile is the key to the disagvef multiple types of profile data, repositori@sinterfaces corresponding
to a given user identity. OpenlD and WebFingerthestwo common initiatives associated with the agry based on user
identity.

OpenlD uses unique URL to identify the users afahah requesting party to access profile relatéorination from the
identity provider. Although the use of URLs offgneat readability and discoverability, they suffem a not user friendly
experience and User Interface design issues.
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On the other hand, WebFinger uses email addressiagjue identifier. It is based on the WebFinget®uol
[WebFingerProtocol] which assists to obtain an XRIL file describing how to find a user’s public naetlata (XRD is a
XML file format for discovering what capabilitiesparticular profile provider has). This public metata may be associated
with the user’s public profile data, pointer tormtiéy provider (such as OpenlD server), public keyrofile data (e.g.
nickname, full name).

OMA Enablers like MSF, XDM and CAB allow genericaseh/discovery including user profile and more ietae
discussed in Section 8.1.10 of this White paper.

Regarding data formats, data portability is a meg@rcern. From the user’s perspective, providingesaet of data to
multiple SNs is a drawback. Semantic web form&es ROAF and SIOC are the initiatives that model usrmation and
user-generated content in machine readable fomubfarilitate portable data. Both FOAF and SIOC@®DF and may be
written in XML syntax or any other of the syntax@sRDF such as RDFa.

JSON is a contender to XML in data formats. Itaagidered to be simpler than XML with its smalleagmar and
considered to be faster too. However, due to tliewpread availability of XML it is a more commoniged/returned format
from the APIs available to extract data from Soviab.

Furthermore, initiatives like OpenSocial handleadadrtability by providing APIs to let applicatio(widgets) access data
and networks from multiple SNs.

Regarding management interfaces for user profimagement interfaces are related to creation,idelahd updating of
user profiles. OMA Enablers like CAB, Profile XDMd SUPM address aspects related to managemengopradiles.

The Profile XDM Specification of OMA defines namingnventions, data semantics, and validation caimstirelated to a
User Profile. The Profile XDM facilitates basic oations like search, subscription and restore eruser data.

The OMA SUPM enabler allows an authorized princijpal applications and/or enablers) to manipulete create/ read/
update/ delete) Services User Profile data (they Ineastatic and dynamic), i.e. any element or grafugilement belonging

to a Service Provider managed set of informatideted to a User that may be used to create peigedand contextualised
services. To do so, the SUPM enabler has theyhilitransform the format of data between thah&sisupplied or received)
on the SUPM interface and the underlying data ssuand to expose an aggregated view of the Sdvgee Profile.

OMA CAB enabler provides detailed set of elemenis sub-elements related to a User’s profile. Funioee, the
availability of contact views in CAB allows a MSier to easily create profiles suitable to differ@ht sites unlike in other
initiatives like POCO and hCard. In addition, OMAXB has provision for the use of elements from othemespaces for
the purpose of extensibility.

In conclusion, WebFinger is recommended as a mésinaio identify the specific type of user profikML is a suitable
data format representation for Social Web.

Furthermore, it may be noted that although theeegparts of OMA Enablers like CAB and Profile-XDMatican be used
directly; there is a lack of support to create efirte relationships which is an important featuresISN.

Based on this observation, it is recommended tistdrzdard based approach should evolve while rgtk@available
features and functionalities in OMA Enablers tdlfeate creation and management of a profile frolBWperspective.

8.1.3 Privacy

Informational privacy is about data protection, #imel user’s right to determine how, when and totvelxéent information
about his/her is communicated to other parties,thaaxecution of this right might be based onhgisknowledge about
what the other party’s intention is.

OMA has identified a list of common technical ragaients on service enablers that may process @ mdata on individual
data subjects [OMA-Privacy]. In addition to gengalacy requirements, some services or servicblermmay have
specific privacy-related requirements, which ardradsed in respective specifications.

IETF OAuth is a popular standard for granting daithorization to third parties, allowing users targ access to private
resources after authenticating themselves via tmdine identity.
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OMA Autho4API (Authorization Framework for netwoAPIs, [OMA- Autho4API]) is an on-going Work Item $ed on
OAuth v2.0 that will enable a user owning netwagkources exposed by an OMA RESTful API to authdhize-party
applications (desktop, mobile and web applicatidaosg)ccess these resources via that API on thésussalf. Although
OMA Autho4API is at this time mainly focused on RE&PIs, it may be considered to extend its priresgio other types of
OMA interfaces, and MSN activity might provide somputs in that sense.

Based on this analysis, it is thus recommendedmsider the IETF OAuth, and OMA Autho4API Work Itémthe best
possible extent, to address the privacy requiresnarthe context of MSN so that users may defirleigs to control access
to their data and the related conditions.

8.1.4 Relationships
The“network” part of a social network is built around the “tedaships” linking the users in the SNs.

FOAF, XFN, OMA CAB, OMA XDM and ActivityStreams amome of the initiatives related to relationshipsiSNS
environment.

FOAF and XFN are the main initiatives that focusto@ representation of relationships between useasreating the links
between the users of a SNs.

FOAF helps machines understand the relationshgisctinnect people through the use of simple seostttiestablish
acquaintances. FOAF is built on top of W3C’s RBEhinology. This facilitates FOAF to bring-in spéizied inter-personal
relationships as well as representing any kincetationship needed in a social environment.

XFN is another initiative using XHMTL attribute ‘eto describe relationships (or nature of linklween two people (with
primary focus on the blogging community). It fagtes defining relationships as friend, acquairganontact, co-worker,
family to mention a few. Also, there are attemptetpress XFN in RDF to allow its inclusion in FOAF

Currently* there is no OMA specification for representingtieinships among the SNS users. However, OMA enslike
CAB, Profile-XDM and Group-XDM have provision to palate information related to a user and a userdacts. They
largely cover aspects related to management of'udata like adding, deleting users and user rélmt®rmation. In
addition, information related to organizations,gse and links to weblogs is available. This infotimmamay be used create
a meaningful graph or association among the varisess. For example, when user A and User B hayen@ation as
“XYZ", the association or relationship between theam be established as “colleagues”.

ActivityStreams could be useful to publish/notityése information about relations that are estabtishmong users in a
social network.

Based on this analysis, it is recommended:
» to use FOAF for representing relationships betwessrs;
» to enhance the OMA Enablers like CAB and XDM to ag@ available user data and build social graphs;

» to use ActivityStreams to track changes in theti@tahips among users.

8.1.5 Content sharing

Content sharing in SNs can be divided into sevaratepts:

- The act of uploading or posting content (multimediie, or text) from its owner to his SN, also asisiting
permissions (e.g. for reading or modifying)

2 OMA CAB v.1.1 [OMACAB1.1] and OMA SimplifiedCAB \L.0 [OMASCAB] are two Work Items on working in OMA
that have in the scope to incorporate new markgtirements (e.g. RCS, and new social networkingfea).
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- The act of consuming content (upon permissionyvaser or other user

- The act of notifying the availability of content tsharing’ someone else’s content indirectly, thttging attention
on it without claiming its ownership

In the area of posting or remote publication ofteahthe OMA CMI enabler has defined interfacemtmage content
remotely, including content transfer, both selftadmed and decoupled, and purchase. However, swattier is primarily
intended for server-to-server communication throagtet of dedicated programmatic APIs that endideassociation of
metadata to content by the mean of “packages”.

OASIS CMIS [CMIS] is another specification that aglsses content management in general through réntetéaces,
giving a strong emphasis on permission managemmehproviding SQL-like query features. Although sdighctionalities
are promising in the context of MSN, it is unlikehat the full specification be easily supportecaomobile device.

In the area of Social Media, IETF AtomPub has hesed as a simple remote protocol (including on feafevices) focused
on SN content and its metadata, thus enablingubggation of both content itself and its corresgioig Atom entry. This
solution natively fits with ActivityStreams repredation of activities over SNs, being content pedtion (‘post’) a type of
activity.

Content consumption is the most widely developadlui® in SN as it enables the access to someagis etmtent and
activities, mainly through syndication techniquesl &eds. In particular, files and multimedia cotean easily be
referenced in ActivityStreams feeds as URLSs relabeal related activity (e.g. the ‘post’ itself ofsaare’ action on it)

With respect to content notification aka “sharefidtionality, no relevant OMA enabler has been it so far. Instead,
the OExchange initiative is focused on providingraple framework, based on XRD that allows discgwdrsuch sharing
functionality, further providing a common specitica for the actual sharing action.

Note that this functionality mainly relates in MSigling to offer this capability to external weliess in order to receive
notifications about external content. When usedtyISN client, the “share” functionality can be i&sted by sending a
“share” activity entry (defined in ActivityStreamayer AtomPub.

It is thus recommended to endorse AtomPub protasoeference protocol for actual content publiceffde or multimedia
content) from client to server within MSN, as wedl for the “share” functionality. Such protocol gltbseamlessly integrate
support for setting content permissions that iratsgwith privacy mechanisms at consumption timenfather users. OASIS
CMIS’ principles on permissions should be evaluatben defining content permissions such as AClikéncontext of
MSN.

ActivityStreams is further recommended as basia étatmat for referencing content into activitiesds as “post” or
“share”) and consume it through feeds, both froients and when exchanging content with other MSNs.

Depending on service provider deployment, OExchapgeification is recommended for MSNs willing foen to external
web sites.

Depending on service provider deployment, OMA Clslih de considered a valuable enabler to be implesddant MSN
server (acting as Service Provider) to enable leckupload of content.

8.1.6 Activities

Activities in the context of the OMA may relatertalltiple enablers, such as for example a changeesfence status, an
instant message sent to a group, etc. However, @Mbicking from enablers that allow representatiod sharing of
activities in a consistent and generic way.

On the Internet, activities and related user steeara becoming widely represented throughout cu@8hls using the
ActivityStreams specification. Such specificatisralso being endorsed by several popular Fedegateidl Network
initiatives, such as OStatus and OneSocialWeb.

Activity publication can be divided in 2 steps:

- content publication: This step is responsible far &ctual remote publication of content from antlie its target
server. Content can be any activity (e.g. postipd@to, joining a group, start following a usergreoenting) and
can embed multimedia content as well as textualecinAtomPub is a specification designed for thispose as
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protocol for client-server interoperability, whichn carry any Atom content, including ActivityStnes formatted
content.

- publication sharing and notification: This stepasponsible for providing a (list of) publishedigity(ies) to an
interested consumer. Access to activities can biermeed either in “pull” or “push” mode. For “pusiniode
notifications, solutions exists based on XMPP, aTH (PubSubHubbub) as well as in the OMA (PUSH trab
In particular, XMPP push allows for direct notiftmans to users, whilst PubSubHubbub uses a cemtitafor
managing subscriptions and related polling requestisreal notifications). OMA PUSH relies on PARIZOTA
protocols to notify mobile users, and could be udiegctly from the original server or through a PLISub.

Based on this analysis, it is thus recommendeddorse the ActivityStreams specification within ONMg activity and
stream representation. It is further recommended to

* Analyse and consider the endorsement of AtomPutopobfor activity publication to an OMA-compliaBiN. Such
analysis should consider publication of activifiesn the MSN Client, as well as provide means fdemal
enablers (or applications) to insert activitiesbetalf of a user within a OMA-compliant SN, thatuhdcorrespond
to a specific action on these enablers (or apjticg].

* Analyse and consider extensions to the Activity&@tre specification whenever needed, to be develafad the
OMA or discussed with the ActivityStreams initiativ

* Analyse and consider the reuse of OMA PUSH enaldgrart of a push notification mechanism towardsMisN
Client (acting as Push Application on the device).

8.1.7 Follow-up actions

Follow-up actions (e.g. comment, reply, “I likegvourite) can be treated as “activities” in a sanivay than original
actions, and as such posted and shared using isimélehanisms.

However, their intrinsic characteristic of relatittgga previous activity implies their notification the author of the original
activity, and its subsequent propagation to itsstibers. As such, a specific mechanism is neeslgddrantee that this
follow-up action is naotified to its source, everp#drformed on another SN, and integrity protecpeidy to be propagated to
its subscribers.

The OMA has no specific enabler addressing theggagion and assertion of messages conveying usawv{op actions.
Although email or IM-based protocols, coupled vwatturity techniques, can be considered for adaigskis issue, the
Salmon protocol is a popular open initiative thatvides such features in the Social Web arena.ifebn HTTP,
WebFinger and specific signatures [MagicSig] tafyehe message and its author, Salmon traditigredtries
ActivityStreams messages.

Based on this observation and on its importan@@we functionality of SNs in general, it is recoended to investigate a
standard-based approach to this feature within Qivithe context of MSN. In particular, it is furthexcommended to
analyse and consider the endorsement of the Sghnooocol for follow-up activity notification and sertion, and
ActivityStreams for representing follow-up actions.

8.1.8 Private messages

Private Messaging is a way to communicate with rothembers inside social networks. It enables tad seessages privately
between members, and is somehow similar to e-reaiice. Private messages cannot be read by any mraber except
by the person it was sent to. As such, private agessare always only available for registered usewn the conversation
perspective, we can classify the private messageswo kinds of messages: one-shot messages andrsation messages.
One-shot messages refer to messages sent to ansénarot related to a conversation session. Onttler side,
conversation messages enable users to exchangages$#s a conversation session.

From the domain perspective, private messageseatabsified into intra-domain message and crossaiftomessage:

* Intra-domain private messages: here refer to sgivate message to another registered user igdime social
network. Although it could use any format and methdepending on the social network specific depkayimit
could benefit from a standard approach to allowrimperability between client and server on the s&ie
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Cross-domain messages: refer to send private messaguser on another social network. For this tfp
interaction, standard cross domain protocols atetosed to enable interworking.

Different technologies may be used for one-shotsaigss and conversation messages:

One-shot message: HTTP POST method is an easyowaglize this based on existing IP connectionovnfat

like XML can facilitate different SNs when parsitige message. Between client and server or betwazeers, one-
shot message can be considered by posting a maaghgereceiver’s inbox over AtomPub. The use ah®n
needs to be investigated both for client-serverserder-to-server communication. It is also possibluse other
social network APIs such as Opensocial API for shet message. Opensocial java script AP| defines aP1

that can be exposed by SN Client. Opensocial REBITig\possible to be used for server-to-serveeores-to-
application. OMA PUSH can enable message delivetiid receiving user via various communication roéshor
protocols from server to client to complete theralledelivery of the message between sender arelvest Even if
the user is not a subscriber of the social netwibi&,also possible to push a message through shessage to that
user’s client using OMA PUSH.

Conversation message: The IETF Extensible Messagidd’resence Protocol (XMPP) is an open techndtogy
real-time communication, which covers a wide raofjepplications including instant messaging, presemulti-
party chat, voice and video calls, collaboratiéghtweight middleware, content syndication, andeyatized
routing of XML data. Unlike most instant messagprgtocols, XMPP uses an open systems approach of
development and application, by which anyone maylément an XMPP service and interoperate with other
organizations' implementations. Alternatively, IEMISRP [MSRP] (Message Session Relay Protocolpiotocol
for transmitting a series of related instant messag the context of a session, and it is the hasitocol that can be
used for conversation message. OMA SIMPLE IM [OMMWSBLE-IM] is a set of capabilities allowing exchangf
instant messages between users in near real-tilesed on the IETF SIP [SIP] protocol with SIMP{EP for
Instant Messaging and Presence Leveraging Extesjseotensions [SIMPLE]. OMA CPM [OMACPM] is the
Converged IP Messaging and provides the convergafimeilti-media communication services while le\gna
standardized service functionalities from exist®gA communication enablers like OMA SIMPLE IM or GM
PoC [OMAPOC]. IETF SIMPLE, OMA SIMPLE IM and OMA QP are all based on SIP technology.

The use of protocols based on IETF SIP may intredulevel of complexity for MSN scenarios, andtarbe evaluated if it
might be appropriate.

According to previous analysis, it is recommended t

8.1.9

For one-shot message, consider private messagesAtsimPub or Salmon between OMA-compliant SNs and
between the MSN Client and the OMA-compliant SNitirer consider OMA PUSH for delivering of the megsa
from OMA-compliant SN to MSN Client.

For conversation message: IETF XMPP and MSRP, estdgols specified in OMA SIMPLE IM and OMA CPM
are potential candidate protocols for cross-domaessages, i.e. between OMA-compliant SNs. It isddher
study if they can be suitable to delivering conaém message between clients and the OMA-comp8aht

Security mechanisms are to be taken into accoukgep messages private and preserve integrityciesiyeacross
SN domains.

Groups

Groups in a SN ecosystem are key to socialize atabksh new connections, partake information ews, carry out
collaborative tasks (e.g. polling) and share muétiila contents (such as images, video, audio) arothreg activities.

Traditionally groups have been in use for asynchosncommunication, wherein, registered or non-teggsl users can start
new threads. The replies or comments to the ofigiost are made by other users at their leisures i§hin contrast to the
groups from MSN perspective, which are generaltivacr dynamic in nature requiring near real-timeractions among
members of the group (e.g. group chat in Facebddk®. requires groups in a SNs environment to i&adalone entity.

OMA Group XDM, ActivityStreams, OMA IM, OMA PoC an@MA CAB are some of the initiatives that deal wstllbset
of aspects pertaining to group feature.
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OMA Group XDM specification has the data formattpering to a group. It captures all the basic eletméke group
identifier, group name, participants, private mgesaand join-handling associated with groups. O&taup XDM
facilitates other OMA Enablers (e.g. OMA IM, OMA @pto support “groups” feature and perform varioumnagement
operations like creation/deletion of groups, ad@imgting/deleting members and history managemaAativityStreams
provide mechanisms to represent a subset of thageament aspects like joining or leaving groups socal web
environment.

OMA IM and PoC Enablers facilitate mobile subscribe engage in group-wide chat communication utiegespective
services. This, typically, has at least two papticits communicating over a chat session. This égirast to group
communication or functionalities as perceived fremaial network perspective, wherein, a single gaarpost messages to
the group to be reviewed or commented by other neesndif the group at a later point of time in aduditto real-time chat.
The chat functionality within a group provided b¥@ IM may, however, be useful in the context of gpochat sessions
among users in a social network environment.

The major distinction between groups in an IM eowiment and in a social network environment is ghatips in a SN can
be standalone entities while the same is not tramilM environment. OMA CAB has provision to adgdup” as a
standalone entity. However, it does not suppotufea like sharing comments, multimedia and otledaborative tasks
common to SNs.

Based on this analysis, it is recommended thedradsirds based approach is needed to define greapséd from SNs
perspective while enhancing or reusing the capgsiland functionalities in the available OMA intives like OMA Group
XDM, IM and CAB depending on whether or not thetpomls and mechanisms therein are suitable for d&Nronment.
In particular, the following features should be sidered with regard to the group feature from SH&pective:

e Group management capabilities from OMA Group XDM;
* OMA IM functionality to allow chat among users irsacial network environment;

« OMA CAB's provision to create group as an indepenadmtity.
8.1.10 Search

Users’ search based on profile characteristics fg.game, location, interests, or profile inforioatlike age and gender) is
a common feature of existing SNs. Further, conbergfroup search is also a common functionalitthenOMA, search has
been investigated by MSF [OMAMSF] as well as XDNablers.

OMA XDM [OMAXDM] in general allows for searching tally on XML documents within an XDM server. In fiaular,
Profile XDM allows for generic search based on ysefile information, executable over all user jiflocuments. XDM
further supports authorization policies and chamg#ications through SIP, and is accessible by XBhhcipals. OMA
CAB supports contact search including Personal &tr@ard (PCC) search, Address Book search andriaki@irectories
search based extension XDM search. Group XDMSeidagical repository for Group Documents. OMA CMOINIACMI]
enabler provides mechanisms for the managememméots, defines the APIs between Content ProdddrService
Provider (e.g. Operator) for managing contents.

OMA MSF is an enabler dedicated to mobile searelyirrg upon Atom and OpenSearch specificationgteige an
interoperable framework for search, including skamegine registration, inter-MSF server searchyelsas personalized
search and recommendations, and subscribe-pusticiuality. OMA MSF is natively extensible to incladeveral Search
Engines that can register with the MSF. Unlessgipigrsonalization feature, no user identity is neglalthough possible.
Searches within MSF rely on “domains” (and relatdteria) for which relevant search engines carstegtheir availability.

In the area of Social Web, the role of searchilisustclear and so the related initiatives for pobrg profile-based search or
content search in general. WebFinger is an initiatiat provides user identity and profile discgyatthough it requires the
a priori knowledge of a user@domain identity andsioot provide any feature for profile-base search.

Such current lack of standardization does not atmfind users (and thus communicate with themhett knowing their
identity and/or searching for them on specific $Na proprietary fashion. The same applies to amtent search on such
SNs.
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It is thus recommended to provide a standard-bapptbach within OMA for allowing transversal seavgthin MSN. In
particular, it is recommended to reuse MSF enablsupport any type of search relevant to MSN Igyrtteans of dedicated
Search Domains and associated domain specific gheasto retrieve search results and recommendatioparticular in
the context of profile-based user search a “usedr& Domain would enable the retrieval of usentitecandidates and
possibly provide user (friend) recommendations.

Although no recommendation is given on the actepbsitory(ies) to be used as MSF Search Engine(bki context of
MSN search capability, it is recommended to idgrgifssible OMA enablers with search capabilities Hre relevant to
MSN (e.g. Profile XDM, Group XDMS, CAB) and providglidelines to register and integrate the relatgdes as an MSF
Search Engine within the MSF enabler. Such semangbe used as reference backend systems for M&wkhsas a Service
Provider deployment option.

Search functionality should at least enable tockefor user identities (according to Section 8redommendations) based
on a set of profile information. Such user ideatitmay be used as input for WebFinger discovepyaffle and activities
information.

8.1.11 Open API

Open APIs provided by a SN enables third-party elications, applications residing on the devése] other SNs to
access its functions such as: browsing an actigéy, uploading content, finding a friend. API gially distinguished in
network APl and device API. Network APl is providegthe MSN Server. While device API is providedtbg MSN Client
and is used by other applications installed andingion the same device as the MSN Client.

Most popular Social Networks provide their own piefary Web API: Facebook Graph API enables apfitinao get data
for an “object” concept and get the relationshipthese “objects”; Twitter APl has also made aug#amany functions to
the third parties, e.g. member list, friendshigialograph, notification and so on.

There are also some standard APIs that relate 5o SN

» OpenSocial is a set of APIs for getting informatédout the person, group, activity information ancn; both
JavaScript APl and REST API are supported.

*  OMA provides many kinds of APIs and some of thasedesigned to expose functionalities of specifidfO
enablers. Examples of OMA network APIs that mayddated with social network functions are:

0 The address list management API of OMA Parlay $enficcess V1.0 (PSA) [OMAPSA] and OMA
ParlayREST V2.0 [OMAParlayREST2] allows an applimatto manage groups (address lists, or group
URI’s) and their associated properties.

o OMA PSA Content Manangement API enables contentllinwith submit, read, modify and query
operations; support content notification, storing aanaging the meta-data associated with content
elements.

0 OMA Next Generation Service Interfaces V1.0 (NGBDMANGSI] and [OMANGSI-S]) has Identity
Resolution API and Identity Management API for itligncontrol that allows an application to manage t
Identifiers of an Identity.

0 OMA RC APIs [OMARC_APIs] will provide RESTful API@out social presence information to share and
publish presence information. It also provides NekwAddress Book API to get contact information and
receive updates on contact information.

o OMA CAB APIs [OMACAB_APIs] will provide applicatios with access to and management capabilities
of the rich personal data stored in the Convergddréss Book and Personal Contact Card as spebified
OMA CAB 1.0

» Example of OMA device APIs that may be related wgitigcial network functions is:

0 The OMA Client-Side Enabler API [OMACSEA] definesquirements for API's as provided to client-side
applications executing in Web runtime environmeetg, in Web browsers or widget engines, using
Javascript as the primary procedural languagesImitial release, CSEA defines API requirements f
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OMA Dynamic Content Delivery (DCD) [OMADCD], OMA PEH, and OMA Dynamic Profile Evolution
(DPE) [OMADPE].

* Moreover, OMA has produced an OMA Guidelines fotiierk REST API specification intended to provide th
guidelines for defining REST interfaces in OMA, aguldelines for device API are on working as pdthe OMA
Web Runtime APl (WRAPI) [OMAWRAPI].

Based on this analysis, OpenSocial APIs seem fivdraising candidate to be used for providing MSNctions to the third
party applications. However it is not possible toyide a more detailed recommendation before te leéearly identified the
functionalities that are to be exposed from a MONce these functionalities are identified it widl possible to determine
which already existing APl may be re-used as thieyoa with appropriate extensions.

It is further recommended that the design of nekwAfls and device APIs toward applications aficharties follow OMA
guidelines.

8.1.12 Data Portability

Without user re-register, data portability allowget or import the user personal information, cotstgprofile, history, media
and content from the original social network. Tvepects need to be considered: permissions fongetie portable data
and how to import the data.

» Permissions for getting the portable data: autlation policies and privacy rules should be port@dess SNs.
OpenlD enables identity portability, allow the ussmng one account for Federated SNs. In ordensore an
application or a social network has permissiorfetch user data, the user original social netwoay support an
authorization mechanism.

* Import or exchange the data: a user may want t@briany kinds of data from the original social matato
another SN or application. Standard format is thanflation for SNs or applications to parse the.daifferent data
has different formats, e.g. profile referenced bgtifihger, contact information based vCard or Hcaottent
description on ATOM. There are also some particalachanisms or protocols for fetching differentdkof user
data.

o Contact: Portable Contacts parse contact informdtmm atom or json and made the contact portable
under user control, the Portable Contacts API iewbmpatible with OpenSocial RESTful Protocol and
can be used for requesting address book, profil friiends-list information from the original sokia
network. OMA CAB is capable of share contacts infation between users, but it can’t provide the
contact information to other applications currefitly

o Profile and relationship: FOAF is one choice abinfdrmation and relationship. FOAF files are juesttt
documents adopt the conventions of the Resourceripsn Framework (RDF). It allows social network
to generate profile pages automatically from alutzda, post RDF/XML files and link them from an HTML
homepage. SIOC allows representing rich data flteSocial Web in RDF, it is commonly used in
conjunction with the FOAF vocabulary for expresspggsonal profile and social network information.

o Contents, media resource: AtomPub uses HTTP metoadteate, edit, and delete media resources. An
application or social network can use GET to rg&ia representation of a known resource from the
original social network. Social web service can @gpenSocial API to retrieve application data onabieh
of a given user from the original social network.

0 Activities: using ActivityStreams for descibing thetivities and syndicate the activities from omets
another.

Based on this analysis, it is thus recommended to:

% OMA CAB API is a Work Item still on working thatilivdefine API to expose CAB functionalities to tHiparties.
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» For the Federated SNs, analyse and consider tee célAtomPub to support data exchange such asmsrand
activities. How to endorse different data formatd Aow to exchange other types of data need tanriesk

analysed;

* Inthe case of an application or social web ses/feéching data, using APl is a good way to additeiss for
example to retrieve person, group information, igagibn data or activities on behalf of a givenrysee Section

8.1.11).

Regarding recommendations on permissions see 8ettia3 on Privacy.

8.2 Wrap-up and Conclusion

The following table is a summary of the gap analyketailed in Section 8.1.

Feature

Most relevant OMA
enablers or initiatives

Other most relevant
initiatives

Recommendation

Identity

OpenlD, WebFinger

Adopt MSISDN or
user@domain as primary
identity; reuse OpenlID ang
WebFinger as basis to
support one identity for
Federated SNs.

Profile

CAB, Profile XDM, SUPM

XRD, WebFinger, HCard,
FOAF, POCO, OpenSocia
OpeniD

WebFinger can be used to
,discovery the type of user
profile.

XML based initiatives like
FOAF are recommended
data format for Mobile
Social Networks.

OMA CAB can be used fo
profile, however, it needs
to be evolved to support
SNS features like
relationships

Privacy

Privacy Requirements for
Mobile Services,
Autho4API

IETF OAuth v2.0

Consider IETF OAuth v2.
and OMA Autho4API
Work Item

Relationships

CAB, XDM

FOAF, XFN,
ActivityStreams

Consider using FOAF for
representing relationships
between users

Consider to enhance OMA
enablers like CAB and
XDM to support
relationships

Consider to use
ActivityStreams to track
changes in relationships

Content sharing

CMI

AtomPub,
OASIS CMIS,
OExchange

Consider use of AtomPub
for content sharing and
ActivityStream for
referencing

Consider OExchange for
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sharing from external sites
with MSN

Activities

PUSH (notifications)

ActivityStreams
AtomPub
XMPP
PubSubHubbub

Consider use of
ActivityStreams for
representation and
AtomPub for publication

Consider use of OMA
PUSH for push
notifications

Follow-up actions

Salmon, ActivityStreams

Consider use of Salman
follow-up action
propagation and assertion
and ActivityStreams for
representing follow-up
actions.

Private messages

PUSH, SIMPLE IM, CPM

AtomPub, Salmon, IETF
XMPP

Consider use AtomPub or
Salmonfor one-shot
message and OMA PUSH
for message delivery.

Consider use MSRP or
XMPP for conversation
message.

Groups

IM, PoC, XDM Group,
CAB

ActivityStreams

Consider evolving an
appropriate method to
address the deficiencies in
the available initiatives.
Furthermore, consider:

- OMA Group XDM for
group management
functionalities

- OMA IM for chat
functionality in a group

- OMA CAB's capability
to have group as an
independent entity

Search

MSF, Profile XDM, Group
XDM, CAB, CMI

Use MSF as basis for
overall search.

Allow for back-end
interconnection with
specific OMA enablers for
vertical search
functionality

Open API

PSA, Parlay REST V2_0,
NGSI, RC APIs, CAB
APls

OpenSocial APIs

A recommendation may
take place only when MSN
functionalities to be
exposed have been
identified.

Follow OMA guidelines

for network API and device

fo
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API.

Data Portability CAB AtomPub, ActivityStreams| Consider use of AtomPub
FOAF, OpenSocial, SIOC | for data portability between
SNs.

Use OpenSocial API to
provide data for
applications.

Table 1: Gap Analysis and Recommendation

Many initiatives exist currently in the Social Watena, and some of them are clearly becoming napelar. However,
many of them are still evolving, having differemtglees of maturity and adoption by the major SNey&a In addition, most
of the current players and specifications do netsjally focus on mobileaspects, thus potentildding in difficulties
when adopting such solutions over mobile netwodenarios.

Based on the (unavoidably not exhaustive) anab@mslucted in this document and with specific refeesto OMA, a first
conclusion suggests that the main “gap” missingdM&N within OMA relates to mechanisms to informetlusers about
their actions. In other terms, it is needed tharsifiave an (easily discoverable) identity andethas this identity a user is
able to follow someone else’s activities (whatehery may be) and share his/her owns. This topimbabeen addressed yet
within OMA and would benefit dedicated standardmaeffort.

A further conclusion of this analysis is that seVédMA enablers have been identified as relevatiiéocontext of MSN for
some features. In particular, some enablers caaused “as-is” as facilities (e.g. OMA PUSH forifioations), whilst
others may be enhanced to address MSN-specifiéremgents (e.g. OMA CAB for relationships management

Some further OMA enablers may be considered asesidblers in the context of MSN and can be usémptement extra
functionalities (as deployment options by servicavjglers). For example, as mentioned throughouti®@e8.1, some OMA
enablers can be considered to address the actmahgoication between MSN users (e.g. chat). No §ipetted has been
identified so far to mandate or define new enalterserform the actual communication between ugersare already
widely covered by standards (including in the OMAhwever some study may be needed for their utieeicontext of
MSN.

Based on the above conclusions, the needed comehari core features for MSN interoperability wittOMA is considered
limited (positive aspect).

In parallel, other features can be initially coxethrough “guidelines” to optionally reuse relev@WA enablers within a
single MSN (intra-domain). Depending on the adaptiésuch features and the maturity of relevanbbsra or initiatives,
such features may progressively be introduced ap®MA MSN to enrich interoperability between SN
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9. Recommendation

9.1 Pursue standardization activity on MSN within OMA

It is recommended to pursue the study of an MSNifipation within OMA through one or more Work Itento embrace the
Social Web activity in the large, closely monitgrimobile aspects and possibly leveraging OMA enabla particular, a
new Work item may be dedicated to the developmeatawre specification for MSN, whilst others magtis on the
evolution of other OMA enablers for use in conjumctwith MSN (e.g. CAB).

9.2 Scope MSN activity

It is further recommended to identify a cohereritsat of functionalities specific to MSN that canrbpidly specified as a
core specification for MSN within OMA, thus allovgrarge-scale deployments and interoperability &WMClients and
MSN Servers in a timely manner.

In this sense, it is envisioned that some addititestures related to MSN may or may not be prodibg the service
providers, and if provided they may or may not e2eQG8MA enablers (i.e. may be provided through petpry means). To
the best possible extent, guidelines may be giggrly on existing OMA enablers also for such dddl features. In
particular, it is recommended to include in thepscof anew dedicated OMA MSN Work Item the following items:

» define the interface between the MSN Client andMils® Server, and the interface between MSN Senveenable
federation of OMA-compliant SNs, supporting at tdaatures such as:

o profile discovery;
0 publication and sharing of contents, activities &illbw-up actions;

» consider the endorsement of OStatus-related spatitfhs (WebFinger, ActivityStreams, Salmon, Pubkuibub),
typically for server-to-server interactions

» consider the endorsement of OpenSocial REST prbsociior AtomPub, typically for client-server indetions;

» consider OMA PUSH enabler to support notificatitmdISN Client (follow-up actions delivery, privabeessage
delivery, user status notification, etc);

» consider exposing device APIs (e.g. OpenSocialSemat) and network APls, as well as an appropmpaieacy
framework, to easily integrate OMA-compliant SN lwéxternal applications;

In addition, it is recommended to evaluaiether Work Itemsin relation to existing OMA enablersto benefit MSN activity,
such as:

« consider the evolution of OMA CAB Enabler for MSNau profile, groups and relationship managefient

» create guidelines to reuse existing OMA enableralitional MSN features (e.g. profile search gsOMA MSF).

9.3 Liaise with other SDOs

Finally, it is recommended to liaise with the W3@yp “Federated Social Web Incubator Group” toifyfaoles and
commonly address the standardization of Social Netsvboth from a Web and Mobile perspectives, 8peeding up the
delivery of interoperable solutions.

In general, due to the vast amount of specificatvork being undertaken in the context of the Sodiab, it is
recommended to monitor existing or new SDOs embggttiis context and evaluate future liaisons.

% OMA CAB v.1.1 and OMA SimplifiedCAB v.1.0 are tvwork Items on working in OMA that have in the scape
incorporate new market requirements (e.g. RCS namdsocial networking features).
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Appendix A. Change History

(Informative)

Document | dentifier

Date

Sections

Description

Draft Versions
OMA-WP-SocialREST

(renamed) OMA-WP-
Mobile_Social_Network

16 Nov 2010

all

initial version of WP as permangod

24 Nov 2010

33,4

Update accordingly to INP disedsin Seoul (R&A):

- OMA-REQ-2010-0121R01-
INP_Mobile_Social_Network_WP_Introduction

30 Nov 2010

5.1,2,52

Update accordingly to INS2dssed in REQ CC 20101130:
- OMA-REQ-2010-0118R02-INP_mobile_social_networlkdustry

- OMA-REQ-2010-0123R01-
INP_Mobile_Social_Network_WP_State_of the_Art

02 Dec 2010

2,6.1,6.2,
6.3

Update accordingly to INP discussed in REQ CC 20001

- OMA-REQ-2010-0122R03-
INP_Mobile_Social_Network_WP_Scenarios

- OMA-REQ-2010-0119R02-INP_MSN_multiple_terminalesario

11 Jan 2011

53,7.1

Update accordingly to INPutised in REQ CC 20110111:
- OMA-REQ-2010-0139R02-INP_MSN_value_chain
- OMA-REQ-2010-0140R03-INP_MSN_Architecture_Aspects

21 Jan 2011

3.2

Update accordingly to INP discussed in REQ CC 2011Gand
following R&A:

- OMA-REQ-2011-0004R02-INP_MSN_Definitions

25 Jan 2011

all

Update accordingly to INP discuss€EQ CC 20110125:
- OMA-REQ-2011-0008R01-INP_MSN_WP_Review_for_cotesisy

28 Jan 2011

Update accordingly to INP discuss&EQ CC 20110125:
- OMA-REQ-2011-0010-INP_MSN_WP_Gap_analysis_teneplat

16 Feb 2011

6.4,8.1,
8.1.10, 2,
8.1.6,8.1.1

Update accordingly to INP discussed in Honolulu(R&A

- OMA-REQ-2011-0018R01-INP_MSN_WP_Device_Applicaso
- OMA-REQ-2011-0019R02-
CR_Mobile_Social_Network_WP_Gap_Analysis_Search.

- OMA-REQ-2011-0021R01-CR_MSN_WP_Gap_Analysis_Aititi
- OMA-REQ-2011-0024R02-CR_MSN_WP_Gap_Analysis_ldgnt

28 Feb 2011

8.1,8.1.12,
8.1.3, 2,
8.1.5,

Update accordingly to INP discussed in REQ CC 2@22Qin R&A):
- OMA-REQ-2011-0025R01-
CR_MSN_WP_gap_analysis_data_portability

- OMA-REQ-2011-0028R02-CR_MSN_WP_Gap_Analysis_Riywa
- OMA-REQ-2011-0029-
CR_MSN_WP_Gap_Analysis_Content_sharing

01 Mar 2011

8.1,8.1.2

Update accordingly to INFead in REQ CC 20110301 (in R&A):

- OMA-REQ-2011-0031R03-
INP__INP_MSN_WP_gap_analysis_Profile

11 Mar 2011

2,8.1,8.1.7,
8.1.9

Update accordingly to INP discussed in REQ CC 2608Qagreed in
R&A):

- OMA-REQ-2011-0040R01-CR_MSN_WP_Gap_Analysis_Rellp
- OMA-REQ-2011-0041R02-CR_MSN_WP_Gap_Analysis_Gsoup
- removal of sections 6.5 and 8.2 (agreed in thig ca

- minor editorial changes

15 Mar 2011

2,8.1,8.138

Update accordingly to INP agreed in REQ CC 2011(3gseed in
R&A):

- OMA-REQ-2011-0042R03-
CR_MSN_WP_Gap_Analysis_Private_messages

18 Mar 2011

2,8.1,
8.1.11, 8.1.4,

Update accordingly to INP discussed in REQ CC 2815Qagreed in
R&A):

- OMA-REQ-2011-0048R02-
CR_MSN_Gap_Analysis_Client_Web_API

- OMA-REQ-2011-0053R01-
CR_MSN_WP_Gap_Analysis_Relationships

24 Mar 2011

522,829,
2

Update accordingly to INP discussed in REQ CC 26240
- OMA-REQ-2011-0047R02-CR_MSN_WP_Recommendations
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Document I dentifier Date Sections Description
29 Mar 2011 | All,in Update accordingly to INP discussed in REQ CC 26220
particular up | - OMA-REQ-2011-0071R01-INP_MSN_Editorials_up_to_®®t 5
to section 5 -
- editorial changes
11 Apr 2011 All Update accordingly to INP discusge&orrento 20110411
- OMA-REQ-2011-0083R01-INP_MSN_Whitepaper_Final_ieev
- Editorial clean.
Approved Version 26 Apr 2011 All Status changed to Approved by #:
OMA-WP-Mobile_Social_Network OMA-TP-2011-0145-
INP_Approval_for_ MSN_Whitepaper_public_and_publithe
16 May 2011 All Editorial Changes after legal check

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




