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1 Scope

The Wireless Application Protocol (WAP) is a resafltontinuous work to define an industry-wide sfieation for
developing applications that operate over wiretgsamunication networks. The scope for the WAP Foisitn define a set
of specifications to be used by service applicatidrne wireless market is growing very quickly, aedching new customers
and services. To enable operators and manufactiareneet the challenges in advanced serviceséifiation and
fast/flexible service creation WAP Forum defineseaof protocols in transport, security, transagtsession and application
layers. For additional information on the WAP atebiure, please refer tWireless Application Protocol Architecture
Specification”[ARCH].

The Session layer protocol family in the WAP aretiitire is called the Wireless Session Protocol, WAIBP provides the
upper-level application layer of WAP with a consigtinterface for two session services. The frst connection-mode
service that operates above a transaction layéog@rbWTP, and the second is a connectionlesscethiat operates above a
secure or non-secure datagram transport servicanéie@ information on the transaction and transpertices, please refer
to “Wireless Application Protocol: Wireless Transacti®rotocol Specificatioh(WTP] and “Wireless Application

Protocol: Wireless Datagram Protocol Specificatigw/DP].

The Wireless Session Protocols currently offerises/most suited for browsing applications (WSPER\provides HTTP
1.1 functionality and incorporates new featurehsaglong-lived sessions, a common facility foradatsh, capability
negotiation and session suspend/resume. The pistodthe WSP family are optimised for low-bandwidbearer networks
with relatively long latency.
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2 Document Status

For information and comments on this specificatigease visit http://www.openmobilealliance.org/.
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4 Definitions and Abbreviations

4.1 Definitions

For the purposes of this specification the follogvitefinitions apply.

Bearer Network

Capability

Capability Negotiation

Client and Server

Connectionless Session
Service

Connection-M ode
Session Service

Content

Content Negotiation

Default Session Context
Entity

Header

Layer Entity

M ethod

Null terminated string

Peer Address
Quadruplet

Proxy

A bearer network is used to carry the messagedrahaport-layer protocol - and ultimately alsdtod
session layer protocols - between physical deviBasing the lifetime of a session, several bearer
networks may be used.

Capability is a term introduced in section 6.3Qapabilities", to refer to the session layer protoc
facilities and configuration parameters that antlier server supports.

Capability negotiation is the mechanism definedention 6.3.2.1, "Capability Negotiation", for agjrey
on session functionality and protocol options. ®essapabilities are negotiated during session
establishment. Capability negotiation allows a seapplication to determine whether a client cgrpsut
certain protocol facilities and configurations.

The term client and server are used in order to VMg to well known and existing systems. A clieni
device (or application) which initiates a requestd session. The server is a device that passivetg
for session requests from client devices. The s@ae either accept the request or reject it.

An implementation of the WSP protocol may incluehéycclient or server functions in order to minimise
the footprint. A client or server may only supparubset of the protocol facilities, indicatingstduring
protocol capability negotiation.

Connectionless session service (section 6.4) imagliable session service. In this mode, onlyréuiest
primitive is available to service users, and ohly indication primitive is available to the servim®vider.

Connection-mode session service (section 6.3)adiable session service. In this mode, both reicared
response primitives are available to service userg both indication and confirm primitives areitalde
to the service provider.

The entity body sent with a request or responsefésred to as content. It is encoded in a format a
encoding defined by the entity-header fields.

Content negotiation is the mechanism the serves tasselect the appropriate type and encoding of
content when servicing a request. The type andding of content in any response can be negotiated.
Content negotiation allows a server applicatiodeoide whether a client can support a certain fofrm
content.

The assumed session context based on WAP classromrfce or implementation specific mechanisms.

An entity is the information transferred as thelpag of a request or response. An entity consistseta-
information in the form of entity-header fields atmhtent in the form of an entity-body.

A header contains meta-information. Specificallgeasion header contains general information about
session that remains constant over the lifetime s#ssion; an entity-header contains meta-infoomati
about a particular request, response or entity ljoalytent).

In the OSI architecture, the active elements withlayer that participate in providing layer seevare
called layer entities.

Method is theypeof client request as defined by HTTP/1.1 (e.gt, Best, etc.). A WSP client uses
methods and extended methods to invoke servicéiseoserver.

A sequence of non-zero octets followed by a zetetoc

Sessions are associated with a particular cliethtessd, client port, server address and server it
combination of four values is called the peer aslslguadruplet in the specification.

An intermediary program that acts both as a seamdra client for the purpose of making request on
behalf of other clients. Requests are servicednatly or by passing them on, with possible tratista to
other server.
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Pull and Push Data
Transfer

Session

Session Context

Session Service Access
Point (S-SAP)

Session Service Provider

Session Service User

Transaction

Push and pull are common vernacular in the Intesoeld to describe push transactions and method
transactions respectively. A server “pushes” #a client by invoking the WSP push service, wasra
client “pulls” data from a server by invoking theSR method service.

A long-lived communication context established bewtwo programs for the purpose of transactions
and typed data transfer.

The negotiated capabilities, transaction statectindt/server addressing data as passed duringpsess
establishment.

Session Service Access Point is a conceptual pbiwhich session service is provided to the upggerl

A Session Service Provider is a layer entity tleéitvaly participates in providing the session seewia
an S-SAP.

A Session Service User is a layer entity that retgugervices from a Session Service Provider via an
S-SAP.

Two forms of transactions are specified herein.deot use the term transacti@mnimply the semantics
often associated with database transactions.
= A method transactiois a three-way request-response-acknowledge
communication initiated by the client to invoke athod on the server.
= A pushtransactionis a two-way request-acknowledge communication
initiated by the server to push data to the cl

4.2 Abbreviations

For the purposes of this specification the follogvabbreviations apply.

API Application Programming Interface
A-SAP Application Service Access Point

HTTP Hypertext Transfer Protocol

1SO International Organization for Standardization
MOM Maximum Outstanding Method requests
MOP Maximum Outstanding Push requests
MRU Maximum Receive Unit

osl Open System Interconnection

PDU Protocol Data Unit

S-SAP Session Service Access Point

SbU Service Data Unit

SEC-SAP Security Service Access Point

T-SAP Transport Service Access Point

TID Transaction Identifier

TR-SAP Transaction Service Access Point

WDP Wireless Datagram Protocol

WSP Wireless Session Protocol

WTP Wireless Transaction Protocol
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4.3 Documentation Conventions

The key words “MUST”, “MUST NOT”", “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD", “SHOULD NOT",
“RECOMMENDED", “MAY”, and “OPTIONAL” in this documat are to be interpreted as described in [RFC2119].
The following sections and appendices are normative

Sections 3,6, 7, 8
Appendix A, D

All other sections and appendices are informative.
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5 WSP Architectural Overview

Wireless Session Protocol is a session-level pobfamily for remote operations between a clierd proxy or server.

5.1 Reference Model

Application - Service Access Point

|
Application

A-Management
Entitity

4

S-Management | IS ; | .
o ession
Entitty _O_ Session Layer Protocol

TR-Management | . .
Entitity O.. WTP Wireless Transaction Protocol

A : e

Application Layer Protocol

Session - Service Access Point

Transaction — Service Access Point

_ SEC-SAP ! Security-Service Access Point
L o
SEC-Management : . .
Entitity - Security Security Layer Protocol

@ @ Transport - Service Access Point

T-Management ( ) l
Entitity WDP/UDP |Wire|ess Datagram Protocol

e I

Underlying
Bearer-Management BearerService

Entitity U

Figure 1: Wireless Application Protocol Reference Model

A model of layering the protocols in WAP is illusted in Figure 1. WAP protocols and their functians layered in a style
resembling that of the ISO OSI Reference Model [1828]. Layer Management Entities handle protocitibiisation,

configuration and error conditions (such as lossasinectivity due to the mobile station roaming outoverage) that are not
handled by the protocol itself.

WSP is designed to function on the transactiondatdgram services. Security is assumed to be tionaplayer above the
transport layer. The security layer preservedrtimiesport service interfaces. The transactiorsige®r application
management entities are assumed to provide thé@uisupport that is required to establish séguwontexts and secure
connections. This support is not provided by th®RAprotocols directly. In this regard, the segdayer is modular. WSP
itself does not require a security layer; howesgplications that use WSP may require it.
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5.2 WSP Features

WSP provides a means for organised exchange ofcbbétween co-operating client/server applicatiddgecifically, it
provides the applications means to:

a) establish a reliable session from client to seavet release that session in an orderly manner;
b) agree on a common level of protocol functionalgjng capability negotiation;

c) exchange content between client and server usimpaot encoding;

d) suspend and resume the session.

The currently defined services and protocols (W&B)most suited for browsing-type applications. 8fnes actually two
protocols: one provides connection-mode sessioncssrover a transaction service, and another geswon-confirmed,
connectionless services over a datagram transpatite. The connectionless service is most suifatiien applications do
not need reliable delivery of data and do not edo@ut confirmation. It can be used without actubHying to establish a
session.

In addition to the general features, WSP offersmada:

a) provide HTTP/1.1 functionality:
1) extensible request-reply methods,
2) composite objects,
3) content type negotiation;
b) exchange client and server session headers;
c) interrupt transactions in process;
d) push content from server to client in an unsyncisexhmanner;
e) negotiate support for multiple, simultaneous asyoigbus transactions.

5.2.1 Basic Functionality

The core of the WSP design is a binary form of HTTBnsequently the requests sent to a server apdmses going to a
client may include both headers (meta-informatam) data. All the methods defined by HTTP/1.1saigported. In
addition, capability negotiation can be used teagm a set of extended request methods, so thebfapatibility to
HTTP/1.1 applications can be retained.

WSP provides typed data transfer for the applicatger. The HTTP/1.1 content headers are usdéftoe content type,
character set encoding, languages, etc, in angktermanner. However, compact binary encodinggafined for the well-
known headers to reduce protocol overhead. WSPsglscifies a compact composite data format thatiges content
headers for each component within the composit@ alaject. This is a semantically equivalent birfaryn of the MIME
“multipart/mixed” format used by HTTP/1.1.

WSP itself does not interpret the header infornmatiorequests and replies. As part of the sesgieation process, request
and reply headers that remain constant over tbefithe session can be exchanged between sesgcg in the client and
the server. These may include acceptable contpest character sets, languages, device capabditie other static
parameters. WSP will pass through client and sesession headers as well as request and respaamersigvithout
additions or removals.

The lifecycle of a WSP session is not tied to thdailying transport. A session can be suspenddé e session is idle to
free up network resources or save battery. Awgight session re-establishment protocol allowsstesion to be resumed
without the overhead of full-blown session estdintient. A session may be resumed over a differeareb@etwork.

5.2.2 Extended Functionality

WSP allows extended capabilities to be negotiattadiden the peers. This allows for both high-pentoice, feature-full
implementation as well as simple, basic and smallémentations.
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WSP provides an optional mechanism for attachiregleeinformation (meta-data) to the acknowledgeroéattransaction.
This allows the client application to communicatedfic information about the completed transacback to the server.

WSP provides both push and pull data transferl i®dbne using the request/response mechanismHomP/1.1. In
addition, WSP provides three push mechanisms fiar tdansfer:

= Confirmed data push within an existing sessionexint
= Non-confirmed data push within an existing sessiomtext
= Non-confirmed data push without an existing session

The confirmed data push mechanism allows the séoveush data to the client at any time duringssis®. The server
receives confirmation that the push was delivered.

The non-confirmed data push within an existing isesgrovides a similar function as reliable datatpuwut without
confirmation. The non-confirmed data push can bisachieved without an existing session. In thieca default session
context is assumed. Non-confirmed out-of-sessida pash can be used to send one-way messagesmoueraiable
transport.

WSP optionally supports asynchronous requestdiaatclient can submit multiple requests to thigesesimultaneously.
This improves utilisation of airtime in that mulgprequests and replies can be coalesced into fewssages. This also
improves latency as the results of each requesbeaent to the client when it becomes available.

WSP partitions the space of well-known header fiethes intdheader code pageEach code page can define only a fairly
limited number of encodings for well-known fieldmas, which permits them to be represented more aotiyp Running

out of identities for well-known field names onertain code page is still not a problem, since VB€tifies a mechanism
for shifting from one header code page to another.
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6 WSP Elements of Layer-to-Layer Communication

The session layer in WAP provides both connectiamaenand connectionless services. They are defisiad an abstract
description technigque based on service primitivgsch is borrowed from [ISO10731]. Some of thenierand concepts used
to describe the communication mechanisms are beddmwm [ISO7498], whereas the terminology usedfogrations and
the manipulated data objects is based on [RFC2616].

This service definition specifies the minimum fuooglity that the WAP session layer must be ableravide to support its
users. Since this definition is abstract, it deesspecify or constrain programming interfacegmpglementations. In fact the
same service could be delivered by different prolmc

6.1 Notations Used

6.1.1 Definition of Service Primitives and Parameters

Communications between layers and between entiiein the session layer are accomplished by meéssrvice
primitives. Service primitives represent, in antedaxs way, the logical exchange of information aodtrol between the
session layer and adjacent layers.

Service primitives consist of commands and theipeetive responses associated with the particetgice provided. The
general syntax of a primitive is:

X-Service.type (Parameters)
whereX designates the layer providing the service. FigrdpecificationX is “S” for the Session Layer.
Service primitives are not the same as an apphiegirogramming interface (API) and are not meairitnjay any specific
method of implementing an API. Service primitives an abstract means of illustrating the servicesiged by the protocol
layer to the layer above. In particular, the sexpdmitives and their parameters are not interidedclude the information
that an implementation might need to route the jities to each implementation object, which coroegls to some abstract

user or service provider entity instance. The magpi these concepts to a real API and the sensaaisociated with a real
APl is an implementation issue and beyond the sobftgs specification.

6.1.2 Time Sequence Charts

The behaviour of service primitives is illustrateging time sequence charts, which are describ&®10731].

Client Provider Server

S-reques

~~o S-indication
- -

Figure 2: A Non-confirmed Service
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Figure 2 illustrates a simple non-confirmed servigkich is invoked using a request primitive ansutes in an indication
primitive in the peer. The dashed line represpripagation through the provider over a periodroétindicated by the

vertical difference between the two arrows représgrihe primitives. If the labelSlient andServer are included in the

diagram, this indicates that both peers cannotraig a primitive; if the labels are omitted, eitbeer can originate the
primitive.

6.1.3 Primitives Types

The primitives types defined in this specificateme

Type Abbreviation Description

Request req Used when a higher layer is requeatsggvice from the next lower
layer

Indication ind A layer providing a service usestpiimitive type to notify the next

higher layer of activities related to the peer (sas the invocation of the
request primitive) or to the provider of the seev{such as a protocol
generated ever

Response res A layer uses the response primifpgettyacknowledge receipt of the
indication primitive type from the next lower layer
Confirm cnf The layer providing the requested sarvises the confirm primitive type

to report that the activity has been completed ess&ftlly

6.1.4 Primitive Parameter Tables

The service primitives are defined using tablesciaihg which parameters are possible and how géineyised with the
different primitive types. If some primitive typs mot possible, the column for it will be omitted.

The entries used in the primitive type columnsdatned in the following table:

Table 1. Parameter Usage Legend

Presence of the parameter is mandatory - it MUSprbsent

Presence of the parameter is conditional deperatingalues of other parameters

Presence of the parameter is a user option - it \d&Yomitted

Presence of the parameter is a service provjat@ro- an implementation MAY not provide it

T O OL

The parameter is absent
Presence of the parameter is determined by therltayer protocol

(=) | When this primitive is generated as a result obking the preceding primitive by the peer
service user, the value of the parameter shalliéetical to the value of the corresponding
parameter in that primitive. Otherwise the seryoevider selects an appropriate value.

*

For example, a simple confirmed primitive mightdefined using the following:

Primitive S-PrimitiveX
Parameter req | Ind | res | cnf
Parameter M M(=) - -
Parameter 2 — - 0 C(=)

In the example definition abovBarameter lis always present i8-PrimitiveX.requesand corresponding
S-PrimitiveX.indication Parameter 2VIAY be specified irS-PrimitiveX.responsand in that case it MUST be present and
have the equivalent value also in the correspon8iRgimitiveX.confirmotherwise, it MUST NOT be present.
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An example of a simpler primitive is:

Primitive S-PrimitiveY
Par ameter req | ind
Parameter 2 - M

In this exampleS-PrimitiveY.requestas no parameters, but the correspon8iiyimitiveX.indicatiorMUST always have
Parameter 2 S-PrimitiveX.responsandS-PrimitiveX.confirmare not defined and so can never occur.

6.2 Service Parameter Types

This section describes the types of the abstraeinpeters used subsequently in the service prinitdfmition. The actual
format and encoding of these types is an implenientéssue not addressed by this service definition

In the primitive descriptions the types are useth@names of parameters, and they often havediticail qualifier
indicating where or how the parameter is being ugeat example, parametBush Bodys of the typeBody, and parameter
Client Addressf typeAddress

6.2.1 Address

The session layer uses directly the addressingrseloé the layer belowServer AddresandClient Addressogether form
the peer address quadruplet, which identifiesdballlower-layer service access point to be useddomunication. This
access point has to be prepared for communication §o invoking the session services; this is extpé to be accomplished
with interactions between the service user and gemant entities in a manner that is not a parisfdpecification.

6.2.2 Body and Headers

TheBodytype is equivalent to the HTTP entity-body [RFCP1TheHeaderstype represents a list of attribute information
items, which are equivalent to HTTP headers.

6.2.3 Capabilities

The Capabilitiestype represents a set of service facilities andrpater settings, which are related to the operatighe
service provider. The predefined capabilitiesdascribed in section 6.3.2.2, but the service plerg may recognise
additional capabilities.

6.2.4 Push Identifier (Push Id)

ThePush Identifietype represents an abstract value, which can kktasgniquely distinguish among the push transastio
of a session that are pending on the service aterf

6.2.5 Reason

The service provider uses tReasortype to report the cause of a particular indigapoimitive. Each provider MAY define
additionalReasorvalues, but the service user MUST be preparethtofollowing ones:
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Reason Value Description

PROTOERR The rules of the protocol prevented tleg fsem performing the operation in its
current state. For example, the used PDU was not adls

DISCONNECIT The session was disconnected while the operatigrstilain progres:

SUSPEND The session was suspended while the operadis still in progress.

RESUME The session was resumed while the operat@sstill in progress.

CONGESTION The peer implementation could not process the qlwe to lack of resourc

CONNECTERF An error prevented session creat

MRUEXCEEDED | The SDU size in a request was larganttihe Maximum Receive Unit negotiated
with the pee

MOREXCEEDED | The negotiated upper limit on the numifesimultaneously outstanding methog
or push requests was exceeded.

PEERREC( The service peer requested the operation to beeat
NETERF An underlying network error preveed completion of a reque
USERREQ An action of the local service user wascthese of the indication.

6.2.6 Request URI

TheRequest URparameter type is intended to have a similar agb@Request-URI in HTTP method requests [RFC2616]
However, the session user MAY use it as it segs\ign leaving it empty or including binary datda compatible with the
URI syntax.

6.2.7 Status
The Statusparameter type has values equivalent to the HT.IRthtus codes [RFC2616].

6.2.8 Transaction Identifier (Transaction Id)

The Transaction Identifietype represents an abstract value, which can letosaniquely distinguish among the method
invocation transactions of a session that are pgnaih the service interface.

6.3 Connection-mode Session Service

6.3.1 Overview

The connection-mode session service is dividedfattiities, some of which are optional. Most bétfacilities are
asymmetric so that the operations available forcttemt and the server connected by the sessiodiffieeent. The provided
facilities are

= Session Management facility
= Method Invocation facility

= Exception Reporting facility
=  Push facility

= Confirmed Push facility

= Session Resume facility

The Session Management and Exception reportinitiesiare always available. The others are cdietidoy capability
negotiation during session establishment.
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Session Managemealiows a client to connect with a server and teeagn the facilities and protocol options to bedusA
server can refuse the connection attempt, optipnedlirecting the client to another server. Durdegsion establishment the
client and server can also exchange attributenmdition, which is expected to remain valid for theadion of the session.
Both the server and the client service user cantalsninate the session, so that the peer is eainthotified about the
termination. The user is also notified if sessiemmtination occurs due to the action of the serpioider or a management
entity.

Method Invocatiorpermits the client to ask the server to executeparation and return the result. The availableapms
are the HTTP methods [RFC2616] or user-definednsit@ operations, which fit into the same requeptyror transaction
pattern. The service users both in the client Ardserver are always notified about the complaticthe transaction, whether
it succeeded or failed. Failure can be causechtabart initiated either by the service user ordéeice provider.

The Exception Reportingacility allows the service provider to notify thiser about events that are related to no particula
transaction and do not cause a change in thedtttie session.

The Pushfacility permits the server to send unsolicitecbmifation to the client taking advantage of theisessformation
shared by the client and the server. This fadditg non-confirmed one, so delivery of the infotio@ MAY be unreliable.

The Confirmed Pusliacility is similar to thePushfacility, but the client confirms the receipt bitinformation. The client
may also choose to abort the push, so that theisernotified.

The Session Resunfiecility includes means to suspend a session ddtbastate of the session is preserved, but bexthsp
know that further communication is not possibleluhe client resumes the session. This mechaigsatso used to handle
the situations in which the service provider detdleat further communication is no longer possibteil some corrective
action is taken by the service user or managenmgities. It can also be used to switch the sessiarse an alternate bearer
network, which has more appropriate properties tharone being used. This facility SHOULD be impéeted to ensure
reasonable behaviour in certain bearer networkrensrients.

6.3.2 Capabilities

Information that is related to the operation of sleesion service provider is handled usiagabilities Capabilities are used
for a wide variety of purposes, ranging from repreig the selected set of service facilities agttirggs of particular
protocol parameters, to establishing the code padesxtension method names used by both peers.

6.3.2.1 Capability Negotiation

Capability negotiation is used between service pengree on a mutually acceptable level of senand to optimise the
operation of the service provider according togbtual requirements of the service user. Capglpidigotiation is to be
applied only tanegotiablecapabilitiesjinformationalcapabilities are to be communicated to the pemicgeuser without
modifications.

The peer which starts the capability negotiatiascpss is called thaitiator, and the other peer is called tiesponder

Only aone-way capability negotiatiois defined, in which the initiator proposes adfaetapabilities, and the responder
replies to these. The capability negotiation predesinder the control of the initiator, so tha tesponder MUST NOT ever
reply with any capability setting, which impliehgher level of functionality than the one proposgdhe initiator and
supported by the service provider peers. Capalmiiyotiation applies always to all the known calit@s. If a particular
capability is omitted from the set of capabilitezaried by a service primitive, this must be intetpd to mean that the
originator of the primitive wants to use the cutreapability setting, either the default or thewsmhgreed upon during
capability negotiation process. However, the raspo may still reply with a different capabilitylua, as long as this does
not imply a higher level of functionality.
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The one-way capability negotiation proceeds agWst

Lo

Service user in initiator proposes a set of cajigbialues.

2. The service provider in the initiator modifies ttegabilities, so that they do not imply a higheeleof functionality than
the provider actually can support.

3. The service provider in the responder further mesdithe capabilities, so that they do not implyghér level of
functionality than the provider in the respondeually can support.

4. The service user in the responder receives thisfieddet of capabilities, and responds with acdetapabilities, which
reflect the level of functionality it actually wieh to use. If a particular capability is omitteds tis interpreted to mean
that the responding service user wants to usertipoped capability setting.

5. The capabilities selected by the service useranésponder are indicated to the service usekiimitiator. They will

become the default settings, which will be applieab the next capability negotiation during thesen.

If the operation implied by the service primitivet is used to convey the capability informatiaisfahe capability settings
that were in effect before the operation shall rienraeffect.

If a negotiable capability value is a positive gee the final capability setting shall be the miom of the values, which the
service users have proposed to use and which thiees@rovider peers are capable of supporting.

If a negotiable capability value is a set, thelftgpability setting shall contain only those eletsewhich are all included in
the subsets that the service users have proposes tand which the service provider peers are ¢tapélsupporting.
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6.3.2.2 Defined Capabilities

A service user and a service provider MUST recagttis following capabilities.

Capability Name Class | Type Description
Aliases I List of A service user can use this capability to indi¢htealternate
addresses addresses the peer may use to access the sanue sesei
instance that is using the current session. Theeadds are listeg
in a preference order, with the most preferrecsdliat. This
information can, for example, be used to facili@twitch to a
new bearer, when a session is resu
Client SDU Size N Positive The client and server use this capability to agreéhe size of
integer the largest transaction service data unit, whick beasent to the
client during the sessioi
Extended Methods N Set of methodThis capability is used to agree on the set ofreled methods
names (beyond those defined in HTTP/1.1), which are sufgabboth
by the client and the server peer, and may be sisesequently
during the session.
Header Code Pages N Set of code| This capability is used to agree on the set ofresite header
page names | code pages, which are supported both by the diedithe
server, and shall be used subsequently duringetbsas.
Maximum N Positive The client and server use this capability to agreéne maximum
Outstanding Method integer number of method invocations, which can be actitb@same
Requesi time during the sessio
Maximum N Positive The client and server use this capability to agreéhe maximum
Outstanding Push integer number of confirmed push invocations, which carabi@/e at
Requesl the same time during the sessi
Protocol Options N Set of This capability is used to enable the optional iserfacilities and
facilities and | features. It may contain elements from the lisstRConfirmed
features Push, Session Resume, Acknowledgement Headers Deatg
Transfer. The presence of an element indicateuebf the
specific facility or feature is enabl
Server SDU Size N Positive The client and server use this capability to agreénhe size of
integer the largest transaction service data unit, whick beasent to the
serve during the sessiol
Client Message Size N Positive The client and server use this capability to agreénhe size of
integer the largest message, which may be sent talieet during the
session. One message may consist of multiple ttinesservice
data units.
Server Message Size N Positive The client and server use this capability to agreéhe size of
integer the largest message, which may be sent tseheerduring the

session. One message may consist of multiple ttinesservice

data units

In the ClasscolumnN stands for negotiablé for informational.
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6.3.3 Service Primitives
This section lists all the abstract service priveisi provided by the service and defines their nmgani
6.3.3.1 S-Connect

This primitive is used to initiate session estdistient and to notify of its success. It also presidne-way capability
negotiation with the client being the initiator athe server being the responder. It is part of3ssion Managemefaicility.

Primitive S-Connect

Par ameter reg | Ind | Res | onf
Server Addres M M(=) - -
Client Addres M M(=) - -
Client Headers 0] C(=) - -
Requested Capabilities O M -

Server Heade - - O =)
Negotiated Capabilitic - — (6] M(=)

Server Addresglentifies the peer with which the session isecebtablished.
Client Addressdentifies the originator of the session.

Client HeadersandServer Headersepresent attribute information compatible with HTfhessage headers [RFC2616],
which is communicated without modification betwela service users. They can be used for applicdgicel parameters or
to cache request headers and response headeesitieddp, that are constant throughout the sessiomever, the actual
interpretation and use of this information are ctatgly up to the service users. If these parameter not provided,
applications may rely on application-dependant ulefession headers to provide a static form cfisaswide information.

Requested CapabilitiendNegotiated Capabilitieare used to implement the capability negotiatimtess described in
section 6.3.2.1, "Capability Negotiation". If thdes for capability negotiation are violated, #pgporopriate action is to fail
the session establishment.

The service user may during session establishmeaké some service primitives that will turn out tmbe part of the
finally selected session functionality. When ses@stablishment and the associated capability reggot completes, such
service requests shall be aborted and the apptegrisor shall be indicated to the service users dn error, if such
primitives are invoked after the session has betabbshed, and the appropriate action is a looplémentation matter.

The following figure illustrates the primitives wbn a successful session establishment. The senger MAY request a
method invocation already while the session isdpestablished. Primitives related to this are shwith dashed lines.
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Client Provider Server

S-Connect.req
—_—— .
~~~~~~~~~ S-Connect.ind

S-MethodlInvoke.req —
------------- '»_““‘*-\--_\_r S-Connect.res
|
S-Connectcr | ___----T ~
- 777 | S-Methodlnvoke.ind
o -
S-Methodlnvoke.res
S:Methodinvoke.cr| __--~"" S-MethodResult.req

-
_--

Figure 3: Successful Session Establishment

A disconnect indication generated by the serviawiger can occur also at any time during the sesssablishment.

6.3.3.2 S-Disconnect

This primitive is used to disconnect a sessiontanmbtify the session user that the session cootidh@ established or has
been disconnected. It is part of Bession Managemefacility. This primitive is always indicated whéime session
termination is detected, regardless of whethedibeonnection was initiated by the local serviceruthe peer service user or
the service provider. Before the disconnect initica the session service provider MUST abortratbimplete method and
push transactions. After the indication furthamtives associated with the session MUST NOT occur

Primitive S-Disconnect
Par ameter req | ind
Reason Code M M
Redirect Securit C C(=)
Redirect Address C C(=)
Error Headers O P(=)
Error Body O P(=)

TheReason Codparameter indicates the cause of disconnectior pbssible values are a union of the values peskibl
the Reason and Status parameter types. In S-Discbrequest only values of the Status type mayskd.u

If Reason Codindicates that the client is being redirected totaot a new server address, Redirect SecuritandRedirect
Addresseparameters MUST be present.

Redirect Securitindicates whether or not the client MAY reuse ¢herent secure session when redirecting to thesezvwer
or whether it MUST use a different secure session.
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Redirect Addressexre the alternate addresses, which the clieheatnboment MUST use to establish a session witlsahee
service it initially tried to contact. Reason Codindicates that the client is being redirected teragly, it SHOULD use

the originalServer Addresm future attempts to establish a session withsth&ice, once the subsequent session with one of
the redirect addresses has terminateBeHsorindicates that the client is being redirected perendy, it SHOULD use one

of theRedirect Addressen future attempts to establish a session withsthrgice.

If Reason Codeakes one of the values in the Status t{yeor HeadersandError BodySHOULD be included to provide
meaningful information about the error in additiortheReason CodeThe size of the headers and body MUST NOT cause
the SDU to exceed the currently selected MaximuiceRe Unit of the peer. The service provider MANOOse not to
communicate th&rror Headers and Error Bodio the peer service user.

The following figure illustrates the primitives usevhen the server rejects or redirects the sessibime service user MAY
request a method invocation already while the sadsibeing established. Primitives related te #re shown with dashed
lines.

Client Server
Provider
S-Connect.re
— S-Connect.ind
S-MethodInvoke.req T -
___________ >‘~~~§\\
§§§§ ! S-Disconnect.req
A
S-MethodAbort.ind T S-Disconnect.ind
_- e b
~-—----—-—-—- o S
S-Disconnect.ind e
S

Figure 4: Refused Session Establishment

A disconnect indication generated by the servigwidier can occur at any time during the session.

: Provider
S-Disconnect.req
—>\ . .
RN S-Disconnect.ind
S-Disconnect.ind Tl
————
-

Figure 5: Active Session Termination

The primitive sequence for session terminationrofetive session is shown in Figure 5. The S-Direat.indication
indicates that the session has been torn downgamubt generate any further indications. The serprovider shall abort all
outstanding transactions prior to the S-Disconimetitation.

The service user must be prepared for the sessiog bisconnected at any time; if it wishes to targ communication, it
has to establish the session again and retry tligochénvocations that may have been aborted.
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6.3.3.3 S-Suspend

This primitive is used to request the session teuspended, so that no other activity can occtit, amtil it is either resumed
or disconnected. Before the session becomes sispetihe session service provider MUST abort athimplete method and
push transactions. This primitive is part of 8ession Resunfiacility.

Primitive S-Suspend
Par ameter req ind
Reason — M

Reasorprovides the reason for the suspension. The gunger may have requested it, or the service peovidhy have
initiated it.

A possible flow of primitives is shown in the Figus:

Client Provider Server
S-Suspend.re
D —————— b ~~__
T S-Suspend.ind
S-Suspend.ind i
-
~ ~
N ~

S-Resume.req
~‘\‘s .
\\\\\\\\ S-Resume.ind
—

S-Resume.res

S-Resume.cl
-

-

Figure 6: Session Suspension and Resume

Typically, the client would suspend a session, wih&nows it will not be available to respond tdaaushes, for example,
because it will close a data circuit in the undedybearer network. A side effect of S-Suspendiestis that all data transfer
transactions are immediately aborted.
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Client Provider Server
S-Suspend.ir -
DI 7 ~
I ~_~ - N
\\ \\
~ =~
S-Resume.req ™~ ™
- .
\\\\\\\\ S-Resume.ind
““““ ————
S-Disconnect.req
S-Disconnectind |  ___---7] In—
- - . .
S-Disconnect.ind
L e

Figure 7: Suspend by Provider and Refused Resume

The service provider MAY also cause an establigesdion to be suspended at any time, e.g., dhe toetarer network
becoming unavailable. Figure 7 shows a scenariehinh only one of the peers - in this case thentli is notified about the
suspension. When the client tries to resume tremeghe server refuses the attempt by discommettie session. For
example, the server may consider the used beateorketo be unsuitable.

Provider

S-Suspend.ind - S-Suspend.ind
-\ - - N —_—

S-Disconnect.req

S-Disconnect.ind

o
|

/

/

~
S-Disconnect.ind —\\\
i - N

Figure 8: Suspended Session Termination

Figure 8 shows a sequence of events, in which gen¥ice users happen to be notified about the sadggesession. However,
in this case one service user decides to discommgeiad of trying to resume the session. The cenvser may tear down one
half of the session at any time by invoking the iSeDnnect.request primitive. However, the othdf dfethe session will not
be notified of this, since the communication pathneen the service peers is not available. As shinwhe figure, the
service provider SHOULD eventually terminate a susfed session. The time a suspended sessioniieceina local
implementation matter.
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6.3.3.4 S-Resume

This primitive is used to request the session toeBamed using the new service access point itkthtify the addresses. It is
part of theSession Resunfacility.

Primitive S-Resume
Par ameter req | ind | res | cnf
Server Addres M M(=) - _
Client Address M M(=) _ _
Client Headers (o) C(=)
Server Heade (o) C(=)

Server Addresglentifies the peer with which the session iseadsumed.
Client Addressdentifies the current origin of the session.

Both theServer Address and Client AddrégaY be different than the one that was in effeetdre the session was
suspended. If thBerver Addresis different than before suspension, the servess is responsible for providing an address,
which will contact the same server instance that praviously in use.

Client HeadersandServer Headersepresent attribute information compatible with HTfhessage headers [RFC2616],
which is communicated without modification betweke service users. They can be used for applicdgiel parameters or
to cache request headers and response headeesitiedp, that are constant throughout the session.

6.3.3.5 S-Exception

This primitive is used to report events that neaitoe related to a particular transaction nor céluseession to be
disconnected or suspended. It is part ofEkeeption Reportinéacility.

Primitive S-Exception
Par ameter ind
Exception Dat M

Exception Datancludes information from the service provider. Eptions may occur for many reasons:

= Changes to the underlying transport (e.g., roaroirtgf coverage)

= Changes to quality of service

= Changes or problems in the security layer
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6.3.3.6 S-Methodlnvoke

This primitive is used to request an operationg@kecuted by the server. It can be used onlthegeith the S-
MethodResult primitive. This primitive is part tife Method Invocatioracility.

Primitive S-Methodlnvoke
Parameter req | ind | res | cnf
Client Transaction | M - - M(=)
Server Transaction Id - M M(=) -
Method M M(=) — —
Request UF M M(=) - -
Request Heade (@) C(=) - -
Request Body C C(=) - -
More Data M M(=) - -

The service user in the client can @&nt Transaction Ido distinguish between pending transactions.
The service user in the server can 8sever Transaction Itb distinguish between pending transactions.

Methodidentifies the requested operation: either an Hiigthod [RFC2616] or one of the extension methstlhiished
during capability negotiation.

Request UR$pecifies the entity to which the operation applie
Request Headewre a list of attribute information semanticaltyuezalent to HTTP headers [RFC2616].

Request Bodis the data associated with the request, whisknsantically equivalent to HTTP entity body. If treguest
Methodis not defined to allow an entity-bodyequest BodMUST NOT be provided [RFC2616].

More Datais a Boolean flag that specifies whether furthd&@hodlnvokeData primitives will be following fdahe same
transaction.

6.3.3.7 S-MethodlnvokeData

This primitive is used to send more data as a noation of the S-MethodInvoke primitive. It canibeoked only after a
preceding S-Methodlnvoke primitive has occurredsTmimitive is part of thdiethod Invocatiorfacility.

Primitive S-MethodlnvokeData
Parameter req ind | res | cnf
Client Transaction Id M - - M
Server Transaction Id M M -
Request Boc C C(®) - -
Request Heade C C(=) - -
More Data M M(=) - -

The service user in the client can @e&nt Transaction Ido distinguish between pending transactions. It94Unatch the
Client Transaction Id of a previous S-MethodInvo&gquest.

The service user in the server can 8sever Transaction Itb distinguish between pending transactions. [tSdUnatch the
Server Transaction Id of a previous S-MethodInviokk.

Request Headewre a list of attribute information semanticaltyuezalent to HTTP headers [RFC2616].
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Request Bodis the data associated with the request, whisknsantically equivalent to HTTP entity body. If treguest
Method(specified in the S-MethodInvoke) is not definedatiow an entity-bodyRequest BodMUST NOT be provided
[RFC2616].

More Datais a Boolean flag that specifies whether additiemeocations of the primitive will be following fathe same
transaction.

6.3.3.8 S-MethodResult

This primitive is used to return a response to eration request. It can be invoked only afterexeding S-MethodInvoke
primitive has occurred. This primitive is parttbé Method Invocatioracility.

Primitive S-M ethodResult
Parameter req | ind | res | onf
Server Transaction M - - M(=)
Client Transaction | - M M(=) -
Status M M(=) - -
Response Headers O C(=) — —
Response Boc C C(=) - -
Acknowledgement Heade - - (0] P(=)
More Data M M(=) - -

The service user in the client can @@nt Transaction Ido distinguish between pending transactions. [t94Unatch the
Client Transaction Id of a previous S-MethodInvogguest, for which S-MethodResult.indication hasyed occurred.

The service user in the server can 8sever Transaction Itb distinguish between pending transactions. WSW match the
Server Transaction Id of a previous S-MethodInv@anonse, for which S-MethodResult.request hagetaiccurred.

Statusis semantically equivalent to an HTTP status c&te(2616].

Response Headesse a list of attribute information semanticalfuevalent to HTTP headers [RFC2616].

Response Bodyg the data associated with the response, whisbrigntically equivalent to an HTTP entity bodyStiitus
indicates an erroResponse BodyHOULD provide additional information about theagrin a form, which can be shown to

the human user.

Acknowledgement HeadeW#AY be used to return some information back todhever. However, the provider MAY ignore
this parameter or support the transfer of a venjtéid amount of data.

More Datais a Boolean flag that specifies whether additigmanitives-MethodResultData primitives will bellimwing for
the same transaction.
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The following figure illustrates the flow of primies in a complete transaction.

Client

S-MethodlInvoke.req

S-MethodInvoke.cnf
-

S-MethodResult.ind
-

S-MethodResult.res
_—

Provider

Server

S-MethodInvoke.ind

—

S-MethodlInvoke.res

———————

S-MethodResult.req

-——————————————

S-MethodResult.cnf

—

Figure 9: Completed Transaction

If the transaction is aborted for any reason, aMefiodAbort.indication will be delivered to the gee user. It can occur
instead of one of the shown indication or confimmyitives or after one of them. Once the abortdadion is delivered, no
further primitives related to the transaction caou.

The session layer does not provide any sequeneitvgelen multiple overlapping method invocationsthsoindications may
be delivered in a different order than the corresiimy requests. The same applies also to the mesp@and confirmations,
as well as to the corresponding S-MethodResultipvies. The end result is that the results of radtimvocations may be
delivered in an order different from the originatler of the requests. The following figure illats this (omitting the

responses and confirmations for clarity).

Provider
Methodinvoke 1 ———— =t
Methodinvoke 2~ ™ - Iv
MethodInvoke 3 ————— =~ __ »

TS

MethodResult 2 <——+" P
MethodResult 3 <+—-"77
MethodResult 1 ~e———— "

———» MethodInvoke 2
————» MethodInvoke 1
——— MethodResult 2
+——» Methodlinvoke 3

l«—— MethodResult 1

«—— MethodResult 3

Figure 10: Unordered Asynchronous Requests
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6.3.3.9 S-MethodResultData

This primitive is used to return additional datacastinuation of the response to an operation r&tqué can be invoked only
after a preceding S-MethodResult primitive has asxli This primitive is part of thglethod Invocatioracility.

Primitive SMethodResultData
Parameter req | ind | res | cnf
Server Transaction M - - M
Client Transaction Id - M M
Response Body C C(=) -
Response Headks C C(=) -
Acknowledgement Heade - - (@) P(=)
More Data M M(=) -

The service user in the client can @@ nt Transaction Ido distinguish between pending transactions. [t94Unatch the
Client Transaction Id of a previous S-MethodReBsultcation.

The service user in the server can 8sever Transaction Itb distinguish between pending transactions. WSW match the
Server Transaction Id of a previous S-MethodResggjtiest.

Response Headegse a list of attribute information semanticalfuévalent to HTTP headers [RFC2616].

Response Bodg the data associated with the response, whisérigntically equivalent to an HTTP entity bodystétus
indicates an erroResponse BodgHOULD provide additional information about thecgrin a form, which can be shown to
the human user.

Acknowledgement Headdv®AY be used to return some information back toghever. It can be present only if the More
Data flag was set to False in the request (andatidin). However, the provider MAY ignore this paeter or support the
transfer of a very limited amount of data.

More Datais a Boolean flag that specifies whether additiemeocations of the primitive will be following fathe same
transaction.

6.3.3.10 S-MethodAbort

This primitive is used to abort an operation reguehich is not yet complete. It can be invokedyafter a preceding S-
MethodInvoke primitive has occurred. It is partioé Method Invocatiorfacility.

Primitive S-MethodAbort
Par ameter req | ind
Transaction Id M M
Reason — M

The service user in the client usgsnsaction Ido distinguish between pending transactions, wheoking
S-MethodAbort.request. It MUST match tGéent Transaction Icbf a previous S-MethodInvoke.request, for which S-
MethodResult.response has not yet occurred.Traesaction Idof the S-MethodAbort.indication in the server viillthis
case match th8erver Transaction Idf that transaction.

The service user in the server useansaction Ido distinguish between pending transactions, vheoking
S-MethodAbort.request. It MUST match tBerver Transaction Idf a previous S-MethodInvoke.indication, for whigh
MethodResult.confirm has not yet occurred. Thansaction Idof the S-MethodAbort.indication in the client will this case
match theClient Transaction Icf that transaction.

Reasornis the reason for aborting the transaction. litlvé PEERREQ if the peer invoked S-MethodAbort.request.
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There are two scenarios depending on the timirtheoprimitives.

Client Provider Server

S-MethodlInvoke.req
—_— |

S-MethodAbort.req R
- el "

S-MethodAbort.ind AN
-

Figure 11: Abort before S-MethodInvoke.indication

The first scenario is shown in Figure 11. The abeguest is submitted, while the method invocatsostill being
communicated to the provider peer, before the SAbtHinvoke.indication has occurred. In this case ttansaction is
aborted without the peer user ever being notifisauathe transaction.

Provider
S-MethodInvoke.req

e S-Methodinvoke.ind
§§§§§§ T
S-MethodAbort.req
R S-MethodAbort.ind
NNNNN -

S-MethodAbort.ind

-l
-

Figure 12: Abort after S-MethodInvoke.indication

The second scenario is shown in Figure 12. Thetabquest is communicated to the provider pader the
S-MethodlInvoke.indication has occurred. In thisezahe S-MethodAbort.indication will occur as walhd the application
MUST NOT invoke any further S-MethodInvoke or S-KetdResult primitives applying to the aborted tratisa.

The S-MethodAbort primitive may be invoked in thest at any time between S-MethodInvoke.requedt an
S-MethodResult.response for the transaction tcbbeted. Likewise, S-MethodAbort may be invokedhia server at any
time between S-MethodInvoke.indication and S-MeBesllt.confirm.

6.3.3.11 S-Push

This primitive is used to send unsolicited inforioatfrom the server within the session context ma-confirmed manner.
This primitive is part of th€ushfacility.

Primitive S-Push
Par ameter Req | ind
Push Headers O C(=)
Push Body (6] C(=2)

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A Page 34 (129)

If the location of the pushed entity needs to lehciated, the Content-Location header [RFC2616] SHDUe included in
Push Header$o ensure interoperability.

Client Server
Provider

S-Push.req

S-Push.ind | ___---"77"

Figure 13: Non-confirmed Data Push

Delivery of information to the peer is not assursalthe following scenario is also permitted:

Client Server
Provider

S-Push.req

-

Figure 14: Failed Non-confirmed Data Push

6.3.3.12 S-ConfirmedPush

This primitive is used send unsolicited informatfoom the server within the session context in aficmed manner. It is part
of theConfirmed Puslacility.

Primitive S-ConfirmedPush
Par ameter req | ind | res | cnf
Server Push | M - - M(=)
Client Push Id - M M(=) —
Push Heade O C(=) - -
Push Bod (@) C(=) - -
Acknowledgement Headg — — O P(=)

The service user in the server can 8sever Push Ido distinguish between pending pushes.
The service user in the client can @e&nt Push Ido distinguish between pending pushes.

If the location of the pushed entity needs to lehciated, the Content-Location header [RFC2616] SHDUe included in
Push Header$o ensure interoperability.

Acknowledgement HeadeW#AY be used to return some information back todhever. However, the provider MAY ignore
this parameter or support the transfer of a venjtéid amount of data.
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Client

S-EonfirmedPush.ind

Provider

S-ConfirmedPush.rei

~~_
~<

Server

S-ConfirmedPush.req

S-ConfirmedPush.cnf

>

Figure 15: Confirmed Data Push

6.3.3.13 S-PushAbort
This primitive is used to reject a push operatlois part of theConfirmed PushHacility.
Primitive S-PushAbort
Par ameter reg ind
Push Id M M
Reason M M

The service user in the client udgissh Idto distinguish between pending transactions, wheoking S-PushAbort.request.
It MUST match theClient Push Idof a previous S-ConfirmedPush.indication. Fhesh Idof the S-PushAbort.indication in
the server will in this case match tBerver Push laf a previous ConfirmedPush.request, which hayeblbeen confirmed

or indicated as aborted.

Reasornis the reason for aborting the push. It will eitbe the value provided by the peer service usea,reason code from

the service provider.

The following figure shows the behaviour of S-PusbA. It can be requested only after an S-Confilifwesh.indication,

replacing an S-ConfirmedPush.response.

Client

S-gonfirmedPush.ind

S-PushAbort.req

AS-PushAbort.ind

Provider

S~

Server

S-ConfirmedPush.req

S-PushAbort.ind

>

Figure 16: Aborted Confirmed Data Push
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S-PushAbort.indication can also occur without theris request as the result of a provider-initiabdrt. In this case, the

service user in the client usBsgsh Idto distinguish between pending transactions. WSW match theClient Push Idof a
previous S-ConfirmedPush.indication

6.3.4 Constraints on Using the Service Primitives

The following tables define the permitted primitsequences on the service interface. The cliensangr have separate

tables, since the service is asymmetric.

Only the permitted primitives are listed on the spthe layer prefix is omitted for brevity. Thdkaentries are interpreted as

follows:
Table 2. Table Entry Legend
Entry: Description
- The indication or confirm primitive cannot occ
N/A Invoking this primitive is an error. The apprge action is a local implementation matter.
STATE_NAME Primitive is permitted and moves the service irtegfview to the named st

[1] If the number of outstanding transactions isado the selected Maximum Outstanding Method Retu
value, invoking this primitive is an error. The appriate action is a local implementation mattedivery
of the primitive might be delayed, unit is permitted

[2] If there is no outstanding transaction with ataiming Transaction Id, invoking this primitiveas error.
The appropriate action is a local implementatiorten

[3] If the Confirmed Puslfacility has not been selected during capabilégatiation, invoking this primitive ig
an error. Likewise, if there is no outstanding pugth a matching Push Id. The appropriate actica is
local implementation mattt

[4] Possible only if thé?ushfacility has been selected during capability negistn.

[5] Possible only if thiConfirmed Pus facility has been selected during capability negj@in

[6] If the Pushfacility has not been selected during capabiliégatiation, invoking this primitive is an error.
The appropriate action i<local implementation matts

[7] If the Confirmed PuslHacility has not been selected during capabilégatiation, invoking this primitive ig
an error. The appropriate action is a local impletagon matter.

[8] If the Confirmed PuslHacility has not been selected during capabilégatiation, invoking this primitive ig
an error. The appropriate action is a local impletaigon matter. Also if the number of outstandnghes
is equal to the selected Maximum Outstanding PieuBsts value, invoking this primitive is an erffine
appropriate action is a local implementation matiefivery of the primitive might be delayed, uritils
permitted.

[9] If the Session Resunfiacility has not been selected during capabilggatiation, invoking this primitive is
an error. The appropriate action is a local impletaigon matter.

[10] Possible only if thSession Resut facility has been selected during capability nesjain.

Error! Not a valid bookmark self-reference.
Error! Reference source not found.

Page 36 (129)



OMA-WAP-TS-WSP-V1_0-20110315-A

Page 37 (129)

Table 3. Permitted Client Session Layer Primitives

CLIENT Session States
S-Primitive NULL CONNECTING | CONNECTED | CLOSING | SUSPENDING | SUSPENDED RESUMING
Connect.re CONNECTINC N/A N/A N/A N/A N/A N/A
Disconnect.req N/A CLOSING CLOSING N/A CLOSING CLO& CLOSING
MethodInvoke.req N/A [1] [1] N/A N/A N/A [1]
MethodResult.res N/A N/A [2] N/A N/A N/A N/A
MethodAbort.re N/A [2] [2] N/A N/A N/A [2]
ConfirmedPush.r¢ N/A N/A [3] N/A N/A N/A N/A
PushAbort.req N/A N/A [3] N/A N/A N/A N/A
Suspend.req N/A N/A SUSPENDING N/A N/A N/A SUSPENDING
[0 [
Resume.req N/A N/A RESUMING N/A RESUMING RESUMING N/A
[0 [0 [0
Connect.cnf — CONNECTED - - — — —
Exception.ind — CONNECTING CONNECTED CLOSING SUSHBENG — RESUMING
Disconnect.in - NULL NULL NULL NULL NULL NULL
MethodInvoke.cn - - CONNECTEL - - - -
MethodResult.ind — — CONNECTED — — — —
MethodAbort.ind — CONNECTING CONNECTED CLOSING SUS¥DING - RESUMING
Push.ind — — CONNECTED| CLOSING SUSPENDING - -
[4] [4] [4]
ConfirmedPush.ind - — CONNECTEL - - - -
[6]
PushAbort.ind - - CONNECTED - SUSPENDING - -
[5] [5]
Suspend.ind - - SUSPENDEL - SUSPENDED - SUSPENDED
[10] [10] [10]
Resume.cnf - - - - - - CONNECTED
[10]
Table 4. Permitted Server Session Layer Primitives
SERVER Session States
S-Primitive NULL CONNECTING CONNECTED CLOSING SUSPENDED RESUMING
Connect.re N/A CONNECTEL N/A N/A N/A N/A
Disconnect.req N/A CLOSING CLOSING N/A CLOSING
CLOSING
Methodlnvoke.res N/A N/A [2] N/A N/A N/A
MethodResult.req N/A N/A [2] N/A N/A N/A
MethodAbort.re: N/A N/A [2] N/A N/A N/A
Push.re N/A N/A [6] N/A N/A N/A
ConfirmedPush.req N/A N/A [8] N/A N/A N/A
Resume.res N/A N/A N/A N/A N/A CONNECTED [9
Connect.ini CONNECTINC - - - - -
Exception.ind — CONNECTING CONNECTED CLOSING — RBESING
Disconnect.ind - NULL NULL NULL NULL NULL
MethodInvoke.ind — — CONNECTED — — —
MethodResult.cr - - CONNECTEL - - -
MethodAbort.inc - - CONNECTEL CLOSINC - -
ConfirmedPush.cnf - - CONNECTED [5] - - -
PushAbort.ind - - CONNECTED [5 CLOSING - -
[5]
Suspend.ind - - SUSPENDED - - SUSPENDED
[10] [10]
Resume.in - - RESUMING [10° - RESUMING [10° -

The life cycles of transactions in the client ane server are defined by the following two tab{@sce again, only the
permitted primitives are listed on the rows.
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CLIENT Transaction States
S-Primitive NULL REQUESTING WAITING WAITING2 COMPLETING | ABORTING
MethodInvoke.re REQUESTINC N/A N/A N/A N/A N/A
MethodInvokeData.req N/A REQUESTING N/A N/A N/A N/A
MethodResult.res N/A N/A N/A WAITING2 NULL N/A
MethodResultData.res N/A N/A N/A WAITING2 NULL N/A
MethodAbort.re N/A ABORTING ABORTING ABORTING ABORTING N/A
MethodInvoke.cnf - REQUESTING - - -
(if method
request is
incomplete)
OR
WAITING
(if method
request is
complete
MethodInvokeData.cnf - REQUESTING - - - -
(if method
request is
incomplete)
OR
WAITING
(if method
request is
complete
MethodResult.ind - - WAITING2 N/A - -
(if MoreData ==
TRUE)
OR
COMPLETING
(if MoreData ==
FALSE)
MethodResultData.ind - - N/A WAITING2 - -
(if MoreData ==
TRUE)
OR
COMPLETING
(if MoreData ==
FALSE)
MethodAbort.inc - NULL NULL NULL NULL NULL
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Table 6. Permitted Server Transaction Primitives

SERVER Transaction States
S-Primitive NULL REQUESTING | PROCESSING REPLYING ABORTING
MethodInvoke.res N/A REQUESTING N/A N/A N/A
(if method
request is
incomplete)
OR
PROCESSING
(if method is
complete
MethodInvokeData.res N/A REQUESTING N/A N/A N/A
(if method
request is
incomplete)
OR
PROCESSING
(if method
request is
complete)
MethodResult.req N/A N/A PROCESSING N/A N/A
(if MoreData ==
FALSE)
OR REPLYING
(if MoreData ==
TRUE)
MethodResultData.req N/A N/A PROCESSING N/A N/A
(if MoreData ==
FALSE)
OR REPLYING
(if MoreData ==
TRUE)
MethodAbort.req N/A ABORTING ABORTING ABORTING N/A
MethodInvoke.ind REQUESTING - - - -
MethodInvokeData.in - REQUESTINC - - -
MethodResult.cr - - PROCESSIN( NULL -
MethodResultData.cnf - - PROCESSING NULL -
MethodAbort.ind - NULL NULL NULL NULL

The life cycles of confirmed push transactionshia $erver and the client are defined by the folhgwivo tables. Once again,
only the permitted primitives are listed on the sow

Table 7. Permitted Server Confirmed Push Primitives

SERVER Confirmed Push States
S-Primitive NULL PUSHING
ConfirmedPush.req PUSHING N/A
ConfirmedPush.cnf - NULL
PushAbort.in - NULL
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Table 8. Permitted Client Confirmed Push Primitives

CLIENT Confirmed Push States
S-Primitive NULL RECEIVING ABORTING
ConfirmedPush.res N/A NULL N/A
PushAbort.re N/A ABORTING N/A

ConfirmedPush.ind RECEIVING

PushAbort.ind NULL NULL

6.3.5 Error Handling

The connection-mode session service provider ugmsrdier strategy in handling errors and otheceptional conditions:

1. If an exceptional condition is not related to amytjzular transaction, it is reported through Eheeption Reporting
facility without disturbing the overall state oftlsession.

2. Errors related to a particular transaction causetinod or push abort indication with the approprigason code
without disturbing the overall state of the session

3. Conditions which prevent the session peers fromneonicating with each other will cause suspend witios, if the
Session Resunfiacility is selected. Otherwise they will causdisconnection to be indicated.

4. Other errors will cause a session disconnect tindieated with the appropriate reason code.

Certain race conditions may cause the abort reesoa of a method or push transaction to be rep@sgetCONNECT, but
this must not be interpreted as indicating thatséngsion has been disconnected; session discamecindicated always
only using the S-Disconnect primitive.

6.4 Connectionless Session Service

6.4.1 Overview

The connectionless session service provides nofireed facilities, which can be used to exchangetent entities between
layer users. The provided service is asymmetra&nmanner similar to the connection-mode service.

Only the Method Invocation and Push facilities available. The facilities are non-confirmed, se tommunication
between the peer entities MAY be unreliable.

6.4.2 Service Primitives

The service primitives are defined using types ftbeService Parameter Typsgction.
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6.4.2.1 S-Unit-Methodlnvoke

This primitive is used to invoke a method in theveein a non-confirmed manner. It is part of thethbd Invocation facility.

Primitive S-Unit-M ethodl nvoke
Parameter req | ind
Server Addres M M(=)
Client Addres M M(=)
Transaction | M M(=)
Method M M(=)
Request URI M M(=)
Request Heade (0] C(=)
Request Boc C C(=)

Server Addresglentifies the peer to which the request is tedet.
Client Addressdentifies the originator of the request.

The service users MAY uskansaction Ido distinguish between transactions. It is commateid transparently from service
user to service user.

Methodidentifies the requested operation, which mustiee of the HTTP methods [RFC2616].
Request URs$pecifies the entity to which the operation applie
Request Headewre a list of attribute information semanticaltyuezalent to HTTP headers [RFC2616].

Request Bodis the data associated with the request, whisknsantically equivalent to HTTP entity body. If treguest
Methodis not defined to allow an entity-bodyequest BodiMUST NOT be provided [RFC2616].

6.4.2.2 S-Unit-MethodResult

This primitive is used to return the result of atiegl invocation from the server in a non-confirnmeginner. It is part of the
Method Invocation facility.

Primitive S-Unit-M ethodResult
Par ameter req | ind
Client Address M M(=)
Server Addres M M(=)
Transaction | M M(=)
Status M M(=)
Response Headers O C(=)
Response Boc C C(=)

Client Addressdentifies the peer to which the result is to bets

Server Addresglentifies the originator of the result.

The service users MAY uskansaction Ido distinguish between transactions.
Statusis semantically equivalent to an HTTP status c&te(2616].

Response Headegse a list of attribute information semanticalfuévalent to HTTP headers [RFC2616].
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Response Bodg the data associated with the response, whisbrigntically equivalent to an HTTP entity bodystétus
indicates an erroResponse BodgHOULD provide additional information about thecgrin a form, which can be shown to
the human user.

6.4.2.3 S-Unit-Push

This primitive is used to send unsolicited inforroatfrom the server to the client in a non-confidmeanner. It is part of the
Push facility.

Primitive S-Unit-Push
Parameter req | ind
Client Address M M(=)
Server Address M M(=)
Push I M M(=)
Push Heade O C(=)
Push Body (6] C(3)

Client Addressdentifies the peer to which the push is to bd.sen
Server Addresglentifies the originator of the push.
The service users MAY ugeush Idto distinguish between pushes.

If the location of the pushed entity needs to lehciated, the Content-Location header [RFC2616] SHDUe included in
Push Header$o ensure interoperability.

6.4.3 Constraints on Using the Service Primitives

The service user MAY invoke the permitted requeshitives at any time, once the underlying layeasédnbeen prepared for
communication. This is expected to occur throughappropriate interactions with management entitisbaéch are not part of
this specification. A failure to do so is an errand the appropriate action is a local implemémanatter.

The service provider SHOULD deliver an indicatiomptive when it is notified that the correspondiregjuest primitive has
been invoked by a peer user entity.

The following table defines the primitives, whidtetclient and server entities are permitted to kevo

Table 9. Connectionless service primitives

Generic Name Type Description
req | ind | res | cnf
S-Unit-MethodInvoke C S - - Invoke a method in the server with no confirma
S-Unit-MethodResult S C - - Return response froengtarver with no confirmation
S-Unit-Push S C - - Push content with no confiromati

- — Primitive may not occur
C — Primitive may occur on the client
S — Primitive may occur on the server

A failure to conform to these restrictions is aroer The appropriate action is a local implemeatammatter.

6.4.4 Error Handling

If a request cannot be communicated to the proéer, the connectionless session service prowilenot generate any
indication primitive. Detection of exceptional cdtimhs and appropriate actions are a local impldaten matter.
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7 WSP Protocol Operations

This section describes the protocols used betwessian service peers to realise functions desciibtte abstract service
interface definition.

7.1 Connection-Mode WSP

This section describes the operations of WSP v TP transaction service [WTP].

7.1.1 Utilisation of WTP

The WTP transaction classes utilised by each W8iktyas summarised in Table 10.

Table 10. Utilisation of WTP

WSP Facility WTP Transaction Classes
Session Manageme Class 0 and Clas:
Method Invocatio Class .

Session Resume Class 0 and Class 2
Pust Class (

Confirmed Pus Class :

A connection-mode WSP client MUST support initiatimf WTP Class 0 and Class 2 transactions. TleattBHOULD
accept Class 0 transaction invocations from theeseso that the server is able to disconnectébsisn explicitly. If the
client is to support the push facilities, it MUS@capt transactions in the class, which the tabdvallefines to be used by
each push facility.

7.1.2 Protocol Description

The following diagrams illustrate the use of a s&ation service by the session facilities. The#igedetails of how the
protocol works are expressed in the state tableedtion 7.1.6, “State Tables”, below. Any diserepy between the
diagrams and the state tables shall be decidexouf of the state tables.

The dashed arrows represent the WTP protocol messagrying acknowledgements and WSP PDUs asdatr the
messages indicated by parallel arrows are likelygt@oncatenated into a single transport datagram.
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7.1.2.1 Session Management Facility

Normal session creation proceeds without any eroedirection as shown in Figure 17.

Client Server

WTP Class 2 Transaction
S-Connect.reg——p~_ _

-

Connect
==y  » S-Connect.ind

—
—_
—_
—_—
—_

14— S-Connect.res

—_
—_
—_
—_—
—_

ConnectReply

S-Connect.cr ¢————"

T~ —
~—
-

Figure 17: Normal Session Creation
Session creation wherein the client is redirecbeahniother server is shown in Figure 18.

Client Server

WTP Class 2 Transaction
S-Connect.reg——p~_ _

-

Connect
== 3 S-Connect.ind

—
—_
—_
—_——
—_

T __-—4—— S-Disconnect.req
Redirect (Status == Moved ...)
S-Disconnect.ind ¢——&——" ———p S-Disconnect.ind
=

Figure 18: Session Creation with Redirect
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Session creation wherein the server session ugesieseto accept the session is shown in Figure 19.

Client Server

WTP Class 2 Transaction

~—

Connect

S-Connect.req——p~—

= p S-Connect.ind

—

—_

e
—_
—
—
—_
—
—_
—
—
—
—_
—

. __—-1¢—— S-Disconnect.req

Reply ——p S-Disconnect.ind

S-Disconnect.ind ¢————"

~—
—~—
-

~—
-
-
—~—
-

Figure 19: Session Creation with Server Error

Session termination is shown in Figure 20.

Client/Server Server/Client

. WTP Class 0 Transaction
S-Disconnect.re

S-Disconnect.ind Disconnect

-

S-Disconnect.ind

Figure 20: Session Termination

7.1.2.2 Session Resume Facility

Session suspend is shown in Figure 21.

Client Server

WTP Class 0 Transaction
S-Suspend.re

S-Suspend.ind b Suspend

= S-Suspend.ind

Figure 21: Session Suspend
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When session resume succeeds, it proceeds as shéigure 22.

Client Server
WTP Class 2 Transaction
S-Resume.re——p~_ _
Resume
T p S-Resume.ind
é/,,/””/ __ 14— S-Resume.res
Reply
S-Resume.cl ¢——K——"
Ty

Figure 22: Normal Session Resume
A session resume wherein the server session Usseseto resume the session is shown in Figure 23.

Client Server

WTP Class 2 Transaction
S-Resume.re——p~_ __

—

Resume

-y  » S-Resume.ind

—— —{4¢——— S-Disconnect.req

Reply ———p S-Disconnect.ind

S-Disconnect.ind ¢——&——"

Figure 23: Session Resume with Server Error
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7.1.2.3 Method Invocation Facility
A method invocation is shown in Figure 24.
Client Server

WTP Class 2 Transaction
S-MethodInvoke.reg——pp~ _

==y  » S-MethodInvoke.ind

__——+4—— S-MethodInvoke.res

— - S-MethodResult.re
S-Methodinvoke.cr « — T q

S-MethodResult.ind ¢q——&——"

S-MethodResult.res——ppf

~—
-
~—
-
——
-
P
-
~—
P

T » S-MethodResult.cnf

Figure 24: Normal Method Invocation

7.1.2.4 Push Facility

An unconfirmed push is shown in Figure 25.

Client Server

WTP Class 0 Transaction

_ S-Push.req
Push

—

—_

S-Push.ind -

Figure 25: Push Invocation

7.1.25 Confirmed Push Facility

A confirmed push is shown in Figure 26.

Client Server

WTP Class 1 Transaction

_ 44— S-ConfirmedPush.req

—_——

Confirmed Pusﬂ

S-ConfirmedPush.indg——&——"

S-ConfirmedPush.res——p»

~—
-
P
P
-
-
-
-
—
-
-
-
~—
-

= p S-ConfirmedPush.cnf

Figure 26: Confirmed Push Invocation
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7.1.3 Protocol Parameters

The protocol state machine uses the following patars.

7.1.3.1 Maximum Receive Unit (MRU)

The Maximum Receive Unit (MRU) is the size of thegest SDU the session layer can accept from tterlying service
provider. The initial value is set to the def&U sizes as specified in section 8.3.3, “Capati¢faults”, below. The
value can be modified during capability negotiation

7.1.3.2 Maximum Outstanding M ethod Requests (MOM)

The Maximum Outstanding Method Requests (MOM) ésribmber of method transactions that can be oudlistguat a given
time. The initial value is set to the default MOBIspecified in section 8.3.3, “Capability Defaultsglow. The value can be
modified during capability negotiation.

7.1.3.3 Maximum Outstanding Push Requests (MOP)

The Maximum Outstanding Push Requests (MOP) isitimeber of push transactions that can be outstaradiagyiven time.
The initial value is set to the default MOP as #jmsgtin section 8.3.3, “Capability Defaults”, b&o The value can be
modified during capability negotiation.

7.1.4 Variables

The protocol state machine uses the following e

7.1.41 N_Methods

N_Methods keeps track of the number of method &etitns in process in the server.

7.1.42 N_Pushes

N_Pushes keeps track of the number of push trdosadh process in the client.

7.1.4.3 Session ID

Session_ID saves the session identifier assignddebgerver in both the client and the server. mkthod used to assign the
identifiers must be chosen so that a session filmialue cannot be repeated during the lifetirha message in the used
transport network; otherwise the session managelogistmay be confused.

7.1.5 Event Processing

Sessions are associated with a peer address qletdig, the client address, client port, seaddress, and server port.
Incoming transactions are assigned to a parti@dssion based on the peer address quadrupletc@ssaquence, the peer
address quadruplet is the true unique protocoltigeatifier of a session. There can be only oess®on bound to a peer
address quadruplet at a time.

In order to create a new session for a particudar pddress quadruplet when one already appeexsstpthe server session
provider must allow for the creation opeoto-session This is a second, constrained instance of dsetizat is used to
process the session creation transaction on thersée., the Connect and ConnectReply PDUs;ishitetailed in the table
below.
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Indications and confirmations from the transactayer are termedvents. Each event is validated and then processed
according to the protocol state tables. The puaitstate tables also upseudo-event® trigger state changes within the
protocol implementation itself. Pseudo-eventsganeerated by the actions in protocol state maclinéy the
implementation itself, whenever this is consideaipgropriate. For instance, they may representffhetef a management
operation, which destroys a session that has Imeetive for too long a period.

These pseudo-events are identified by naméslias, and are defined as follows:

Pseudo-Event Description

Abort Abort a method or push transaci
Release Allow a method transaction to proceed
Suspend Suspend the session

Disconnec Disconnect the sessi

Incoming transaction invocations are validated tefieing processed according to the state tatilegptiowing tests are
performed; and if no action is taken, the evepiriecessed according to the state table.

Test Action
TR-Invoke.ind with SDU size > MRU TR-Abort.reqRUEXCEEDED) the TR-Invoke
Class 2 TR-Invoke.ind, on server, Connect PDU Geate a new proto-session that is responsiblerfaressing the

remainder of the Connect transaction.
b) The proto-session signals S-Connect.indicatioméosession user.
C) If the session user accepts the new session bkiimyo
S-Connect.response, the proto-session is turnedinew session fa
the peer address quadrupBisconnecis invoked on any old
sessions bound to that quadruplet
Class 2 TR-Invoke.ind, on server, Resume PDU Rassdsion identified by the Sessionld in Resume Ri3t¢ad of the
session identified by the peer address quadruplet.
If the Sessionld is not valid, i.e., the sessioasdoot exist,
TR-Abort.regDISCONNECT) the TF-Invoke
Class 1-2 TR-Invoke.ind, no session matching thee pg TR-Abort.reqDISCONNECT) the TR-Invoke
address quadruplet
Class 1-2 TR-Invoke.ind PDU not handled by state | TR-Abort.regPROTOERR the TR-Invoke

-

tables
Class 0 TkInvoke.ind PDU not handled by state ta | Ignore
Any other event not handled by state tables TR-AEPROTOERR if it is some other transaction event than abprt

Aborf(PROTOERR all method and push transactions
S-Disconnect.incPROTOERR

The service provided by the underlying transaclé&yer is such that a protocol entity cannot reljatdtect that the peer has
discarded the session state information, unlessthad or push transaction is in progress. This evayntually result in a
large number of sessions, which no longer havepaey protocol entity. The implementation SHOULDalinde to
Disconnecsessions, which are considered to be in suche sta

7.1.6 State Tables

The following state tables define the actions ofrextion-mode WSP. Because multiple methods asdgsucan occur at
the same time, there are three state tables ddfinetient and server: one for the session states for the states of a
method and one for the states of a push.

The state names used in the tables are logicathplaiely separate from the states defined for bstract service interface,
although the names may be similar. Typically dipalar state at the service interface maps intoctocol state with the
same name, but a state also may map into multipt® @rotocol states at all.
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A singleEventmay have several entries in tBenditioncolumn. In such a case the conditions are expeotbd evaluated
row by row from top to bottom with the most specifondition being the first one. A singl®nditionentry may contain

several conditions separated with a comma ","his ¢ase all of these have to be satisfied in diatethe condition to be
true.

7.1.6.1 Client Session State Tables

The following tables show the session states apdtgwocessing that occur on the client when uaitrgnsaction service.

Client Session NUL L
Event Conditions Action Next State
S-Connect.req Disconnectany other session for the peer address quadrupletCONNECTING
TR-Invoke.req(Class 2, Connect)
N_PUSHES =0
Client Sesson CONNECTING
Event Conditions Action Next State
S-Disconnect.req TR-Abort.req(DISCONNECT) the Cegtn NULL
Abort(DISCONNECT) all outstanding method transactions
S-Disconnect.ind(USERRE!
Disconnect TR-Abort.req(DISCONNECT) the Connect NULL
Abort(DISCONNECT) all outstanding method transactions
S-Disconnect.ind(DISCONNECT)
S-MethodIinvoke.req Start a new method transaetitim this event
(see method state tak
S-MethodAbort.re See method state ta
Suspend TR-Abort.req(DISCONNECT) the Connect NULL
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(SUSPEND)
TR-Invoke.ind Class 1, TR-Abort.req(PROTOERR) the TR-Invoke
ConfirmedPush PD
TR-Result.ind Connect transaction, TR-Abort.req(MRUEXCEEDED) the Connect NULL
SDU size > MRU Abort{CONNECTERR) all outstanding method transactions
S-Disconnect.ind(MRUEXCEEDED)
Connect transaction, TR-Result.res CONNECTED
ConnectReply PDU Session_ID = Sessionld from PDU
S-Connect.cnf
Connect transaction, TR-Result.res NULL
Redirect PDU Aborf CONNECTERR) all method transactions
S-Disconnect.ind(Redirect paramet
Connect transaction, TR-Result.res NULL
Reply PDU Abor CONNECTERR) all method transactions
S-Disconnect.ind(Reply parameters)
Method Transaction Abort (PROTOERR) the method transaction
Other TR-Abort.req(PROTOERR) NULL
Abor CONNECTERR) all outstanding method transactions
S-Disconnect.ind(PROTOER
TR-Invoke.cnf Connect transaction Ignore
Method transaction AborfPROTOERR) method transaction
TR-Abort.ind Connect transaction Abort{CONNECTERR) all outstanding method transactions| NULL
S-Disconnect.ind(abort reast
Method transactic See method state ta
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Client Sessson CONNECTED
Event Conditions Action Next State
S-Disconnect.req Abort(DISCONNECT) all method and push transactions NULL
TR-Invoke.req(Class 0, Disconnect)
S-Disconnect.ind(USERREQ)
Disconnect Abort(DISCONNECT) all method and push transactions NULL
S-Disconnect.ind(DISCONNECT)
S-MethodInvoke.re Start a new method transaction with this e
S-MethodResult.re See method state ta
S-MethodAbort.req See method state table
S-ConfirmedPush.res See push state table
S-PushAbort.req See push state table
S-Suspend.req AborSUSPEND) all method and push transactions SUSPENDED
TR-Invoke.req(Class 0, Suspend)
S-Suspend.ind(USERRE
Suspend Session Resume facility Abort(DISCONNECT) all method and push transactions NULL
disabled S-Disconnect.ind(SUSPEND)
Session Resume facility AborSUSPEND) all method and push transactions SUSPENDED
enablel S-Suspend.ind(SUSPEN
S-Resume.req Abor(USERREQ) all method and push transactions RESUMING
Bind session to the new peer address quadruplet
TR-Invoke(Class 2, Resume)
TR-Invoke.ind Class 0, Abort(DISCONNECT) all method and push transactions NULL
Disconnect PDU S-Disconnect.ind(DISCONNECT)
Class 0, S-Push.ind
Push PDU,
Push facility enable
Class 1, Start a new push transaction with this event
ConfirmedPush PDU,
Confirmed Push facility
enabled
TR-Result.ind Method transaction See method stdile t
TR-Invoke.cnt Method transactic See method state ta
TR-Abort.ind Method transacon See method state ta
Push transaction See push state table
Client Session SUSPENDED
Event Conditions Action Next State
S-Disconnect.re S-Disconnect.ind(USERRE! NULL
Disconnec S-Disconnect.ind(DISCONNEC NULL
S-Resume.req TR-Invoke.req(Class 2, Resume) RESIGMI
TR-Invoke.ind Class 0, S-Disconnect.ind(DISCONNECT) NULL
Disconnect PDU
Class 1, TR-Abort.req(SUSPEND) the TR-Invoke
ConfirmedPush PDU,
Confirmed Push facility
enable
TR-Invoke.cnf Ignore
TR-Abort.ind Ignore
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Client Session RESUMING
Event Conditions Action Next State
S-Disconnect.req TR-Abort.req(DISCONNECT) the Resu NULL
Abort(DISCONNECT) all outstanding method transactions
S-Disconnect.ind(USERREQ)
Disconnect TR-Abort.req(DISCONNECT) the Resume NULL
Abort(DISCONNECT) all outstanding method transactions
S-Disconnect.ind(DISCONNEC
S-MethodIinvoke.req Start a new method transaetitim this event
(see method state tak
S-MethodAbort.req See method state table
S-Suspend.req TR-Abort.req(SUSPEND) the Resume SUSPENDED
AborSUSPEND) all outstanding method transactions
TR-Invoke.req(Class 0, Suspend)
S-Suspend.ind(USERRE
Suspend TR-Abort.req(SUSPEND) the Resume SUSPENDED
AborSUSPEND) all outstanding method transactions
S-Suspend.ind(SUSPEND)
TR-Invoke.ind Class 0, TR-Abort.req(DISCONNECT) the Resume NULL
Disconnect PDU Abort(DISCONNECT) all outstanding method transactions
S-Disconnect.ind(DISCONNECT)
Class 1, TR-Abort.req(PROTOERR) the TR-Invoke
ConfirmedPush PDU,
Confirmed Push facility
enabled
TR-Result.ind Resume transaction, TR-Abort.req(MRUEXCEEDED) the TR-Result SUSPENDED
SDU size > MRU AborSUSPEND) all outstanding method transactions
S-Suspend.ind(MRUEXCEEDED)
Resume transaction, TR-Result.res CONNECTED
Reply PDU (status == Ol S-Resume.cr
Resume transaction, TR-Result.res NULL
Reply PDU (status != OK) | Abor{DISCONNECT) all outstanding method transactions
S-Disconnect.ind(Reply parameters)
Method Transaction AborPROTOERR) the method transaction
Other TR-Abort.req(PROTOERR) the TR-Result SUSPENDED
AborSUSPEND) all outstanding method transactions
S-Suspend.ind(PROTOER
TR-Invoke.cnf Resume transaction Ignore
Method transaction AborfPROTOERR) method transaction
TR-Abort.ind Resume transaction, Abort(DISCONNECT) all outstanding method transactions | NULL
Reason == DISCONNEC S-Disconnect.ind(DISCONNEC
Resume transaction Abort(SUSPEND) all outstanding method transactions SUSPENDED
S-Suspend.ind(abort reas
Method transaction See method state table
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7.1.6.2 Client Method State Tables

The following tables show the method states andtgwecessing that occur on the client when usitrgr@saction service.

Client Method NUL L
Event Conditions Action Next State
S-MethodIinvoke.req TR-Invoke.req(Class 2, MethddreData) REQUESTING
Note: “Method” means either the Get or Post PDUngsthe
PDU type assigned to the particular method.
Client M ethod REQUESTING
Event Conditions Action Next State
S-MethodInvoke More Data == TRUE TR-InvokeData.req(request body, Moiata REQUESTINC
Data.req More Data == False , TR-InvokeData.req(request body, MoreData) REQUESTIN
Request Headers not
provided
More Data == FALSE, TR-InvokeData.req(Data Fragment PDU, MoreData, eram | REQUESTING
Request Headers provided | Boundary)
S-MethodAbort.req TR-Abort.req(PEERREQ) the Method NULL
S-MethodAbort.ind(USERREC
Abort TR-Abort.req(abort reason) the Method NULL
S-MethodAbort.ind( abort reasc
TR-Invoke.cnf Marks completion of entire| S-MethodInvoke.cnf WAITING
method
Other S-MethodInvoke.cnf REQUESTING
TR-InvokeData.cnf Marks completion of entirg S-MethodInvokeData.cnf WAITING
methoc
Other S-MethodInvokeData.cnf REQUESTINC
TR-Abort.ind Reason == DISCONNEC | Disconnecthe sessic
Reason == SUSPEND Suspendhe session
Other S-MethodAbort.ind(abort reason) NULL
Client Method WAITING
Event Conditions Action Next State
S-MethodAbort.req TR-Abort.req(PEERREQ) the Method NULL
S-MethodAbort.ind(USERREC(
Abort TR-Abort.req(abort reason) the Method NULL
S-MethodAbort.ind(abort reason)
TR-Result.ind SDU size > MRU TR-Abort.req(MRUEXCEED) NULL
S-MethodAbort.ind(MRUEXCEEDEL
Reply PDU, MoreData flag | TR-Result.res WAITING2
se S-MethodResult.ind(headers, body, MoreD
Reply PDU, MoreData flag | S-MethodResult.ind(headers, body, MoreData) COMRNET
cleared
Other TR-Abort.req(PROTOERR) NULL
S-MethodAbort.ind(PROTOERR)
TR-Abort.ind Reason == DISCONNEC | Disconnecthe sessic
Reason == SUSPEN Suspen the sessic
Other S-MethodAbort.ind(abort reason) NULL
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Client Method WAITING2
Event Conditions Action Next State
S-MethodAbort.req TR-Abort.req(PEERREQ) the Method NULL
S-MethodAbort.ind(USERREC
S-MethodResult.re Ignore WAITING2
S-MethodResult Ignore WAITING2
Data.res
Abort TR-Abort.req(abort reason) the Method NULL
S-MethodAbort.ind(abort reason)
TR-ResultData.ind SDU size > MRU TR-Abort.req(MRUEKEDED) NULL
S-MethodAbort.ind(MRUEXCEEDEL
Response Body, MoreData TR-ResultData.res WAITING2
flag set S-MethodResultData.ind(body, MoreData)
Frame Boundary, S-MethodResultData.ind(headers, body, MoreData) COBTING
Data Fragment PDU, ,
MoreData flag cleare
No Frame Boundary, S-MethodResultData.ind(body, MoreData) COMPLETING
Response Body
MoreData flag cleared.
TR-Abort.ind Reason == DISCONNECT Disconnecthe session NULL
Reason == SUSPEND Suspendhe session
Othel S-MethodAbort.ind(abort reasc
Client Method COMPLETING
Event Conditions Action Next State
S-MethodResult.res TR-Result.res(Exit Info = Acktelgement Headers) NULL
Note:support for Acknowledgement Headers depends on
successful negotiation of the Acknowledgement Heade
protocol feature
S-MethodResult TR-ResultData.res(Exit Info = Acknowledgement Heradl NULL
Data.res Note: support for Acknowledgement Headers depends o
successful negotiation of the Acknowledgement Hesade
protocol featur
S-MethodAbort.req TR-Abort.req(PEERREQ) the Method NULL
S-MethodAbort.ind(USERREC(
Abort TR-Abort.req(abort reason) the Method NULL
S-MethodAbort.ind(abort reason)
TR-Abort.ind Reason == DISCONNECT| Disconnecthe session
Reason == SUSPENMN Suspen the sessic
Othel S-MethodAbort.ind(abort reasc NULL

7.1.6.3 Client Push State Tables

The following tables show the push states and gwergessing that occur on the client when usimg@stction service.

Client Push NULL

ConfirmedPush PDU,
N_PUSHES < MOP

S-ConfirmedPush.ind

Event Conditions Action Next State
TR-Invoke.ind Class 1, TR-Abort.req(MOREXCEEDED) the TR-Invoke NULL
ConfirmedPush PDU,
N_PUSHES == MO
Class 1, Increment N_PUSHES RECEIVING
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Client Push RECEIVING

Event Conditions

Action

Next State

S-ConfirmedPush.res

TR-Invoke.res(Exit Info = Acktedgement Headers)
Note:support for Acknowledgement Headers depends on
successful negotiation of the Acknowledgement Hsade
protocol feature
Decrement N_PUSHES

NULL

S-PushAbort.req

TR-Abort.req(abort reason) thelMrke
S-PushAbort.ind(USERREQ)
Decrement N_PUSHE

NULL

Abort

TR-Abort.req(abort reason) the TR-Invoke
S-PushAbort.ind(abort reason)
Decrement N_PUSHES

NULL

TR-Abort.ind Reason == DISCONNECT

Disconnecthe session

Reason == SUSPEN

Suspenc the sessic

Other

S-PushAbort.ind(abort reason)
Decrement N PUSHE

NULL

7.1.6.4 Server Session State Tables

The following tables show the session states apdtgwocessing that occur on the server when @strgnsaction service.

Server Session NUL L

Event Conditions Action Next State
TR-Invoke.ind Class 2, TR-Invoke.res CONNECTING
Connect N_Methods =0
S-Connect.ind
Server Session CONNECTING
Event Conditions Action Next State

S-Connect.res

Assign a Session_ID for this session.
TR-Result.req(ConnectReply)
Releasell method transactions in HOLDING state

Disconnectany other session for this peer address quadrup

eCONNECTING_2

S-Disconnect.req Reason Code == Moved | TR-Result.req(Redirect) TERMINATING
Permanentlyr Moved Abort(DISCONNECT) all method transactions
Temporarily S-Disconnect.ind(USERRE!
Other TR-Result.req(Reply(status = Reason Code)) TERMINATING
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(USERREQ)
Disconnect TR-Abort.req(DISCONNECT) the Connect transaction NULL
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(DISCONNECT)
Suspend TR-Abort.req(DISCONNECT) the Connect transaction NULL
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(SUSPENI
TR-Invoke.ind Class 2, Start new method transaction (see method state)tabl
Method
Class 2, TR-Abort.req(DISCONNECT) the TR-Invoke
Resume
TR-Abort.ind Connect transaction Abort(DISCONNECT) all method transactions NULL

S-Disconnct.ind(abort reaso

Method transaction

See method state table

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A

Page 56 (129)

Server Session TERMINATING
Event Conditions Action Next State
Disconnec TR-Abort.req(DISCONNECT) remaining transport transa | NULL
Suspend TR-Abort.req(DISCONNECT) remaining transport tracson | NULL
TR-Result.cnf Ignore NULL
TR-Abort.ind Ignore NULL
Server Session CONNECTING 2
Event Conditions Action Next State
S-Disconnect.req TR-Abort.req(DISCONNECT) the Cecgtrtransaction NULL
Abort(DISCONNECT) all method and push transactions
TR-Invoke.req(Class 0, Disconnect)
S-Disconnect.ind(USERRE!
Disconnect TR-Abort.req(DISCONNECT) the Connect transaction NULL
Abort(DISCONNECT) all method and push transactions
S-Disconnect.ind(DISCONNECT)
S-MethodIinvoke.res See method state table
S-MethodResult.re See method state ta
S-MethodAbort.re See method state ta
S-Push.re TR-Invoke.reg(Class 0, Pus
S-ConfirmedPush.req Start new push transactieng@sh state table)
Suspend Session Resume facility TR-Abort.req(DISCONNECT) the Connect transaction NULL
disabled Abort(DISCONNECT) all method and push transactions
S-Disconnect.ind(SUSPENI
Session Resume facility TR-Abort.req(SUSPEND) the Connect transaction SUSPENDED
enabled Abort(SUSPEND) all method and push transactions
S-Suspend.ind(SUSPEND)
TR-Invoke.ind Class 2, Start new method transaction (see method state)tabl
Method Releasghe new method transaction
Class 2, TR-Abort.req(DISCONNECT) the TR-Invoke
Resume,
Session Resume facility
disable
Class 2, TR-Invoke.res RESUMING
Resume, TR-Abort.req(RESUME) the Connect transaction
Session Resume facility Abort(RESUME) all method and push transactions
enabled S-Suspend.ind(RESUME)
S-Resume.ind
Class 0, TR-Abort.req(DISCONNECT) the Connect transaction NULL
Disconnect Abort(DISCONNECT) all method and push transactions
S-Disconnect.ind(DISCONNEC
Class 0, TR-Abort.req(SUSPEND) the Connect transaction SUSPENDED
Suspend, Abort(SUSPEND) all method and push transactions
Session Resume facility S-Suspend.ind(SUSPEND)
enabled
TR-Invoke.cnt Push transactic See push state ta
TR-Result.cnf Connect transactic CONNECTEL
Method transaction See method state table
TR-Abort.ind Connect transaction Abort(DISCONNECT) all method and push transactions NULL
S-Disconnect.ind(abort reason)
Push transactic See push state ta
Method transactic See method state ta
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Server Session CONNECTED
Event Conditions Action Next State
S-Disconnect.req Abort(DISCONNECT) all method and push transactions NULL
TR-Invoke.req(Class 0, Disconnect)
S-Disconnect.ind(USERREQ)
Disconnect Abort(DISCONNECT) all method and push transactions NULL
S-Disconnect.ind(DISCONNECT)
S-MethodInvoke.re See method state ta
S-MethodResult.re See method state ta
S-MethodAbort.req See method state table
S-Push.req TR-Invoke.req(Class 0, Push)
S-ConfirmedPush.req Start new push transactiegnggsh state table)
Suspend Session Resume facility Abort(DISCONNECT) all method and push transactions NULL
disablet S-Disconnect.ind(SUSPEN
Session Resume facility Abort(SUSPEND) all method and push transactions SUSPENDED
enabled S-Suspend.ind(SUSPEND)
TR-Invoke.ind Class 2, Start new method transaction (see method state)tabl
Method Releasdghe new method transaction
Class 2, TR-Abort.req(DISCONNECT) the TR-Invoke
Resume,
Session Resume facility
disabled
Class 2, TR-Invoke.res RESUMING
Resume, Abort(RESUME) all method and push transactions
Session Resume facility S-Suspend.ind(RESUME)
enabled S-Resume.ind
Class 0, Abort(DISCONNECT) all method and push transactions NULL
Disconnec S-Disconnect.ind(DISCONNEC
Class 0, Abort(SUSPEND) all method and push transactions SUSPENDED
Suspend, S-Suspend.ind(SUSPEND)
Session Resume facility
enabled
TR-Invoke.crf Push transactic See push state ta
TR-Result.cn Method transactic See method state ta
TR-Abort.ind Push transaction See push state table
Method transaction See method state table
Server Session SUSPENDED
Event Conditions Action Next State
S-Disconnect.re S-Disconnect.ind(USERRE! NULL
Disconnec S-Disconnect.ind(DISCONNEC NULL
TR-Invoke.ind Class 2, TR-Abort.req(SUSPEND) the TR-Invoke
Method
Class 2, TR-Invoke.res RESUMING
Resume S-Resume.ind
Class 0, S-Disconnect.ind(DISCONNECT) NULL
Disconnec
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Server Session RESUMING

Event

Conditions

Action

Next State

S-Disconnect.req

TR-Abort.req(DISCONNECT) the Resuransaction
Abort(DISCONNECT) all method transactions
TR-Invoke.req(Class 0, Disconnect)
S-Disconnect.ind(USERREQ)

NULL

Disconnect

TR-Abort.req(DISCONNECT) the Resume transaction
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(DISCONNEC

NULL

S-Resume.res

Disconnectany other session for the peer address quadru
Bind session to new peer address quadruplet
TR-Result.req(Reply)

Releasall method transactions in HOLDING state

IRESUMING_2

Suspend

TR-Abort.req(SUSPEND) the Resume transaction
AbortSUSPEND) all method transactions
S-Suspend.ind(SUSPEN

SUSPENDED

TR-Invoke.ind

Class 2,
Methoc

Start new method transaction (see method state)tabl

Class 2,
Resume

TR-Invoke.res

TR-Abort.req(RESUME) the old Resume transaction
Abort(RESUME) all method transactions
S-Suspend.ind(RESUME)

S-Resume.in

Class 0,
Suspend

TR-Abort.req(SUSPEND) the Resume transaction
Abort(SUSPEND) all method transactions
S-Suspend.ind(SUSPEND)

SUSPENDED

Class 0,
Disconnect

TR-Abort.req(DISCONNECT) the Resume transaction
Abort(DISCONNECT) all method transactions
S-Disconnect.ind(DISCONNECT)

NULL

TR-Abort.ind

Resume transaction,
Reason -DISCONNECT

Abort (DISCONNECT) all method transactions
S-Disconnect.ind(DISCONNEC

NULL

Resume transaction

Abort(SUSPEND) all method transactions
S-Suspend.ind(abort reason)

SUSPENDED
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Server Session RESUMING_2

S-Suspend.ind(abort reason)

Event Conditions Action Next State
S-Disconnect.req TR-Abort.req(DISCONNECT) the Resuransaction NULL
Abort(DISCONNECT) all method and push transactions
TR-Invoke.req(Class 0, Disconnect)
S-Disconnect.ind(USERREQ)
Disconnect TR-Abort.req(DISCONNECT) the Resume NULL
Abort(DISCONNECT) all method and push transactions
S-Disconnect.ind(DISCONNEC
S-MethodInvoke.re See method state ta
S-MethodResult.req See method state table
S-MethodAbort.req See method state table
S-Push.req TR-Invoke.req(Class 0, Push)
S-CcenfirmedPush.re Start new push transaction (see push state
Suspend TR-Abort.req(SUSPEND) the Resume transaction SUSPENDED
AborSUSPEND) all method and push transactions
S-Suspend.ind(SUSPEND)
TR-Invoke.ind Class 2, Start new method transaction (see method state)tabl
Method Releasghe new method transaction
Class 2, TR-Invoke.res RESUMING
Resume TR-Abort.req(RESUME) the old resume transaction
AborRESUME) all method and push transactions
S-Suspend.ind(RESUME)
S-Resume.ind
Class 0, TR-Abort.req(SUSPEND) the Resume transaction SUSPENDED
Suspend Abort(SUSPEND) all method and push transactions
S-Suspend.ind(SUSPEND)
Class 0, TR-Abort.req(DISCONNECT) the Resume NULL
Disconnect Abort(DISCONNECT) all method and push transactions
S-Disconnect.incDISCONNECT
TR-Invoke.cnf Push transaction See push state table
TR-Result.cnf Resume transaction CONNECTED
Method transactic See method state ta
TR-Abort.ind Resume transaction, Abort (DISCONNECT) all method and push transactions | NULL
Reason =DISCONNECT S-Disconnect.ind(DISCONNEC
Resume transaction Abort(SUSPEND) all method and push transactions SUSPENDED

Push transaction

See push state table

Method transactic

See method state ta

7.1.6.5 Server Method State Tables

The following tables show the method states andtgwecessing that occur on the server when ustrgngaction service.

Server Method NUL L

If stored, generate one or more

Event Conditions Action Next State
TR-Invoke.ind Class 2, TR-Abort.req(MOREXCEEDED) NULL
Method PDU,
N_Methods == MONM
Class 2, Store Method HOLDING
Method PDU, Increment N_Methods
MoreData flag set TR-Invoke.res
Class 2, Method PDU, Store Method HOLDING
MoreData flag cleared Increment N_Methods
Server Method HOLDING
Event Conditions Action Next State
TR-InvokeData.ind Class 2, Request Body, Store Method HOLDING
MoreData flag set TR-InvokeData.res
Class 2, Store Method HOLDING
MoreData flag cleare
Release Generate S-MethodInvoke.ind (headers, body, Mar@EDa REQUESTING
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Server Method HOLDING
Event Conditions Action Next State
S-MethodInvokeData.ind(headers, body, MoreData)
Note: headers can only be included in the S-
MethodInvokeData.ind for which MoreData is cleased
where Frame Boundary was included in the TR-Invakabnd
Abort Decrement N_Methods NULL
TR-Abort.reg(abort reason) the metl
TR-Abort.ind Reason == DISCONNEC Disconnec the sessic
Reason == SUSPEND Suspendhe session
Other Decrement N_Methods NULL
Server Method REQUESTING
Event Conditions Action Next State
S-MethodIinvoke.res Complete Invoke already | TR-Invoke.res PROCESSING
receivel
Complete Invoke not Ignore REQUESTING
received
S-MethodInvoke Complete Invoke already TR-Invoke.res PROCESSING
Data.res received
Complete Invoke not Ignore REQUESTING
receivel
S-MethodAbort.req Decrement N_Methods NULL
TR-Abort.req(PEERREQ) the method
S-MethodAbort.ind(USERREQ)
Abort Decrement N_Methods NULL
TR-Abort.req(abort reason) the method
S-MethodAbort.ind(abort reasc
TR-InvokeData.ind Request Body, MoreData | S-MethodInvokeData.ind(body, MoreData) REQUESTING
flag se TR-InvokeData.re
Frame Boundary, S-MethodInvokeData.ind(headers, body, MoreData) PROCESSING
Data Fragment PDU,
MoreData flag cleared
No Frame Boundary, S-MethodInvokeData.ind(body, MoreData)
Response Body, MoreData
flag cleare:
TR-Abort.ind Reason == DISCONNECT| Disconnecthe session
Reason == SUSPEND Suspendhe session
Other Decrement N_Methods NULL
S-MethodAbort.ind(abort reasc
Server Method PROCESSING
Event Conditions Action Next State
S-MethodResult.req More Data flag set TR-ResulfRegly, MoreData) PROCESSING2
More Data flag cleared TR-Result.reg(Reply, Moref)at REPLYING
S-MethodAbort.req Decrement N_Methods NULL
TR-Abort.req(PEERREQ) the method
S-MethodAbort.ind(USERREC
Abort Decrement N_Methods NULL
TR-Abort.req(abort reason) the method
S-MethodAbort.ind(abort reason)
TR-Abort.ind Reason == DISCONNECT| Disconnecthe session
Reason == SUSPEND Suspendhe session
Other Decrement N_Methods NULL
S-MethodAbort.ind(abort reasc
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Server Method PROCESSING2
Event Conditions Action Next State
S-MethodResult More Data flag set TR-ResultData.req(Response BodigreData) PROCESSING2
Data.req
More Data flag cleared, TR-ResultData.req(Data Fragment, , MoreData, Frame REPLYING
Response Headers Boundary)
provided
More Data flag cleared, TR-ResultData.req(Response Body, , MoreData) REPLYING
No Response Headers
providec
S-MethodAbort.req Decrement N_Methods NULL
TR-Abort.req(PEERREQ) the method
S-MethodAbort.ind(USERREQ)
Abort Decrement N_Methods NULL
TR-Abort.req(abort reason) the method
S-MethodAbort.ind(abort reasc
TR-Result.cn S-MethodResult.cn PROCESSING
TR-ResultData.cnf S-MethodResultData.cnf PROCESSING2
TR-Abort.ind Reason == DISCONNECT Disconnecthe session NULL
Reason == SUSPEN Suspen the sessic
Other Decrement N_Methods
S-MethodAbort.ind(abort reasc
Server Method REPLYING
Event Conditions Action Next State
S-MethodAbort.req Decrement N_Methods NULL
TR-Abort.req(PEERREQ) the method
S-MethodAbort.ind(USERREQ)
Abort Decrement N_Methods NULL
TR-Abort.req(abort reason) the method
S-MethodAbort.ind(abort reasc
TR-Result.cnf Marks completion of entire] Decrement N_Methods NULL
result S-MethodResult.cnf(Acknowledgement Headers = Exi)l
Note:support for Acknowledgement Headers depends on
successful negotiation of the Acknowledgement Hsade
protocol feature
TR-ResultData.cnf Marks completion of entire Decrement N_Methods NULL
result S-MethodResult.cnf(Acknowledgement Headers = Exi)l
Note:support for Acknowledgement Headers depends on
successful negotiation of the Acknowledgement Heade
protocol featur
Other Ignore REPLYING
TR-Abort.ind Reason == DISCONNECT| Disconnecthe session
Reason == SUSPEND Suspendhe session
Other Decrement N_Methods NULL
S-MethodAbort.ind(abort reasc

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A

Page 62 (129)

7.1.6.6 Server Push State Tables

The following tables show the push states and gwergessing that occur on the server when usingrsaction service.

Server Push NULL

Event

Conditions

Action

Next State

S-ConfirmedPush.re

TR-Invoke.reg(Class 1, ConfirmedPu

PUSHINC

Server Push PUSHING

Event

Conditions

Action

Next State

Abort

TR-Abort.req(abort reason) the push transaction
S-PushAbort.ind(abort reason)

NULL

TR-Invoke.cnf

S-ConfirmedPush.cnf(Acknowledgemidatiders = Exit Info)
Note:support for Acknowledgement Headers depends on
successful negotiation of the Acknowledgement Heade
protocol featur

NULL

TR-Abort.ind

Reason == DISCONNEC

Disconnec the sessic

Reason == SUSPEND

Suspendhe session

Other

S-PushAbort.ind(abort reason)

NULL

7.2 Connectionless WSP

This section is written as if the session servieider is using the Transport SAP directly. Hoee\this section also
applies to the use of the Security SAP. Theredseato-one mapping of connectionless transpomifivies [WDP] to
Security primitives. For example, T-DUnitdata.regumaps directly to SEC-UnitData.request. Tovaflar this ambiguity,
the layer prefixes (“T-D“ or “SEC-") have been otad from the primitive names.

The connectionless WSP protocol does not requéte shachines. Each primitive of the connectionWS# service
interface maps directly to sending a WSP PDU withunderlying Unitdata primitive as shown in thiidi@ing table.

Note: “Method” means either the Get
or Post PDU using the PDU type
assigned to the particular meth:

Event Condition Action

S-Unit-MethodInvoke.req Unitdata.req(Method)
Note: “Method” means either the Get or Post PDU
using the PDU type assigned to the particular mei

S-Unit-MethodResult.req Unitdata.req(Reply)

S-Unit-Push.re Unitdata.req(lush’

T-DError.ind Ignore

Unitdata.ind Method PDU S-Unit-MethodInvoke.ind

Reply PDU

S-Unit-MethodResult.ind

Push PDl

S-Unit-MethodPush.in

Protocol parameters, such as the Maximum Receiveddd the persistent session headers in effeztlaiined by mutual
agreement between the service users. No partisdahanism for this is required, but the well-kngvamt of the server
MAY be used to imply the parameter settings.

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A Page 63 (129)

8 WSP Data Unit Structure and Encoding

This section describes the structure of the daita used to exchange WSP data units between di@htserver.

8.1 Data Formats

The following data types are used in the data fodeéinitions.
8.1.1 Primitive Data Types

Table 11. Format Definition Data Types

Data Type [ Definition

bit 1 bit of dati

octet 8 bits of opaque data

uint8 8-bit unsigned integer

uint1€ 16-bit unsigned integ:

uint3z 32-bit unsigned integ:

uintval variable length unsigned integer (see be

Network octet order for multi-octet integer valugs$big-endian”. In other words, the most signifitactet is transmitted on
the network first followed subsequently by the Isgmificant octets.

The leftmost bit (bit number 0) of an octet orifield is the most significant. Bit fields dedoed first are placed in the most
significant bits of an octet. The transmission olidehe network is determined by the underlyiransport mechanism.

8.1.2 Variable Length Unsigned Integers

Many fields in the data unit formats are of var@akdngth. Typically, there will be an associatiettifthat specifies the size
of the variable length field. In order to keep ttaa unit formats as small as possible, a varigbigth unsigned integer
encoding is used to specify lengths. The largettsigned integer, the larger the size of its dimgp

Each octet of the variable length unsigned intégeomprised of a singl€ontinuebit and 7 bits of payload as shown in
Figure 27.

7 bits

0| Payload

\_ Continue bit
Figure 27: Variable Length Integer Octet
To encode a large unsigned integer, split it intuitfragments and place them in the payloads dfiple octets. The most

significant bits are placed in the first octetshattie least significant bits ending up in the tadet. All octets MUST set the
Continuebit to 1 except the last octet, which MUST set@uatinuebit to O.
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For example, the number 0x87A5 (1000 0111 1010 piKddncoded in three octets as shown in Figure 28.

1| 0000010{(1|0001111| |0| 0100101

Figure 28: Long Field Length

The unsigned integer MUST be encoded in the smalesoding possible. In other words, the encodgdevMUST NOT
start with an octet with the value 0x80.

In the data unit format descriptions, the data tyipévar will be used to indicate a variable length intefigid. The

maximum size of aintvaris 32 bits. It will be encoded in no more tharefoctets. It MUST be present even if its value is
zero.

8.2 Protocol Data Unit Structure

WSP generates WTP SDUs which contain a single W8l data unit. Each PDU serves a particulaction in the
protocol and contains type-specific information.

8.2.1 PDU Common Fields

This section describes fields that are common aaty®r many PDUs.

i TID Type Type-Specific Contents
___________ Figure 29: PDU Structure

Every PDU starts with a conditional transactiomiifeer and a type identifier.

Table 12. PDU Header Fields

Name Type Sour ce

TID uint8 S-Unit-MethodInvoke.req:: Transactiondd
S-Unit-MethodResult.req::Transactiondd
S-Unit-Push.req::Push

Type uint8 PDU type

TheTID field is used to associate requests with reptiehé connectionless session service. The presé#nbeTID is
conditional. It MUST be included in the connectess WSP PDUs, and MUST NOT be present in the adimmemode
PDUs. In connectionless WSP, the TID is passethtbfrom the session user as the “TransactionidPosh Id”
parameters of the session primitives.

The Typefield specifies the type and function of the POWe type numbers for the various PDUs are definetssigned
Numbers. The rest of the PDU is type-specificlinfation, referred to as the contents.

The following sections describe the format of tbatents for each PDU type. In the interest of lyethe PDU header has
been omitted from the description of each PDU @ngéctions that follow.
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8.2.2 Session Management Facility

8.2.2.1 Connect

TheConnectPDU is sent to initiate the creation of a session.

Table 13. Connect Fields

Name Type Source

Versior uint8 WSF protocol versior

CapabilitiesLen uintvar Length of tigapabilitiesfield

HeadersLen uintvar Length of thieadersfield

Capabilities CapabilitiesLen | S-Connect.req::Requested Capabilitigs
octett

Headers HeadersLen S-Connect.req::Client Headers
octet:

TheVersionfield identifies the version of the WSP protocbhis is used to determine the formats of this dhsidsequent
PDUs. The version number is encoded as follows:ma@r number of the version is stored in the hogler 4 bits, and the
minor number is stored in the low-order 4 bits.ishersion number used for this specification & 1e., 0x10.

The CapabilitiesLerfield specifies the length of tl@apabilitiesfield.

TheHeadersLerfield specifies the length of thdeadersfield.

The Capabilitiesfield contains encoded capability settings reqeebbty the sender. Each capability has capabitigcisic
parameters associated with it. For more informationthe encoding of this field, see section 8.3pébility Encoding”,
below.

TheHeadersfield contains headers sent from client to setivat apply to the entire session.

8.2.2.2 ConnectReply

TheConnectReply?DU is sent in response to tGennectPDU.

Table 14. ConnectReply Fields

Name Type Source

ServerSession Uintvar Session_|ID variab

CapabilitiesLe Uintvar Length of Capabilities fie

HeadersLen Uintvar Length of the Headers field

Capabilities CapabilitiesLen | S-Connect.res::Negotiated Capabilities
octets

Headers HeadersLen S-Connect.res::Server Headers
octet:

The ServerSessionldontains the server session identifier. It is useidentify the session in subsequently sent PDéésl

for session management. In particular, the clisasthis session identifier, if it wants to resuheesession after a change in
the underlying transport.

The CapabilitiesLerfield specifies the length of tl@apabilitiesfield.

TheHeadersLerfield specifies the length of théeadersfield.
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The Capabilitiesfield contains zero or more capabilities accepgthe sender. For more information on capabdjtgee
section 8.3, “Capability Encoding”, below.

TheHeadersfield contains headers that apply to the entissisa.

8.2.2.3 Redirect

TheRedirectPDU may be returned in response to a Connect RiDEn the session establishment attempt is refuerhn
be used to migrate clients from servers whose addschave changed or to perform a crude form dfff@eéancing at session
creation time.

Table 15. Redirect Fields

Name Type Source

Flags uint8 S-Disconnect.req::Redirect Security
and S-Disconnect.req::Reason Code

Redirect multiple octets| S-Disconnect.req::Redirect Addresse

Addresse

TheFlagsfield indicates the nature of the redirect. Fligg are unassigned MUST be set to 0 by the senedMUST be
ignored by the client. The flags are defined ds¥s:

Flag bit Description
0x80 Permanent Redirect
0x4C Reuse Security Sess

If the Permanent Rediredlag is set, the client SHOULD store the redir@gdtiresses and use them to create and resume all
future sessions with the server. If tRermanent Rediredlag is not set, the client SHOULD not reuse theirect addresses

to create and resume subsequent sessions beyooudrtbet session being created. If Beuse Security Sessiftag is set,

the client MAY use the current security sessionmtegjuesting a session from the server it is begdgected to.

TheRedirect Addressdteld contains one or more new addresses forehees. Subsequent Connect PDUs should be sent to
these addresses instead of the server addres$, @éhised the Redirect PDU to be sent. The lengtiedtedirect Addresses
field is determined by the SDU size as reportecthftbe underlying transport. Each redirect addres®ded in the following
format:

Table 16. AddressType

Name Type Purpose
Bearer Type | 1 bit Flag indicating inclusion dearer Typdield
Included
PortNumber | 1 bit Flag indicating inclusion d?ortNumberfield
Includec
Address Len 6 bits Length of taldresdield
BearerType uint8 Type of bearer network to use
PortNumbe uint1€ Port number to u
Address AddressLen Bearer address to use

octets

TheBearerType IncludedndPortNumber Includedields indicate the inclusion of tigearerTypeandPortNumberfields,
respectively. Th8earerTypeandPortNumberSHOULD be excluded, if the session establishmtatrgt is redirected to
the same type of bearer network and same destinatid number as used for the initial Connect PDU.
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TheAddressLetiield contains the length of thddresdield.
TheBearerTypsdield indicates the type of bearer network to beds The bearer type codes are defined in [WDP].

ThePortNumbeffield contains the destination port number. Whesttinecting to a different destination port numbrert the
one used for the initial Connect PDU, the IANA dynia and/or private ports (49152-65535) MUST be u3dx client
MUST NOT change protocol layer configuration agsult of a redirection (For example, a client khat stop using the
security layer as a result of a redirection). Peemanent Rediredlag MUST not be set when redirecting to a diffdre
destination port number than the one used forrtttiali Connect PDU.

The Addresdield contains the bearer address to use.BdarerTypemplies also the bearer-dependent address forrealt us
to encode this field. The encoding shall use titevae address transmission format defined in thiegble bearer
specifications. If this format uses a number of bithich is not a multiple of eight, the addresalldte encoded as a big-
endian multi-octet integer; the necessary numbeedd fill bits shall be included in the most sfiggant octet so that the fill
bits occupy the most significant bits. The useddeaddress formats are defined in [WDP] togethidr the bearer type
codes.

8.2.2.4 Disconnect

TheDisconnectPDU is sent to terminate a session.

Table 17. Disconnect Fields

Name Type Source
ServerSessionld uintvar Session_ID variable

The ServerSessionldontains the session identifier of the sessidrmetdisconnected.

8.2.25 Reply
The Reply PDU is used by the session creationitigcand it is defined in section 8.2.3.3, “Replipglow.

8.2.3 Method Invocation Facility

There are two PDUs used to invoke a method inehees, GetandPost,depending on the parameters required.

Methods defined in HTTP/1.1 [RFC2616] are assigasgecific PDU type number. PDU type numbers fethmds not
defined in HTTP/1.1 are established during capghilegotiation. These methods use eithetGheor PostPDU depending
on whether the method includes request contentor Methods usin@getuse PDU type numbers in the range 0x40-0x5F.
Methods usindg?ostuse numbers in the range 0x60-0x7F.

8231 Get

TheGetPDU is used for the HTTP/1.1 GET, OPTIONS, HEAIEUETE and TRACE methods, as well as extension
methods that do not send request content to therser
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Table 18. Get Fields

Name Type Source
URILen uintval Length of theURI field
URI URILenoctets | S-Methodlinvoke.req::Request WRI
S-Unit-MethodInvoke.req::Request URI
Headers multiple S-Methodinvoke.req::Request Headers
octet: S-Unit-MethodInvoke.req::Request Heac

TheURILenfield specifies the length of thdRlI field.

TheURI field contains the URI. If the URI is a normatiored as a null-terminated string, the implemématlUST NOT
include the null in the field.

TheHeadersfield contains the headers associated with thee®tg The length of thdeadersfield is determined by the SDU
size as provided to and reported from the undegltiansport. Théleadersfield starts immediately after théRl field and
ends at the end of the SDU.

8.2.3.2 Post

ThePostPDU is used for the HTTP/1.1 POST and PUT methaslsyell as extended methods that send requesirtdot
the server.

Table 19. Post Fields

Name Type Source

UriLen uintvar Length of th&JRI field

HeadersLen uintvar Length of timntentTypendHeadersfields
combinel

Uri UriLen octets S-MethodInvoke.req::Request WRI
S-Unit-MethodInvoke.req::Request U

ContentType multiple octets S-Methodlnvoke.req: ke Headersr
S-Unit-MethodlInvoke.req::Request Headers

Headers ldeadersLen- length of S-Methodlnvoke.req::Request Headers

ContentTyp) octet: S-Unit-MethodInvoke.req::Request Heac

Data multiple octets S-MethodlInvoke.req::RequesiyBar

S-Unit-MethodInvoke.req::Request Body

TheUriLen field specifies the length of the Uri field.
TheHeadersLerfield specifies the length of tH@ontentTypendHeadersfields combined.

TheUri field contains the Uri. If the URI is a normalleed as a null-terminated string, the implemeotaMUST NOT
include the null in the field.

The ContentTypdield contains the content type of the data.oltforms to the Content-Type value encoding spetifie
section 8.4.2.24, “Content type field”, below.

TheHeadersfield contains the headers associated with theestq
TheDatafield contains the data associated with the retqié® length of th®atafield is determined by the SDU size as

provided to and reported from the underlying tramspTheData field starts immediately after thtéeadersfield and ends at
the end of the SDU.
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8.23.3 Reply

Replyis the generic response PDU used to return infdom#rom the server in response to a request.\Rsplised in the S-
Connect primitive to indicate an error during sesgireation.

Table 20. Reply Fields

Name Type Source

Status uint8 S-MethodResult.req::Status
S-Disconnect.req::Reason Code
S-Unit-MethodResult.req:: Status

HeadersLen uintvar Length of the ContentType andddes fields
combinet
ContentType multiple octets S-MethodResult.req:fRese Headersr

S-Disconnect.req::Error Headess
S-Unit-MethodResult.req::Respor Header
Headers ldeadersLen- length of | S-MethodResult.req::Response Headers
ContentTypgoctets S-Disconnect.req::Error Headess
S-Unit-MethodResult.req::Response Headels
S-Resume.res::Server Headers

Data multiple octets S-MethodResult.req::ResporesdyBr
S-Disconnect.req::Error Body
S-Unit-MethodResult.req::Response Body

The Statusfield contains a result code of the attempt toaustind and satisfy the request. The status dwlesbeen
defined by HTTP/1.1 [RFC2616] and have been majgedsingle-octet values listed in Table 36 in Assid Numbers.

TheHeadersLerfield specifies the length of th@ontentTypeindHeadersfields combined.

The ContentTypdield contains the content type of the data.oltforms to the Content-Type value encoding spetifie
section 8.4.2.24, “Content type field”, below.

TheHeadersfield contains the reply headers or the servedéesin case of a Resume.

TheDatafield contains the data returned from the servidre length of th®ata field is determined by the SDU size as
provided to and reported from the underlying tramspTheData field starts immediately after titéeadersfield and ends at
the end of the SDU.

8.2.3.4 Data Fragment PDU

Data Fragment PDU is used to continue when thdraginent of a request to or response from theesaénzludes headers.
This PDU MUST only be sent for an S-MethodInvokedagq or

S-MethodResultData.req where the MoreData flageigred and Headers are included. The PDU MUST N&®3dnt if the
MoreData Flag is set or Headers are not includedars-MethodinvokeData.req or

S-MethodResultData.req service primitives. Wheraga-ragment PDU is sent, Frame Boundary MUST bim ske TR-
InvokeData.req or TR-ResultData.req as appropriate.

The Data Fragment PDU is used when the servicengsats to send headers with the last fragmentex@est or response.
Currently, the only use case for this is when Eraileaders need to be sent at the end of a Chun&eshge [RFC2616].

Table 21. Data Fragment Fields
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Name Type Source

HeadersLe Uintvar Length of the Headers fie

Headers leadersLere) octets S-MethodInvokeData.req::Request Header,
S-MethodResultData.req::Response Headefs

Data multiple octets S-MethodInvokeData.req::RetiBesly,
S-MethodResultData.req::Response Body

TheHeadersLerfield specifies the length of théeadersfields.
TheHeadersfield contains request headers in case of a mathadation or the response headers in case oftlocheesult.

TheDatafield contains the data sent as a continuatich@imethod invocation or method result. The lemdtfheData
field is determined by the SDU size as providednd reported from the underlying transport. Diaga field starts
immediately after théleadersfield and ends at the end of the SDU.

8.2.3.5 Acknowledgement Headers

Acknowledgement Headdsmnot an actual PDU: it may be carried by the Exiib Iparameter of the TR-Result primitive. The
service provider uses it to carry the data neegetidoptional Acknowledgement Headers feature.

Table 22. Acknowledgement Headers Fields

Source
S-MethodResult.res::Ackedgement Headeos
S-ConfirmedPush.res::Acknowledgement Hea

Name
Headers

Type
multiple octetg

TheHeadersfield contains information encoded in the manrefireéd in Section 8.4, “Header Encoding”, belovwheTize
of the field is implied by the size of the transactExit Data.

8.2.4 Push and Confirmed Push Facilities

8.2.4.1 Push and ConfirmedPush

The Push and ConfirmedPush PDUs are used for sgpodsolicited information from the server to thigit. The formats of
the two PDUs are the same, only the PDU type ferdift.

Table 23. Push and ConfirmedPush Fields
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Name Type Source

HeadersLen uintvar Length of t®ntentTypandHeadersfields
combined

ContentType multiple octets S-Push.req::Push Haaxter

S-ConfirmedPush.req::Push Headers
S-Unit-Push.req::Push Headers

Headers ldeadersLen- length of S-Push.req::Push Headers
ContentTypgoctets S-ConfirmedPush.req::Push Headers
S-Unit-Push.req::Push Headers
Data multiple octets S-Push.req::Push Body

S-ConfirmedPush.req::Push Body
S-Unit-Push.req::Push Body

TheHeadersLerfield specifies the length of tH@ontentTypendHeadersfields combined.

The ContentTypdield contains the content type of the data.oltforms to the Content-Type value encoding spetifie
section 8.4.2.24, “Content type field”, below.

TheHeadersfield contains the push headers.
TheDatafield contains the data pushed from the servee.[€hgth of théata field is determined by the SDU size as

provided to and reported from the underlying tramspTheData field starts immediately after thtéeadersfield and ends at
the end of the SDU.

8.24.2 Acknowledgement Headers

If the service provider implements the optional Aswledgement Headers feature with the Confirmedh Parslity,
Acknowledgement Headeaise used to carry the associated data. It imel@fin Section 8.2.3.5 above.

8.2.5 Session Resume Facility

8.25.1 Suspend

TheSuspendPDU is sent to suspend a session.

Table 24. Suspend Fields

Name Type Source
Sessionld Uintvar Session_ID variable

The Sessionldield contains the session identifier of the ses$0 be suspended.

8.25.2 Resume

TheResumé”DU is sent to resume an existing session aftéaage in the underlying transport protocol.

Table 25. Resume Fields
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Name Type Purpose
Sessionl uintvat Sessio_|D variable
Capabilities Len uintvar Length of ti@apabilitiesfield
Capabilities CapabilitiesLen

octett Reserve
Header multiple octet S-Resume.req::Client Head

The Sessionldield contains the session identifier returnedrfrilie server when the session was originally cdeatée
server looks up the session based on the sesiofifier. It then binds that session to the tratisacservice instance
identified by the peer address quadruplet of thesaction that carried the PDU.

The Capabilities field is reserved for future usethis version of the protocol it must not be used the CapabilitiesLen
field must be zero.

TheHeadersfield contains headers sent from client to setfvat apply to the entire session.

8.25.3 Reply
The Reply PDU is used by the session resume fagalitd it is defined in section 8.2.3.3, “Replyboxe

8.3 Capability Encoding

Capabilities allow the client and server to nedetizharacteristics and extended behaviours ofribiqol. A general
capability format is defined so capabilities thiag aot understood can be ignored.

A set of capability values is encoded as a sequehcapability structures described below. If Hemder wants to provide
the receiver with a set of alternative values fpaeticular capability, one of which can be chosesends multiple instances
of the capability, each with different parameterd aith the most preferred alternative first. Apesder must not encode
and send the value of a capability, unless th@tnit is known to recognise it, as indicated bh@itthe version number of the
session protocol or by the initiator already hasegt that capability during the session.

When the initiator of capability negotiation encedecapability defined in Section 8.3.2 "Capabibgfinitions", below, and
the value is equal to the capability setting (d&far negotiated) currently in effect, the capiypstructure MAY be omitted.
In this case the responder MUST interpret thihéngame way, as if it had received the explicitigasled value. When the
responder encodes a capability defined in Secti®r2 8Capability Definitions", and the value is afjto the capability
setting proposed by the initiator, the capabilttysture MAY be omitted; the initiator MUST intesdrthis in the same way,
as if it had received the explicitly encoded value.

8.3.1 Capability Structure

The format of a capability is described using dealimilar to the ones used in PDU definitions:

Table 26. Capability Fields

Name Type Purpose

Length uintvar Length of thiglentifier andParameterdields
combine

Identifier multiple octets Capability identifier

Parameters | Length—length | Capability-specific parameters
of Identifier)
octets
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The Lengthfield specifies the length of thdentifier andParameterdields combined.

Theldentifier field identifies the capability. The capabilieintifier values defined in this protocol versioe hsted in
Table 37 in Assigned Numbers. It is encoded instimae way as the header field names, i.e., usingi¢thd-name BNF rule
specified in Section 8.4.2.6, “Header”, below.

TheParameterdield (if not empty) contains capability-specifiarameters.

If a capability with an unknowrdentifier field is received during capability negotiatiors Malue must be ignored. The
responder must also reply with the same capalbiitty an emptyParameterdield, which indicates that the capability was
not recognised and did not have any effect. Asrsequence, the encodings for any provider-speadfiitional capabilities

MUST BE chosen so that an emptgrameterdield either is illegal (as for capabilities wittteger values) or indicates that
no extended functionality is enabled.

8.3.2 Capability Definitions

8.3.2.1 ServiceData Unit Size
There are two Service Data Unit (SDU) size captidmsli one for the client and one for the server:

¢ Client-SDU-Size
* Server-SDU-Size

These capabilities share the same parameter format.

Table 27. SDU Size Capability Fields

Name Type Purpose
MaxSize uintvar Maximum Size

The MaxSizefield specifies the maximum SDU size that candoived or will be sent by the client or servepeataling on
the context of the capability, as described beldéwMaxSizeof 0 (zero) means there is no limit to the SDlesiz

When the client sends the Client-SDU-Size capabilits indicating the maximum size SDU it cangee (i.e., the client
MRU). When the server sends the Client-SDU-Sizmbdity, it is indicating the maximum SDU sizeniill send.

When the client sends the Server-SDU-Size capghitliis indicating the maximum size SDU it willree When the server
sends the Server-SDU-Size capability, it is indigathe maximum SDU size it can receive (i.e.,4bever MRU).

The default SDU sizes are specified in section38:&apability Defaults”, below. The default Sen&DU size SHOULD
be treated as an implementation minimum. Otheraisethod request sent during session establishmoend risk being
aborted, since the server cannot indicate itshAB& until session has been established.

8.3.2.2 Message Size
There are two message size capabilities, one éocltent and one for the server:

¢ Client-Message-Size
e Server-Message-Size

These capabilities share the same parameter format.

Table 28. Message Size Capability Fields
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Name Type Purpost
MaxSize uintval Maximum Sizt

The MaxSizefield specifies the maximum message size thabeareceived or will be sent by the client or serdepending
on the context of the capability, as describedweld MaxSizeof 0 (zero) means there is no limit to the messagm

When the client sends the Client-Message-Size digalh is indicating the maximum size messageah receive. When the
server sends the Client-Message-Size capability,idicating the maximum message size it willdsen

When the client sends the Server-Message-Size tigpabis indicating the maximum size messagwiil send. When the
server sends the Server-Message-Size capabiliyintiicating the maximum message size it canivece

The default message sizes are specified in se8t®B, “Capability Defaults”. The default Serveessage size SHOULD be
treated as an implementation minimum.

8.3.2.3 Protocol Options

The Protocol Options capability is used to enakteraled, optional protocol functions.

Table 29. Protocol Options Capability Fields

Name Type Purpose
Flags multiple octet Option flag:

When the client sends the Protocol Options caggbdithe server, thElagsfield specifies the options the client will accept
When the server sends the Protocol Options capabéick to the client, thElagsfield specifies the options the server will
perform. Although th&lagsfield may be multiple octets long, the currentgfided flag bits fit into a single octet, and an
implementation SHOULD send only one octet. All uiirded bits must be set to zero, and the receiveSMlignore them,
including all additional trailing octets. As moilad bits are defined in the future, new octetstban be appended to the
field.

A flag bit set to one (1) indicates that the assted optional function is enabled; a flag bit cbehto zero (0) indicates that it
is disabled. The flags are defined as follows:

Flag bit Description

0x80 Confirmed Push Facility
0x4C Push Facilit

0x2(C Session Resume Facil
0x1C Acknowledement Heade
0x08 Large Data Transfer

When the client enables the Confirmed Push andish Racilities, it is advertising that it is abtednd also wants to accept
data pushes. If the client can receive data puslshe service provider in the server cannotigmrshes, the appropriate
push flags MUST be cleared when replying with thgatiated capabilities. If the service user ingbever will not send any
data pushes of a certain type, the appropriate faghSHOULD be cleared in the reply: this willoav the client to free up
any resources that would otherwise be dedicateelciving data pushes.

When the client enables the Session Resume fadilisyadvertising that it would like to suspentiaesume the session. If
the server is not able or willing to support thessen Resume facility, it MUST clear the SessiosuRee facility flags when
replying with the negotiated capabilities.

When the client sets the Acknowledgement Headags il is advertising whether or not it would lileesend
Acknowledgement headers. The server indicatesthithAcknowledgement Headers flag in the reply, tivieor not it is
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able to process Acknowledgement Headers. If theesés not able to process the headers, the (BEMQULD not send
them; if the client still sends them, the headeedi$e ignored.

When the client sets the Large Data Transfer ftag,advertising whether or not it supports thedeaData Transfer feature;
this includes support for multiple SDUs and supparthe Data Fragment PDU. The server indicatiéls tie Large Data
Transfer flag in the reply, whether or not it sugipdhe Large Data Transfer feature. Note thainggthis flag indicates that
sending and receiving large data is supportedeatdhat only wishes to receive large data (ict.send) SHOULD set the
Client and Server Message size capability fieldoedingly.

8.3.24 Maximum Outstanding Requests (MOR)
There are two MOR capabilities, one for methods @mel for pushes:

¢ Method-MOR
¢ Push-MOR

The Method-MOR and Push-MOR capabilities respelstivelicate the number of outstanding method othpuansactions
that may occur simultaneously.

Table 30. Maximum Outstanding Requests Capability Fields

Name Type Purpose
MOR uint8 Maximum Outstanding Requests

When the client is able to submit multiple outsiagdnethod requests, it indicates the maximum nurabsimultaneous
requests it will ever send in the Method-MOR caligbi The server replies with the lesser of themf's Method-MOR and
the number of method transactions the server canltsineously process.

Similarly, when the client is able to process nmiétioutstanding push requests, it indicates theémar number of
simultaneous requests it can process in the PusR-Bpability. The server replies with the lesdahe client’'s Push-MOR
and the maximum number of simultaneous push trénsadhe server will ever send.

8.3.25 Extended Methods

The Extended Methods capability declares the sexthded methods to be used during the sessioassighs PDU types
to them.

Table 31. Extended Methods Capability Field Entries

Name Type Purpose
PDU Type uint8 PDU Type for methc
Method Nam multiple octet Null terminated method nar

When sent from client to server in the Connect Pib,capability-specific parameters for the Extehiethods capability
contain zero or morBDU Typeto Method Nameassignments. The end of the list of assignmendetermined from the end
of the capability as specified in the capabilitpdéh. Each capability assignment contaif®d) Typeand aMethod Name
The PDU types are assigned by the client fromdimge 0x50-0x5F for methods that use the Get PDiddband the range
0x70-0x7F for methods that use the Post PDU forriéie method name is a null terminated string.

When sent from server to client in the ConnectR&INJ, the capability-specific parameters for théeided Methods
capability contain the zero or more PDU type cogéthout the method names) that the server acaqmian receive.
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8.3.2.6 Header Code Pages

The Header Code Pages capability declares thd betder code pages to be used during the sesuioaisaigns page codes
to them.

Table 32. Header Code Pages Capability Field Entries

Name Type Purpose
Page Cod: uint8 Code for header pa
Page Name multiple octets Name of header page

When sent from client to server in the Connect Pibd capability-specific parameters for the Hedtiede Pages capability
contain zero or more header page name to codenassigs. The end of the list of assignments isrdeted from the end of
the capability as specified in the capability ldngEach capability assignment contair3age Codeand aPage Name The
Page Namés a null terminated string.

When sent from server to client in the ConnectR&IN, the capability-specific parameters for thettsr Code Pages
capability contain the zero or mdPage Codegwithout thePage Nameés that the server can and will use.

When the client sends this capability, it is indiieg its desire to use the named header code p&begesponse from the
server indicates, which of these pages actuallly Beaised during the remainder of the sessioneQine use of an extension
header code page has been negotiated, the headtangihg to it MUST be sent encoded using the isgntax defined by
the code page. If the server declines to use &pkmt header code page, the (application-spediiaders MUST be sent in
textual format, unless some other code page dedinencoding syntax for them.

If the server agrees to use a header code pageateCodeselected by the client shall be used during theaneder of the
session, when the header code page needs to ltifiédein a code page shift sequence.

8.3.2.7 Aliases

The Aliases capability declares a list of alterratdresses for the sender.

Table 33. Aliases Capability Fields

Name Type Purpose
Addresse multiple octet Alternate address

The Addresses$ield is encoded in the same format asReglirect Addressdield in the Redirect PDU, described in Section
8.2.2.3. The addresses sent by a server may daa$zcilitate a switch to an alternate bearewnet, when a session is
resumed. The addresses sent by a client may beaéacllitate the use of the connectionless sessévice.
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8.3.3 Capability Defaults

Unless otherwise specified for a specific bearexelt-known application port, the capability defisuhre as follows:

Name Setting
Aliases None
Client SDU Siz 1400 octet
Extended Methods None
Header Code Pages None
Protocol Option 0x0C
Maximum Outstanding Method Reque 1
Maximum Outstanding Push Requi 1

Server SDU Size 1400 octets
Client Message Si. 1400 octet
Server Message Si 1400 octet

8.4 Header Encoding
8.4.1 General

In this section, both sender and recipient refehéopeer entities (client or server), terminatimg WSP protocol. Each peer
entity is always associated with an encoding verside encoding version indicates which encodihgsare recognized by a
peer. However even though an encoding is recognizddes not imply that the peer supports the tionality associated
with the encoding. For example, a server can regzegnProfile header and thereby indicate supporéficoding version

1.2. However, the server might not have supportfeer Agent Profile. The supported encoding ver@axposed to the
other peer entity during the first transaction gmteans of Client Provisioning [PROVCONT]. In adfit all new headers
defined by WAP Forum MUST have well defined ruleséncoding headers in text format as well in hirffarmat. For end-
to-end headers the encoding defined for HTTP MU8SRjplied as the textual encoding.

WSP header fields are included in WSP PDUs or ittifpart data objects. The header fields contaimegal information,
request information, response information, or grtiformation. Each header field consists of adfiehme followed by a
field value.

Field Name Field Value

Figure 30: Header field comprised of field name and field value
WSP defines a compact format for encoding head#ttdfithat is compatible with HTTP/1.1 header fields
The following procedures are used to reduce the @fizhe headers:

« Well-known tokens are mapped to binary values.
< Date values, integer values, quality factors arthd®cond values are coded in binary format.
¢ Redundant information is removed.

The encoding utilises the fact that the first ocfethe text strings in HTTP headers is typicatithie range 32-126, except
for some rare cases when a text string is initiatitd an 8-bit character value (e.g., national eloters). Range 0-31 and 127-
255 can be used for binary values, quote charastdength indicators of binary data. This makgzoigsible to mix binary
data and text strings efficiently, which is an attege when the generic parts of HTTP/1.1 headeds st encoded.
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84.1.1 Field name

Field names with assigned integer encoding valug$Wbe encoded using the integer value if encodangion associated
with the field name is less or equal to 1.2 oh#d tecipient supports the encoding version asstiaith field name. If the
encoding version is higher than the encoding varsigpported by the recipient or if the client eringdrersion is unknown
by the server, the field name MUST be sent in figsthat. If the encoding version of the server iknown by the client, the
field name MAY be sent in text format or in bindoymat. Unrecognized encodings MUST be handledefiael in section
8.4.2.70. The representation of the integer engdisimade more compact by dividing them im@ader code pagesEach
header code page encodes up to 128 identitiesIbkm@awvn field names, so that the integer encodialye is represented
using a single octet. The most common well-knoeader names are defined in the default headermagks but additional
encoding values can be made available by shiftetgiden code pages.

The header code pages used during a session atiiédiewith numeric codes. Header code page hasdefault page and is
always active at the beginning of a set of headegshift to a new code page is accomplished by isgraishift sequence
between two header fields. The new header codeneaggins active until the end of the set of heatlensg decoded. This
procedure applies to the header fields in each WI3Bs, as well as to the header fields of eachyeatitbedded in a
multipart entity.

The default header code pages defines all HTTREld.names and header fields specified by the VE@Rum. The numbers
for header code pages are assigned in the followiag

« 1, default header code page, including HTTP/1. Heeaand headers specified by the WAP Forum
« 2-15, reserved for header code pages specifiedeoWAP Forum

« 16-127, reserved for application specific code page

128-255, reserved for future use

An application-specific header code page is idetiby a textual name (string). However, when bdjha negotiation is
used to agree on the set of extension header aghs§see Section 8.3.2.6), which shall be usedgltire session, each
application-specific code page is also assigneghaenic identity from the range reserved for thetmisTidentity remains in
effect to the end of the session and MUST be usédentify the page in a shift sequence.

If capability negotiation leads to an agreementhenuse of a header code page, then the appliespiecific field names
MUST be sent using the well-known single-octet ealdefined by the page. If there is no agreemetti@nse of a header
code page, the application-specific field names M8 encoded using ti@ken-text rule from Section 8.4.2.1 below.

For example, a sequence of well-known headers ppiitation specific header can be structured devial:

<WBP header 1>

<WSP header n>
<Shift to application specific code page>
<Appl i cation specific header 1>

'<Appl i cation specific header n»
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84.1.2 Field values

The syntax of encoded field values is defined leyftbld name. Well-known field values MUST be eneddising the
compact binary formats defined by the header syédow. If the field name is encoded in text forptektual values MUST
be used. The WSP field values are encoded sohiidength of the field value can always be deteedhieven if the detailed
format of a specific field value is not known. Thiskes it possible to skip over individual headedé without interpreting
their content. The header syntax in Section &4law is defined so, that the first octet in a# freld values can be
interpreted as follows:

Value | Interpretation of First Octet
0-30 This octet is followed by the indicated n&emfD —30) of data octets
31 This octet is followed by uintvar, which indicates the number of dateets after |
32-127 | The value is a text string, terminated by a zettetd®UL characte
128- 25E | It is an encoded-bit value; this header has no more

It is up to the application to define how applicatispecific field values shall be encoded, butetheodings MUST adhere to
the general format described in the table above.

If there is a mutual agreement between server bgt on the used extension header code pagesththenis also a mutual
agreement on, how application-specific field valdeined by these code pages shall be encodettisinase the applicable
field values MUST be encoded according to the synites defined by these code pages.

If the client and server cannot agree on the usehefader code page during capability negotiatipplication-specific field
values MUST be encoded using theplication-specific-value rule from Section 8.4.2.6.

8.4.1.3 Encoding of list values

If the syntax defined by RFC2616 for a header figiith a well-known field name permits a comma-segea list using
1#rule, the header MUST be converted into a sequenceaddrs. Each shall have the original field namecamdain one of
the values in the original list. The order of tleaders shall be the same as the order of theiesah the original list value.
The encoding rule for the well-known header shalbpplied only after this transformation.

8.4.2 Header syntax

This section defines the syntax and semanticd 6flal P/1.1 header fields in WSP. The mechanismsifipd in this
document are described in augmented BNF similgiabused by [RFC2616].

The notation <Octet N> is used to represent asiagtet with the valubl in the decimal system. The notation <Any octet
M-N> is used for a single octet with the valuehi tange fronM to N, inclusive.

8.4.2.1 Bascrules

The following rules are used through this speciftrato describe the basic parsing constructs.rlikes forToken, TEXT
andOCTET have the same definition as per [RFC2616].

Text-string = [Quote] *TEXT End-of-string
; If the first character in the TEXT is in the range of 128-255, a Quote character must precede it.
; Otherwise the Quote character must be omitted. The Quote is not part of the contents.

Token-text = Token End-of-string

Quoted-string = <Octet 34> *TEXT End-of-string
;The TEXT encodes an RFC2616 Quoted-string with the enclosing quotation-marks <"> removed

Extension-media = *TEXT End-of-string
; This encoding is used for media values, which have no well-known binary encoding
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Short-integer = OCTET
; Integers in range 0-127 shall be encoded as a one octet value with the most significant bit set
; to one (1xxx xxxx) and with the value in the remaining least significant bits.

Long-integer = Short-length Multi-octet-integer
; The Short-length indicates the length of the Multi-octet-integer

Multi-octet-integer = 1*30 OCTET

; The content octets shall be an unsigned integer value

; with the most significant octet encoded first (big-endian representation).
; The minimum number of octets must be used to encode the value.

Uintvar-integer = 1*5 OCTET
; The encoding is the same as the one defined for uintvar in Section 8.1.2.

Constrained-encoding = Extension-Media | Short-integer
; This encoding is used for token values, which have no well-known binary encoding, or when
; the assigned number of the well-known encoding is small enough to fit into Short-integer.

Quote = <Octet 127>
End-of-string = <Octet 0>

8.4.2.2 Length

The following rules are used to encode length iaigics.

Value-length = Short-length | (Length-quote Length)
; Value length is used to indicate the length of the value to follow

Short-length = <Any octet 0-30>
Length-quote = <Octet 31>
Length = Uintvar-integer

8.4.2.3 Parameter Values

The following rules are used in encoding paramedéres.

No-value = <Octet 0>
; Used to indicate that the parameter actually has no value,
; e.g., as the parameter "bar" in ";foo=xxx; bar; baz=xyzzy".

Text-value = No-value | Token-text | Quoted-string
Integer-Value = Short-integer | Long-integer

Date-value = Long-integer
; The encoding of dates shall be done in number of seconds from
; 1970-01-01, 00:00:00 GMT.

Delta-seconds-value = Integer-value

Q-value = 1*2 OCTET

; The encoding is the same as in Uintvar-integer, but with restricted size. When quality factor 0
; and quality factors with one or two decimal digits are encoded, they shall be multiplied by 100
; and incremented by one, so that they encode as a one-octet value in range 1-100,

;ie, 0.1 is encoded as 11 (0x0B) and 0.99 encoded as 100 (0x64). Three decimal quality

; factors shall be multiplied with 1000 and incremented by 100, and the result shall be encoded
; as a one-octet or two-octet uintvar, e.g., 0.333 shall be encoded as 0x83 0x31.

; Quality factor 1 is the default value and shall never be sent.

Version-value = Short-integer | Text-string
; The three most significant bits of the Short-integer value are interpreted to encode a major
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; version number in the range 1-7, and the four least significant bits contain a minor version

; number in the range 0-14. If there is only a major version number, this is encoded by

; placing the value 15 in the four least significant bits. If the version to be encoded fits these
; constraints, a Short-integer must be used, otherwise a Text-string shall be used.

Uri-value = Text-string
; URI value should be encoded per [RFC2616], but service user may use a different format.

8.4.2.4 Parameter

The following rules are used to encode parameters.

Parameter = Typed-parameter | Untyped-parameter

Typed-parameter = Well-known-parameter-token Typed-value
; the actual expected type of the value is implied by the well-known parameter

Well-known-parameter-token = Integer-value
; the code values used for parameters are specified in the Assigned Numbers appendix

Typed-value = Compact-value | Text-value
; In addition to the expected type, there may be no value.
; If the value cannot be encoded using the expected type, it shall be encoded as text.

Compact-value = Integer-value |
Date-value | Delta-seconds-value | Q-value | Version-value |
Uri-value

Untyped-parameter = Token-text Untyped-value
; the type of the value is unknown, but it shall be encoded as an integer, if that is possible.

Untyped-value = Integer-value | Text-value

8.4.2.5 Authorization

The following common rules are used for authenticeand authorisation.

Credentials = ( Basic Basic-cookie ) | ( Authentication-scheme *Auth-param )
Basic = <Octet 128>

Basic-cookie = User-id Password

User-id = Text-string

Password = Text-string
; Note user identity and password shall not be base 64 encoded.

Authentication-scheme = Token-text
Auth-param = Parameter
Challenge = ( Basic Realm-value ) | ( Authentication-scheme Realm-value *Auth-param )

Realm-value = Text-string
; shall be encoded without the quote characters <"> in the corresponding RFC2616 Quoted-string

8.4.2.6 Header

The following rules are used to encode headers.

Header = Message-header | Shift-sequence
Shift-sequence = ( Shift-delimiter Page-identity ) | Short-cut-shift-delimiter

Shift-delimiter = <Octet 127>
Page-identity = <Any octet 1-255>
Short-cut-shift-delimiter = <Any octet 1-31>

Message-header = Well-known-header | Application-header
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Well-known-header = Well-known-field-name Wap-value
Application-header = Token-text Application-specific-value

Field-name = Token-text | Well-known-field-name
Well-known-field-name = Short-integer
Application-specific-value = Text-string

Wap-value =
Accept-value |
Accept-charset-value |
Accept-encoding-value |
Accept-language-value |
Accept-ranges-value |
Age-value |
Allow-value |
Authorization-value |
Cache-control-value |
Connection-value |
Content-encoding-value |
Content-language-value |
Content-length-value |
Content-location-value |
Content-MD5-value |
Content-range-value |
Content-type-value |
Date |
Etag-value |
Expires-value |
From-value |
Host-value |
If-modified-since-value |
If-match-value |
If-none-match-value |
If-range-value |
If-unmodified-since-value |
Location-value |
Last-modified |
Max-forwards-value |
Pragma-value |
Proxy-authenticate-value |
Proxy-authorization-value |
Public-value |
Range-value |
Referer-value |
Retry-after-value |
Server-value |
Transfer-encoding-value |
Upgrade-value |
User-agent-value |
Vary-value |
Via-value |
Warning |
WWW-authenticate-value |
Content-disposition-value |
Application-id-value |
Content-uri-value |
Initiator-uri-value |
Accept-application-value |
Bearer-indication-value |
Push-flag-value |
Profile-value |
Profile-diff-value |
Profile-warning-value |
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Expect-value |

TE-value |

Trailer-value |
X-Wap-Tod-value |
Content-ID-value |
Set-Cookie-value |
Cookie-value |
Encoding-Version-value |
X-WAP-Security |
X-Wap-Loc-Invocation-value |
X-Wap-Loc-Delivery-value;

8.4.2.7 Accept field

The following rules are used to encode accept galue

Accept-value = Constrained-media | Accept-general-form
Accept-general-form = Value-length Media-range [Accept-parameters]
Media-range = (Well-known-media | Extension-Media) *(Parameter)
Accept-parameters = Q-token Q-value *(Accept-extension)
Accept-extension = Parameter

Constrained-media = Constrained-encoding
Well-known-media = Integer-value
; Both are encoded using values from Content Type Assignments table in Assigned Numbers

Q-token = <Octet 128>

8.4.2.8 Accept charset field

The following rules are used to encode accept cleraet values.

Accept-charset-value = Constrained-charset | Accept-charset-general-form
Accept-charset-general-form = Value-length (Well-known-charset | Token-text) [Q-value]

Constrained-charset = Any-charset | Constrained-encoding
Well-known-charset = Any-charset | Integer-value
; Both are encoded using values from Character Set Assignments table in Assigned Numbers

Any-charset = <Octet 128>
; Equivalent to the special RFC2616 charset value “*”

8.4.2.9 Accept encoding field

The following rules are used to encode accept éngodlues.

Accept-encoding-value = Content-encoding-value | Accept-encoding-general-form
Accept-encoding-general-form = Value-length ( Content-encoding-value | Any-encoding ) [Q-value]

Any-encoding = <Octet 131>
; Equivalent to the special RFC2616 encoding value “*”

8.4.2.10 Accept languagefield

The following rules are used to encode accept laggwalues.

Accept-language-value = Constrained-language | Accept-language-general-form
Accept-language-general-form = Value-length (Well-known-language | Text-string) [Q-value]
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Constrained-language = Any-language | Constrained-encoding
Well-known-language = Any-language | Integer-value

; Both are encoded using values from ISO 639 Language Assignments table in Assigned Numbers

Any-language = <Octet 128>
; Equivalent to the special RFC2616 language range "*"

8.4.2.11 Accept rangesfield

The following rules are used to encode accept raagees.

Accept-ranges-value = (None | Bytes | Token-text)

None = <Octet 128>
Bytes = <Octet 129>

8.4.2.12 Agefidd

The following rule is used to encode age values.

Age-value = Delta-seconds-value

8.4.2.13 Allow field

The following rules are used to encode allow values

Allow-value = Well-known-method

Well-known-method = Short-integer
; Any well-known method or extended method in the range of 0x40-0x7F

8.4.2.14 Authorization field

The following rule is used to encode authorisatialues.
Authorization-value = Value-length Credentials

8.4.2.15 Cache-control field

The following rules are used to encode cache cbwélaes.

Cache-control-value = No-cache |
No-store |
Max-stale |
Only-if-cached |
Private |
Public |
No-transform |
Must-revalidate |
Proxy-revalidate |
Cache-extension |
Value-length Cache-directive

Cache-directive = No-cache 1*(Field-name) |
Max-age Delta-second-value |
Max-stale Delta-second-value |
Min-fresh Delta-second-value |
Private 1*(Field-name) |
S-maxage Delta-second-value |
Cache-extension Untyped-value

No-cache = <Octet 128>

No-store = <Octet 129>

Max-age = <Octet 130>
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Max-stale = <Octet 131>
Min-fresh = <Octet 132>
Only-if-cached = <Octet 133>
Public = <Octet 134>

Private = <Octet 135>
No-transform = <Octet 136>
Must-revalidate = <Octet 137>
Proxy-revalidate = <Octet 138>
S-maxage = <Octet 139>
Cache-extension = Token-text

8.4.2.16 Connection field

The following rules are used to encode connectaines.

Connection-value = (Close | Token-text)
Close = <Octet 128>

8.4.2.17 Content-base field
This field is deprecated.

8.4.2.18 Content encoding field

The following rules are used to encode content @ingovalues.

Content-encoding-value = (Gzip | Compress | Deflate | Token-text)

Gzip = <Octet 128>
Compress = <Octet 129>
Deflate = <Octet 130>

8.4.2.19 Content language field

The following rule is used to encode content laigguealues.
Content-language-value = (Well-known-language | Token-text)

8.4.2.20 Content length field

The following rule is used to encode content lengtlues. Normally the information in the contemtdéh header is redundant
and MAY not be sent -- the content length is avddan the PDU or can be calculated when the traridgyer provides the
PDU size.

If the PDU contains no entity body at all (respottselEAD), then the Content-Length SHOULD be enabifethe header
fields, so that the client can learn the size efehtity.

Content-length-value = Integer-value

8.4.2.21 Content location field

The following rule is used to encode content laratialues.

Content-location-value = Uri-value

8.4.2.22 Content MD5 field

The following rules are used to encode content MBlbies.

Content-MD5-value = Value-length Digest
; 128-bit MD5 digest as per [RFC1864]. Note the digest shall not be base-64 encoded.
Digest = 16*16 OCTET
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8.4.2.23 Content rangefield

The following rules are used to encode contenteardues. Last-byte-pos available in the HTTP/®kader is redundant.
The content range length is available in the PDdaor be calculated when the transport layer previde PDU size. Last-
byte-pos can be calculated by adding together-Bytst-pos with size of content range.

Content-range = Value-length First-byte-pos Entity-length
First-byte-pos = Uintvar-integer
Entity-length = Unknown-length | Uintvar-integer

Unknown-length = <Octet 128>
; Equivalent to the special RFC 2616 Content-Range entity-length “*”

A server sending a response 416 (Requested rangatigdiable), should encode the First-byte-pdb wivalue of zero
(0). The client should ignore the value of the tHingte-pos, if status code is 416.

8.4.2.24 Content typefield

The following rules are used to encode content tiglees. The short form of the Content-type-valugd3T only be used
when the well-known media is in the range of 0-b2a text string. In all other cases the genemnahfMUST be used.

Content-type-value = Constrained-media | Content-general-form
Content-general-form = Value-length Media-type
Media-type = (Well-known-media | Extension-Media) *(Parameter)

Note that the value of the content type field nesplaced in the PDU Content-Type field and theeetbe header itself shall
not be transmitted. Similarly on reception, theueaih the PDU Content Type field must be passebea@pplication as a
Content-Type header.

8.4.2.25 Datefield

The following rule is used to encode date values.
Date = Date-value

8.4.2.26 Etagfield

The following rule is used to encode entity tagreasl

Etag-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.27 Expiresfield

The following rule is used to encode expires values

Expires-value = Date-value

8.4.2.28 From field

The following rule is used to encode from values.

From-value = Text-string
; The value shall be encoded as an e-mail address as per [RFC822]
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8.4.2.29 Host field

The following rule is used to encode host values.

Host-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.30 If modified sincefield

The following rule is used to encode if modifiedc® values.

If-modified-since-value = Date-value

8.4.2.31 If match field

The following rule is used to encode if match value

If-match-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.32 If none match field

The following rule is used to encode if none matahues.

If-none-match-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.33 If rangefield

The following rule is used to encode if range value

If-range = Text-string | Date-value
; The value shall be encoded as per [RFC2616]

8.4.2.34 |f unmodified sincefield

The following rule is used to encode if unmodifidce values.

If-unmodified-since-value = Date-value

8.4.2.35 Last modified field

The following rule is used to encode last modifiatLies.

Last-modified-value = Date-value

8.4.2.36 L ocation field

The following rule is used to encode location value

Location-value = Uri-value

8.4.2.37 Max forwardsfield

The following rule is used to encode max forwardiigs.

Max-forwards-value = Integer-value
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8.4.2.38 Pragma field

The following rule is used to encode pragma values.

Pragma-value = No-cache | (Value-length Parameter)
; The quoted text string shall be encoded as per [RFC2616]

8.4.2.39 Proxy-authenticate

The following rules are used to encode proxy autbate values.
Proxy-authenticate-value = Value-length Challenge

8.4.2.40 Proxy authorization field

The following rules are used to encode proxy authtion values.
Proxy-authorization-value = Value-length Credentials

8.4.2.41 Publicfield

The following rule is used to encode public values.
Public-value = (Well-known-method | Token-text)

8.4.2.42 Rangefield

The following rules are used to encode range values

Range-value = Value-Length (Byte-range-spec | Suffix-byte-range-spec)
Byte-range-spec = Byte-range First-byte-pos [ Last-byte-Pos ]
Suffix-byte-range-spec = Suffix-byte-range Suffix-length

;First-byte-pos as defined in section 8.4.2.23

Last-byte-pos = Uintvar-integer

Suffix-length = Uintvar-integer

Byte-range = <Octet 128>

Suffix-byte-range = <Octet 129>
8.4.2.43 Referer field

The following rule is used to encode referrer value

Referer-value = Uri-value

8.4.2.44 Retry after field

The following rules are used to encode retry afsdues.

Retry-after-value = Value-length (Retry-date-value | Retry-delta-seconds)
Retry-date-value = Absolute-time Date-value
Retry-delta-seconds = Relative-time Delta-seconds-value

Absolute-time = <Octet 128>
Relative-time = <Octet 129>
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8.4.2.45 Server field

The following rule is used to encode server values.

Server-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.46 Transfer encoding field

The following rules are used to encode transfepdimy values.

Transfer-encoding-values = Chunked | Token-text
Chunked = <Octet 128>

8.4.2.47 Upgradefield

The following rule is used to encode upgrade values

Upgrade-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.48 User agent field

The following rule is used to encode user agentesl

User-agent-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.49 Vary field

The following rule is used to encode vary values.
Vary-value = Field-name

8.4.2.50 Viafield

The following rule is used to encode via values.

Via-value = Text-string
; The value shall be encoded as per [RFC2616]

8.4.2.51 Warning field

The following rules are used to encode warningeslThe warning code values are defined in [RFCR616

Warning = Warn-code | Warning-value

Warning-value = Value-length Warn-code Warn-agent Warn-text

Warn-code = Short-integer

; The code values used for warning codes are specified in the Assigned Numbers appendix

Warn-agent = Text-string
; The value shall be encoded as per [RFC2616]

Warn-text = Text-string

8.4.2.52 WWW -authenticate field

The following rule is used to encode WWW authenécalues.

WWW-authenticate-value = Value-length Challenge
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8.4.2.53 Content-disposition field

The following rule is used to encode the Contespdsition fields used when submitting form data.

Content-disposition-value = Value-length Disposition *(Parameter)
Disposition = Form-data | Attachment | Inline | Token-text

Form-data = <Octet 128>
Attachment = <Octet 129>
Inline = <Octet 130>

8.4.2.54 X-Wap-Application-1d field
The following rule is used to encode the X-Wap-Agpgtion-1d field.

Application-id-value = Uri-value | App-assigned-code
App-assigned-code = Integer-value

8.4.2.55 X-Wap-Content-URI field
The following rule is used to encode the X-Wap-@oitHJRI field.

Content-uri-value = Uri-value

8.4.2.56 X-Wap-Initiator-URI field
The following rule is used to encode the X-Wap#dr-URI field.

Initiator-uri-value = Uri-value

8.4.2.57 Accept-application field

The following rule is used to encode the Acceptliapgon field.
Accept-application-value = Any-application | Application-id-value
; lists of Application Id values encoded using multiple Accept-application headers
Any-application = <Octet 128> ; encoding for "*"

8.4.2.58 Bearer-indication field

The following rule is used to encode the Bearefeiaiibn field.

Bearer-indication-value = Integer-value

8.4.2.59 Push-flag field

The following rule is used to encode the Push-Fikld.

Push-flag-value = Short-integer
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8.4.2.60 Profilefield

The following rule is used to encode Profile val(eser profile information as defined in [UAPROF]):

Profile-value = Uri-value

8.4.2.61 Profile-Diff field

The following rule is used to encode Profile-Difflues (profile difference information as defineUAPROF]):

Profile-diff-value = value-length CCPP-profile
CCPP-profile =*OCTET ; encoded in WBXML form — see [WBXML]

8.4.2.62 Profile-Warning field

The following rule is used to encode Profile-Wamhimalues (responses from gateways or origin serasrglefined in
[UAPROF)):

Profile-warning-value = Warn-code | (Value-length Warn-code Warn-target *Warn-date)
:Warn-code as defined in 8.4.2.51
; assigned value  Warning code (see [CCPPEX])

;0x10 100
:0x11 101
;0x12 102
;0x20 200
:0x21 201
;0x22 202
;0x23 203

Warn-target = Uri-value | host [ “:” port ]
Warn-date = Date-value

8.4.2.63 Expect field

The following rule is used to encode Expect values:

Expect-value= 100-continue | Expect-expression

Expect-expression = Value-length Expression-var Expression-Value
Expression-var = Token-text

Expression-value = (Token-text | Quoted-string) *Expect-params
Expect-params = Token-text Expect-param-value
Expect-param-value = Text-value

100-continue = <Octet 128>
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8.4.2.64 TE field

The following rule is used to encode TE values:

TE-value = Trailers | TE-General-Form

TE-General-Form = Value-length (Well-known-TE | Token-text) [Q-Parameter]
Q-Parameter = Q-token Q-value

Well-known-TE = (Chunked | Identity | Gzip | Compress | Deflate)

;Q-token as defined in section 8.4.2.7
Trailers = <Octet 129>

Chunked = <Octet 130>

Identity = <Octet 131>

Gzip = <Octet 132>

Compress = <Octet 133>

Deflate = <Octet 134>

8.4.2.65 Trailer field

The following rule is used to encode Trailer values

Trailer-value = (Well-known-header-field | Token-text)

Well-known-header-field = Integer-value
; Encoded using values from Header Field Name Assignments table in Assigned Numbers

8.4.2.66 X-Wap-Tod field

The following rule is used to encode the X-Wap-Tietl:

X-Wap-Tod-value = Date-value

8.4.2.67 Content-1D field
The following rule is used to encode the Contenfifiil. This header field is specified in RFC 2045.

Content-ID-value = Quoted-string

8.4.2.68 Set-Cookiefield

The following rules are used to encode set coo&iaes:

Set-Cookie-value = Value-length Cookie-version Cookie-name Cookie-val *Parameter
Cookie-version = Version-value

Cookie-name = Text-string

Cookie-val = Text-string
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8.4.2.69 Cookiefield

The following rules are used to encode cookie \alue

Cookie-value = Value-length Cookie-version *Cookie

Cookie = Cookie-length Cookie-name Cookie-val [Cookie-parameters]
Cookie-length = Uintvar-integer

Cookie-parameters = Path [Domain]

Path = Text-string

; if path is an empty string, it indicates that there is no path value present
Domain = Text-string

8.4.2.70 Encoding-Version field

The following rule should be used to encode theimam supported binary encoding version value. Tihary encoding
version applies for any content types, paramefsyand headers listed in its assigned number ¢alalry headers defined
for a dedicated extended header code page

Encoding-version-value = Version-value | Value-length Code-page [Version-value]
;encoded using values from tables in the Assigned Numbers Appendix or from an
;extended header code page.

Code-page = Short-integer

;Identity of the extended header code page which the encoding applies for. If the
;Code-page is omitted, the version value refers to the header code pages reserved for
;headers specified by WAP Forum

The Encoding-version header is a hop-by-hop hethdeMUST be included in all request and replycdmnection oriented
case it can be sent as static header so it dbes@tto be sent over the air all the time.

If a client does not include the Encoding-versieadker to its request then the server MUST assuatelibnt only supports
encoding defined in version 1.2 or lower. Similaifya server does not include the Encoding-versieader to its response it
indicates for the client that the server is onlgatale of handling binary encodings with version dr.2ower.

If extended header code pages are used, there SB®@Bla dedicated encoding version header for egenged header
code page. In the absence of the encoding vergiaddn, the lowest possible version MUST be assuardtie extended
header code page.

The usage of Encoding-version header is simil&Td P version as defined in [RFC2145]. A WSP clistliST send the
highest encoding version for which it is complisarid whose version is no higher than the highasiae supported by the
server, if this is known. A WSP client MUST NOT sea version for which it is not compliant.

A WSP server MUST send a response version equiéthighest versions for which the server is coampliand whose
version is less than or equal to the one receineld request. A WSP server MUST NOT send a veifsiowhich it is not
compliant. If extended header code pages are tleedyYSP server MUST respond with an encoding verséader for each
extended header code page that is request byi¢mt @hd supported by the server.

The client MAY save the supported encoding versemeived from the server response and use it imiggt header
encoding for subsequent requests or session ettatants. If the encoding version is provided bymsez Client
Provisioning [PROVCONT], the client SHOULD use tiiformation to optimize subsequent requests ises
establishments.
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If a binary encoding, not supported by the negetiagncoding version or extended header code page;eived by the
server. Status code 400 (Bad Request) MUST beneduto the client including the supported encodiagions supported
by the server. If the binary encoding is definedinunsupported header code page, the version maméébe omitted in
the encoding version header in the response, toatedwhich requested header code page is not giegpay the server. The
client can repeat the request (or re-establislsélsion with a new connect PDU) using textual dimgpfor unsupported
headers.

Note: the encoding version is not linked to the Wk&Rase version number (1.1, 1.2, etc) althougihight be decided to
increase the encoding version number at each new Yékease.

Note: Older implementations are encouraged to ggnchelp the differentiation between WSP 1.1 §¥gP 1.2
implementations.

8.4.2.71 X-WAP-Security field
The following rule is used to encode X-WAP-Secuvidyue:

X-WAP-Security-value = Close-subordinate
Close-subordinate = <Octet 128>

X-WAP-Security usage is defined in [TLE2E].

8.4.2.72 X-Wap-L oc-Invocation field

The following rule is used to encode X-Wap-Loc-logton-value:

X-Wap-Loc-Invocation-value = value-length Loc-Invocation-document
Loc-Invocation-document = 1*OCTET; encoded in WBXML form - see [WAPWBXML]

8.4.2.73 X-Wap-Loc-Delivery field

The following rule is used to encode X-Wap-Loc-Detiy-value:

X-Wap-Loc-Delivery-value = value-length Loc-Delivery-document
Loc-Delivery-document = 1*OCTET; encoded in WBXML form - see [WAPWBXML]
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8.4.3 Textual Header Syntax

The header definition rules in this sub-sectiofofelthe rules defined in [RFC2616]. When the heaslsent in text format
between the WSP peers, the Application-headerimaection 8.4.2.6 shall be used to encode the fiame and field value.

8.4.3.1 Encoding-Version fied

The following rule is used to encode Encoding-Mamsralue in text format:

Encoding-version = "Encoding-version" ":" [Code-page SP] Version
;Encoding version supported by the peer as defined in section 8.4.2.70

Code-page = 1*2Hex

; Hexadecimal digits identifying the Code-page. If the Code-page is omitted,

; the version value refers to the header code pages reserved for headers specified

; by WAP Forum

Version = Short-integer | Text-version

; Version number as defined in appendix A. The version must be encoded as short-integer if ; ; ;possible.
; The encoding is defined in section 8.4.2.3 by the Version-value rule. If the version to be encoded
; does not fit constraints for a Short-integer, the Text-version rule shall be applied.

Text-version = 1*Digit"."1*Digit

; The first digit contains the major number and the second digit

; contains the minor version number

8.4.3.2 X-WAP-Security field

The following rule is used to encode X-WAP-Secuvigyue in text format:

X-WAP-Security = "X-WAP-Security" ":" "Close-Subordinate"

8.4.33 X-WAP-Tod field

The following rule is used to encode X-WAP-Tod \alno text format:

X-WAP-Tod = "X-WAP-Tod" ":" [HTTP-date]
;HTTP-date is defined in [RFC2616]

The HTTP-date value MUST be omitted when the heidesed in a request. This definition replacesoldedefinition
defined in [UACACHE] that has been deprecated. dldedefinition should only be supported for backsvaompatibility
purpose.

8.4.34 X-Wap-Loc-Invocation field
The following rule specifies the syntax of the X-gvlaoc-Invocation header in augmented BNF definefRiyC2616]:

X-Wap-Loc-Invocation = "X-Wap-Loc-Invocation" ":" *TEXT
;The value of the header is an XML document that contains location related information

8.4.35 X-Wap-Loc-Delivery field
The following rule specifies the syntax of the X-gVlaoc-Delivery header in augmented BNF defined RFC2616]:

X-Wap-Loc-Delivery = "X-Wap-Loc-Delivery" ":" *TEXT
:The value of the header is an XML document that contains location related information
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8.4.4 End-to-end and Hop-by-hop Headers

The classification whether an HTTP header is a Bigfop or an End-to-end header is defined in [RE®G26The following
header(s) defined by WAP Forum are Hop-by-hop heade

» Encoding-version

»  Profile
*  Profile-Diff
e X-Wap-Tod

All Hop-by-hop headers MUST be listed in the Conimecheader except for those defined in [RFC26W8supported hop-
by-hop headers SHOULD be ignored.

8.5 Multipart Data

HTTP/1.1 has adopted the MIME multipart formatr@nsport composite data objects (e.g., “multipaxia’). WSP
defines a compact binary form of the MIME multipartity. There is a straightforward translatiorboth the multipart
entity and the content type. After translatiofimaultipart/mixed” entity becomes an “applicationfzmwap.multipart.mixed”
entity. Thus, all MIME “multipart/*” content typesan be converted into “ application/vnd.wap.maualtip™” content types.
No information is lost in the translation.

This translation may equally be applied to situagizvhere the MIME multipart itself appears in atedpart of a parent
MIME multipart. In this case the substitution oétbontent type is applied to the ContentType fielthe Multipart Entry
block. (see section 8.5.3) and the content forwi&s the rules for “application/vnd.wap.multigaas specified in section
8.5.1.

8.5.1 Application/vnd.wap.multipart Format

Header Entries

Figure 31: Application/vnd.wap.multipart Format

The application/vnd.wap.multipart content type éstssof a header followed by O or more entries.

8.5.2 Multipart Header

The multipart header format is as follows:
Table 34. Multipart Header Fields

Name Type Purpose
nEntrie: Uintvar | The number of entries in the multipart er

ThenEntriesfield was used to specify the number of entrieshenmultipart entity in WAP implementations usergcoding
version 1.3 or earlier. This field is being deptedaas the receiver can determine the number déery stepping through
each entry till the end of the PDU.

WSP implementations supporting encoding versiotes than 1.3 MUST NOT use this field to determine humber of
entries in any received multipart content.

WSP implementations supporting encoding versiotes than 1.3 MUST set this field correctly if thegnnot determine that
the peer WSP supports an encoding version latertts if the peer implementation supports an eimgpdersion later than
1.3, the sender SHOULD set the nEntries field to O.
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8.5.3 Multipart Entry

The multipart entry format is as follows:

Table 35. Multipart Entry Fields

Name Type Purpose
HeadersLen Uintvar Length of ti@ontentTypeandHeaders
fields combine
Dataler Uintvar Length of theData field
ContentType Multiple octets The content type ofdia¢a
Headers leadersLen- length of The headers
ContentTypeoctet:
Data Datalen octets The data

TheHeadersLerfield specifies the length of th@ontentTypendHeadersfields combined.

TheDatalenfield specifies the length of tHgata field in the multipart entry.

The ContentTypdield contains the content type of the data. Hfooms to the Content-Type value encoding specified
section 8.4.2.24, “Content type field”, above.

TheHeadersfield contains the headers of the entry.

TheData field contains the data of the entry.
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Appendix A.  Assigned Numbers

This section contains tables of the WSP assignetbats. The WAP Architecture Group is responsibleafiministering the
values. Values in tables covered by the versionde@Vell-Known Parameters, Header Field and Caritgpe) MUST be
given in a sequential fashion to simplify clientsien mapping implementation. New entity MUST beledl at the end of any
of those tables. When removing an entity in ontho$e tables, the assigned number MUST be depckaatkit MUST not
be re-used for another entity. If the encodinggufan entity need to be changed, a new entity Mb& created.

Table 34. PDU Type Assignments

Name Assigned
Number
Reserved 0x00
Connec 0x01
ConnectRepl 0x0z
Redirec 0x0:3
Reply 0x04
Disconnect 0x05
Pust 0x0¢€
ConfirmedPus 0x07
Suspend 0x08
Resume 0x09
Unassigne: 0x1C-0x3F
Ge! 0x4C
Options (Get PDU) 0x41
Head (Get PDU) 0x42
Delete (Get PDL 0x4s
Trace (Get PDL 0x44
Unassigned (Get PDl O0x4E-0x4F
Extended Method (Get PDU) 0x50-0x5F
Post 0x60
Put (Post PDL 0x61
Unassigned (Post PDI 0x62—0x6F
Extended Method (Post PDU) 0x70-0x7F
Data Fragment PDU 0x80
Reserve 0x81-0OxFF
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Table 35. Abort Reason Code Assighments

Name Description Assighed
Number
PROTOERF Protocol error, illegal PDU receiv OXEC
DISCONNECT Session has been disconnected OxE1
SUSPEND Session has been suspended OxE2
RESUME Session has been resur OxEZ
CONGESTIOM The peer is congested and can not process the OxE4
CONNECTERR The session connect failed OXE5
MRUEXCEEDED | The Maximum Receive Unit size was exizsk OxE6
MOREXCEEDEL | The Maximum Outstanding Requests was exce OxE7
PEERREC( Peer reque OxEE
NETERF Network erro =Y
USERREQ User request OxEA
USERRF! User refused Push message. No specific cause, nes | OXEB
USERPNL Push message cannot be delivered to intended alést | OXEC
USERDCF Push message discarded due to resource sh OXED
USERDCU Content type of Push message cannot begsed OxEE
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Table 36. Status Code Assignments

HTTP Status Description Assigned
Code Number
none reserved 0x00 to OxOF
10C Continue¢ 0x1C
101 Switching Protocol 0x11
200 OK, Success 0x20
201 Created 0x21
202 Accepted 0x22
203 Non-Authoritative Informaion 0x23
204 No Conten 0x24
205 Reset Content 0x25
206 Partial Content 0x26
30C Multiple Choice: 0x3C
301 Moved Permanent 0x31
302 Moved temporarily 0x32
303 See Other 0x33
304 Not modifiec 0x34
30¢% Use Prox 0x3E
306 (reserved) 0x36
307 Temporary Redirect 0x37
40C Bad Reques- server could not understand req| 0x4C
401 Unauthorize 0x41
402 Payment required 0x42
403 Forbidden — operation is understood but refused | 0x43
404 Not Fount 0x44
40F Method not allowe 0x4&
406 Not Acceptable 0x46
407 Proxy Authentication required 0x47
40¢€ Request Timeo! 0x4¢€
40¢ Conflict 0x4¢<
410 Gone Ox4A
411 Length Required 0x4B
412 Precondition faile 0x4C
413 Request entity too lar 0x4D
414 RequesURI too largt Ox4E
415 Unsupported media type Ox4F
416 Requested Range Not Satisfiable 0x50
417 Expectation Faile 0x51
500 Internal Server Error 0x60
501 Not Implemented 0x61
502 Bad Gatewa 0x62
503 Service Unavailab 0x63
504 Gateway Timeol 0x64
505 HTTP version not supported 0x65
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Table 37. Capability Assignments

Capability Assigned Number
Client-SDU-Size 0x0C
Serve-SDU-Size 0x01
Protocol Option 0x0z
Method-MOR 0x03
Pust-MOR 0x04
Extended Methot 0x0&
Header Code Pac 0x0€
Aliases 0x07
Client-Message-Size 0x08
Serve-Messag-Size 0x0¢
Unassigne 0x0A to OX7F
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Table 38. Well-Known Parameter Assignments

Token Encoding Assigned Number Expected BNF Rule for Value
Version

Q 1.1 0x00 Q-value

Charse 1.1 0x01 Well-knowr-charse

Level 1.1 0x0z Versior-value

Type 1.1 0x03 Intege-value

Namé 1.1 0x05 Text-string

Filenamée 1.1 0x06 Text-string

Difference: 1.1 0x07 Field-name

Paddin 1.1 0x0¢€ Shor-intege

Type (when used as 1.2 0x09 Constrained-encoding

parameter of Content-Type
multipart/relatec

Start (with 1.2 Ox0A Text-string
multipart/relatec'

Start-info (with 1.2 0x0B Text-string
multipart/related)

Comment 1.3 0x0C Text-string
Domair’ 1.3 0x0D Text-strinc
Max-Age 1.3 0x0E Delte-second-value
PatH 1.3 OXOF Text-string
Secure 1.3 0x10 No-value

SEC (when used as 1.4 0x11 Short-integer

parameter of Content-Type
Application/vnd.wap.conne
tivity -whxml)

MAC (when used as 1.4 0x12 Text-value
parameter of Content-Type
Application/vnd.wap.conne

tivity-wbxml)

Creation-date 1.4 0x13 Date-value
Modification-date 1.4 0x14 Date-value
Reac-date 14 Ox1E Date-value
Size 1.4 0x1€ Intege-value
Name 1.4 0x17 Text-value
Filename 1.4 0x18 Text-value
Start (with multipart/relate 1.4 0x1¢ Text-value
Start-info (with 1.4 Ox1A Text-value
multipart/related)

Comment 1.4 0x1B Text-value
Domair 14 0x1C Text-value
Patt 1.4 0x1D Text-value

(1): These numbers have been deprecated and gshutube used.
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Table 39. Header Field Name Assignments

Name Encoding | Assigned
Version Number
Accept 1.1 0x00
Accep-Charse’ 1.1 0x01
Accep-Encodind 1.1 0x0Z
Accep-Languag 1.1 0x03
Accept-Ranges 1.1 0x04
Age 1.1 0x05
Allow 11 0x0€
Authorizatior 1.1 0x07
Cache-Contrdl 1.1 0x08
Connection 1.1 0x09
Conten-Bas¢' 1.1 0X0A
Conten-Encoding 1.1 0x0B
Content-Language 1.1 0x0C
Content-Length 1.1 0x0D
Conten-Locatior 11 OxOE
Conten-MD5 1.1 OxOF
Conten-Rang¢ 1.1 0x1C
Content-Type 1.1 Ox11
Date 1.1 0x12
Etac 1.1 0x13
Expires 1.1 0x14
From 1.1 0x15
Host 1.1 0x16
If-Modified-Since 1.1 0x17
If-Matct 11 Ox1€
If-None-Matct 1.1 0x1€
If-Range 1.1 Ox1A
I--Unmodified-Since 1.1 0x1B
Location 1.1 0x1C
Las+Modified 11 0x1D
Max-Forwards 1.1 Ox1E
Pragma 1.1 Ox1F
Proxy-Authenticat 1.1 0x2C
Proxy-Authorizatior 1.1 0x21
Public 11 0x22
Range 1.1 0x23
Refere 1.1 0x24
Retry-After 1.1 0x2E
Serve 1.1 0x2€
Transfer-Encoding 1.1 0x27
Upgrade 1.1 0x28
Usel-Agent 1.1 0x2¢
Vary 1.1 0x2A
Via 1.1 0x2B
Warning 1.1 0x2C
WWW-Authenticat: 1.1 0x2D
Conten-Dispositior* 1.1 0x2E
X-Warg-Applicatior-1d 1.2 O0x2F
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Name Encoding | Assigned
Version Number
X-Wap-Content-URI 1.2 0x30
X-Wap-Initiator-URI 1.2 0x31
Accep-Applicatior 1.2 0x32
Beare-Indicatior 1.2 0x33
Push-Flag 1.2 0x34
Profile 1.2 0x35
Profile-Diff 1.2 0x3€
Profile-Warninc* 1.2 0x37
Expect 1.3 0x38
TE 1.3 0x39
Trailer 1.3 0x3A
Accep-Charse 1.3 0x3B
Accep-Encoding 1.3 0x3C
Cache-Contrdl 1.3 0x3D
Content-Range 1.3 Ox3E
X-Warp-Tod 1.3 Ox3F
Conten-ID 1.3 0x4C
Set-Cookie 1.3 0x41
Cookie 1.3 0x42
Encodin¢Versior 1.3 0x43
Profile-Warning 1.4 0x44
Conten-Dispositior 1.4 0x4E
X-WAP-Security 1.4 0x46
Cache-Control 1.4 0x47
Expec 1.5 0x4¢€
X-War-Loc-Invocatior 1.t 0x4¢
X-Wap-Loc-Delivery 1.5 Ox4A

(2): These numbers have been deprecated and shrlylbe supported for backward compatibility pugpos
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Table 40. Content Type Assignments

Content-Type

Encoding
Version

Assigned
Number

Note: this table is managed by the WAP Forum Namiathority (WINA). Please refer to

http://www.wapforum.org/wina for more details.

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A Page 106 (129)

Table 41. ISO 639 Language Assignments

Language Short Assigned Language Short Assigned
Number Number
Afar az 0x01 Maori mi 0x47
Abkhaziar ak 0x02 Macedonia mk 0x4€
Afrikaans af 0x03 Malayalam ml 0x49
Amharic am 0x04 Mongolian mn Ox4A
Arabic at 0x0E Moldaviar ma 0x4B
Assames as 0x0¢€ Marath mr 0x4C
Aymare ay 0x07 Malay ms 0x4D
Azerbaijani az 0x08 Maltese mt Ox4E
Bashkir ba 0x09 Burmese my Ox4F
Byelorussia be 0x0A Naurt ne 0x81
Bulgariar bg 0x0B Nepal ne 0x51
Bihari bh 0x0C Dutcl nl 0x52
Bislama bi 0x0D Norwegian no 0x53
Bengali; Bangla bn Ox0E Occitan oc 0x54
Tibetar ba OxOF (Afan) Oromc om Ox5E
Bretor br 0x1C Oriya or Ox5€
Catalat ce 0x11 Punjab pe 0x57
Corsican co 0x12 Polish po 0x58
Czech CS 0x13 Pashto, Pushto ps 0x59
Welsk cy 0x14 Portugues pt 0x5A
Danist g 0x1E Quechu. qu 0x5B
Germal de Ox1€ Rhaet-Romanc rm 0x8C
Bhutani dz 0x17 Kirundi rn 0x5D
Greek el 0x18 Romanian ro Ox5E
Englist er 0x1¢ Russial ru Ox5F
Esperant ec Ox1A Kinyarwand: rw 0x6C
Spanis| es 0x1B Sanskri Sé 0x61
Estonian et 0x1C Sindhi sd 0x62
Basque eu 0x1D Sangho sg 0x63
Persial fa Ox1E Serb¢«Croatiar sk 0x64
Finnisk fi Ox1F Sinhales Si 0x6E
Fiji fj 0x2C Sloval sk 0x6€
Faeroese fo 0x82 Slovenian sl 0x67
French fr 0x22 Samoan sm 0x68
Frisiar fy 0x83 Shoni sr 0x6¢
Irish ge 0x24 Somal SC Ox6A
Scots Gaeli gd 0x2E Albaniar SC 0x6B
Galician gl 0x26 Serbian Sr 0x6C
Guarani gn 0x27 Siswati SS 0x6D
Gujarat gu 0x2¢& Sesoth sl Ox6E
Haus:i 5 0x2¢ Sundanes SL Ox6F
Hebrew (formerly iw he 0x2A Swedisl SV 0x7C
Hindi hi 0x2B Swahili Sw 0x71
Croatian hr 0x2C Tamil ta 0x72
Hungarial hu 0x2D TelugL te O0x73
Armeniar hy Ox2E Tajik tg 0x74
Interlingue ia 0x84 Thai th Ox7E&
Indonesian (formerly in)| id 0x30 Tigrinya ti 0x76
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Language Short Assigned Language Short Assigned

Number Number
Interlingue ie 0x86 Turkmen tk Ox77
Inupiak ik 0x87 Tagalog tl 0x78
Icelandic is 0x33 Setswan tn 0x7¢
Italian it 0x34 Tong: to Ox7A
Inuktitut iu 0x8¢ Turkisk tr 0x7B
Japanese ja 0x36 Tsonga ts 0x7C
Javanese jw 0x37 Tatar tt 0x7D
Georgial ka 0x3¢€ Twi tw Ox7E
Kazakt kk 0x3¢ Uighur ug OX7F
Greenlandi ki 0x8A Ukrainiar uk 0x5C
Cambodian km 0x3B Urdu ur 0x21
Kannada kn 0x3C Uzbek uz 0x23
Korear ko 0x3D Vietnames Vi Ox2F
Kashmir ks 0x3E Volapuk VO 0x8&
Kurdisf ku Ox3F Wolof W) 0x31
Kirghiz ky 0x40 Xhosa xh 0x32
Latin la 0x8B Yiddish (formerly ji) yi 0x88
Lingale In 0x42 Yorube YO 0x3E
Laothiar lo 0x43 Zhuan ze Ox3A
Lithuaniar It 0x44 Chinesi zh 0x41
Latvian, Lettish Iv 0x45 Zulu Zu 0x5C
Malagasy mg 0x46

The character set encodings are done using the MIBE/alues assigned by the IANA in the registryilatée in
<URL:ftp://ftp.isi.edu/in-notes/iana/assignmentsiidcter-sets>. The following table provides juguack reference:

Table 42. Character Set Assignment Examples

Character set Assigned Number IANA MIBEnum value
big5 Ox07EA 202¢
i50-1064¢€-ucs-2 0x03E8 100(
is0-8859-1 0x04 4

iS0-8859-2 0x05 5

iS0-885¢-3 0x0€ 6

isc-885¢-4 0x07 7

is0-8855-5 0x0¢€ 8

iS0-8859-6 0x09 9

iS0-8859-7 0x0A 10

is0-8855-8 0x0B 11

isc-885¢-9 0x0C 12

shift_JIS 0x11 17

us-ascii 0x03 3

utf-8 0x6A 10€
gsn-defaul-alphabe Not yet assigne Not yet assigne
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The warning code encodings are chosen to be confpatith older specifications of the HTTP protodbla gateway
receives two-digit warning codes from a server folidws an older specification, it MAY use thetirectly without referring

Table 43. Warning Code Assignments

to this table.
Code Description Assighed Number
11C Response is ste 10
111 Revalidation failed 11
112 Disconnected operation 12
113 Heuristic expiratio 13
19¢ Miscellaneous warnir 99
214 Transformation applie 14
299 Miscellaneous persistent warning99"

(1): Codes 199 and 299 have the same assigned ninmtreler to maintain compatibility with previogpecifications.
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Appendix B. Header encoding examples

This section contains some illustrative examplestiw header encoding shall be applied.

B.1 Header values
The header values are given in HTTP/1.1 syntaxthegevith the corresponding WSP header encoded stceam.

B.1.1 Encoding of primitive value

HTTP/1.1 header: Accept: application/vnd.wap.wmic
Encoded header:
0x80 -- Well-known field name "Accept” coded astert integer
0x94 -- Well-known media "application/vnd.wap.wihtoded as a short integer

B.1.2 Encoding of structured value

HTTP/1.1 header: Accept-Language: en;qg=0.7

Encoded header:
0x83 -- Well-known field name "Accept-Language”
0x02 -- Value length, general encoding must bdiegp
0x99 -- Well-known language "English”
0x47 -- Quiality factor 0.7 (0.7 * 100 + 1 = 0x47)

B.1.3 Encoding of well-known list value

HTTP/1.1 header: Accept-Language: en, sv

Encoded header:
0x83 -- Well-known field name "Accept-Language”
0x99 -- Well-known language "English”
0x83 -- Well-known field name "Accept-Language”
O0xFO -- Well-known language "Swedish”

B.1.4 Encoding of date value
HTTP/1.1 header: Date: Thu, 23 Apr 1998 13:41:311G

Encoded header:

0x92 -- Well-known field name "Date”

0x04 -- Length of multi-octet integer

0x35 -- 4 date octets encoded as number of sedmmisl 970-01-01,
Ox3f -- 00:00:00 GMT. The most significant octbal be first.

0x45 --

Ox11 --

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A Page 110 (129)

B.1.5 Encoding of Content range
HTTP/1.1 header: Content-range: bytes 0-499/1025

Encoded header:

0x90 -- Well-known field name "Content-range”
0x03 -- Value length

0x00 -- First octet position

0x88 -- Entity length

0x01 -- Entity length

B.1.6 Encoding of a new unassigned token
HTTP/1.1 header: Accept-ranges: new-range-unit

Encoded header:

0x84 -- Well-known field name "Accept-ranges”
n"e"w’-"r"a’n"g"e”-"u"n"i"”"t’ 0x00 -- Token coded as a null terminated text string

B.1.7 Encoding of a new unassigned header field name
HTTP/1.1 header: X-New-header: foo

Encoded header:

X' 'N7e"w”-"h"e”a”d”e"”r’ 0x00 --Fi eld name coded as a null terminated text string
'f’0”0’ 0x00 -- Field value coded as null termirted text string
B.1.8 Encoding of a new unassigned list-valued header
HTTP/1.1 header: X-New-header: foo, bar

Encoded header:

X' 'N7e"w”-"h"e”a’d”e”r’ 0x00 -- Fie Id name coded as a null terminated text string
'f’0”0”,” "b"a”’r 0x00 -- Field value coded as null terminated text string
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B.2 Shift header code pages

This section illustrates how header code page®eahifted.

B.2.1 Shift sequence
Shift to header code page 64

Encoded shift sequence:

Ox7F -- Shift delimiter
0x40 -- Page identity

B.2.2 Short cut
Shift to header code page 16

Encoded shift sequence:

0x10 -- Short cut shift delimiter
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Appendix C. Implementation Notes

The following implementation notes are provideddentify areas where implementation choices mayaichthe
performance and effectiveness of the WSP protocbigese notes provide guidance to implementerseoptotocols.

C.1 Confirmed Push and Delayed Acknowledgements

One of the features of the Wireless Transactiondead is delayed acknowledgement of transactiofisgtwvmay significantly
reduce the number of messages sent over the besvesrk. However, this feature may also resufigor throughput for
push traffic, especially if the server waits focanfirmed push to be acknowledged before startieghext confirmed push
transaction. Use of delayed acknowledgementswake the push cycle to take at least one roundtnip plus the duration
of the delayed acknowledgement timer. This effétitbe even more pronounced when the bearer nétivas a long round-
trip delay, since then WTP will typically use adar delayed acknowledgement timer value.

The session layer protocol does not address #hig jdecause the WTP service interface does rlailma means to effect
the delayed acknowledgement timer. Rather, th&raloof that timer is a matter local to the implextation. If the
performance implications are considered significantimplementation should provide the service usér means to specify
the largest acceptable acknowledgement delay fdr pash transaction. Forcing the delayed acknaydee:nt timer always
to have a value that is small enough to providedgmash throughput is not a good solution. This$ priévent the remaining
WTP message traffic associated with method reqfiestsbeing optimised, and the number of messagetsaver the air-
interface will be doubled.

C.2 Handling of Race Conditions

Connection-mode WSP is layered on top of the sempiovided by the Wireless Transaction Protocoictvidoes not
guarantee that transaction invocations and reatritge to the peer in the same order as in whiels#frvice user has
submitted them. This results in certain race dions, if method or push transactions are initiatdile the session creation
procedure has not yet been fully completed. Ireotd reduce protocol complexity WSP does not gitemhandle all of
these gracefully, but in many cases simply chotisebort the transaction caught in the race camditin such a case the
service user should simply retry the transactiquest.

This policy was chosen, since these race conditiere not considered frequent enough to make teeatdhe additional
protocol complexity worthwhile. However, if thegimem is considered significant, it can still bleahted using certain
implementation strategies. First of all, if sessimenagement, method and push transactions ar&éuitso close together that
the race conditions are possible, then WTP conatismprocedures should be capable of combiningebelting PDUs into
the same transport datagram. WTP should also hémelleoncatenation and separation in such a mahaiethe order of
operations is preserved, if the resulting PDUscareied by the same datagram. This will ensurettteastate machine of
WSP will not need to react to primitives relatedrtethod and push transactions before it has hadrce to complete
creation of the session.

If an implementation wants to prevent completeBsthkinds of race conditions, it can postponerttiation of method and
push transactions until the session creation psoisdsilly complete — this is quite legal as fattzes protocol peer is
concerned. However, the resulting user experiemebe considered unacceptably poor, if the usadebéas a very long
round-trip time.

C.3 Optimising Session Disconnection and Suspension

The protocol requires all pending method and prestisaictions to be aborted, when a peer startsrdiscting or suspending
a session. This may result in a burst of very sil@$sages containing transaction abort PDUs beimgrs addition to the
actual Disconnect or Suspend PDU. However, aflélieDUs are so short, that typically it will be gibte to concatenate
them into a single transport datagram. An impleigon should ensure that it is able to concatetieté®DUs at the WTP
level at least in this special case, so that thgairhon the network will be minimised.
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C.4 Decoding the Header Encodings

WSP defines compact binary encodings for HTTP/gddlers. One method used to achieve this is thefuzmtext
information to define, how a particular encodinguigpposed to be interpreted, instead of encodiexgpiicitly. For instance,
the header field name implies the format of thedeedield value. In a structured value, the poaitdd each item implies its
type, even if the binary encodings used to reptabenvalues of different types may in fact be tited. The most obvious
method, which an implementation can use to sughistis using a top-down strategy when parsinchtreder encoding.

C.5 Adding Well-known Parameters and Tokens

The header encoding defined by WSP imposes a syitax on the header field values. Within it asiligh values that have
been assigned well-known binary identities in adeacan be encoded very compactly. If an appliodtions out to use
extensively token values and especially parametdrigh have not been foreseen, the overhead akthgred textual
encoding may eventually be considered prohibitifeipdating the WSP specification so that a neatquool version is
produced is not a viable approach, then more efftoencodings can still be implemented within thER\framework. The
application may introduce an extension header pade, which redefines the syntax for the appropstndard HTTP/1.1
header so that the needed new well-known valueseaognised. The application peers can then use ¥épability
negotiation to agree on using this new code p&yece this has been done, the application can madifieader processing
so, that the header defined on the new code pdbkenised instead of the standard header witlsdinge name. The cost of
shifting to the new code page should be only onectet, which should be more than offset byrtioee compact value
encoding.

C.6 Use of Custom Header Fields

Client or server implementations may make use efan header fields, either as part of the header slgpplied in a WSP
request or response message, or as data suppliggtknowledgement Headers" (section 8.2.3.5). Hesk cases, it is
important to choose field names that will be unayjabus and will not "collide" with other implemeritats. To avoid such
problems, custom header field names should beettestcording to the guidelines specified by the WiiPeless Interim

Naming Authority (WINA), and registered with thethaority as a means of public record. These measuilé avoid name

collision with standard field names, as well asaosheader fields that may be defined in other @n@ntations.

When using custom header fields, implementers shordvide an extension header code page to allempect encoding of
these new field names and values (see section CB¥e of extension code pages is strongly recometenor
Acknowledgement Headers, since no standard he&alérnames have been defined for them. Becausedkdiedgement
headers are only transferred between WSP peersieti@tiation of the extension code page can beopeefd at the same
stage as the negotiation of the use of Acknowledgerileaders. Extension header code pages shaddal named in
accordance with WINA guidelines, and registeredhlie authority for public reference.

Client or server implementations should ignore @usheader fields that they do not recognize. Gatémplementations
that bridge between WSP and HTTP should pass aegognized HTTP header fields which are not speadlfi defined to
be “hop-by-hop” fields.

Similarly a value in an accept header that is aobgnized by the receiver should simply be ignolfetiis leaves the server
without any accepted values the server can chosihter send a report as “Not Acceptable” (406)eburn some generic
content it expects the client to be able to handle.

In case the custom header clearly breaks the pbteuch as if using a non-negotiated code page, tte server should
return a “Bad Request” (400) error to the client.
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Appendix D.  Static Conformance Requirement
D.1 Client Mode

Item Functior Referenc Statu Requiremer

WSP-C-001 Device Mode Section 6,7&8 M WSP-CL-C-@R
WSP-CO-C-001

WSP-CL-C-001 Connectionless Section 6,7&8 (@] WDP:MKND

WSP-CL-C-003 AND
WSP-CL-C-004 AND
WSP-CL-C-005 AND
WSP-CL-C-006 AND
WSP-CL-C-007 AND
WSF-CL-C-02C

WSP-CO-C-001 Connection-Oriented Section 6,7&8 (@] TRMMCF AND

WSP-CO-C-002 AND
WSP-CO-C-003 AND
WSP-CO-C-004 AND
WSP-CO-C-005 AND
WSP-CO-C-006 AND
WSP-CO-C-007 AND
WSP-CO-C-014 AND
WSP-CO-C-017 AND
WSP-CO-C-018 AND
WSP-CO-C-020 AND
WSP-CO-C-021 AND
WSP-CO-C-037 AND

WSP-CO-C-039
D.2 Server Mode
Item Functior Referenc Statu: Requiremer
WSP-S-001 Server Mode Section 6,7&8 M WSP-CL-S-88ID
WSP-CO-S-001
WSP-CL-S-001 Connectionless Section 6,7&8 (0] WDP:MS8Ib

WSP-CL-S-003 AND
WSP-CL-S-004 AND
WSP-CL-S-005 AND
WSP-CL-S-006 AND
WSP-CL-S-007 AND
WSF-CL-8-02C

WSP-CO-S-001 Connection-Oriented Section 6,7&8 (@] PAMWISF AND

WSP-CO-S-002 AND
WSP-CO-S-003 AND
WSP-CO-S-005 AND
WSP-CO-S-006 AND
WSP-CO-S-007 AND
WSP-CO-S-014 AND
WSP-CO-S-017 AND
WSP-CO-S-018 AND
WSP-CO-S-020 AND
WSP-CO-S-021 AND
WSP-CO-S-037

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A

Page 115 (129)

D.3 Connection-Oriented Client

Iltem

Functior

Referenc

Statu:

Requiremen

WSP-CO-C-002

Connect PDU

6.3.3.1
6.3.4
7.1.21
7.1.5
7.16.1
8.2.2.1

WTP:MCF

WSP-CO-C-003

ConnectReply PDU

7.1.2.1
7.1.5
7.16.1
8.2.2.

WTP:MCF

WSP-CO-C-004

Redirect PDU

7.1.2.1
7.1.5
7.1.6.1
8.2.2.3

WTP:MCF

WSP-CO-C-005

Capability Negotiation 6.3.2

- Connect PDU

6.3.3.1
7.1.5
7.16.1
8.2.2.1
8.3

WTP:MCF

WSP-CO-C-006

Capability Negotiation 7.1.5

- ConnectReply PDU

7.16.1
8.2.2.2
8.3

WTP:MCF

WSP-CO-C-007

Disconnect PDU

6.3.3.2
7.1.2.1
7.1.5
7.1.6.1
8.2.2.¢

WTP:MCF

WSP-CO-C-008

Suspend PDU

6.3.3.3
7.1.2.2
7.1.5
7.16.1
8.25.1

WTP:MCF

WSP-CO-C-009

Resume PDU

6.3.3.4
7.1.2.2
7.1.5
7.1.6.1
8.2.5.2

WTP:MCF

WSP-CO-C-010

Push PDU

6.3.3.9
7.1.2.4
8.24.1

WTP:MCF

WSP-CO-C-011

ConfirmedPush PDU

6.3.3.10
6.3.3.11
6.3.4
7.1.2.5
7.1.5
7.1.6.3
8.2.4..

WSP-CO-C-038 AND
WTP:MCF
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WSP-CO-C-012

Ack. Headers

6.3.3.7
6.3.3.10
7.1.6.2
7.1.6.3
8.2.4.2

WTP:MCF AND
WTP-C-013

WSP-CO-C-013

Extended Methods

6.3.2.2
8.3.2.¢

WTP:MCF

WSP-CO-C-014

Default Header Code

Page Encodir

8.4
Table 39

WSP-CO-C-015

Extended Header Co
Page Encoding

08.3.2.5

WTP:MCF

WSP-CO-C-016

Aliases

6.3.2.2
8.3.2.¢

WTP:MCF

WSP-CO-C-017

Method GET -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

ol o o/ o ©

WTP:MCF

WSP-CO-C-018

Method GET -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.¢

WTP:MCF

WSP-CO-C-019

Method GET -
Data Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.4

WTP:MCF

WSP-CO-C-020

Method POST -
Post PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.:

WTP:MCF

WSP-CO-C-021

Method POST -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2

8.2.3.

WTP:MCF
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WSP-CO-C-022 Method POST - 6.3.3.6 0] WTP:MCF
Data Fragment PDU | 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.15

7.1.6.2
8.2.3.¢

WSP-CO-C-023 Method DELETE - 6.3.3.6 O] WTP:MCF
Get PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.

WSP-CO-C-024 Method DELETE - | 6.3.3.6 O WTP:MCF
Reply PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.:

WSP-CO-C-025 Method HEAD - 6.3.3.6 O] WTP:MCF
Get PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.

WSP-CO-C-026 Method HEAD - 6.3.3.6 O WTP:MCF
Reply PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.3

WSP-CO-C-027 Method OPTIONS - | 6.3.3.6 O] WTP:MCF
Get PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.1

WSP-CO-C-028 Method OPTIONS - | 6.3.3.6 O WTP:MCF
Reply PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.3

Error! Not a valid bookmark self-reference.
Error! Reference source not found.



OMA-WAP-TS-WSP-V1_0-20110315-A

Page 118 (129)

WSP-CO-C-029

Method TRACE -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.23.1

WTP:MCF

WSP-CO-C-030

Method TRACE -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

WTP:MCF

WSP-CO-C-031

Method PUT -
Post PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.:

WTP:MCF

WSP-CO-C-032

Method PUT -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

WTP:MCF

WSP-CO-C-033

Method PUT -
Data Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.4

WTP:MCF

WSP-CO-C-034

Multipart Data -
Post PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.2

WTP:MCF

WSP-CO-C-035

Multipart Data -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.3

WTP:MCF
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WSP-CO-C-036

Multipart Data -
Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

WTP:MCF

WSP-CO-C-037

Method Abort

6.3.3.2
6.3.3.3
6.3.3.¢

WTP:MCF

WSP-CO-C-038

Push Abort

6.3.3.10
6.3.3.11

WTP:MCF

WSP-CO-C-039

Encoding Version
Framewor|

8.4.1
8.4.2.7(

WTP:MCF
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D.4 Connectionless Client

Iltem

Functior

Referenc

Statu:

Requiremer

WSP-CL-C-002

Push PDU

6.4.2.3
6.3.4
7.2
8.24.1

WDP:MCF

WSP-CL-C-003

Header Encoding
Default page

8.4
Table 39

WSP-CL-C-004

Method GET -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3..

WDP:MCF

WSP-CL-C-005

Method GET -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MCF

WSP-CL-C-006

Method POST -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.:

WDP:MCF

WSP-CL-C-007

Method POST -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.3

WDP:MCF

WSP-CL-C-008

Method DELETE -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.1

WDP:MCF

WSP-CL-C-009

Method DELETE -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.¢

WDP:MCF

WSP-CL-C-010

Method HEAD -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MCF

WSP-CL-C-011

Method HEAD -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.33

WDP:MCF

WSP-CL-C-012

Method OPTIONS -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MCF

WSF-CL-C-01&

Method OPTIONS-

6.4.2..

WDP:MCF
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Reply PDU

6.4.2.2
6.4.3
7.2
8.2.3.¢

WSP-CL-C-014

Method TRACE -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MCF

WSP-CL-C-015

Method TRACE -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.¢

WDP:MCF

WSP-CL-C-016

Method PUT -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.2

WDP:MCF

WSP-CL-C-017

Method PUT -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.3

WDP:MCF

WSP-CL-C-018

Multipart Data -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.2

WDP:MCF

WSP-CL-C-019

Multipart Data -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MCF

WSP-CL-C-020

Encoding Version
Framewor!

8.4.1
8.4.2.7(

WDP:MCF
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D.5 Connection-Oriented Server

Iltem

Functior

Referenc

Statu:

Requiremer

WSP-CO-S-002

Connect PDU

6.3.3.1
6.3.4
7.1.21
7.1.5
7.1.6.4
8.2.2.1

WTP:MSF

WSP-CO-S-003

ConnectReply PDU

7.1.2.1
7.1.5
7.16.4
8.2.2.

WTP:MSF

WSP-CO-S-004

Redirect PDU

7.1.2.1
7.1.5
7.16.4
8.2.2.3

WTP:MSF

WSP-CO-S-005

Capability Negotiatio
- Connect PDU

N6.3.2
6.3.3.1
6.3.3.4
7.1.5
7.16.4
8.2.2.1
8.3

WTP:MSF

WSP-CO-S-006

Capability Negotiatio
- ConnectReply PDU

n7.1.5
7.1.6.4
8.2.2.2
8.3

WTP:MSF

WSP-CO-S-007

Disconnect PDU

6.3.3.2
7.1.2.1
7.1.5
7.16.4
8.2.2.

WTP:MSF

WSP-CO-S-008

Suspend PDU

6.3.3.3
7.1.2.2
7.1.5
7.16.4
8.25.]

WTP:MSF

WSP-CO-S-009

Resume PDU

6.3.3.4
7.1.2.2
7.1.5
7.1.6.4
8.2.5.

WTP:MSF

WSP-CO-S-010

Push PDU

6.3.3.9
7.1.2.4
8.2.4..

WTP:MSF

WSP-CO-S-011

ConfirmedPush PDU

6.3.3.10
6.3.3.11
6.3.4
7.1.25
7.1.5
7.1.6.6

8.24.1

WTP:MSF
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WSP-CO-S-012 Ack. Headers 6.3.3.7 O] WTP:MSF AND
6.3.3.10 WTP-S-013

7.1.6.5
7.1.6.6
8.2.4.2

WSP-CO-S-013 Extended Methods 6.3.2.2 (0] WTP:MSF
8.32.4

WSP-CO-S-014 Default Header Codg 6.3.2.2 (0]
Page Encoding 8.4
Table 39

WSP-CO-S-015 Extended Header Cod6.3.2.2 (0] WTP:MSF
Page Encodir 8.3.2.

WSP-CO-S-016 Aliases 6.3.2.2 O] WTP:MSF
8.3.2.6

WSP-CO-S-017 Method GET - 6.3.3.6 O] WTP:MSF
Get PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.1

WSP-CO-S-018 Method GET - 6.3.3.6 O WTP:MSF
Reply PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.3

WSP-CO-S-019 Method GET - 6.3.3.6 o WTP:MSF
Data Fragment PDU | 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.15

7.1.6.2
8.2.3.4

WSP-CO-S-020 Method POST - 6.3.3.6 (0] WTP:MSF
Post PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.2

WSP-CO-S-021 Method POST - 6.3.3.6 o) WTP:MSF
Reply PDU 6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.15

7.1.6.5
8.2.3.3
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WSP-CO-S-022

Method POST -
Data Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

WTP:MSF

WSP-CO-S-023

Method DELETE -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.

WTP:MSF

WSP-CO-S-024

Method DELETE -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.¢

WTP:MSF

WSP-CO-S-025

Method HEAD -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.

WTP:MSF

WSP-CO-S-026

Method HEAD -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.3

WTP:MSF

WSP-CO-S-027

Method OPTIONS -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.1

WTP:MSF

WSP-CO-S-028

Method OPTIONS -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.3

WTP:MSF
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WSP-CO-S-029

Method TRACE -
Get PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3..

WTP:MSF

WSP-CO-S-030

Method TRACE -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.

WTP:MSF

WSP-CO-S-031

Method PUT -
Post PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.:

WTP:MSF

WSP-CO-S-032

Method PUT -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.5
8.2.3.

WTP:MSF

WSP-CO-S-033

Method PUT -
Data Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.2
8.2.3.4

WTP:MSF

WSP-CO-S-034

Multipart Data -
Post PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.2

WTP:MSF

WSP-CO-S-035

Multipart Data -
Reply PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4

7.1.2.3
7.1.5

7.1.6.5
8.2.3.3

WTP:MSF
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WSP-CO-S-036

Multipart Data -
Data Fragment PDU

6.3.3.6
6.3.3.7
6.3.3.8
6.3.4
7.1.2.3
7.1.5
7.1.6.2
8.2.3.

WTP:MSF

WSP-CO-S-037

Encoding Version
Framework

8.4.1
8.4.2.70

WTP:MSF
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D.6 Connectionless Server

Iltem

Functior

Referenc

Statu:

Requiremer

WSP-CL-S-002

Push PDU

6.4.2.3
6.3.4
7.2
8.24.1

WDP:MSF

WSP-CL-S-003

Header Encoding
Default page

8.4
Table 39

WSP-CL-S-004

Method GET -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3..

WDP:MSF

WSP-CL-S-005

Method GET -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MSF

WSP-CL-S-006

Method POST -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.:

WDP:MSF

WSP-CL-S-007

Method POST -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.3

WDP:MSF

WSP-CL-S-008

Method DELETE -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.1

WDP:MSF

WSP-CL-S-009

Method DELETE -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.¢

WDP:MSF

WSP-CL-S-010

Method HEAD -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MSF

WSP-CL-S-011

Method HEAD -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.¢

WDP:MSF

WSP-CL-S-012

Method OPTIONS -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MSF
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WSP-CL-S-013

Method OPTIONS -

Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.3

WDP:MSF

WSP-CL-S-014

Method TRACE -
Get PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.23.1

WDP:MSF

WSP-CL-S-015

Method TRACE -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.0

WDP:MSF

WSP-CL-S-016

Method PUT -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.:

WDP:MSF

WSP-CL-S-017

Method PUT -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.

WDP:MSF

WSP-CL-S-018

Multipart Data -
Post PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.:

WDP:MSF

WSP-CL-S-019

Multipart Data -
Reply PDU

6.4.2.1
6.4.2.2
6.4.3
7.2
8.2.3.3

WDP:MSF

WSP-CL-020

Encoding Version
Framewor|

8.4.1
8.4.2.7(

WDP:MSF
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Appendix E.  Change History (Informative)
E.1 Approved Version History

Reference Date Description

OMA-WAP-TS-WSP-V1_0-20110315-A 15 Mar 2011 Stathamged to Approved by TP:
OMA-TP-2011-0083-
INP_Browser_Protocol_Stack_V2_1 ERP_for_Final_Appto
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